The original message is:

US investigators say the culprits spent at least two months copying critical files. A purported member of the Guardians of Peace (GOP) who have claimed to have performed the hack stated that they have had access for at least a year prior to its discovery in November 2014, according to Wired. The hackers involved claim to have taken more than 100 terabytes of data from Sony, but that claim has never been confirmed. The attack was conducted using malware. Although Sony was not specifically mentioned in its advisory, US-CERT said that the attackers used a Server Message Block (SMB) Worm Tool to conduct attacks against a major entertainment company. Components of the attack included a listening implant, backdoor, proxy tool, destructive hard drive tool, and destructive target cleaning tool. The components clearly suggest an intent to gain repeated entry, extract information, and be destructive, as well as remove evidence of the attack. The cleaning tool used on Sony's computer infrastructure, Wiper, is a malware program designed to erase data from the servers.

Key is:

ecepurdu

Encrypted text is:
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I have some problem with python I/O. If I save the output in a txt file then reload it to my program and decrypt it I get:

US investigators say the culprits spent at least two months copying critical files. A purported member of the Guardians of Peace (GOP) who have claimed to have performed the hack stated that they havePgFÃÞ¢ìess for at least a year prior to its discovery in November 2014, according to Wired. The hackers involved claim to have taken more than 100 terabytes of data from Sony, but that claim has never been confirmed. The attack was conducted using malware. Although Sony was not specifically mentioned in its advisory, US-CERT said that the attackers used a Server Message Block (SMB) Worm Tool to conduct attacks against a major entertainment company. Components of the attack included a listening implant, backdoor, proxy tool, destructive hard drivH\_z@(rèand destructive target cleaning tool. The components clearly suggest an intent to gain repeated entry, extract information, and be destructive, as well as remove evidence of the attack. The cleaning tool used on SonyHX'G{/0ter infrastructure, Wiper, is a malware program designed to erase data from the servers.

As you can see some words above became unknown characters. However most plaintext is recovered.

However if I decrypt the encrypted output, I get:

US investigators say the culprits spent at least two months copying critical files. A purported member of the Guardians of Peace (GOP) who have claimed to have performed the hack stated that they have had access for at least a year prior to its discovery in November 2014, according to Wired. The hackers involved claim to have taken more than 100 terabytes of data from Sony, but that claim has never been confirmed. The attack was conducted using malware. Although Sony was not specifically mentioned in its advisory, US-CERT said that the attackers used a Server Message Block (SMB) Worm Tool to conduct attacks against a major entertainment company. Components of the attack included a listening implant, backdoor, proxy tool, destructive hard drive tool, and destructive target cleaning tool. The components clearly suggest an intent to gain repeated entry, extract information, and be destructive, as well as remove evidence of the attack. The cleaning tool used on Sony's computer infrastructure, Wiper, is a malware program designed to erase data from the servers.

The decryption will not have such I/O problem if the plain text is short.

Problem 2

I use the key and text same as problem 1.

Total bits: 8576

Different DES&s\_box set generate: 9

After changes the s\_box, average bits change is: 4278.17

Percentage: 50%

Problem 3

Change 1 bit of the key and compare the result with the unchanged key result.

Total different key&DES result generate: 20 (bit 20 to 39)

Average bits change is: 1706.55

Percentage: 19.9%