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Cryptography Analysis and Implementation

**Objective:** The objective of this assignment is to analyse cryptographic algorithms and implement them in a practical scenario.

**Introduction**

A cryptographic algorithm is the mathematical equation used to scramble the plain text and make it unreadable. They are used for data encryption, authentication and digital signatures.

To do this, we have three different classes of algorithms namely

* Symmetric Key Algorithms
* Asymmetric Key Algorithms
* Hash functions

Let’s have a brief discussion about each type of Cryptographic Algorithm

1. **Symmetric Key Algorithms:**

Both sender and receiver share a single key and the sender uses this key to encrypt plaintext. The cipher text is sent to the receiver, and the receiver can apply this same key to decrypt the message and recover the plain text from the sender.

1. **Asymmetric Key Algorithms(Public Key Cryptography):**

In public key cryptography (PKI), also known as asymmetric cryptography, there are two related keys called the public and private key. While the public key may be freely distributed, the paired private key must remain confidential. The public key is used for encryption and the private key is used for decryption.

1. **Hash functions:**

No key is used in this algorithm, but a fixed-length value is calculated from the plaintext, which makes it impossible for the contents of the plaintext to be recovered. Hash functions are often used by computer systems to encrypt passwords. A popular hash algorithm is 256-SHA.

3 cryptographic algorithms that I have chosen to explain for this assignment are

* Advanced Encryption Standard (AES) – from Symmetric key Algorithms
* RSA Algorithm – from Asymmetric Algorithms
* MD5 Algorithm – from Hash functions

Ok let’s start with AES Algorithm.

**AES Algorithm**

* AES is a block cipher.
* The key size can be 128/192/256 bits.
* Encrypts data in blocks of 128 bits each.

Working of the cipher:

AES performs operations on bytes of data rather than in bits. Since the block size is 128 bits, the cipher processes 128 bits (or 16 bytes) of the input data at a time.

The number of rounds depends on the key length as follows:

* 128 bit key – 10 rounds
* 192 bit key – 12 rounds
* 256 bit key – 14 rounds

Creation of Round keys:

A Key Schedule algorithm is used to calculate all the round keys from the key. So the initial key is used to create many different round keys which will be used in the corresponding round of the encryption.

Encryption:

AES considers each block as a 16 byte (4 byte x 4 byte = 128) grid in a column major arrangement.

[b0 | b4 | b8 | b12 |

| b1 | b5 | b9 | b13 |

| b2 | b6 | b10| b14 |

| b3 | b7 | b11| b15]

Each round comprises of 4 steps:

* SubBytes
* ShiftRows
* MixColumns
* Add Round Key

The last round doesn’t have the MixColumns round.

The SubBytes does the substitution and ShiftRows and MixColumns performs the permutation in the algorithm.

SubBytes:

This step implements the substitution.

In this step each byte is substituted by another byte. Its performed using a lookup table also called the S-box. This substitution is done in a way that a byte is never substituted by itself and also not substituted by another byte which is a compliment of the current byte. The result of this step is a 16 byte (4 x 4) matrix like before.

The next two steps implement the permutation.

ShiftRows:

This step is just as it sounds. Each row is shifted a particular number of times.

The first row is not shifted

The second row is shifted once to the left.

The third row is shifted twice to the left.

The fourth row is shifted thrice to the left.

(A left circular shift is performed.)

[b0 | b1 | b2 | b3 ] [ b0 | b1 | b2 | b3 ]

| b4 | b5 | b6 | b7 | -> | b5 | b6 | b7 | b4 |

| b8 | b9 | b10 | b11 | | b10 | b11 | b8 | b9 |

[ b12 | b13 | b14 | b15 ] [ b15 | b12 | b13 | b14 ]

MixColumns:

This step is basically a matrix multiplication. Each column is multiplied with a specific matrix and thus the position of each byte in the column is changed as a result.

This step is skipped in the last round.

[ c0 ] [ 2 3 1 1 ] [ b0 ]

| c1 | | 1 2 3 1 | | b1 |

| c2 | | 1 1 2 3 | | b2 |

[ c3 ] [ 3 1 1 2 ] [ b3 ]

Add Round Keys:

Now the resultant output of the previous stage is XOR-ed with the corresponding round key. Here, the 16 bytes is not considered as a grid but just as 128 bits of data.
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After all these rounds 128 bits of encrypted data is given back as output. This process is repeated until all the data to be encrypted undergoes this process.

**Decryption:**

The stages in the rounds can be easily undone as these stages have an opposite to it which when performed reverts the changes.Each 128 blocks goes through the 10,12 or 14 rounds depending on the key size.

The stages of each round in decryption is as follows :

* Add round key
* Inverse MixColumns
* ShiftRows
* Inverse SubByte

The decryption process is the encryption process done in reverse so i will explain the steps with notable differences.

Inverse MixColumns:

This step is similar to the MixColumns step in encryption, but differs in the matrix used to carry out the operation.

[ b0 ] [ 14 11 13 9 ] [ c0 ]

| b1 | = | 9 14 11 13 | | c1 |

| b2 | | 13 9 14 11 | | c2 |

[ b3 ] [ 11 13 9 14 ] [ c3 ]

Inverse SubBytes:

Inverse S-box is used as a lookup table and using which the bytes are substituted during decryption.

**Advantages of AES algorithm**

➨As it is implemented in both hardware and software, it is most robust security protocol.

➨It uses higher length key sizes such as 128, 192 and 256 bits for encryption. Hence it makes AES algorithm more robust against hacking.

➨It is most common security protocol used for wide variety of applications such as wireless communication, financial transactions, e-business, encrypted data storage etc.

➨It is one of the most widely used commercial and open source solutions across the world.

➨No one can hack your personal information.

➨For 128 bit, about 2128 attempts are needed to break. This makes it very difficult to hack it as a result it is very safe protocol.

**Disadvantages of AES algorithm**

➨It uses too simple algebraic structure.

➨Every block is always encrypted in the same way.

➨Hard to implement with software.

➨AES in counter mode is complex to implement in software taking both performance and security into considerations

**Real world application of AES algorithm**

* **Wireless security:** AES is used in securing wireless networks, such as Wi-Fi networks, to ensure data confidentiality and prevent unauthorized access.
* **Database Encryption:** AES can be applied to encrypt sensitive data stored in databases. This helps protect personal information, financial records, and other confidential data from unauthorized access in case of a data breach.
* **Secure communications:** AES is widely used in protocols like such as internet communications, email, instant messaging, and voice/video calls.It ensures that the data remains confidential.
* **Data storage:** AES is used to encrypt sensitive data stored on hard drives, USB drives, and other storage media, protecting it from unauthorized access in case of loss or theft.
* **Virtual Private Networks (VPNs):** AES is commonly used in VPN protocols to secure the communication between a user’s device and a remote server. It ensures that data sent and received through the VPN remains private and cannot be deciphered by eavesdroppers.
* **Secure Storage of Passwords**: AES encryption is commonly employed to store passwords securely. Instead of storing plaintext passwords, the encrypted version is stored. This adds an extra layer of security and protects user credentials in case of unauthorized access to the storage.
* **File and Disk Encryption:** AES is used to encrypt files and folders on computers, external storage devices, and cloud storage. It protects sensitive data stored on devices or during data transfer to prevent unauthorized access.

Next RSA algorithm

**RSA Algorithm**

**RSA algorithm** is an asymmetric cryptography algorithm. Asymmetric actually means that it works on two different keys i.e. **Public Key** and **Private Key.** As the name describes that the Public Key is given to everyone and the Private key is kept private.

**An example of asymmetric cryptography:**

1. A client (for example browser) sends its public key to the server and requests some data.
2. The server encrypts the data using the client’s public key and sends the encrypted data.
3. The client receives this data and decrypts it.

Since this is asymmetric, nobody else except the browser can decrypt the data even if a third party has the public key of the browser.

**The idea!** The idea of RSA is based on the fact that it is difficult to factorize a large integer. The public key consists of two numbers where one number is a multiplication of two large prime numbers. And private key is also derived from the same two prime numbers. So if somebody can factorize the large number, the private key is compromised. Therefore encryption strength totally lies on the key size and if we double or triple the key size, the strength of encryption increases exponentially. RSA keys can be typically 1024 or 2048 bits long, but experts believe that 1024-bit keys could be broken in the near future. But till now it seems to be an infeasible task.

**Let us learn the mechanism behind the RSA algorithm : >> Generating Public Key:**

Select two prime no's. Suppose **P = 53 and Q = 59.**

**Now First part of the Public key : n = P\*Q = 3127.**

We also need a small exponent say **e :**

**But e Must be**

**An integer.**

**Not be a factor of Φ(n).**

**1 < e < Φ(n)**

Let us now consider it to be equal to 3.

Our Public Key is made of n and e

**>> Generating Private Key:**

We need to calculate Φ(n) :

Such that **Φ(n) = (P-1)(Q-1)**

**so, Φ(n) = 3016**

Now calculate Private Key, **d :**

**d = (k\*Φ(n) + 1) / e for some integer k**

**For k = 2, value of d is 2011.**

Now we are ready with our – Public Key ( n = 3127 and e = 3) and Private Key(d = 2011) Now we will encrypt **“HI”**:

Convert letters to numbers : H = 8 and I = 9

Thus **Encrypted Data c = (89e)mod n**

**Thus our Encrypted Data comes out to be 1394**

Now we will decrypt **1394** :

**Decrypted Data = (cd)mod n**

**Thus our Encrypted Data comes out to be 89**

**8 = H and I = 9 i.e. "HI".**

**Advantages:**

* **Security:**RSA algorithm is considered to be very secure and is widely used for secure data transmission.
* **Public-key cryptography:**RSA algorithm is a public-key cryptography algorithm, which means that it uses two different keys for encryption and decryption. The public key is used to encrypt the data, while the private key is used to decrypt the data.
* **Key exchange:**RSA algorithm can be used for secure key exchange, which means that two parties can exchange a secret key without actually sending the key over the network.
* **Digital signatures:**RSA algorithm can be used for digital signatures, which means that a sender can sign a message using their private key, and the receiver can verify the signature using the sender’s public key.
* **Speed:** The RSA technique is suited for usage in real-time applications since it is quite quick and effective.
* **Widely used:** Online banking, e-commerce, and secure communications are just a few fields and applications where the RSA algorithm is extensively developed.

**Disadvantages:**

* **Slow processing speed:**RSA algorithm is slower than other encryption algorithms, especially when dealing with large amounts of data.
* **Large key size:**RSA algorithm requires large key sizes to be secure, which means that it requires more computational resources and storage space.
* **Vulnerability to side-channel attacks:** RSA algorithm is vulnerable to side-channel attacks, which means an attacker can use information leaked through side channels such as power consumption, electromagnetic radiation, and timing analysis to extract the private key.
* **Limited use in some applications:** RSA algorithm is not suitable for some applications, such as those that require constant encryption and decryption of large amounts of data, due to its slow processing speed.
* **Complexity:** The RSA algorithm is a sophisticated mathematical technique that some individuals may find challenging to comprehend and use.
* **Key Management:** The secure administration of the private key is necessary for the RSA algorithm, although in some cases this can be difficult.
* **Vulnerability to Quantum Computing:** Quantum computers have the ability to attack the RSA algorithm, potentially decrypting the data.

**Real Life Applications of RSA algorithm**

* Creating coded transmissions or messages.
* Used with other encryption methods to enhance security.
* Used to secure internet-enabled software to protect data.
* Securing the connection between VPN servers and clients.

**MD5 Algorithm**

MD5 is a cryptographic hash function algorithm that takes the message as input of any length and changes it into a fixed-length message of 16 bytes. MD5 algorithm stands for the message-digest algorithm. MD5 was developed as an improvement of MD4, with advanced security purposes. The output of MD5 (Digest size) is always 128 bits. MD5 was developed in 1991 by Ronald Rivest.

MD5 algorithm follows the following steps

**1. Append Padding Bits:**In the first step, we add padding bits in the original message in such a way that the total length of the message is 64 bits less than the exact multiple of 512. 

Suppose we are given a message of 1000 bits. Now we have to add padding bits to the original message. Here we will add 472 padding bits to the original message.  After adding the padding bits the size of the original message/output of the first step will be 1472 i.e. 64 bits less than an exact multiple of 512 (i.e. 512\*3 = 1536).

**Length(original message + padding bits) =  512 \* i – 64**where i = 1,2,3 . . .

**2. Append Length Bits:**In this step, we add the length bit in the output of the first step in such a way that the total number of the bits is the perfect multiple of 512. Simply, here we add the 64-bit as a length bit in the output of the first step.   
i.e. output of first step = 512 \* n – 64   
length bits = 64.

After adding both we will get**512 \* n**i.e. the exact multiple of 512.

**3. Initialize MD buffer:**Here, we use the 4 buffers i.e. J, K, L, and M. The size of each buffer is 32 bits.

- J = 0x67425301

- K = 0xEDFCBA45

- L = 0x98CBADFE

- M = 0x13DCE476

**4. Process Each 512-bit Block:**This is the most important step of the MD5 algorithm. Here, a total of 64 operations are performed in 4 rounds. In the 1st round, 16 operations will be performed, 2nd round 16 operations will be performed, 3rd round 16 operations will be performed, and in the 4th round, 16 operations will be performed. We apply a different function on each round i.e. for the 1st round we apply the F function, for the 2nd G function, 3rd for the H function, and 4th for the I function.   
We perform OR, AND, XOR, and NOT (basically these are logic gates) for calculating functions. We use 3 buffers for each function i.e. K, L, M.

- F(K,L,M) = (K AND L) OR (NOT K AND M)

- G(K,L,M) = (K AND L) OR (L AND NOT M)

- H(K,L,M) = K XOR L XOR M

- I(K,L,M) = L XOR (K OR NOT M)

After applying the function now we perform an operation on each block. For performing operations we need

* add modulo 232
* M[i] – 32 bit message.
* K[i] – 32-bit constant.
* <<<n – Left shift by n bits.

Now take input as initialize MD buffer i.e. J, K, L, M. Output of  K will be fed in L, L will be fed into M, and M will be fed into J. After doing this now we perform some operations to find the output for J.

* In the first step, Outputs of K, L, and M are taken and then the function F is applied to them. We will add modulo 232bits for the output of this with J.
* In the second step, we add the M[i] bit message with the output of the first step.
* Then add 32 bits constant i.e. K[i] to the output of the second step.
* At last, we do left shift operation by n (can be any value of n) and addition modulo by 232.

After all steps, the result of J will be fed into K. Now same steps will be used for all functions G, H, and I. After performing all 64 operations we will get our message digest.

**Advantages of MD5 Algorithm:**

* MD5 is faster and simple to understand.
* MD5 algorithm generates a strong password in 16 bytes format. All developers like web developers etc use the MD5 algorithm to secure the password of users.
* To integrate the MD5 algorithm, relatively low memory is necessary.
* It is very easy and faster to generate a digest message of the original message.

**Disadvantages of MD5 Algorithm:**

* MD5 generates the same hash function for different inputs.
* MD5 provides poor security over SHA1.
* MD5 has been considered an insecure algorithm. So now we are using SHA256 instead of MD5
* MD5 is neither a symmetric nor asymmetric algorithm.

**Application Of MD5 Algorithm:**

* We use message digest to verify the integrity of files/ authenticates files.
* MD5 was used for data security and encryption.
* It is used to Digest the message of any size and also used for Password verification.
* For Game Boards and Graphics.

Implementation of RSA in Java

Code:

import java.io.\*;

import java.math.\*;

import java.util.\*;

public class RSA {

    public static *double* gcd(*double* *a*, *double* *h*)

    {

*double* temp;

        while (true) {

            temp = a % h;

            if (temp == 0)

                return h;

            a = h;

            h = temp;

        }

    }

    public static *void* main(*String*[] *args*)

    {

*double* p = 3;

*double* q = 7;

*double* n = p \* q;

*double* e = 2;

*double* phi = (p - 1) \* (q - 1);

        while (e < phi) {

            if (gcd(e, phi) == 1)

                break;

            else

                e++;

        }

*int* k = 2;

*double* d = (1 + (k \* phi)) / e;

*double* msg = 12;

        System.out.println("Message data = " + msg);

*double* c = Math.pow(msg, e);

        c = c % n;

        System.out.println("Encrypted data = " + c);

*double* m = Math.pow(c, d);

        m = m % n;

        System.out.println("Original Message Sent = " + m);

    }

}

Output:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAUEAAACNCAYAAAApU8hKAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAADsMAAA7DAcdvqGQAABu/SURBVHhe7Z29TuRMsIYL4r2DEUOwAdzCCIKFEPI5EqxECuQT8ElESBAQHglIkRaCySGEDUCTnAuAYIMFzXVwuqrddnf7r23sgcXvI1nLDo273T/VVdWeqrlv3769EQAAdJT56F8AAOgkEIIAgE4DIQgA6DQQggCATgMhCADoNBCCAIBOAyEIAOg0EIIAgE4DIQgA6DQQggCATgMhCADoNBCCAIBOAyEIAOg0EIIAgE4DIQgA6DQQggCATtOoEFzev6LfV/u0PDcXfdIOc3PLtH/1m36fbEafgK/G3PI+Xf1WYzyD+dRl0M+WEIwFC3dIdJ1sVuuU5/NrmvSGtLMRfeCxeZLf2fK7BoVaPLjOdUX7y80PdFbf8XW1vxyVaB7zfFXHCMwemdsBc0OUiJIyTFwOG0QjiBDkBfXr/oKGNKbdtTX68eOHXA+rx7RZoZPf3m7oYUI0WM2Wgn9ep9FPs2NymjzP7phoeHHfnnCanMZ1renKWhWEX5m3pzPa5r7cPqOnty+QAWKarK210wn11NywNzAWlBdDovFuMl+P6DC1yfGGu77So8l4TNPeCq0vRb+oyZfr5xrMc6fuHQ6px4P089zpiJuDA7qp2DG3IgW3Kmlc3IbFvponr3+iT9rh6WxbCcKpmoA7lYR7LZ7v6FHJ/N7C9+iDbqM113Y08X+O2wdSqyRWFubmNml1wHLyiM6ekvXG8/Xgxlt/S+u00pvS6x3Prx6tvFcKAqUJSqcqJebaFYB5GFU8V8O5vaRx0eD0FihELMxtnjimQZ6p7JgQAebB890jTWlAtrJaVJf+XXrxGnO0qqbnmzxZz1VUxvzuXqkNathoMLq3yp6khLtriqWfo6gueXbuU9M//HPsZtB1GVcA90PRWLDGcRRp4nkmfKotGfdhStscOF5F97Ep68OmCNkwl9ZXlMLySHfPz3Sndtneynplk/iz9vNHMU/fF9RiUjtLQ0rY29uTHpwMbev570v0k+ostfudeJ348vdZ/uUOvh8RnRrzYe2UJoNRuvPUZxcrj2JmSJnekC6OcxySHv1FLaRL65Jdu0dDz9Epk1H95vpctznFxg4N1Y49vryNPtCT4WL4UvhcZWVYO5DPlbnNzgXb3P/xI9Hcdf/+plHfMsPWjojWk+fgZz9URpf5e1OXI9i5T7deaZfrU+bX4eECXUvd7kbC5l0yFrs0pvRYcNvZFBTBnbEQzLOZSxVNUdrmwPEKefaQPqzD0t6W6r1kbrAb6VJZKDyfi4SsMYWnj3eisMiGXsMk/mz9/NHML7EdSi8UyR9PaqcHxHTg9tlT9EkaOSDxFkmKjVVVwmiM32mB1RqFmOdbaoqML+MFnUySVVewWiZ8bhmf57/qaTUhdWXd10xGmjy47gKZxLrv7kd838S84QW1M1TT4/Q/p67/eAZG7oOQMqHohTahU8vFwRvU2dmN/My83Rw448h1sTfD10jYStDTQz3z4yXdWn0Y44yF3gizxoLrFAHOfZWhfZRR1ubQ8Qp59pA+DIY3k3uttetN7mfK9NUbmxIsSlvmcilBEZnCj3fRYpVxaMcknmU/fzTR6XCfIsUoFnK8Y9fFPGjqgOTPqxpkXdfGap/GY7WXpDpDC0TWLIxA0RNHfejz8jeenIzWNJNnyWRpUZUwhNWVMqGjyWhreYJ9MKJ2vBe+r9F4ROhnaNzSJz2SbggpE8h3fjBfSGfgn1wq2e3htsdo6ykqjAWbxj9ZIxDBUO3wjSlrc+h4ld0ntA+DiA5G9Loa0NZeumPMIYVo0kq+8Ly0BaHWshKFJRYoNUziEGbVzx/NvJ6s1RZYCLeXvNvnaS9LtNhXg3muVGq1k+g+dBeba+aZK+SgJpkkmYj57y7msrp4cl5bQj3xy8h/M8naKWcF78ii4JfAk3M0UJpOZOrx9Y69Lxj9NsKIBiIYEq03hJA2h4xX2X1C+7AqrBlxPUWHc6Jtbuv2mHKxlqWEzijSKGOB0sApsc+s+vkzMO+fVDWGnI7mqOrf1Y7xwjss72S+2fyH+E2aOu0R0376qu6Qz4Y+hiO9WYXXpU+9WaDpyRh6kBSTp82JUJ7QA7cnpEwAvIhkbysQwGx6c1c0pul4+G4WA/uI5FCHteaKr2VUaXPReIXcJ6QP6yJty9EGbZxXyswBprdhi49NzY4mTeJZ9vNnYJ41Fu1zCnNWGp9hWVnjF3J2vMiHMRwNyah9PNCDkdIKogVj/o7bU+VFYNYuDtmfViCc9K6k1PUjXaZSXbJZKIG9x5OxXCDxBGD/nvE3xrvmKDH/uMyx2sqrlImJ/HJ5Alw0cdYarMMJ1ib2982BhN4AqL8Ym1K6f+THd2HGwm8zzx32lcpCPqjhV6vS5sLxCrtPeR/WRN6gSMxYOVH1DopSfZi7Eepn8U1ifh7RFjMOoMqZbT9/NOITZBXdvNxr1GyerFRi8pWRf0CSOHe1X8GF/ZL8Pp/7+kcyoLbwiturtIsXtbj896rse+hTvrRDuqgugzFvB0N+o9UTSAa7PfrI2XEK3xywKZCYM1ymP96tXIaRzcscMER12q/IsEAVv5vTpkOiOz1LuQ/Pj9TfWw77rddd6YtaZIyF3Wa9qPXLwKl33wKp0uai8Qq9T1kf1kXq591O1c+Hq1LPw2pch9Tj9aG2YNJWTrwWLJP4vab8rPv5o5n79u1bvRkZiEh+Fj7ei9jga8ALbu/XBQ1flHlbS7vLR+YONX9f4NL1fm40gEIWYlK04LgFXws2+08s7Zs1xy2l/ExCHaEgCPRzmtY1QfC1aVITlEMTy2HEvsO6pjPIB/3sAiEIAOg0rZvDAADwmYEQBAB0GghBAECngRAEAHQaCEEAQKeBEAQAdBoIQQBAp4EQBAB0GghBAECngRAEAHQaCEEAQKeBEAQAdBoIQQBAp4EQBAB0GghBAECngRAEAHQaCEEAQKeBEAQAdBoIQQBAp4EQBAB0GghBAECngRAEAHQaCEEAQKeBEAQAdJpGheDy/hX9vtqn5bm56JN2mJtbpv2r3/T7ZDP6BHw15pb36eq3GuMZzCfQbWIhGAsWnnjRdbJZbfI9n1/TpDeknY3oA4/Nk/xJLb9rUKjFi8i5rmh/ufkFldV3fF3tL0clmsc8X9UxAs0i8zZg3EVBKCnDxOUg/GeGCEFeUL/uL2hIY9pdW6MfP37I9bB6TJsVBuLt7YYeJkSD1Wwp+Od1Gv00OyanyfPsjomGF/ftCafJaVzXmq6sVUH4lXl7OqNt7svtM3p6e4s+/aRMk3Wzdjqhnhp3e3NiQXkxJBrvJnPxiA5TGxhvpusrPZqMxzTtrdD6UvQL0Crz3PF7h0Pq8UD+PHcm3M3BAd1UnIC3IgW3Kmlc3IbFvppLr3+iT9rh6WxbCcKpmqQ7lYR7LZ7v6FHJ/N7C9+iDbqM113Y08U/F7QOpFRArAnNzm7Q6YDl5RGdPyVriuXhw462tpXVa6U3p9Y7nTo9WIAVnwrzueKXEXLsCMA+jrudqOLeXNC4awN4ChYiFuc0Tx3zIM5UdMyPAhHi+e6QpDchWVovq0r9LL15jjlbV9HyzKOu5isqY390r1UINGw1G91bZk5Rwd8219HMU1SXPzn1q+od/jt0Mui7jCuB+KBoL1uyOIk08z4RPtSXjPkxpmwPHq+g+TROyGS6tryhl5JHunp/pTu2gvZV1mMQzYJ6+L6jFpHafhpSwt7cnPYAZ2tbz35foJzUp1Q554k3Wl7/P8i9P5PsR0akxMdZOaTIYpSep+uxi5VFMESnTG9LFcY5D0qO/qIV0aV2ys/do6Dk6ZcKq31yf6zan2NihodrVx5e30Qd60V0MXwqfq6wMaxDyuTK32blgm/s/fiSau+7f3zTqW6ba2hHRevIc/OyHyjAzf2/qcgQ79+nWK+1yfcpEOzxcoGup291I2ARMxmKXxpQeC247m4siuDMEjnk2c6miKUrbHDheQc9eg6W9LdUzybizi+hSWR88V4t80sYUnj7eiTIimzVM4pkwv8R2KL1QJH+83TE9aGaibp89RZ+kkQMSb5Gk2FhVJYzG+J0WWK1RiHm+pabR+DJe0MlEWnUFq2XC55bxef6rnlYTUlfWfc2EpcmD6y6Qia777n7E901MIBZKO0O1DE//c+r6j1d65D4IKROKXowTOrVcHLxBnZ3dyM/M282BM45cF3szfK2FrQQ9PdQzP17SrdWHMc5Y6I0wayy4ThHg3FcBmrtPWZtDxyv02YPgjeJea+R6A/uZMn31pqWEs9KEuVxK2Eam8ONdtBClj2ESz4LodLhPkWKUaBpZ23AgZkKlDkj+vKqJoOvaWO3TeKz27NSk0wKRNQsjUPTkiqSkzctfx4TXmmbyLJksLaoShrC6UiZ0NGFtLU+wD0aUZvHC9zUajwj9DI1b+qRH0g0hZQL5zg/mC+kM/NNNJbs93PYYbT1FhbFg0/gna14iPKodvjFlbQ4dr/JnDyQ6GNFrZkBbe+mHNgc9oiUrGc1zzhaEWlNNlJFYKMMkbp15PVmrLbAQbi95t8/TXpZosa8G/FyZLmrH1nPVXWyumWeukIOaZCJlIua/u5jL6uIJfG0J9cR3I//NJEsjmRWs+YiCXwILgdFAaYuRuczXO/a+YPTbCCMaiPBItN4QQtocMl5tPDtrl3yPooM30ca3dV2mXKypKgE6ijTKWCjDJG6def80qzHkdDRHnf+uduYX1lJ4t/PN5j/Eb9LUaY+Y9tNXdYd8NvRRHWmlILwuferNAi16jSHwICkmT5sToTyhB25PSJkAeKHJ3lYggM2pZYi2WAffzWIQHywf6rDWXPH1lyptLhqvNp9d6s3RBm2c18XM4aS3GYufUo08TOJ2mWeNRfucwpzCxmdYVjbzgCTycwxHQzJqH0+GwUhpBdGCSfxJo0ovArN2ccj+tALhpHd/ZRYd+b6rgLpks1ACe48nbLlAMv4942+MtZNRYv5xmWPxHYaXiYn8cnkCXDRx1iyswwnWOPb3zYGE3gCovxibW7p/5Md3YcbCbzPPHfaVymI/SHyT4VRoc+F4tffs+u2IxIyVU2nvECjVP7mbnG4nTOJ2EZ+gcVbzy71GFefJSiUmXxn5BySJA1j7b1zYL8nv87mvf6grmky28Irbq7SLF7W4/Hev7Hvok9K007qoLoMxbwdDfuvVE0gGuz36yNlxvt8csBmUmDxcpj/erVyGkc3LHDBEddqvyLBAFb+b06ZDoju90rgPz4/U31tO/a3XXemLWmSMhd1mvfD1C8Op9+MCqdLmovFq/Nkt5N68k6l78wG1jMPDatw3Wf2jrZO0BRPPc5jErTL37du3ejMyENlhWfh4L2KDrwFrl3u/Lmj4oszbWtpdPjJ3qPn7AmDTaACFLMQsw04GSmCz/8TSvllz3FIK0iTUEQpATVrXBMHXpklNUL+4njjm2HdY13QGIBQIQQBAp2ndHAYAgM8MhCAAoNNACAIAOg2EIACg00AI1oTfYcsKBwUA+LeYl6/18JvsXlgjWeTq8ypfXQPlmP7+1/o1DrGWI/jNfDFX3efj12Ts+7w3vh8AZSSaoPVCc/wFc9B5jNA+pGv5TmwW8Tc7zBf/T3Xg1KqC0LwnaAIJIE8LmAU6svR0TOOJFb1kY5X649PcSQ+6gQRvuFihx901+nmeH5uHv+/svCgdBRGoEglIXrqWr4icxi9Im4ASCCAA2iTWBO8e1O4dTVoOePp4pye9CUPP+KZKlmmUKpOR9yKkjBvhWl0ZdfkmmLlszSGkzSH498mKOFLUZvO7kNwgIc8+CzgIwcGPbSfgRGuYcFLW1+RiiwRfuwQtkpjDHHqI46/xdzb76egxLAR0YJTIVDERSqwFyqbTL8uc0ZcbCDWojKqrLP8DCwo7KKaJhM33NdE5Qtocgr5P30mZGFUXU9bmOGK3hFnX7TRlndwgAc/++dERuytlD5RwUklgXZknPHicflL9pumgvwAYohwjzC1djvu0urNASg2MckpojKlix4czoYqcwJ3eRM4koExZ/gduTyrHR2SCxQmUQttcQnIfN2WiT1M5K5q4D7c5Kxm8udo+lNk45viQVr6MiogAjMzw/+6iDwFoCecVGY7t1x+wKfysFp+OTqwXX2Dejyjdpk4mk5NZK6SMwjd1bfMzjrNmCzPJ7maHza+Qq6SIyEzLza1hUdTmKrz3Ptw/HMI90TTdq82gBHJIotpbtmnksn5M9yIA3biPALSFIwTZEb1d4ANyTThzWbk4osWnk8lkC7qQMnohheR/sIKPRia2v8DL2twU4W0upqn7fATaRcECMB0EtpQotQDHQHWytYVYFwC8A0cI5hOei4NJCTovByyTVyZ2hhfkfzDmsC/gXAFYrc25RGHsnQMi7xWikDaH0Nx9Zm8Osy9TtOzJaXUByEhOGvWv9+w6b8z7IpwDUMS8pGb00iX6sMCqk/fDmKTFDnK/THj+hyIBV7/NLrFPzuSMUILq+J59XjYVclYU5gapcJ8CzAZjbxD21bQ5rA+OVCM5eVJJTEF+HhHG3uEUt1nC0lvjxb7BsrwxALyXuf/53/97ywthLgvQCo3P5k7Kp2ZN/Kzf+6ZRSBntGNevkjD8+yM6pIuF67iueOH5eAuxrM0hyOEIBw6NbsMa6OXiL7c9AW02+GXVHZUJqFNPVrnPLMgXwlMa7/6k8+clp298bBeF0485Y+CPa5aLA4Am+SeDqhpBoVZhpvDMSrgEAABZBPoE/w10Fn840QEA4fyz4fWzzWFtouHVCgBAKMgxAgDoNF/KHAYAgKpACAIAOg2EIACg00AIAgA6DYRgTeSbDw3E+WvqPgCAeogQ5NdN/O+XyuXlHfkX4Reo/8WcHmX8a8+VnmP5EYTK8O+F8PvgPViaoBu5RK7tM3xnEzQCx0m055ZOH/KrsiA074ea4BnIQwLeC8xh8CE8n1+rbbdaxGj57jHykICGCRKCJjQT77YckCA2RXLM5ThSiFyu2SOmjPzdJp3EZRKzTt8/bSrZ5l9Ie8znITk9UqZaho/OL5MdVKCckPs4z8SX1Z4qz1V0nw9naZFMTPNgkIcEtEAlTZCjNEs0EzZDOPdFb0iHe26cPRZsEnkmzutxRLTuhY1Sf3ehk39EptFULeZjWcBGQ1jxZvTGjlr00zFdJvNft2flUeqSuISk7nus66qS06MsD4kuU5xjJISQ+3CZLuQqyRrPUpCHBLSAJQSTKM25moOatLv/6VmblftiaW9L3WVCp1HoLUZi252lQybZIZI4rP9U6QUct9SP38eY3T4VV47bE9WVxA+skz8kPw9JUqZmuPiI0Pt85VwlLJjN344GUxof1Y8TqCMGIQ8JeD/FByN+vLeS4KsSoDUoKvKELIsmFdb/9lLt7EpbjANSb6yKcLX/RvDa88xJUSJhGkZAHpIKOUYKQa4S53BkbfeRVi7u62mmyEMCGqSxgxHWGuLEde8lCrWe5EF2tbWmcU1KczWfhyQEFlxdyFVS60ADeUhACzQmBFlrEEWsgjmaRxJqne/FpvCErs/LNSidPvSFwpW2gDwkATlGgkCukveDPCSgBRoTgoyYsexbjA4nGFlI+zVOJTkZvPgpRzQIWMzsI+J8FCmNsSCnR+JHzM9D4vsoWcCkc4yUE3af7uQqYf8gtycrf0hsxns+6WRzRB4S0BwST1CfWmaskOjg4ZmiPBIvbl4IWVhefpL04nYDneq62JzROTWK4Fc8dBR91/cjhwwZeS3swxYb7URP8naokk79up7UzeLn8uvjevwcIyGE3Mdv69fNVeKOgcHpI+QhATPgUwdVFeHEr8BYp81MvFA8oQwAAFVp1BxuEt7tRQt8x2sUAABQxqcTgsYfpF8qxisQAIB2QY4RAECn+bTmMAAAzAIIQQBAp4EQBAB0GghBAECnaUUIxnHs3hm/rqn7FMGv4kgd5mqxLgDA5yMWgr4waCLu3LShb7Q3dZ8sTGQTiUfIXzWrAX87gwO++kFmzes+M/+O7Scl3tQanGN5mDH5TH1ftqnHXxeMrrptb2Mtf2VECPLg2ME+OQDnC4eXqqkVmcCfdjy7OjR1n5lhRTeOgxgAgRe4vPxuBZTlr/F1YYMwAvmQrnM3WvlaIX8FNeqbtdOJRA2v2j/mK4UmMhJysJQzz4t1Z8iBB5Jgn/xl//847tJgq3ZGsE7BoZymYxpPrOjGG6vUH5/W1i6/EmZD8APK8ib31b/zK9+lj4K//jzPt2huDpTws78Censpc6cwwpGHfJ0UOVgqM68Dlk7p0Y9DJFFckkUtKnZBbhAm1L/mq/3mMrtV2X14sENznvgmWJs+v7sHtXvHMRD7qk/1pHfCZwX0UaqMlzuECSkT8uxlY8GEjmsZIVGti+oKGXfzeUgOllnACsWBFTC4VZCDpRbz+TH4dDgmewEX5QZhQvxrPEntYJ+s9jOsvhuzN9RPV5rzRC2omebZ4I2DYyAq82ern45vx+3R3Ze4HVL5TDj6i2XO6MsN8BpUJuDZQ8YipM1lsCDQKQvU3xXkGw6tq2jcQ3OwfH501PNK/nDkYKmFPhiZviqRFwZPKqNq27lBQuCdfF1vVclkjNR+R9iGUpLzpIk8GyHojYS5VYu9T6s7C6TUQLJloDFVivKZCCFRkgPKlD17yFgEtzkAFk5aMPVoeKG1M0fbrFJXybg3AbfnIwPKbhxzOLoMCy0QEYDIwRKEFoK9BbXvhFCcG6SMJIipNak3diR2XK0cHiU5Txjf3HNj2jUPbwz9AZvCz/K8HG1bL9CAfCaMCCIjKHK0ppAyiqJnDxuLwDYHoucLa29aw+f7JoKwQl0B4/5e2gwoW4YckmT4UINBDpZKzOvkRFnoSfnuBEOZJJntzElWG5NKT6bE3OOr7TwbZRuDa56ZKzHTzOLTgiJb0IWUCX/28rEoa3NVTPu5Pb3hjqPlNV3Xv4Z2UbAA3K3+VgRysNRiXnfcgFKHUHkZ3t6BMcH8id6GAIwdwu/Ms9EcAflMLFKCLk69l5BXJuTZw8aiWpur8kdyABjarasqH2EOs09UNN/JaXUByCAHSy3mzRH6YPQr1iSM472tDG+zmejN5NkIQVKNlphoLLDK8plkE+Ig98uEP3vRWNRvswvPpyvvcIM/s3PCNFVXTGEOlnLMBmNvEPbV9MatD4XUAOWkFLDhsRRh7PUpt/kcOVgqE8cTZDXc9r/4ZlFycpefG8S/R0KSZyQebB9r8Mvuc/4clvNEO4eL82yEtLkMv14b+V0/SRKfWV/Js/umUUiZkGcPGQumrM0hZNXlzzGmqC45PAkYd4PfB+pGhfO3LaR9Gd1s5lg8n73HNtj9FPcBl80ZA7+vs/oZJMw0qKqZlGrkMxfsCwZrZmAsANC0EkChKkvrK3DcfhIwFqBrzDy8frYJFm56gubAWADwAUIQAAA+E5/CHAYAgI8CQhAA0GkgBAEAnQZCEADQaSAEAQCdBkIQANBpIAQBAJ0GQhAA0GGI/h9jsTHMh7mLgwAAAABJRU5ErkJggg==)