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1. **scanf(“%s”, str); 와 gets(str)의 차이를 조사하시오.**

**scanf(“%s”, str);**

* 공백, 탭, 또는 새줄 문자를 만나면 입력을 중단함. 즉, 단어 하나만 읽어들인다.
* 버퍼 오버플로우를 방지하기 위한 길이 제한을 지정하지 않으면, 사용자가 입력한 길이에 따라 버퍼 오버플로우가 발생할 수 있다.
* 예: scanf(“%s”, str); 에서 str에 “Hello World”를 입력하면 “Hello”만 읽어들임.

**gets(str);**

* 한 줄 전체를 읽어들임. 공백도 포함된다.
* 버퍼 오버플로우에 취약하다. 사용자가 입력하는 길이에 대한 제한이 없기 때문에, 입력 길이가 str 배열의 크기를 초과하면 버퍼 오버플로우가 발생할 수 있다.
* C11 표준 이후로 gets는 위험한 함수로 간주되어 더 이상 사용되지 않는다.
* 예: gets(str); 에서 str에 “Hello World”를 입력하면 “Hello World” 전체를 읽어들임.

1. **fflust()가 무슨 기능을 하는지 조사하시오.**

* Fflush()는 표준 라이브러리 함수로, 파일 스트림의 출력 버퍼를 비우는 데 사용된다.
* 출력 스트림(stdout, stderr)의 경우: fflush(stdout);를 호출하면 출력 버퍼에 남아 있는 데이터를 실제 출력 장치로 내보낸다.
* 입력 스트림(stdin)의 경우: 정의되지 않은 동작이 발생할 수 있다. 그러나 특정 시스템에서는 fflush(stdin);를 사용해 입력 버퍼를 비울 수 있다. 일반적으로 입력 버퍼를 비우는 다른 방법을 사용하는 것이 좋다.

1. **scanf와 scanf\_s의 차이점 조사**

**scanf**

* 형식 지정자에 따라 표준 입력으로부터 데이터를 읽어온다.
* 입력 데이터에 대해 길이 제한을 지정하지 않으면 버퍼 오버플로우가 발생할 수 있다.
* 예: scanf(“%s”, str);는 길이 제한 없이 입력을 받아 버퍼 오버플로우의 위험이 있다.

**scanf\_s**

* Microsoft에서 만든 보안 강화 버전의 scanf이다.
* 입력 버퍼의 크기를 명시적으로 지정해야 하며, 이는 버퍼 오버플로우를 방지하는데 도움이 된다.
* 예: scanf\_s(“%s”, str, size);는 size를 사용하여 str의 최대 크기를 지정함으로써 안전하게 입력을 받을 수 있다.