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# Introduction

In this world of technology, both small and large enterprises are moving towards adopting and utilising technology in their organisational process, but there are various challenges and obstacles which are generally faced by Small and Medium-sized Enterprises (SMEs) (Hassan, 2020). SMEs are a category of small and medium-sized businesses, which are limited in some resources and have a smaller number of clients or customers. In this context, there are various industries which have the fastest-growing SMEs such as dentistry, engineering services, physicians’ clinics, hotel or motels, legal offices, and so on. There is a high risk of malicious and cyber-attacks in the small and medium-sized enterprises as well as in well-built organisations. In this case, smaller companies are consistently producing, storing and utilising data in a huge amount which increases the risk of getting hacked or breached. Nowadays, the small and medium-sized companies are producing a large amount of data which makes it easy for a hacker to attack or intrude (Lee, Che-Ha and Alwi, 2020).

It is a big challenge for SMEs to enhance their security as the large enterprise maintains its security system, which can decrease the risk of hacking attacks. The most common category of hacking attacks in the business includes phishing, malware, Man in the Middle, Denial of Service (DoS) attacks and SQL injections (Rauch *et al*., 2020). These attacks can be made internally or externally. In addition to this, the intrusion or hacking attacks can also decrease the value of the company in the marketplace; along with this, it also breaks the trust between the clients and the organisation. In this assessment paper, two topics have been selected for the further explanation in which the first is about challenges related to data theft and data breach and the second topic pertains to challenges related to the risk of malicious threats from cybercriminals and non-implementation of ISO 27001:2013 standards. In this report, the main issues relating to data security in the small companies have been identified to find the possible solution for preventing these situations.

# Challenges Related to Data Breach

There are various challenges which are being faced by small and medium-sized enterprises. In addition to this, some of the challenges related to information security are mentioned in following paragraphs, along with recommendations which can be utilised in order to increase the value in the marketplace and retain the clients or customers.

There are several challenges and obstacles in the way of small businesses. The first and the most important task are to build bond and trust between the client and the company, but it is not possible without enriching the security in the organisation. In the context of security, it is necessary for any organisation for retaining its business and market value. If an incident occurs related to security, it can affect the overall image of an organisation. Small enterprises and medium-sized companies have a small budget to invest in securing their data and information. Challenges related to hacking and breaching are very hazardous for the company, and it leads to result in theft of passwords, personal files, emails, confidential information of the company and many more. In a similar context, a data breach can be defined as an incident that can expose the protected and confidential information that is protected by the company. In addition to this, breaching of data causes various issues, such as theft or loss of password or security number, details related to bank account and credit card numbers, along with personal health information, this type of breach can be intentional or unplanned (Mohammed, Hasan and Awwad, 2020). A data breach can be occurring in any organisation internally or externally. Thus, it is required by any small business organisation to fully enable the software and systems with a complete update, and enabling firewall is also a good way to reduce the risk of breaching attack. In a small organisation, there are a lot of computers which are at the risk of hacking, and each and every system consists of sensitive information about the organisation and personal data of employees which can be further dangerous for the organisation (Lee, Che-Ha and Alwi, 2020).

In the above case, hackers generally attack the small business companies and encrypt the data for taking ransomware from the concerned organisation. The encrypted form of data makes the company give a huge amount of money to the hacker in order to secure and access the data again. It should also be mandatory for every company, whether it is a small scale or large to handle the systems and not allow the employees to take any device to their homes. Moreover, it is also necessary for the organisation to maintain the browser up to date with the help of firewall which protects the computer while surfing the internet (Mohammed, Hasan and Awwad, 2020).

In a similar context, the most common types of security challenges which are faced by small and medium-sized enterprises nowadays include SQL injections, phishing, Denial of Service (DoS), Man in the Middle (MITM) attacks and malware attacks (Furdek and Natalino, 2020). The data breaching attacks are caused by various types of viruses which can cause a huge loss to the company.

* First one is ransomware attack; in this type of data breaching attack, the hackers encrypt the data of an organisation in order to make money from them to decrypt the data. The companies do not have any chance to overcome this situation; therefore, the company pays the amount required by the hacker. Ransom can come through some malicious websites, emails, and a message from social media, and so on.
* The second type of attack is malware attack which is a quite general attack that consists of viruses and spyware. In addition to this, it can be spread between servers and network on the computers. Most of the malware comes through the passage of emails and social media messages.
* The third challenge is based on the different attempts of data breaching which is called phishing; it is the most common and more affecting form of malware which targets the victim by sending an email which is similar to the form of popular social media sites and bank pages. Along with this, it also comes in a form where the user is asked to download a link, and after downloading the link or filling the form, it injects the virus into computer systems. In the context of form filling, it requests the employees to fill the form which is completely same as the original and after filling the form, employees are not aware of the form being original or fake; hence, the hacker can access and reach the data and also change the passwords of emails and ask for money in order to access the data (Furdek and Natalino, 2020).

In this case, it is mandatory to secure the data in the company by installing antivirus and anti-spyware software in order to save the precious information and data of clients or the organisation. In addition to this, using Virtual Private Network (VPN) where the surfing is done on the private network is very safe, it can be more useful in saving the data from getting breached. Moreover, encrypting data is also a useful approach in order to safeguard the sensitive data; the encrypting process encrypts the data into a cypher which can only be decrypted by the person who encoded it and by filling the password, the data can be accessed again. Furthermore, in order to prevent from phishing attacks, the small and medium enterprises should provide proper guidance and training to teach the new employees about the policies and guidelines for securing the data and make sure that no one clicks on any unknown link until it is verified by the anti-spyware and antivirus software (Wang *et al*., 2018).

There are more serious challenges that are being faced by both small and large enterprises from the beginning of the technological era, wherein the most frequent attack is known as Denial of Service (DoS) attack which is created to shut down the machine or computer network and make the particular website inaccessible. In addition to this, attackers carry out this attack in two ways; the first one is called flooding where hackers or attackers flood the targeted website with a load of traffic which cannot be handled by the server, and it becomes very slow to respond to the visitors of the site. In this duration of flooding, the second process, which is done by the attacker, is to exploit the vulnerabilities which can cause a computer system to crash immediately (Shang *et al*., 2017). In a similar context, DoS attack is identified as irrelevant behaviour of emails, not getting access to the site, disturbing the service of a particular computer system or manipulating the state of information. Another type of DoS attack is known as a smurf attack which is done in the form of automatic responses in personal emails. This type of fake email is sent to everyone in the staff, and if the fake email is clicked by any staff member, their personal email ID comes at the risk of getting hacked. Therefore, it is necessary to provide proper training to the staff in order to prevent DoS attacks (Shang *et al*., 2017). In relation to the DoS attack, the DDoS attack also perform the same process, but in multiple computers, DDoS attacks are generally made on the global level by taking the help of botnets, a malicious file is distributed by them in order to flood the multiple websites. In this case, DDoS attacks are illegal, and as per the Federal Computer Fraud and Act, the hacker or violator can be sent behind bars for ten years, along with a penalty of almost $50,000 (Shan, Wang and Yan, 2017).

However, the fine and penalty are at its own place, but it can be prevented by applying some security measures in the organisation, such as activating Web Application Firewall (WAF) which is kind of protection with multiple layers between the website and traffic it receives. WAF is costly to buy for the SMEs, but it is the only way to prevent these attacks. The second solution is to consistently analyse the traffic on the website and understand that if an abnormal activity of over trafficking occurs, it is probably a DDoS attack. The third solution is to enable the country blocking the website because working on this type of blocking system is a complicated task for hackers, and it is important to not use any proxy which is not identified (Somani *et al*., 2017).

In the small business, limited budg*et al*ways creates a barrier in protecting the data; cybersecurity comes in the package, which costs plenty of money. In this relation, all the money is wasted if staff lacks in knowledge of cybersecurity and it can be counted as a main security challenge in the SMEs; thus, it is necessary to teach the new staff as well as existing one about the cybersecurity threats which can affect the overall image of the organisation. It is essential for everyone to learn and be secured. In addition to this, bringing one's own device should be restricted in every organisation because it can unleash all the details about the company. If an employee mistakenly leaves his/her laptop or any device which is storing personal data of the company or information about the client related to medical history, passwords, emails and so on; in this case, it is required by the SMEs to take special care of the devices and ensure that they are connected to VPN. If the employee is not using VPN or using some public Wi-Fi, then it will be quite dangerous for the security of the company, along with this, it is also mandatory to utilise the encrypted channel (Písař and Kupec, 2019).

In order to save the personal data of the company, it is significant to regularly check and update the security tools and software. In this case, it is the responsibility of the Information Technology (IT) manager to protect the small business from security threats (Písař and Kupec, 2019).

# Challenges Related to Risk of Malicious Threat from Cybercrime and Non-implementation of ISO 27001:2013 Standard

## Risk of malicious threats from cybercrime to SMEs who fail to apply policies related to security

The evolution of the Information and Communication Technology (ICT) has been extensively transforming way of information flow and management not only in larger companies but it is also highly prevalent in the SMEs (Ward, 2015). The people and company’s inclination towards using innovations or ICT have been providing advantages to stimulate work efficiency and performance through effective communication and information flow. The extensive benefits of technology advancements or innovations aspire to bring into an existing system or shifts traditional way of information management towards the more interactive way; such as E-commerce, mobile, cloud, social media and apps (Ward, 2015). However, benefits of incorporating innovation bring own issues or problems as well that should be seriously undertaken to keep vulnerability to a company's stakeholders; including customers, investors, suppliers, employees and sole proprietor or partner as a whole. After the rapidly growing ICT and innovations, cases of information destruction or misuse of information has been increasingly widespread. Information security is the major or serious concern with the ICT adoption to secure from the threat of information hacking or loss to the enterprises’ stakeholders. It is because the malicious threats from the cybercrime or information hacking are intentionally undertaken to steal crucial or sensitive data; such as account information and business or personal data for the purpose of misusing for own personal interests (Tufnell, 2014).

**The critical issue of cyber-attacks to SMEs due to the poor cybersecurity policies cannot be supposed or considered self-sufficient by the owners of SMEs. The less capital or resources intensive operations of the SMEs cannot be evaded SMEs from cyber-attacks because such SMEs are using information technologies or digital business system without secure system (Shackelford, 2015; Ward, 2015).** Around the world, Small and Medium-Sized Enterprises (SMEs) is one of the key contributors to economic growth and have intended to focus on attaining the larger goal of full information security. According to Card (2018), risk of cyber-attacks or crime is not just limited to the larger companies, while SMEs are also at the risk of cybercrime. As per the “General Data Protection Regulation (GDPR), it is important for small-sized to the large-sized businesses to focus on the security of information to ensure the protection of data or systems from the threats of cybercrime (Card, 2018). Similarly, in the info-security magazine, Nice (2017) presented the fact about cyber-attacks to SMEs in the UK. As per the statistics, seven million cybercrime or cyber-attacks hit SMEs in the UK, and its cost to the economy on an annual basis is accounted to £5.3 billion (Nice, 2017). SMEs are unworried about full information security on the majority that is evident from their poor security policies. In reality, malicious attack from cybercrime is more to the SMEs regardless of the size of operations in comparison to the larger organisations. Cybersecurity is an important and top priority that is only perceived by around 20% of SMEs (Nice, 2017).

In contrast to the larger enterprises, SMEs are more vulnerable to the risk of malicious threats from cybercrime because of their ineffective information security system or security policies that fail to prevent cyber-attacks (Ward, 2015). Lack of technical expertise and encrypted security policies or systems and limited capital or budget are major reasons that SMEs more vulnerable to cyber-attacks (Nice, 2017). It has been generalised that SMEs that fails to apply policies related to security can be a victim of cybercrime that would be the reason for capital loss and closure or shut down at the end.

Information security is defined as an action or practises to prevent access or use of information in the unauthorised or illegal way to ensure no information destruction or misuse for personal use. The unauthorised access to information related to business plans or decisions or information about clients severely poses a risk to stability (Caballero, 2013). **The risk of cybercrime is one of the serious concerns or impediments in the way of attaining the larger vision of growth or potential sales and profits. There is a high possibility of being a victim of cybercrime that can be costly in terms of losing potential sales and profits, and the protection of the stakeholders' interests. The importance of understanding eventually risks of cybercrime is indispensable for SMEs because it is an organised crime conducted by skilled hacked on a larger extent. Phishing emails or phishers is the prevalent cybercrime to SMEs that is conducted to access sensitive information from the colleagues or suppliers (Card, 2018).**

**Trustworthy entitles are approached by hackers to share their sensitive or personal data through a good convincing approach. It is more important for all entitles associated with SMEs to understand different types of cybercrimes and risks of malicious threats. Besides this, anti-virus software usage and strict compliance with all other essential requirements for the information protection act will lead to preventing SMEs from the huge cost or loss due to cybercrime (Card, 2018). The expenses to protect from risks of malicious risks from cybercrime are relatively small for SMEs than a loss as the result of cybercrime (Ward, 2015; Shackelford, 2014). This is the only way to avoid the issue of losing clear or larger vision because good understanding and efficient policies related to the security aids to identify threats from cyber-attaches and potential harm so that immediate actions can be taken along with attaining the larger vision through full security. Overall, efficient information protection system and a good awareness of the cybercrime would have assured meeting goal of full information security to SMEs that eventually helps to flourish at the utmost extent (Shackelford, 2015).**

## Non implementation of ISO 27001:2013 standard

Information Security Management System (ISMS) defined ISO 27001:2013 standard for application of networking technology in an efficient way because risks prevailing in the external business environment that misuse or destruct important information is all against operational efficiency (Humphreys, 2016). Customer's trust maintenance in terms of information confidentiality or secrecy is the critical issue that against brand positioning or identity. The misuse of the data or illegal access of the information severely worsens the position of an organisation and poses obstruction in the growth and continuity of the operations thereof.

The risk of non-compliance with the standards for information security management induces risk exposure to operational efficiency and sustainable performance. It is because non-compliance has been imposing various issues; such as online fraud, information misuse, data altering and hacking that are all critical concerns in the context of managing customers' trust and confidence. Loss of information is not just capital or financial loss, while it is a loss to goodwill or reputation in the market; thereby non-implementation ISO 27001:2013 standard has been raising challenge in keeping information secured from the unauthorised information users. With the implementation of ISO 27001:2013 standard, it will be extensively possible to less unauthorised access risk or information loss, and thus, it has been analysed that there are more benefits of implementing ISO 27001 than non-implementation (Calder, 2017).

There are various benefits implementing of ISO 27001:2013 standard; such as it lessens the risk to information security or confidentiality. This standard manages security risks through effective internal controls, systematic identification, control or protection from organised hackers or cyber-attacks and keeps compliance with information security (Calder, 2017). Besides this, ISO 27001:2013 standard is being used a proof of efficient security policies or security management, security expertise development and customer confidence or trust that eventually contribute to the robust business growth (Calder, 2013). There is a negative relationship between non-implementation of ISO 27001:2013 and sustainable growth because customers and other business stakeholders are likely interested in continuing and carrying out business with firms that are more secured in terms of the information system management because of capital investment and information confidentiality, as well as integrity (Shojaie, Federrath and Saberi, 2014).

Non-implementation of ISO 27001:2013 standard has been rising to business organisation to ensure customer satisfaction that is business loss or hurdle in the success of capturing opportunities with strong customers' support. Another challenge associated with non-implementation of ISO 27001:2013 standard is a competitive advantage or competitive position along with financial soundness. Secure information system leads to ensure data integrity and data confidentiality along with required information availability to foster performance for the competitive position and inflows of cash and profits due to trust of the customers, investors and shareholders (Calder, 2017). It has been analysed non-implementation of the standard of information management imposes a challenge to flourish business operations with the increased trend of growth. ISO 27001:2013 standard implementation is like a benchmark or certification of efficient business management in relation to the management of information security (Calder 2013). And thus, non-management is indicated to the poor management of information and thus, higher chances of facing issues related to disorganised security policies; such as hacking and cyber-attacks. Moreover, ISO 27001 is an applicable standard at the international level, and thus, non-implementation has been arising challenge to implement effective controls for data integrity, data availability and data confidentiality (Shojaie, Federrath and Saberi, 2014). Overall, it has been generalised that purpose or benefit of ISO 27001:2013 standards are less exposed to the risk from attacks of an intruder. Thus, abidance with the guidelines of ISO 27001 standards; such as procedures and policies in order to mitigate information security risk is significant to keep a competitive edge.

# Conclusion

**In the 21st century, rapid inclination towards adopting digital business process and ICT has been arousing substantial need for security in terms of efficient security system, technical expertise and in-depth insight of different types of a data breach, data theft and cybercrime. The topic of security in the present era of technological advancements has significant value because of the risk of malicious attacks from the hackers involved in the organised crime. Security influences sustainable performance and growth at the utmost extent because it avoids risks to personal or business data theft and accounts hacking. It can be concluded that knowledge or seriousness towards preventing risks from a data breach, data theft and cyber-attacks is more important to understand by the business owners, employees, supplier and all other key stakeholders, to secure personal and business interests from the hackers.**

**The inefficient security policies and less concern to the top priority issue of security would make a victim of hackers or organised crime that cause big financial loss to the person or business enterprises as a whole. It can be concluded that good knowledge of security is the key to success in attaining long term goals or vision through operating online or technology-based business transaction within a highly secure environment or system. Based on the discussion and evaluation, it has been generalised that data breach is the critical issue to SMEs to flourish operations privately to attain the vision. In a similar way, data theft is also sustainable performance because of the high possibility of customers' trust being harmed and the possibility of cheating or frauds that against lawful business operations. It has been concluded that poor security policies and limited or poor security expertise are essential to be improved to sustain a good image in the market.**

**The timely software update is important to keep strong privacy and security setting, so as to secure data and information from the unauthorised access. In the context of other security concern of risk of malicious threats from cybercrime, it can be concluded that SMEs are more vulnerable to the cybercrime or cyber-attacks regardless of their operations at the small level. SMEs should consider risks from cybercrime as a serious concern with a full security system to keep off from the potential harm. Non-implementation of ISO 27001:2013 standard is also important to be determined by SMEs to deal with an information security risk. Overall, SMEs focuses on the advanced technological environment is not limited to attaining growth, while preventing business and people interests from the security-related risks is also quite substantial to secure from the big losses.**
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