Profile(s)

A profile is the main container for managing user details and a means through which users' interactions with the system may be enabled and user actions logged.

The profile container is a collection of connected system objects: user, group and role which together prescribe who a user is and what a user may be able to do within the system. In addition, the profile also contains its own specific attributes and actions.

# Profile Concepts

The details and specifics for user, group and role system objects are provided in the following folders, links to which are provided below;

* [users](https://drive.google.com/drive/folders/1GOzciJI9h0bOqudnTjt-gxQ2DHYl5Mrx)
* [groups](https://drive.google.com/drive/folders/1jTcaXs44s04k5Iv_gPPvcc-K0tAfiJ36)
* [roles](https://drive.google.com/drive/folders/1UuAo6xyBkL3FIl85sllAm76DB_ojn9in)

For the purposes of this document the general relationship between users, groups and roles is given;

**user** A system object that contains all the related login information for a person's registered profile against which authenticated system access is facilitated.

**group** A collection of user profiles associated by context of administrative purpose.

**role** A set of authorisation protocols associated by need of access and permission.

The generalised relationship between the objects is;
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The difference between groups and roles is subtle since both are collections. The main difference is in collection type. A group is a collection of entities, e.g. company of employees or social club membership. A role is a collection of access rights giving a user permissions to access certain resources and execute certain actions on those recourse (essentially C.R.U.D operations)

Similar to the ‘nix\* like operating systems, when a new user profile is created, simultaneously a group for that user is also created to which that new user profile is automatically joined. At the same time, various predefined roles are also applied to the new users group which enable access to the basic resources necessary to instantiate the new user profile.