**Tools**

Haut du formulaire

Bas du formulaire

**IOT**

* https://github.com/DigitalSecurity/btlejuice - MITM BTLE - Framework d'attaque MITM sur des périphériques Bluetooth Low Energy (ou “Smart Device”)
* https://github.com/adi0x90/attifyos - attifyos

Haut du formulaire

Bas du formulaire

**Web**

* Burp - Configuration de Burp Suite
* sqlmap - Outil d'automatisation de SQLi
* Arachni - Scanner de vulnérabilités web

Haut du formulaire

Bas du formulaire

**Réseau**

* [macchanger](https://intranet.ds/tools:macchanger) - Changer facilement son adresse MAC
* [arpspoof](https://intranet.ds/tools:arpspoof) - MITM ARP
* [nmap](https://intranet.ds/tools:nmap) - The network mapper
* [ncat](https://intranet.ds/tools:ncat) - Netcat du 21ème siècle (fait partie du paquet nmap)
* [snmpwalk](https://intranet.ds/tools:snmpwalk) - Dump de configuration via SNMP
* [ptunnel](https://intranet.ds/tools:ptunnel) - Tunneling ICMP
* [ssh-audit](https://intranet.ds/tools:ssh-audit) - Analyse des protocoles supportés par un serveur SSH
* [ike-scan](https://intranet.ds/tools:ike-scan) - Découverte et prise d'empreinte d'hôtes IKE

Haut du formulaire

Bas du formulaire

**Pentest interne**

* [responder](https://intranet.ds/tools:responder) - LLMNR/NBT-NS/mDNS Poisoner
* [metasploit](https://intranet.ds/tools:metasploit) - Penetration testing software
* [empire](https://intranet.ds/tools:empire) - Pure PowerShell post-exploitation agent
* [crackmapexec](https://intranet.ds/tools:crackmapexec) - A swiss army knife for pentesting Windows/Active Directory environments
* [Sloth](https://intranet.ds/tools:sloth) - Lazy domain bruteforcer
* [wce](https://intranet.ds/tools:wce) - Windows Credentials Editor
* [domi-owned](https://intranet.ds/tools:domi-owned) - Exploitation de IBM/Lotus Domino

Haut du formulaire

Bas du formulaire

**hardware**

* Pwn Plug R3 - Mini boîtier dédié aux pentests
* Pineapple - Plateforme d'audit Wi-Fi

Haut du formulaire

Bas du formulaire

**hashs crackers**

* john
* hashcat - Utilise les GPU

Haut du formulaire

Bas du formulaire

**misc**

* SMTPwner - Framework pour accélérer et simplifier les tests SMTP
* mqtt - Utilisation du protocole MQTT

Haut du formulaire

Bas du formulaire

**Audit de code**

* SonarQube
* CheckMarx