API’S & Services

1.Enable& Disable API

2.Can watch it in Library

3. Credentials(username/ password)

4. Authentication(Internal/External)

5. Page usage agreement

Using API we can enable Gmail, and can access the g-mail from the library. From Credentials we can create credentials, API keys and select purposes. The key have restrictions.

OAuth Consent: types

1. Internal- services we create and can be allocated.
2. External- it allocates sources

Page usage agreements: Data sharing for, Setting Status, Status changes by, Status changes on.

BILLING:- for purchases

IAM & Admin:- Identify Access Management

Permissions are given by the owner which is accessed by the email.

Only to owner it shows the roles and grant access to other user’s.

View by Principles🡪 Grant access to other user’s / Remove access.

Principal permission is on the given email, no access to off limits Protocols. We can add participants in the projects and can assign which and what roles.

Principle are certain rules/ protocols.

Grant access can add other user’s & assign certain roles to the user, and can watch what other user’s have done.

PAM:- Privileged Access Management, IAM for creation and PAM to Monitor.

Principle Access Boundary:- it goes to the checklist and it shows what to do. Preview to check the status from IAM & check what access been granted.