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***Abstract -*** ***Cyber risk is a form of risk from the exposure resulting from a cyber-attack or data breach. Organizations tend to become more vulnerable to these kinds of threats due to their high reliability on computers, networks, and information in order to get along with the delivery of the services. In case of failure in these systems, these organization will face a negative impact in the processes , which will create a negative impact on the organization. So, this paper deals with the understanding the various views on cyber risk insurance and its challenges that arises in insurance markets in the recent years.***

MOTIVATION

Living in the digital age means cyberterrorists have opportunities to exploit the information of individuals, government institutions, and even larger organization. Due to the effect of covid-19 pandemic, the new opportunities for cybersecurity risk areas are emerging. In order to figure it out, it is necessary to perform an empirical strategy for cyber risk assessment which would be helpful in concluding with perspective of whether cyber risk to be covered by capital management or risk-based approach.

PROPOSED APPROACH

The study explores the different views of cyber risk that has emerged in the recent years. First approach deals with the study of Operational Risk which is risk that are caused by the actual losses due to inappropriate procedures, systems or policies followed by the organizations[1][2]. It focusses on how things are accomplished in an organization and not on what is produced from that organization. So, operational risk can be utilized as a technique to get along with this exposure.

Second approach deals with utilization of a mechanism for avoiding cyber risk that seeks to remove the possibility of activities that creates risk[3]. Cyber risk insurance is a tool that are useful to compensate the loss from the cyber risk incidents[3][4]. For this study, we are preparing the various components for an efficient cyber risk management by analyzing internal risk management with risk awareness factors.
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