网络安全意识宣传-题库

## 第一部分：关于“网络安全”

1. 医疗卫生机构网络安全管理办法的六大主要部分不包括哪一项？ A. 总则 B. 网络安全管理 C. 数据安全管理 D. 信息安全宣传
2. 《医疗卫生机构网络安全管理办法》的主要目标之一是什么？ A. 促进医疗广告的发展 B. 防止医疗业务中断 C. 防范网络安全事件发生 D. 增加医疗费用
3. 在医卫行业网络安全中，谁被法律规定为第一责任人？ A. 信息化部门负责人 B. 系统维护人员 C. 医卫机构的最高领导 D. 医生
4. 系统感染病毒、数据丢失、设备中断可能导致医院的哪种情况？ A. 业务收入增加 B. 诊疗服务延迟或中断 C. 医护人员培训减少 D. 患者满意度提高
5. 2017年在杭州发生的一起医疗信息泄露事件涉及多少条个人信息？ A. 10万 B. 100万 C. 370万 D. 500万
6. 如果医疗信息系统存在高危漏洞，根据《医疗卫生机构网络安全管理办法》，主管领导可能面临什么？ A. 仅仅警告 B. 保留职位，但需参加培训 C. 被约谈并通报到市级网安部门 D. 没有后果
7. 医卫信息系统网络安全与谁有关？ A. 仅信息化部门 B. 仅政府主管部门 C. 仅医卫机构领导 D. 医卫行业的每一位从业者
8. 一份来自白桦林全国联盟的报告指出，多少位艾滋病患者的个人信息遭到泄露并导致诈骗？ A. 100 B. 200 C. 275 D. 300
9. 一旦医院网络出现安全风险，哪个部门可以根据规定对网络运营者的主要负责人进行约谈？ A. 医疗保障部门 B. 网络安全主管部门 C. 信息化部门 D. 法院
10. 弱口令被利用成功渗透至内网的结果可能是？ A. 系统性能提升 B. 网络变得更安全 C. 约谈主管领导 D. 未产生任何影响

### 正确答案

1.D 2.C 3.C 4.B 5.C  
6.C 7.D 8.C 9.B 10.C

## 第二部分：身边的“网络安全”-01

根据提供的文档内容，这些选择题的答案如下：

1. 以下哪项是设置强壮口令的推荐做法？ A. 使用名字或生日 B. 口令长度至少为8位 C. 长期不更改口令 D. 自动生成并自动记录口令
2. 推荐的口令更替频率是？ A. 每天 B. 每周 C. 每3个月 D. 每年
3. 下列哪个选项不符合防范邮件安全的推荐做法？ A. 轻信发件人地址中的“显示名” B. 不轻易打开陌生邮件中的链接 C. 对来自“熟人”的邮件保持警惕 D. 使用公共场所的设备执行敏感操作
4. 关于WIFI安全，哪个行为是不建议做的？ A. 在家使用安全的WIFI网络 B. 使用公共场所WIFI进行金融交易 C. 确认WIFI来源的可靠性 D. 关闭不需要的WIFI分享功能
5. 为了提高口令的安全性，可以采取的方法不包括： A. 使用多位数和特殊字符 B. 使用生僻但易记的短语缩写 C. 使用键盘上的Z字型布局 D. 使用简单的序列，如123456
6. 在网络安全中，全员参与的作用是什么？ A. 只提升公司的网络速度 B. 减少公司的运营成本 C. 筑牢网络安全意识“防火墙” D. 增加公司的收入
7. 设置密码策略时，推荐的做法是？ A. 口令输入错误不作限制 B. 口令输入错误限定5次 C. 口令输入无要求 D. 口令可以明文展示
8. 使用公共场所的WIFI最大的风险是？ A. 网速较慢 B. 被黑客入侵 C. 广告过多 D. 无法连接到互联网
9. 关于账号绑定手机，下列说法正确的是？ A. 无需绑定手机 B. 只有主要账号需要绑定手机 C. 每个账号都应该绑定手机号 D. 手机号绑定是一件可有可无的事情
10. 以下哪一项不是防范数据泄露的有效措施？ A. 文件要做好防护 B. 账号要绑定手机 C. 安装杀毒软件 D. 在任何地方都使用相同的密码

### 正确答案

1.B 2.C 3.A 4.B 5.D 6.C 7.B 8.C 9.C 10.D

## 第二部分：身边的“网络安全”-02

1. 《司法》解释中指出，诽谤的信息实际被点击、浏览次数达到多少次以上，就属于情节严重，可能被认定为犯罪？ A. 500次以上 B. 1000次以上 C. 3000次以上 D. 5000次以上
2. 依据警示案例“一只U盘引发的血案”，台积电因病毒攻击停摆几天，损失超10亿？ A. 1天 B. 2天 C. 3天 D. 4天
3. 在2024年第七批关于侵害用户权益行为的APP通报中，所涉问题不包括以下哪一项？ A. APP强制、频繁、过度索取权限 B. 违规收集个人信息 C. 开屏信息窗口“摇一摇”乱跳转 D. 隐藏恶意广告
4. 日本情报专家是如何解开大庆油田的秘密的？ A. 通过网络黑客攻击 B. 通过公开出版物上的照片分析 C. 通过内部人员泄露的信息 D. 通过监听电话
5. 2022年8月的警示案例中，随申码数据库包含了多少用户的个人信息？ A. 2000万 B. 4000万 C. 4850万 D. 6000万
6. 医疗行业的平均数据泄露成本是多少？ A. 500万美元 B. 608万美元 C. 977万美元 D. 1000万美元
7. 从社会工程学的角度来看，利用人性弱点进行信息收集的一个经典案例是？ A. 二战中密码破译 B. 隐蔽摄像头偷拍 C. 西游记中的猪八戒高老庄章节 D. 企业内部信息泄露
8. 根据文件内容，最应该在安装软件时谨慎处理的是下列哪个权限？ A. 读取短信 B. 网络访问 C. 录音 D. 拍照和摄像
9. 社会工程学攻击防范措施中，下列哪一项不被推荐？ A. 关注网站的URL B. 拒绝来自陌生人的在线电脑技术帮助 C. 办公环境中的尾随人员 D. 收到有用信息立即转发给朋友
10. 涉及数据泄露的警示案例“平安人寿泄露4万条公民信息”主要发生在哪个领域？ A. 医疗保健 B. 金融 C. 工业 D. 信息技术

### 正确答案：

1. D 2. C 3. D 4. B 5. C
2. C 7. C 8. A 9. D 10. B

希望这些题目对您有帮助！

## 第三部分：日常安全贴士

1. 以下哪一项不是防止电脑安全漏洞的措施？ A. 安装正版系统和软件 B. 及时升级病毒库 C. 增加电脑硬件 D. 安装杀毒软件
2. 复印或打印完成后，敏感资料应该怎样处理？ A. 立即带走，不要遗留在复印机/打印机旁 B. 放在显眼的位置 C. 交给同事保管 D. 暂时堆放在桌子上
3. 对不再使用的资料，正确的处理方法是什么？ A. 用碎纸机清理 B. 放置在文件柜里 C. 烧毁 D. 直接丢弃
4. 当遇到官方客服号码发送的未经核实的短信链接时，应该怎么做？ A. 直接点击 B. 不点击，并联系官方确认 C. 转发给朋友验证 D. 联系发送者询问链接内容
5. 手机的安全防护措施中包括哪一项？（多选） A. 安装安全防护软件 B. 定期更换手机 C. 使用复杂的开机密码 D. 降低屏幕亮度
6. 遇到陌生人请求加QQ时，应该怎么做？ A. 立即同意添加 B. 询问对方的目的再添加 C. 加为好友但不交谈 D. 拒绝添加
7. 一旦发现遭遇诈骗，最正确的做法是什么？ A. 保持沉默，避免麻烦 B. 保存好相关证据，并及时报案 C. 请求朋友帮忙解决 D. 直接接触到对方，要求赔偿
8. 对于来源不明的二维码，下列哪种做法是正确的？ A. 直接扫描 B. 扫描后安装页面上的所有应用程序 C. 扫描前先询问周围的人 D. 不扫描，并提高警惕
9. 扫描二维码后，应做何检查？ A. 检查手机电量 B. 检查存储空间 C. 仔细检查页面上的文字 D. 检查手机信号
10. 针对勒索病毒的防范措施，以下哪个选项不符合文档内容？ A. 经常备份重要数据 B. 安装防火墙 C. 使用公共网络进行在线支付 D. 安装最新的安全补丁

### 正确答案

1、C 2、A 3、A 4、B 5、AC 6、D 7、B 8、D 9、C 10、 C