# Task 7: Identify and Remove Suspicious Browser Extensions

## Objective

Learn to spot and remove potentially harmful browser extensions.

## Tools Used

Google Chrome (or any web browser like Firefox).

## Steps Followed

1. Opened Chrome extensions manager by visiting chrome://extensions/.
2. Reviewed all installed extensions carefully.
3. Checked permissions and developer information for each extension.
4. Identified unused or suspicious extensions.
5. Removed suspicious or unnecessary extensions.
6. Restarted browser and checked for performance improvements.
7. Researched how malicious extensions can harm users.
8. Documented steps and results.

## Outcome

Increased awareness of browser security risks and learned how to manage browser extensions effectively.