JWT – JSON Web Token

JWT is also called as Token based Authentication & Authorization

Authentication --- Checking the username & password combination (Checking whether the user is a registered user or not. )

Authorization ----- Based on role, Checking whether the user has permissions to access a file or not.

With Your ID, you may able to enter cognizant office premises.

JWT is a Open Standard following RFC7519 (Request for Change)

Official site of jwt is <https://jwt.io>

JWT consist of 3 parts namely, header, payload and signature.

Header will have type of encryption & issued at ( date time stamp)

Payload will have actual data (Only unique user information excluding password, to identify the user quickly)