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| **XÂY DỰNG VÀ TRIỂN KHAI MÔ HÌNH MẠNG AN TOÀN CHO DOANH NGHIỆP QUY MÔ NHỎ** |
|  |
|  |
| **GVHD:** *Ths.Nguyễn Thị Thanh Huyền* |
| **Sinh viên:** Tàng Trọng Phi |
| **Mã số sinh viên:** *2021604136* |
|  |
|  |
|  |
| **Hà Nội – Năm 2025** |
|  |
|  |
| **BỘ CÔNG THƯƠNG**  **TRƯỜNG ĐẠI HỌC CÔNG NGHIỆP HÀ NỘI**  **---------------------------------------** |
|  |
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Tàng Trọng Phi

**LỜI CẢM ƠN**

Qua gần bốn năm học tập, em được tiếp cận học hỏi và trau rồi các kiến thức cần thiết. Cùng với sự hỗ trợ của Khoa Công Nghệ Thông Tin em đã bắt đầu quá trình thực tập tốt nghiệp của mình. Khoảng thời gian thực tập tuy không dài nhưng em đã được học hỏi rất nhiều thứ, được tự nghiên cứu và gặt hái được nhiều kết quả tốt.

Em xin chân thành gửi lời cảm ơn cô Nguyễn Thị Thanh Huyền – người rất tận tình hướng dẫn từ những ngày em bắt đầu việc làm đồ án.

Bản báo cáo dưới đây là kết quả của một quá trình nghiên cứu, tìm hiểu và thực hành. Em rất mong sẽ có được những ý kiến đóng góp của thầy cô, để bản báo cáo này cũng như bản thân em được hoàn thiện hơn nữa.

Em xin chân thành cảm ơn!

Sinh viên thực hiện

*Tàng Trọng Phi*
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[1.1.1 Định nghĩa 1](#_Toc168131162)
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[2.3.3 Phân tích các use case 32](#_Toc168131229)
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LỜI NÓI ĐẦU

Trong thời đại chuyển đổi số, sự phát triển nhanh chóng của công nghệ thông tin không chỉ mang lại nhiều lợi ích vượt bậc mà còn đặt ra những thách thức lớn về an ninh mạng. Các doanh nghiệp quy mô nhỏ thường gặp khó khăn trong việc xây dựng và triển khai hệ thống mạng an toàn do hạn chế về nguồn lực và kiến thức chuyên môn. Những rủi ro như tấn công từ chối dịch vụ (DDoS), đánh cắp dữ liệu hay tấn công bằng mã độc đã và đang gây ra nhiều thiệt hại nghiêm trọng, ảnh hưởng trực tiếp đến hoạt động và uy tín của doanh nghiệp. Nhằm tìm hiểu và giải quyết những vấn đề này, đề tài “Xây dựng và triển khai mô hình mạng an toàn cho doanh nghiệp quy mô nhỏ” được thực hiện với mục tiêu không chỉ đáp ứng yêu cầu bảo mật cơ bản mà còn mang lại hiệu quả triển khai và vận hành.

**Phạm vi nghiên cứu:** tập trung vào việc thiết kế, triển khai và kiểm thử một mô hình mạng an toàn phù hợp với các doanh nghiệp quy mô nhỏ. Mô hình bao gồm các thành phần cơ bản như Domain Controller, Web Server, Mail Server và các hệ thống hỗ trợ khác, đồng thời mô phỏng các kịch bản tấn công mạng phổ biến như tấn công leo thang đặc quyền (Privilege Escalation), di chuyển ngang (Lateral Movement) để đưa ra các biện pháp phòng thủ hiệu quả.

**Mục tiêu của đề tài:** xây dựng một hệ thống mạng an toàn, có khả năng phòng chống các mối đe dọa phổ biến, dễ triển khai và quản lý. Đề tài không chỉ hướng tới việc đảm bảo tính bảo mật mà còn phải mang lại hiệu quả vận hành cao, phù hợp với các doanh nghiệp nhỏ vốn có nguồn lực hạn chế.

Bài báo cáo được chia thành bốn chương với nội dung chính như sau:

**Chương 1: Tổng quan về an ninh mạng doanh nghiệp**

Phần này sẽ trình bày cơ sở lý thuyết về an ninh mạng, những nguy cơ thường gặp đối với doanh nghiệp quy mô nhỏ và các yêu cầu cơ bản để xây dựng một hệ thống mạng an toàn.

**Chương 2: Thiết kế và triển khai mô hình mạng an toàn**

Sau khi tìm hiểu về cơ sở lý thuyết, chúng ta sẽ tập trung vào việc phân tích yêu cầu, thiết kế kiến trúc mạng và triển khai các thành phần chính trong hệ thống, từ đó xây dựng một mô hình mạng an toàn hoàn chỉnh.

**Chương 3: Kiểm thử và đánh giá hệ thống mạng**

Chương này trình bày quá trình kiểm thử các chức năng bảo mật của mô hình mà chúng ta đã xây dựng, đánh giá hiệu quả phòng thủ của hệ thống thông qua các kịch bản tấn công giả lập và phân tích các kết quả thu được.

**Chương 4: Đề xuất giải pháp và hướng phát triển**

Dựa trên các kết quả kiểm thử và đánh giá, chương này sẽ đưa ra các giải pháp cải thiện bảo mật cho hệ thống mạng, đồng thời định hướng các nghiên cứu và triển khai trong tương lai.

**Phần kết luận**

Tổng hợp lại những kết quả đạt được, đánh giá mức độ hoàn thiện của hệ thống và rút ra các bài học kinh nghiệm trong quá trình thực hiện. Qua đề tài này, em không chỉ nắm vững các kiến thức chuyên môn mà còn có cơ hội thực hành triển khai một hệ thống mạng thực tế, góp phần hỗ trợ các doanh nghiệp nhỏ xây dựng hệ thống mạng an toàn, hiệu quả và bền vững.

# CHƯƠNG 1: TỔNG QUAN AN NINH MẠNG DOANH NGHIỆP

## Giới thiệu chung về bảo mật doanh nghiệp

### Khái niệm bảo mật doanh nghiệp

Bảo mật doanh nghiệp là tập hợp các biện pháp, quy trình và công nghệ được triển khai nhằm bảo vệ thông tin, dữ liệu và tài sản của tổ chức khỏi các mối đe dọa, tấn công và truy cập trái phép. Mục tiêu là đảm bảo tính bảo mật, toàn vẹn và sẵn sàng của thông tin, đồng thời duy trì hoạt động liên tục và hiệu quả của doanh nghiệp.

Mục tiêu của bảo mật doanh nghiệp:

* Bảo vệ thông tin nhạy cảm: Đảm bảo rằng thông tin quan trọng của doanh nghiệp, như dữ liệu khách hàng, thông tin tài chính và bí mật kinh doanh, được bảo vệ khỏi truy cập trái phép và lạm dụng.
* Đảm bảo tính toàn vẹn của dữ liệu: Ngăn chặn việc thay đổi, xóa hoặc hư hỏng dữ liệu một cách trái phép, đảm bảo rằng thông tin luôn chính xác và đáng tin cậy.
* Đảm bảo tính sẵn sàng của hệ thống: Đảm bảo rằng các hệ thống và dịch vụ quan trọng luôn sẵn sàng hoạt động, giảm thiểu thời gian gián đoạn và đảm bảo liên tục trong kinh doanh.
* Tuân thủ quy định pháp lý và tiêu chuẩn ngành: Đảm bảo rằng doanh nghiệp tuân thủ các quy định pháp lý liên quan đến bảo mật thông tin và các tiêu chuẩn ngành, tránh các hình phạt và tổn hại đến uy tín.
* Quản lý rủi ro: Xác định, đánh giá và giảm thiểu các rủi ro liên quan đến bảo mật thông tin, bao gồm cả rủi ro từ bên ngoài và bên trong tổ chức.
* Nâng cao nhận thức và đào tạo nhân viên: Tăng cường nhận thức về bảo mật thông tin trong toàn bộ nhân viên, cung cấp đào tạo và hướng dẫn để họ hiểu và tuân thủ các chính sách bảo mật của doanh nghiệp.

Việc đạt được các mục tiêu trên không chỉ giúp bảo vệ tài sản và thông tin của doanh nghiệp mà còn xây dựng lòng tin với khách hàng và đối tác, tạo nền tảng vững chắc cho sự phát triển bền vững của tổ chức

### Tầm quan trọng của bảo mật trong doanh nghiệp

Trong bối cảnh toàn cầu hóa và chuyển đổi số, bảo mật thông tin đã trở thành một yếu tố sống còn đối với sự tồn tại và phát triển của các tổ chức, doanh nghiệp. Mối đe dọa bảo mật ngày càng gia tăng và trở nên phức tạp, đe dọa trực tiếp đến các tài nguyên quan trọng và uy tín của doanh nghiệp. Do đó, bảo mật không chỉ là một yêu cầu công nghệ mà còn là chiến lược cần thiết để duy trì sự bền vững và khả năng cạnh tranh trong môi trường kinh doanh hiện đại. Các lý do sau đây làm rõ tầm quan trọng của bảo mật đối với doanh nghiệp:

Bảo vệ tài sản và thông tin quan trọng

* Thông tin doanh nghiệp: Các dữ liệu nhạy cảm như thông tin khách hàng, bí mật thương mại, tài sản trí tuệ, và chiến lược phát triển doanh nghiệp là những tài sản vô giá mà các tổ chức cần bảo vệ. Bảo mật giúp ngăn chặn các mối đe dọa như tấn công mạng và truy cập trái phép, từ đó bảo vệ những tài sản quan trọng này khỏi bị đánh cắp hoặc bị rò rỉ.
* Bảo mật dữ liệu cá nhân: Doanh nghiệp cũng cần đảm bảo bảo vệ dữ liệu cá nhân của khách hàng và nhân viên, tránh để thông tin bị sử dụng sai mục đích hoặc bị lộ. Vi phạm bảo mật trong vấn đề này không chỉ gây thiệt hại tài chính mà còn làm giảm uy tín và lòng tin của khách hàng.

Ngăn ngừa các cuộc tấn công mạng và vi phạm bảo mật

* Các mối đe dọa từ bên ngoài: Các mối đe dọa như tấn công hacker, phần mềm độc hại (malware), ransomware, và các loại tấn công khác có thể gây thiệt hại nặng nề cho doanh nghiệp. Mất mát dữ liệu, gián đoạn hoạt động, hoặc bị tống tiền đều có thể tác động nghiêm trọng đến sự ổn định tài chính và danh tiếng của tổ chức.
* Mối đe dọa từ bên trong: Bên cạnh các tấn công từ bên ngoài, các nguy cơ đến từ nhân viên hoặc các đối tượng nội bộ có quyền truy cập vào hệ thống cũng không thể xem nhẹ. Vì vậy, quản lý chặt chẽ quyền truy cập và giám sát nội bộ là yếu tố quan trọng trong chiến lược bảo mật doanh nghiệp.

Tuân thủ pháp lý và giảm thiểu rủi ro pháp lý

* Các quy định bảo mật: Các doanh nghiệp phải tuân thủ các quy định bảo mật nghiêm ngặt, như GDPR tại Liên minh Châu Âu, HIPAA trong ngành y tế tại Mỹ, hay các quy định bảo mật thông tin trong ngành tài chính. Vi phạm các yêu cầu này không chỉ dẫn đến các khoản phạt tài chính lớn mà còn làm tổn hại đến uy tín và gây ra các vấn đề pháp lý phức tạp.
* Bảo vệ quyền lợi của khách hàng: Việc bảo vệ thông tin khách hàng là yếu tố quyết định sự tin tưởng và hợp tác lâu dài. Vi phạm bảo mật có thể dẫn đến mất lòng tin của khách hàng, ảnh hưởng đến mối quan hệ với họ và gây thiệt hại lớn về tài chính.

Giảm thiểu tác động của các sự cố bảo mật

* Giảm thiểu thiệt hại: Một hệ thống bảo mật vững mạnh giúp giảm thiểu thiệt hại khi xảy ra sự cố, đồng thời giúp tổ chức khôi phục nhanh chóng và hiệu quả. Các biện pháp như sao lưu dữ liệu và kế hoạch ứng phó với sự cố bảo mật là cần thiết để bảo vệ doanh nghiệp khỏi những tác động tiêu cực.
* Tăng khả năng phục hồi: Các doanh nghiệp có hệ thống bảo mật mạnh mẽ sẽ có khả năng duy trì hoạt động trong mọi tình huống, ngay cả khi gặp phải các sự cố bảo mật nghiêm trọng. Điều này giúp doanh nghiệp duy trì sự ổn định và khả năng cạnh tranh lâu dài.

Bảo vệ uy tín và niềm tin của khách hàng

* Đảm bảo sự tin tưởng: Một doanh nghiệp có hệ thống bảo mật hiệu quả sẽ tạo được niềm tin và sự an tâm cho khách hàng và đối tác. Ngược lại, vi phạm bảo mật có thể làm mất lòng tin của khách hàng và đối tác, gây thiệt hại lớn về uy tín và các cơ hội kinh doanh trong tương lai.
* Tạo lợi thế cạnh tranh: Doanh nghiệp nào sở hữu một chiến lược bảo mật rõ ràng và mạnh mẽ sẽ tạo ra lợi thế cạnh tranh vượt trội. Khách hàng sẽ ưu tiên hợp tác với các doanh nghiệp bảo vệ tốt dữ liệu của họ và tuân thủ nghiêm ngặt các tiêu chuẩn bảo mật.

Cải thiện hiệu suất và sự ổn định của hệ thống

* Giảm thiểu gián đoạn hoạt động: Các sự cố bảo mật có thể gây gián đoạn hoạt động kinh doanh, dẫn đến thiệt hại về tài chính và thời gian. Bảo mật giúp giảm thiểu các sự cố này và duy trì hoạt động của doanh nghiệp một cách ổn định.
* Tăng cường hệ thống và quy trình làm việc: Hệ thống bảo mật hiệu quả cũng giúp doanh nghiệp tối ưu hóa các quy trình làm việc và kiểm soát tốt hơn các nguy cơ bảo mật, từ đó nâng cao hiệu suất hoạt động và khả năng phát triển bền vững.

Chống lại các mối đe dọa từ đối thủ cạnh tranh

* Cạnh tranh không lành mạnh: Các đối thủ có thể tìm cách xâm nhập vào hệ thống của doanh nghiệp để đánh cắp thông tin hoặc làm gián đoạn hoạt động. Bảo mật là biện pháp giúp doanh nghiệp bảo vệ mình khỏi những hành vi cạnh tranh không lành mạnh này.
* Bảo vệ tài sản trí tuệ: Tài sản trí tuệ như các phát minh, sáng chế hay chiến lược kinh doanh là nguồn lực quý giá mà doanh nghiệp cần bảo vệ khỏi bị sao chép hoặc đánh cắp bởi các đối thủ cạnh tranh.

Hệ quả nghiêm trọng từ các cuộc tấn công bảo mật doanh nghiệp:

* Vụ tấn công vào Yahoo (2014): Hơn 500 triệu tài khoản người dùng bị xâm nhập, khiến Yahoo mất rất nhiều niềm tin từ khách hàng và các đối tác kinh doanh. Đây là một trong những vụ vi phạm bảo mật lớn nhất trong lịch sử, ảnh hưởng trực tiếp đến danh tiếng của Yahoo và làm giảm giá trị thương hiệu.
* Vụ tấn công vào Sony (2014): Sự cố tấn công mạng vào Sony, trong đó hacker đã xâm nhập vào hệ thống và phát tán thông tin nhạy cảm, gây thiệt hại tài chính đáng kể. Đây là một ví dụ điển hình về sự ảnh hưởng lâu dài mà một vụ vi phạm bảo mật có thể gây ra đối với uy tín và niềm tin của khách hàng.
* Vụ rò rỉ dữ liệu của Equifax (2017): Equifax, một trong ba tổ chức tín dụng lớn nhất ở Mỹ, đã để lộ thông tin cá nhân của hơn 145 triệu người dùng. Vi phạm này không chỉ ảnh hưởng đến uy tín của công ty mà còn gây ra thiệt hại lớn về tài chính và mất lòng tin của khách hàng.

Do đó bảo mật doanh nghiệp không chỉ là yếu tố để bảo vệ tài sản thông tin mà còn là yếu tố quyết định sự tồn tại và phát triển bền vững của doanh nghiệp. Các vụ vi phạm bảo mật nổi bật như Yahoo, Sony và Equifax đã chứng minh rằng một sự cố bảo mật có thể hủy hoại hoàn toàn uy tín và niềm tin của khách hàng, từ đó ảnh hưởng lớn đến sự phát triển và khả năng cạnh tranh của doanh nghiệp

### Các nguy cơ và mối đe dọa hiện tại

Bảo mật doanh nghiệp không chỉ đối mặt với các mối đe dọa truyền thống, mà còn phải đối diện với những nguy cơ ngày càng phức tạp do sự phát triển nhanh chóng của công nghệ và phương thức tấn công mạng. Các mối đe dọa hiện nay có thể được phân loại thành các nhóm chính như sau:

* Tấn công mạng từ bên ngoài
  + Tấn công DDoS (Distributed Denial of Service): Tấn công làm nghẽn hệ thống bằng cách gửi một lượng lớn yêu cầu đến máy chủ, khiến hệ thống không thể hoạt động bình thường. Các doanh nghiệp lớn và tổ chức tài chính thường xuyên phải đối mặt với loại tấn công này.
  + Ransomware (Mã độc tống tiền): Các cuộc tấn công ransomware ngày càng phổ biến và tinh vi hơn. Hacker mã hóa dữ liệu của doanh nghiệp và yêu cầu tiền chuộc để giải mã. Những vụ tấn công như WannaCry (2017) và NotPetya (2017) đã gây thiệt hại lớn cho các tổ chức, trong đó có cả các doanh nghiệp Việt Nam.
  + Phishing (Lừa đảo qua email): Tấn công lừa đảo qua email nhằm đánh cắp thông tin nhạy cảm như mật khẩu, số thẻ tín dụng, và thông tin đăng nhập. Phishing thường được sử dụng để xâm nhập vào các hệ thống quan trọng của doanh nghiệp, từ đó có thể thực hiện các cuộc tấn công khác.
* Tấn công nội bộ
  + Nhân viên phản bội hoặc sơ suất: Mối đe dọa không chỉ đến từ hacker mà còn có thể đến từ nhân viên nội bộ có quyền truy cập vào dữ liệu nhạy cảm. Việc nhân viên không tuân thủ các quy trình bảo mật, hoặc thậm chí cố ý bán thông tin cho kẻ xấu, có thể gây tổn hại nghiêm trọng cho doanh nghiệp.
  + Sai sót trong quản lý quyền truy cập: Doanh nghiệp thường gặp phải tình trạng cấp quyền truy cập không chính xác cho nhân viên hoặc đối tác, tạo cơ hội cho kẻ tấn công lợi dụng lỗ hổng trong hệ thống.
* Tấn công vào chuỗi cung ứng
  + Tấn công vào đối tác và nhà cung cấp: Những kẻ tấn công không chỉ nhắm mục tiêu vào các doanh nghiệp trực tiếp mà còn có thể tấn công vào các nhà cung cấp và đối tác của doanh nghiệp. Những cuộc tấn công vào chuỗi cung ứng đã trở thành một xu hướng nguy hiểm, vì hacker có thể lợi dụng lỗ hổng trong hệ thống của đối tác để xâm nhập vào doanh nghiệp.
* Lỗi phần mềm và bảo mật yếu kém
  + Lỗ hổng phần mềm: Các phần mềm và ứng dụng mà doanh nghiệp sử dụng có thể có lỗ hổng bảo mật mà kẻ tấn công có thể khai thác. Những lỗ hổng này có thể được phát hiện qua các cuộc tấn công vào các phần mềm phổ biến như Windows, Oracle, hay các hệ thống mạng của doanh nghiệp.
  + Thiếu cập nhật và bảo mật không đầy đủ: Nhiều doanh nghiệp không chú trọng vào việc cập nhật phần mềm bảo mật, khiến cho các hệ thống của họ dễ dàng bị tấn công qua những lỗ hổng đã được biết đến nhưng chưa được vá.
* Mối đe dọa từ công nghệ mới
  + IoT (Internet of Things): Các thiết bị IoT, từ máy tính, điện thoại đến các thiết bị đeo được, khi được kết nối vào mạng nội bộ của doanh nghiệp, có thể mở ra những cơ hội cho hacker tấn công. Sự thiếu sót trong bảo mật của các thiết bị này khiến cho chúng trở thành điểm yếu trong hệ thống bảo mật tổng thể.
  + AI và học máy (Machine Learning): Mặc dù AI và học máy có thể hỗ trợ tăng cường bảo mật, chúng cũng có thể bị lợi dụng bởi hacker để tạo ra các cuộc tấn công thông minh hơn, khó bị phát hiện hơn.
* Mối đe dọa từ các quy định pháp lý và vi phạm quyền riêng tư
  + Vi phạm bảo mật và quy định về dữ liệu: Các doanh nghiệp phải đối mặt với áp lực lớn trong việc tuân thủ các quy định bảo mật dữ liệu, chẳng hạn như GDPR ở châu Âu. Vi phạm quy định này có thể dẫn đến những khoản phạt nặng và mất uy tín lâu dài.

Các mối đe dọa bảo mật hiện nay đang ngày càng phức tạp và tinh vi hơn. Doanh nghiệp cần nhận thức rõ ràng về những nguy cơ này và triển khai các biện pháp bảo mật mạnh mẽ, đồng thời duy trì một quy trình quản lý bảo mật chặt chẽ để bảo vệ tài sản và dữ liệu quan trọng.

# CHƯƠNG 2:



# CHƯƠNG 3: