**State Diagrams**

**StateDiagram-DataRequest.png**

The above diagram is used to describe the behavior of the system when data is requested by a third party. Very briefly, there are two types of data request that can be made by third parties; which can be named as *“Individual Data Request”* and *“Anonymous Data Request”*. According to the type of request, the system undergoes different states.

When a request is made by a third party, system enters an identification state in which it identifies type of the request.

If it is an individual data request, system first enter to “Verifying SSN” state and check the SSN provided by the third party. If SSN is not valid, then system will end up with the state of “Reject” and terminate the request. If the provided SSN is valid, system will enter to the state of “In-List Confirmation” and checks the name of the third party inside the pre-confirmed list of the individual. If the third party is found, system will enter to an “Accept” state and provide the requested data. On the other hand, if the company was not found, then system will enter to “Ask Individual” state to get a request approval from individual. If individual approves the request of his/her data, system will enter to the state of “Accept” and provide individual data to the company. On the contrary, if individual does not approve the request, system will end up with “Reject” state and terminate the data request.

If it is an anonymous data request, system will first enter “Search” state and query the requested data. After finding the requested data, it will check the anonymity constraint of data. If anonymity constraint holds, system will enter to “Accept” state and give the requested data. On the other hand, if the anonymity constraint is not satisfied, system will enter to “Reject” state and terminate the request of third party.

This is the overall state diagram for the service; *Data4Help*
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The above diagram is used to describe the behavior of the system for the service; *AutomatedSOS.*

In this service, every time that the system receives individual data, it enters to the state of “Data Comparison”. On this state, it compares the health records of the individual with a predefined threshold.

If it detects an anomaly between the threshold value and individual data, it first enters a new state to locate the individual, then it enters to another consecutive state to find the third party that is closest to individual and then another consecutive state to notify this third party for the emergency situation of the individual. After notifying the third party, it returns backs to the state of “Data Monitoring” and go on with monitoring the individual data.

If no anomaly is detected, then simply system will continue with “Data Monitoring” state and continue to monitor the data of individual.