**Preventing Cross-Site Request Forgery (CSRF) Attack in ASP.NET Core**

Scenario: We have a web application called "SecureApp" that allows authenticated users to perform various actions, such as updating their profile, changing their password, and submitting forms with sensitive data. We need to ensure that the application is protected against CSRF attacks to maintain its security and integrity.

**Requirements:**

1. **Implement Anti-CSRF Tokens:** Ensure that each critical form submission requires an Anti-CSRF token to prevent CSRF attacks.
2. **Validate Anti-CSRF Tokens:** Validate the Anti-CSRF token on the server-side before processing any sensitive form submissions.