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**How To Run**

Server:

java ServerWithSecurity [port number] [cp (= 1 or 2)]

Client:

java ClientWithSecurity [server IP address] [port number] [cp (= 1 or 2)]

Local Test:

Compile and run LocalTest.java, which uses default ***PORT\_NUMBER*** 4321 and will prompt the user to input the desired ***CP*** (= 1 or 2) before proceeding with file upload.

\* ensure that .crt (certification authority and server), .der (server’s RSA private key) and source files (.txt) are in the working directory

\* downloaded files are saved in the *recv* folder

**CP-1**

The uploaded file is not encrypted, as such can be easily intercepted and interpreted. After verifying SecStore's certificate, the client should use SecStore’s RSA public key to encrypt the file before sending it to SecStore. As only the SecStore knows the private key, intermediary routers and communication links will not be able to decrypt the data.

*Figure 1: AP and CP-1 specification.*

**CP-2**

*Figure 2: AP and CP-2 Specification*

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  |  |  | |  |
| **File Name** | **File Size (bytes)** | **Upload Time (ms)** | |
| **CP-1** | **CP-2** |
| rr | 2047652 | 7486.115 | 1641.243 |
| ulysses | 1566847 | 4498.788 | 1431.908 |
| dataforfit | 255465 | 850.3077 | 691.2032 |
| vocab | 20240 | 530.7098 | 508.9372 |
| onedaydiffs | 6837 | 478.3206 | 470.6343 |
| *Table 1: Upload time of files with different sizes.* | | | |
|  | | | | *Figure 3: Graph of upload time against file size.* |

For small file sizes, the performance of both CP-1 and CP-2 are similar. However, as the file sizes increase, CP-1 appears to scale exponentially, while CP-2 scales linearly, the latter providing significantly better performance.