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# MỞ ĐẦU

Mật mã có lịch sử rất lâu đời và đóng vai trò hết sức quan trọng trong xã hội loài người, đặc biệt trong một số lĩnh vực chính trị, quân sự, tài chính ngân hàng hay truyền thông. Mật mã được coi là công cụ để bảo vệ các bí mật và an ninh quốc gia [61]. Cùng với sự phát triển bùng nổ của máy tính và Internet theo xu hướng IoT, mật mã học ngày càng được quan tâm nghiên cứu.

Mật mã học được phát triển dựa trên lý thuyết toán học và các hệ mật thường dựa được xây dựng dựa trên các phép tính toán cụ thể trong một cấu trúc đại số nền tảng nào đó [42]. Trong lịch sử phát triển của mật mã, có nhiều cấu trúc đại số đã được ứng dụng để xây dựng các hệ mật tiêu biểu như:

* Vành số nguyên modulo ![](data:image/x-wmf;base64,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), ![](data:image/x-wmf;base64,183GmgAAAAAAACACYAICCQAAAABTXgEACQAAA1oBAAACAIUAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJgAiACCwAAACYGDwAMAE1hdGhUeXBlAABwABIAAAAmBg8AGgD/////AAAQAAAAwP///77////gAQAAHgIAAAUAAAAJAgAAAAIFAAAAFALrAW4BHAAAAPsCIP8AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+THQoiAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAcQDAAQUAAAAUAoABMwAcAAAA+wJg/gAAAAAAAJABAAAAAQACABBNVCBFeHRyYQCKJXZJrmKz/v///24TClUAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAKIAQAOFAAAAJgYPAAABQXBwc01GQ0MBANkAAADZAAAARGVzaWduIFNjaWVuY2UsIEluYy4ABQEABglEU01UNgAAE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQASAAghPyfyXyGPIS9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgSLJCGiAwAbAAALAQACAINxAAABAQAAAAoAAAAmBg8ACgD/////AQAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAAABAgIiU3lzdGVtAHUhAIoDAAAKAAYAAAAhAIoDAAAAAFDdGAAEAAAALQEAAAQAAADwAQEAAwAAAAAA): Đây là cấu trúc đại số được sử dụng rộng rãi trong mật mã. Các hệ mật khóa bí mật cổ điển điển hình như các hệ mật Caesar, Affine, Vigenère [89] sử dụng các phép dịch, hoán vị và thay thế trên bộ chữ cái Latin (tương đương với vành ![](data:image/x-wmf;base64,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)) làm nền tảng đại số. Đối với mật mã khóa công khai, có nhiều bài toán khó trên vành số nguyên đã được ứng dụng để xây dựng các hệ mật. Cụ thể là, hệ mật RSA [81] hay Rabin [79] dựa trên bài toán phân tích số nguyên (IFP), hệ mật Goldwasser-Micali [37] dựa trên bài toán thặng dư bậc hai (QRP), hệ mật Belanoh dựa trên bài toán thặng dư bậc cao [10], hay hệ mật Merkle-Hellman [63] dựa trên bài toán tổng tập con (SUBSET-SUM);
* Trường nhị phân ![](data:image/x-wmf;base64,183GmgAAAAAAAGAEAAIBCQAAAABwWAEACQAAA4kBAAACALAAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAIAAmAECwAAACYGDwAMAE1hdGhUeXBlAABQABIAAAAmBg8AGgD/////AAAQAAAAwP///8b///8gBAAAxgEAAAUAAAAJAgAAAAIFAAAAFAJgAVACHAAAAPsCgP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8pHgpgAAAKAAAAAAAEAAAALQEAAAwAAAAyCgAAAAADAAAAKDIpxYoAwAAAAwUAAAAUAmABNAAcAAAA+wKA/gAAAAAAAJABAAAAAQACABBFdWNsaWQgTWF0aCBUd28A/v///9wHCq0AAAoAAAAAAAQAAAAtAQEABAAAAPABAAAKAAAAMgoAAAAAAgAAAEdGLAEAA7AAAAAmBg8AVQFBcHBzTUZDQwEALgEAAC4BAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAFmIlRlWCBJbnB1dCBMYW5ndWFnZQBcbWF0aGJie0dGfSgyKQATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCEvJ/JfIY8hL0dfQVDyHx5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQDyHyCl8gol9I8h9BAPQQD0D0j0F/SPQQDyGl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAE0V1Y2xpZE1hdGgyABEGRXVjbGlkIE1hdGggVHdvAAgFABAAAAAAAAAADwECBH+G8EcCBH+F8EYCAIIoAAIAiDIAAgCCKQAAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQB1IQCKAwAACgAGAAAAIQCKAwAAAADQ2RgABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==): Do phép cộng trên trường nhị phân tương đương với phép tính XOR dễ thực hiện bằng phần cứng và có tốc độ tính toán nhanh nên ![](data:image/x-wmf;base64,183GmgAAAAAAAGAEAAIBCQAAAABwWAEACQAAA4kBAAACALAAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAIAAmAECwAAACYGDwAMAE1hdGhUeXBlAABQABIAAAAmBg8AGgD/////AAAQAAAAwP///8b///8gBAAAxgEAAAUAAAAJAgAAAAIFAAAAFAJgAVACHAAAAPsCgP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8pHgpgAAAKAAAAAAAEAAAALQEAAAwAAAAyCgAAAAADAAAAKDIpxYoAwAAAAwUAAAAUAmABNAAcAAAA+wKA/gAAAAAAAJABAAAAAQACABBFdWNsaWQgTWF0aCBUd28A/v///9wHCq0AAAoAAAAAAAQAAAAtAQEABAAAAPABAAAKAAAAMgoAAAAAAgAAAEdGLAEAA7AAAAAmBg8AVQFBcHBzTUZDQwEALgEAAC4BAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAFmIlRlWCBJbnB1dCBMYW5ndWFnZQBcbWF0aGJie0dGfSgyKQATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCEvJ/JfIY8hL0dfQVDyHx5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQDyHyCl8gol9I8h9BAPQQD0D0j0F/SPQQDyGl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAE0V1Y2xpZE1hdGgyABEGRXVjbGlkIE1hdGggVHdvAAgFABAAAAAAAAAADwECBH+G8EcCBH+F8EYCAIIoAAIAiDIAAgCCKQAAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQB1IQCKAwAACgAGAAAAIQCKAwAAAADQ2RgABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==) được ứng dụng khá phổ biến để xây dựng các hệ mật điển hình là hệ mật OTP [88] hay các hệ mật mã lặp như DES [28], IDEA [54];
* Trường hữu hạn ![](data:image/x-wmf;base64,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): Ứng dụng tiêu biểu của trường hữu hạn trong mật mã khóa bí mật là hệ mật nổi tiếng AES [66] hoạt động trên trường ![](data:image/x-wmf;base64,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) Trong mật mã khóa công khai, trường hữu hạn với bài toán Logarit rời rạc (DLP) là cơ sở của nhiều hệ mật khóa công khai điển hình là ElGamal [29];
* Các ma trận: Ứng dụng điển hình của các ma trận có các phần tử thuộc ![](data:image/x-wmf;base64,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) là hệ mật khóa bí mật Hill [56]. Một dạng ma trận đặc biệt, ma trận của các đa thức gần đây đã được khai thác để xây dựng hệ mật khóa công khai MaTRU [23];
* Các đường cong elliptic trên trường hữu hạn: Ứng dụng của các đường cong Elliptic trong mật mã được khởi xướng bởi Miller [63] và Koblitz [52] vào năm 1985. Hướng nghiên cứu này sử dụng nhóm các điểm trên các đường cong elliptic thay vì các nhóm nhân trên trường hữu hạn để xây dựng các bài toán khó Logarit rời rạc (DLP). Với cải tiến này, các hệ mật xây dựng trên đường cong Elliptic thường có khóa nhỏ hơn, tốc độ thực thi nhanh hơn trong khi vẫn đảm bảo độ an toàn tương đương với các hệ mật dựa trên bài toán khó DLP trên trường hữu hạn;
* Các dàn (lattice): Là một cấu trúc đại số tuyến tính nên các phép tính trên dàn có độ phức tạp tính toán thấp (chỉ là ![](data:image/x-wmf;base64,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)). Với các ưu điểm đó, dàn được xem xét ứng dụng trong mật mã khóa công khai từ những năm 1990 với động lực chính là xây dựng các hệ mật khóa công khai có hiệu năng tính toán cao hơn so với các hệ mật dựa trên bài toán IFP và DLP [41] trên vành số nguyên và các đường cong elliptic. Các bài toán khó trên dàn như SVP (Shortest Vector Problem) và CVP (Closest Vector Problem) đã được ứng dụng trong một số hệ mật như [6], [19], [34], [35], [71]hay [72]. NTRU [40] cũng có thể coi là một hệ mật thuộc nhóm này nếu nhìn từ quan điểm bài toán khó cơ sở.

Bên cạnh các cấu trúc đại số nêu trên, vành đa thức ![](data:image/x-wmf;base64,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), gọi đầy đủ là vành đa thức có bậc hữu hạn ![](data:image/x-wmf;base64,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) và các hệ số nằm trong vành ![](data:image/x-wmf;base64,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), là nền tảng ít được ứng dụng trong mật mã và mới chỉ được quan tâm từ năm 1998 khi hệ mật khóa công khai NTRU được đề xuất bởi Hoffstein, Pipher và Silverman [40]. Mặc dù chưa có độ an toàn ngữ nghĩa (semantical security), hệ mật này đến nay vẫn được coi là an toàn với giả thiết về độ khó của một số bài toán trên dàn như SVP và đã được chuẩn hóa trong các tiêu chuẩn IEEE P.1363.1 [47] năm 2008 và ANSI X9.98 [8] năm 2011. NTRU ra đời đã cho thấy có thể sử dụng các phần tử khả nghịch trên các vành đa thức để xây dựng các hệ mật có khóa nhỏ và tốc độ tính toán nhanh. Tuy nhiên, nhược điểm của NTRU là hệ số mở rộng bản tin (tỉ lệ giữa độ dài của bản mã trên độ dài của bản rõ) khá lớn so với các hệ mật khóa công khai khác, khoảng 3 đến 5 lần. NTRU có nhiều biến thể trên các cấu trúc đại số khác nhau ([8], [74], MaTRU [23], ETRU [50], OTRU [58],…) nhưng đáng chú ý là hệ mật pNE [87], được đề xuất bởi Stehle và Steinfeld năm 2011. pNE hoạt động trên một lớp con của vành đa thức ![](data:image/x-wmf;base64,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) với ![](data:image/x-wmf;base64,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) Điểm cải tiến của pNE so với NTRU là có độ an toàn ngữ nghĩa IND-CPA dựa trên bài toán khó R-LWE [57] trên các vành đa thức. Mặc dù vậy, nhược điểm của pNE là hệ số mở rộng bản tin còn cao hơn NTRU [18].
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Từ năm 2002 đến nay, một lớp nhỏ của ![](data:image/x-wmf;base64,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) với ![](data:image/x-wmf;base64,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) gọi tắt là lớp vành đa thức chẵn tuyệt đối và ký hiệu bởi ![](data:image/x-wmf;base64,183GmgAAAAAAAGACYAIBCQAAAAAQXgEACQAAA5UBAAACAI4AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJgAmACCwAAACYGDwAMAE1hdGhUeXBlAABwABIAAAAmBg8AGgD/////AAAQAAAAwP///77///8gAgAAHgIAAAUAAAAJAgAAAAIFAAAAFAIeAjgBHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8SEAqoAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAMnnAAQUAAAAUAroBrAEcAAAA+wJg/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///zYaCuIAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAGsQQAEFAAAAFAKAAUYAHAAAAPsCYP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8SEAqpAAAKAAAAAAAEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABSEEADjgAAACYGDwARAUFwcHNNRkNDAQDqAAAA6gAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIT8n8l8hjyEvR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAg1IAAwAbAAALAQACAIgyAAMAHAAADAEBAQACAINrAAAAAAsBAQAAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQB1IQCKAwAACgAGAAAAIQCKAwEAAADg4BgABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==), đã được nhóm nghiên cứu của GS.TS. Nguyễn Bình ứng dụng để xây dựng một số hệ mật khóa bí mật [15], [3] và một hệ mật khóa công khai [4]. Mặc dù các hệ mật này còn nhiều nhược điểm (thuật toán tính toán còn phức tạp, chưa có độ an toàn ngữ nghĩa,…) nhưng các kết quả ban đầu cho thấy có thể sử dụng một số lớp đặc biệt của vành đa thức ![](data:image/x-wmf;base64,183GmgAAAAAAAAACQAIBCQAAAABQXgEACQAAA1oBAAACAIUAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAgACCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///77////AAQAA/gEAAAUAAAAJAgAAAAIFAAAAFALrATgBHAAAAPsCIP8AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8lDQpZAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAbnnAAQUAAAAUAoABRgAcAAAA+wJg/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///3QXCqAAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAFJ5QAOFAAAAJgYPAP8AQXBwc01GQ0MBANgAAADYAAAARGVzaWduIFNjaWVuY2UsIEluYy4ABQEABglEU01UNgAAE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQASAAghPyfyXyGPIS9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgCDUgADABsAAAsBAAIAg24AAAEBAAAAAAoAAAAmBg8ACgD/////AQAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAAABAgIiU3lzdGVtAHQhAIoDAAAKAAYAAAAhAIoDAAAAAODgGAAEAAAALQEAAAQAAADwAQEAAwAAAAAA) để xây dựng các hệ mật.

Các phân tích như trên cho thấy ứng dụng của các vành đa thức nói chung và đặc biệt là các vành đa thức chẵn ![](data:image/x-wmf;base64,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) nói riêng trong mật mã vẫn còn một số hạn chế như:

* Các vành đa thức ![](data:image/x-wmf;base64,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) vẫn chưa được ứng dụng rộng rãi trong việc xây dựng các hệ mật mà chủ yếu được ứng dụng trong xây dựng mã sửa sai;
* Các hệ mật đã được xây dựng trên vành đa thức hiện nay hầu hết chưa có độ an toàn ngữ nghĩa;
* Các hệ mật dựa trên vành đa thức ![](data:image/x-wmf;base64,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) điển hình như NTRU [40] hay pNE [87] có tốc độ tính toán tốt nhưng hệ số mở rộng bản tin (tỉ lệ giữa độ dài bản mã trên độ dài bản rõ) vẫn khá lớn và không phù hợp với các thiết bị có tài nguyên tính toán hạn chế rất phổ biến trong tương lai theo xu hướng IoT.

Tuy nhiên, trong quá trình nghiên cứu ứng dụng ![](data:image/x-wmf;base64,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) trong mã sửa sai, lớp vành đa thức chẵn ![](data:image/x-wmf;base64,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) lại cho thấy những đặc tính đặc biệt phù hợp với mật mã. Cụ thể là:

* Cũng như các vành đa thức khác, các phép tính trên vành ![](data:image/x-wmf;base64,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) có độ phức tạp tính toán thấp, cụ thể là ![](data:image/x-wmf;base64,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) với phép cộng và ![](data:image/x-wmf;base64,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) với phép nhân. Đặc biệt là các phép cộng trong ![](data:image/x-wmf;base64,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) chỉ là một chuỗi các phép tính XOR rất đơn giản trên trường nhị phân ![](data:image/x-wmf;base64,183GmgAAAAAAAGAEAAIBCQAAAABwWAEACQAAA4kBAAACALAAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAIAAmAECwAAACYGDwAMAE1hdGhUeXBlAABQABIAAAAmBg8AGgD/////AAAQAAAAwP///8b///8gBAAAxgEAAAUAAAAJAgAAAAIFAAAAFAJgAVACHAAAAPsCgP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8pHgpgAAAKAAAAAAAEAAAALQEAAAwAAAAyCgAAAAADAAAAKDIpxYoAwAAAAwUAAAAUAmABNAAcAAAA+wKA/gAAAAAAAJABAAAAAQACABBFdWNsaWQgTWF0aCBUd28A/v///9wHCq0AAAoAAAAAAAQAAAAtAQEABAAAAPABAAAKAAAAMgoAAAAAAgAAAEdGLAEAA7AAAAAmBg8AVQFBcHBzTUZDQwEALgEAAC4BAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAFmIlRlWCBJbnB1dCBMYW5ndWFnZQBcbWF0aGJie0dGfSgyKQATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCEvJ/JfIY8hL0dfQVDyHx5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQDyHyCl8gol9I8h9BAPQQD0D0j0F/SPQQDyGl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAE0V1Y2xpZE1hdGgyABEGRXVjbGlkIE1hdGggVHdvAAgFABAAAAAAAAAADwECBH+G8EcCBH+F8EYCAIIoAAIAiDIAAgCCKQAAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQB1IQCKAwAACgAGAAAAIQCKAwAAAADQ2RgABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==). Đặc tính này rất phù hợp để xây dựng các hệ mật có tốc độ tính toán nhanh và dễ thực thi bằng cả phần mềm lẫn phần cứng;
* Trong ![](data:image/x-wmf;base64,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) và cụ thể hơn là trong ![](data:image/x-wmf;base64,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) luôn tồn tại các phần tử khả nghịch [3], bên cạnh những phần tử không khả nghịch. Nếu xác định được các thuật toán mật mã phù hợp, các phần tử khả nghịch sẽ chính là khóa để giải mã thông tin trong khi các phần tử không khả nghịch sẽ là đối tượng để che giấu thông tin, tương tự như trường hợp của hệ mật NTRU [40];
* Trong các vành ![](data:image/x-wmf;base64,183GmgAAAAAAAAACQAIBCQAAAABQXgEACQAAA1oBAAACAIUAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAgACCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///77////AAQAA/gEAAAUAAAAJAgAAAAIFAAAAFALrATgBHAAAAPsCIP8AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///81HQpdAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAbhTAAQUAAAAUAoABRgAcAAAA+wJg/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///8wbClcAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAFIdQAOFAAAAJgYPAP8AQXBwc01GQ0MBANgAAADYAAAARGVzaWduIFNjaWVuY2UsIEluYy4ABQEABglEU01UNgAAE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQASAAghPyfyXyGPIS9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgCDUgADABsAAAsBAAIAg24AAAEBAAAAAQoAAAAmBg8ACgD/////AQAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAAABAgIiU3lzdGVtAHUhAIoDAAAKAAYAAAAhAIoDAAAAAODgGAAEAAAALQEAAAQAAADwAQEAAwAAAAAA) với ![](data:image/x-wmf;base64,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) lẻ, gọi tắt là vành lẻ, tất cả mọi phần tử đều là các thặng dư bậc hai. Trong khi đó, vành ![](data:image/x-wmf;base64,183GmgAAAAAAAIACQAIBCQAAAADQXgEACQAAA44BAAACAIcAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAoACCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///77///9AAgAA/gEAAAUAAAAJAgAAAAIFAAAAFALrATgBHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8TCwpOAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAMgrAAQUAAAAUAusBuwEcAAAA+wIg/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///4UTCjQAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAG55wAEFAAAAFAKAAUYAHAAAAPsCYP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8TCwpPAAAKAAAAAAAEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABSeUADhwAAACYGDwAEAUFwcHNNRkNDAQDdAAAA3QAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIT8n8l8hjyEvR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAg1IAAwAbAAALAQACAIgyAAIAg24AAAEBAAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAAAECAiJTeXN0ZW0AdSEAigMAAAoABgAAACEAigMBAAAAcOEYAAQAAAAtAQEABAAAAPABAAADAAAAAAA=) chỉ có ![](data:image/x-wmf;base64,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) phần tử là thặng dư bậc hai trong tổng số ![](data:image/x-wmf;base64,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) đa thức thuộc vành [14]. Điểm đáng chú ý mỗi thặng dư bậc hai đó lại có đến ![](data:image/x-wmf;base64,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) căn bậc hai. Điều này cho thấy là nếu biết một căn bậc hai sẽ dễ dàng suy ra thặng dư bậc hai tương ứng nhưng điều ngược lại là rất khó khăn vì có đến ![](data:image/x-wmf;base64,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) phương án lựa chọn, đặc biệt khi ![](data:image/x-wmf;base64,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) lớn. Đặc tính “một chiều” này hoàn toàn có thể khai thác để xây dựng các hệ mật.

Vấn đề đặt ra ở đây là làm thế nào để hiện thực hóa các tiềm năng của vành đa thức chẵn ![](data:image/x-wmf;base64,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) để giải quyết các vấn đề còn tồn tại đối với các hệ mật dựa trên vành đa thức và rộng hơn là các hệ mật dựa trên các cấu trúc đại số khác.

Với cách đặt vấn đề như trên, **mục đích nghiên cứu** của luận án là xây dựng được các hệ mật (mới hoặc là biến thể của các hệ mật hiện có) có độ phức tạp tính toán thấp, tốc độ tính toán nhanh, tiêu tốn ít tài nguyên và an toàn dựa trên các ưu điểm của cấu trúc đại số vành đa thức mà cụ thể là vành đa thức chẵn ![](data:image/x-wmf;base64,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).

**Đối tượng nghiên cứu** chính của luận án là các vành đa thức chẵn ![](data:image/x-wmf;base64,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) cùng một số loại vành đa thức có liên quan và các hệ mật dựa trên các vành đa thức này.

**Phạm vi nghiên cứu** của luận án bao gồm:

1. Nghiên cứu tổng quan về mật mã (phân loại, kỹ thuật xây dựng các hệ mật, tham số đánh giá các hệ mật, các mô hình tấn công cơ bản, phương pháp đánh giá độ an toàn) qua đó đánh giá các hệ mật dựa trên vành đa thức hiện có. Các phân tích này chỉ ra các hạn chế của các kết quả nghiên cứu hiện có và tiềm năng ứng dụng vành đa thức chẵn ![](data:image/x-wmf;base64,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) trong mật mã.
2. Nghiên cứu các đặc tính của vành đa thức chẵn ![](data:image/x-wmf;base64,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) (các khái niệm, các phép tính toán, các phần tử đặc biệt) làm cơ sở toán học phục vụ xây dựng các hệ mật.
3. Nghiên cứu đề xuất một cách tường minh (các không gian khóa, bản rõ, bản mã cùng các thuật toán tạo khóa, mã hóa và giải mã) và đánh giá các hệ mật dựa trên vành đa thức chẵn ![](data:image/x-wmf;base64,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).
4. Nghiên cứu một số vành đa thức đặc biệt (vành đa thức có hai lớp kề cyclic ![](data:image/x-wmf;base64,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), vành đa thức ![](data:image/x-wmf;base64,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)) từ đó xem xét đề xuất các hệ mật dựa trên sự kết hợp giữa vành đa thức chẵn ![](data:image/x-wmf;base64,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) với các vành đa thức này.

**Phương pháp nghiên cứu** chính được sử dụng trong luận án là lý thuyết toán học (lý thuyết số, đại số trừu tượng, xác suất) và độ phức tạp tính toán. Công cụ nghiên cứu chính của luận án là các công cụ toán học và mô phỏng.

**Ý nghĩa khoa học của luận án**:

1. Về mặt toán học, luận án đóng góp một số kết quả nghiên cứu mới về cấu trúc đại số vành đa thức chẵn ![](data:image/x-wmf;base64,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) nói riêng và vành đa thức ![](data:image/x-wmf;base64,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) nói chung. Cụ thể là, luận án đã:

* Chỉ ra hai loại vành đa thức đặc biệt (vành đa thức chẵn tuyệt đối ![](data:image/x-wmf;base64,183GmgAAAAAAAGACYAIBCQAAAAAQXgEACQAAA5UBAAACAI4AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJgAmACCwAAACYGDwAMAE1hdGhUeXBlAABwABIAAAAmBg8AGgD/////AAAQAAAAwP///77///8gAgAAHgIAAAUAAAAJAgAAAAIFAAAAFAIeAjgBHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+LEwp7AAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAMnnAAQUAAAAUAroBrAEcAAAA+wJg/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///7AdCmIAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAGt5QAEFAAAAFAKAAUYAHAAAAPsCYP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+LEwp8AAAKAAAAAAAEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABSeUADjgAAACYGDwARAUFwcHNNRkNDAQDqAAAA6gAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAARNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIT8n8l8hjyEvR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAg1IAAwAbAAALAQACAIgyAAMAHAAADAEBAQACAINrAAAAAAsBAQAAAAsKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQB1IQCKAwAACgAGAAAAIQCKAwEAAACQ2hgABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==) và vành đa thức chỉ có hai lớp kề cyclic ![](data:image/x-wmf;base64,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)) có tỉ lệ giữa số phần tử khả nghịch trên tổng số đa thức của vành là cực đại;
* Đề xuất được một thuật toán hiệu quả để xác định nghịch đảo của các phần tử khả nghịch trên vành đa thức chẵn tuyệt đối ![](data:image/x-wmf;base64,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);
* Đề xuất được một công thức để xác định nghịch đảo mở rộng của các phần tử khả nghịch mở rộng trên các vành ![](data:image/x-wmf;base64,183GmgAAAAAAAAACQAIBCQAAAABQXgEACQAAA1oBAAACAIUAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAgACCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///77////AAQAA/gEAAAUAAAAJAgAAAAIFAAAAFALrATgBHAAAAPsCIP8AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7////bEQqkAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAbgDAAQUAAAAUAoABRgAcAAAA+wJg/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///9YTCrUAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAFIAQAOFAAAAJgYPAP8AQXBwc01GQ0MBANgAAADYAAAARGVzaWduIFNjaWVuY2UsIEluYy4ABQEABglEU01UNgABE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQASAAghPyfyXyGPIS9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgCDUgADABsAAAsBAAIAg24AAAEBAAAAAQoAAAAmBg8ACgD/////AQAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAAABAgIiU3lzdGVtAHUhAIoDAAAKAAYAAAAhAIoDAAAAAODgGAAEAAAALQEAAAQAAADwAQEAAwAAAAAA) với ![](data:image/x-wmf;base64,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) lẻ (trong đó có vành ![](data:image/x-wmf;base64,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)) và chứng minh các phần tử này có thể được sử dụng làm khóa cho các hệ mật tương tự như các phần tử khả nghịch truyền thống.
* Đề xuất các công thức tính căn bậc hai chính của một thặng dư bậc hai trong vành ![](data:image/x-wmf;base64,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) và các phần tử liên hợp của chúng.

Các kết quả này là nền tảng toán học rất quan trọng cho các ứng dụng của ![](data:image/x-wmf;base64,183GmgAAAAAAAIACQAIBCQAAAADQXgEACQAAA44BAAACAIcAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAoACCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///77///9AAgAA/gEAAAUAAAAJAgAAAAIFAAAAFALrATgBHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+OIQqoAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAMgDAAQUAAAAUAusBuwEcAAAA+wIg/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///9UhCq4AAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAG4AwAEFAAAAFAKAAUYAHAAAAPsCYP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+OIQqpAAAKAAAAAAAEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABSIkADhwAAACYGDwAEAUFwcHNNRkNDAQDdAAAA3QAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAARNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIT8n8l8hjyEvR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAg1IAAwAbAAALAQACAIgyAAIAg24AAAEBAAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAAAECAiJTeXN0ZW0AdCEAigMAAAoABgAAACEAigMBAAAA4OAYAAQAAAAtAQEABAAAAPABAAADAAAAAAA=) trong mật mã.

1. Về các ứng dụng mật mã, luận án đã đề xuất được 6 hệ mật bao gồm:
2. Ba hệ mật dựa trên vành đa thức chẵn:

* Hệ mật khóa bí mật RISKE có độ an toàn IND-CPA hoạt động dựa trên các phần tử khả nghịch trên vành đa thức chẵn tuyệt đối ![](data:image/x-wmf;base64,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);
* Hệ mật khóa bí mật QRHE, dựa trên các thặng dư bậc hai và lớp các phần tử liên hợp trong vành đa thức chẵn ![](data:image/x-wmf;base64,183GmgAAAAAAAIACQAIBCQAAAADQXgEACQAAA44BAAACAIcAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAoACCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///77///9AAgAA/gEAAAUAAAAJAgAAAAIFAAAAFALrATgBHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///9LFgp4AAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAMkTAAQUAAAAUAusBuwEcAAAA+wIg/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///xMZCqgAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAG4awAEFAAAAFAKAAUYAHAAAAPsCYP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///9LFgp5AAAKAAAAAAAEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABSeUADhwAAACYGDwAEAUFwcHNNRkNDAQDdAAAA3QAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAARNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIT8n8l8hjyEvR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAg1IAAwAbAAALAQACAIgyAAIAg24AAAEBAAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAAAECAiJTeXN0ZW0AdiEAigMAAAoABgAAACEAigMBAAAA4OAYAAQAAAAtAQEABAAAAPABAAADAAAAAAA=), cùng một ví dụ lai ghép với hệ mật RSA;
* Hệ mật khóa công khai IPKE có độ an toàn IND-CPA dựa trên các phần tử khả nghịch trên vành đa thức chẵn tuyệt đối ![](data:image/x-wmf;base64,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).

1. Ba hệ mật dựa trên sự kết hợp của vành đa thức chẵn và một số loại vành đa thức đặc biệt khác:

* Hệ mật khóa công khai DTRU, một biến thể với nhiều đặc tính tốt so với hệ mật gốc NTRU, có độ an toàn IND-CPA và hoạt động dựa trên các phần tử khả nghịch đồng thời trên hai vành đa thức, một vành chẵn tuyệt đối ![](data:image/x-wmf;base64,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) và một vành có hai lớp kề cyclic ![](data:image/x-wmf;base64,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).
* Hệ mật khóa bí mật E-RISKE, một biến thể mở rộng của hệ mật RISKE hoạt động dựa trên các phần tử khả nghịch mở rộng trong vành đa thức có hai lớp kề cyclic ![](data:image/x-wmf;base64,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).
* Hệ mật HpNE, có độ an toàn IND-CPA, là một hệ mật lai ghép giữa hệ mật pNE và hệ mật RISKE theo mô hình KEM/DEM.

Về **ý nghĩa thực tiễn**, các hệ mật được đề xuất trong luận án ngoài độ an toàn ngữ nghĩa, còn có độ phức tạp tính toán thấp, tốc độ tính toán nhanh và đòi hỏi ít tài nguyên tính toán do đó có thể được xem xét triển khai trong các thiết bị có tài nguyên tính toán hạn chế trong môi trường IoT.

Nội dung của luận án được trình bày theo cấu trúc sau:

* “Chương 1: Tổng quan về mật mã và các hệ mật dựa trên vành đa thức”: Trình bày một bức tranh tổng quan về mật mã và các hệ mật dựa trên vành đa thức chẵn. Từ đó, nội dung của chương đi sâu phân tích các hạn chế của các hệ mật dựa trên vành đa thức hiện có và đánh giá các tiềm năng ứng dụng của vành đa thức chẵn ![](data:image/x-wmf;base64,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) trong mật mã cũng như xác định rõ các vấn đề cần nghiên cứu.
* “Chương 2: Vành đa thức chẵn”: Chương này trình bày các nền tảng toán học về vành đa thức chẵn ![](data:image/x-wmf;base64,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), đặc biệt là một số kết quả toán học mới của luận án về cấu trúc đại số vành đa thức ![](data:image/x-wmf;base64,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) nói chung và vành đa thức chẵn ![](data:image/x-wmf;base64,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) nói riêng. Bằng Định lý 2‑3 và Định lý 2‑4, tác giả luận án chứng minh rằng hai lớp vành ![](data:image/x-wmf;base64,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)và ![](data:image/x-wmf;base64,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) có tỉ lệ các phần tử khả nghịch trên tổng số đa thức trong vành đạt cực đại và đề xuất thuật toán cụ thể (Thuật toán 2‑1) để tính toán nghịch đảo của chúng. Các phần tử khả nghịch này là cơ sở chính để xây dựng các hệ mật ở các chương 3, 4. Cũng trong chương này, bên cạnh các phần tử khả nghịch truyền thống, tác giả luận án chứng minh rằng trong các vành ![](data:image/x-wmf;base64,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) với ![](data:image/x-wmf;base64,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) lẻ còn tồn tại một lớp các phần tử khả nghịch mở rộng có tính chất gần tương tự với các phần tử khả nghịch truyền thống (Định lý 2‑1). Các phần tử này cũng có thể sử dụng làm khóa trong các hệ mật tương tự như các phần tử khả nghịch (Định lý 2‑2). Kết quả này cho phép linh hoạt lựa chọn loại vành đa thức để xây dựng các hệ mật và được cụ thể hóa bằng hệ mật khóa bí mật E-RISKE (mục 4.3) hoạt động cả trên ![](data:image/x-wmf;base64,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)và ![](data:image/x-wmf;base64,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), một cải tiến của hệ mật RISKE (mục 3.2) vốn chỉ hoạt động trên ![](data:image/x-wmf;base64,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). Ngoài ra, với việc chứng minh hai công thức tính căn bậc hai chính và phần tử liên hợp của một thặng dư bậc hai (Bổ đề 2‑9 và Bổ đề 2‑10), tác giả luận án đã xây dựng một nền tảng để đề xuất hệ mật lai ghép QRHE trong mục 3.3.
* “Chương 3: Các hệ mật dựa trên vành đa thức chẵn”: Đề xuất 03 hệ mật QRHE, IPKE và RISKE) trực tiếp dựa trên lớp vành đa thức chẵn ![](data:image/x-wmf;base64,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) được công bố lần lượt trong các công trình [C2], [J1] và [J3] của tác giả luận án. Trong đó: Hệ mật RISKE [C2] là một biến thể của hệ mật OTP sử dụng các phần tử khả nghịch trong ![](data:image/x-wmf;base64,183GmgAAAAAAAGACYAIBCQAAAAAQXgEACQAAA5UBAAACAI4AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJgAmACCwAAACYGDwAMAE1hdGhUeXBlAABwABIAAAAmBg8AGgD/////AAAQAAAAwP///77///8gAgAAHgIAAAUAAAAJAgAAAAIFAAAAFAIeAjgBHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+CGQosAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAMnnAAQUAAAAUAroBrAEcAAAA+wJg/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///+UcCkQAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAGsAQAEFAAAAFAKAAUYAHAAAAPsCYP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+CGQotAAAKAAAAAAAEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABSAEADjgAAACYGDwARAUFwcHNNRkNDAQDqAAAA6gAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAARNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIT8n8l8hjyEvR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAg1IAAwAbAAALAQACAIgyAAMAHAAADAEBAQACAINrAAAAAAsBAQAAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQB2IQCKAwAACgAGAAAAIQCKAwEAAADg4BgABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==) làm khóa bí mật và có độ an toàn ngữ nghĩa IND-CPA (Định lý 3‑2); Hệ mật lai ghép QRHE [J1], khai thác đặc tính của các thặng dư bậc hai trong ![](data:image/x-wmf;base64,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) để khắc phục nhược điểm sử dụng khóa phiên (session-key) của RISKE; Cuối cùng, hệ mật khóa công khai IPKE [J3] cũng hoạt động dựa trên các phần tử khả nghịch trong ![](data:image/x-wmf;base64,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) và có độ an toàn ngữ nghĩa IND-CPA (Định lý 3‑3).
* “Chương 4: Các hệ mật dựa trên vành đa thức chẵn kết hợp với các vành đa thức khác”: Chương mở rộng này đề xuất 03 hệ mật hoạt động trên vành đa thức chẵn kết hợp với một số loại vành đa thức khác được công bố lần lượt trong các công trình [J2], [C3] và [C1] của tác giả luận án. Trong đó: Hệ mật DTRU [J2] là một biến thể có nhiều ưu điểm của hệ mật NTRU hoạt động dựa trên các phần tử khả nghịch đồng thời trên hai vành ![](data:image/x-wmf;base64,183GmgAAAAAAAGACYAIBCQAAAAAQXgEACQAAA5UBAAACAI4AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJgAmACCwAAACYGDwAMAE1hdGhUeXBlAABwABIAAAAmBg8AGgD/////AAAQAAAAwP///77///8gAgAAHgIAAAUAAAAJAgAAAAIFAAAAFAIeAjgBHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+CGQosAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAMnnAAQUAAAAUAroBrAEcAAAA+wJg/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///+UcCkQAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAGsAQAEFAAAAFAKAAUYAHAAAAPsCYP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+CGQotAAAKAAAAAAAEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABSAEADjgAAACYGDwARAUFwcHNNRkNDAQDqAAAA6gAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAARNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIT8n8l8hjyEvR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAg1IAAwAbAAALAQACAIgyAAMAHAAADAEBAQACAINrAAAAAAsBAQAAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQB2IQCKAwAACgAGAAAAIQCKAwEAAADg4BgABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==) và ![](data:image/x-wmf;base64,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); Hệ mật E-RISKE [C3] là một mở rộng của hệ mật RISKE sử dụng các phần tử khả nghịch mở rộng trong ![](data:image/x-wmf;base64,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) làm khóa bí mật; Cuối cùng, HpNE [C1] là một hệ mật lai ghép theo mô hình KEM/DEM giữa hệ mật RISKE với hệ mật pNE có độ an toàn ngữ nghĩa IND-CPA (Định lý 4‑4) và hệ số mở rộng bản tin linh hoạt.
* “Kết luận”: Tổng hợp đánh giá các kết quả đạt được của luận án đồng thời đề xuất các hướng nghiên cứu tiếp theo.

Nhìn chung, luận án đã đưa ra những đề xuất mang tính khởi đầu cho việc ứng dụng các vành đa thức chẵn ![](data:image/x-wmf;base64,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) vào lý thuyết mật mã. Các hệ mật này bước đầu đã được chứng minh là có những đặc tính tốt và có thể được xem xét ứng dụng cho các hệ thống đòi hỏi tính toán nhanh hoặc các thiết bị có tài nguyên tính toán hạn chế trong môi trường IoT.

# xxx

## MỞ ĐẦU CHƯƠNG

Mật mã có lịch sử phát triển lâu đời với nhiều loại hệ mật khác nhau với các kỹ thuật trên các cấu trúc đại số khác nhau trong đó có vành đa thức. Để có thể đánh giá rõ hiện trạng ứng dụng của vành đa thức trong mật mã từ đó xác định các vấn đề cần nghiên cứu, chương này sẽ trình bày một bức tranh tổng quan về mật mã và các hệ mật dựa trên vành đa thức chẵn.

Mục 1.2 sẽ hệ thống hóa sự phát triển của mật mã và tập trung phân tích các tham số, phương pháp đánh giá đặc biệt là đánh giá về độ an toàn của các hệ mật. Dựa trên đó, các hệ mật dựa trên vành đa thức chẵn nói riêng và vành đa thức nói chung sẽ được phân tích trong mục 1.3. Từ các phân tích đó, mục 1.4 sẽ đưa ra các vấn đề mở cần nghiên cứu để có thể ứng dụng thành công vành đa thức chẵn trong lý thuyết mật mã.

## CÁC HỆ MẬT DỰA TRÊN VÀNH ĐA THỨC

### Các hệ mật khoá bí mật dựa trên vành đa thức

Trên thế giới, trong các kỹ thuật mật mã khóa bí mật, các phép toán được sử dụng hầu hết đều được thực hiện dựa trên các kỹ thuật thay thế và hoán vị trên các trường nhị phân ![](data:image/x-wmf;base64,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) với các hệ mật tiêu biểu như DES [28] hay OTP [88]. Điều này là do các phép mã hóa và giải mã trong ![](data:image/x-wmf;base64,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) đều dựa trên phép tính XOR đơn giản và dễ thực thi bằng cả phần cứng lẫn phần mềm.

Tại Việt Nam, việc ứng dụng các vành đa thức trong mật mã khóa bí mật lại có nguồn gốc từ các nghiên cứu về xây dựng mã sửa sai, cụ thể là mã cyclic cục bộ [13], [14], [16], [17]. Điều này phát sinh từ một số phân tích đặc tính toán học của một số lớp vành đa thức ![](data:image/x-wmf;base64,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). Hai lớp con quan trọng của ![](data:image/x-wmf;base64,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) bao gồm lớp vành đa thức chẵn ![](data:image/x-wmf;base64,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) và lớp vành đa thức chỉ có hai lớp kề cyclic ![](data:image/x-wmf;base64,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) [17]. Các vành đa thức chẵn ![](data:image/x-wmf;base64,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) không được sử dụng trong xây dựng mã cyclic truyền thống vì tất cả các mã cyclic truyền thống trên vành này đều được suy ra từ vành lẻ tương ứng [17].

Tuy nhiên, năm 2002, một lớp con của ![](data:image/x-wmf;base64,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), lớp các vành chẵn tuyệt đối ![](data:image/x-wmf;base64,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), đã được sử dụng để xây dựng một hệ mật khóa bí mật trong công trình [15]. Hệ mật này khai thác đặc tính của các cấp số nhân cyclic trên lớp vành đa thức ![](data:image/x-wmf;base64,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). Lớp vành này có điểm đặc biệt là tất cả các đa thức có trọng số lẻ trong vành sẽ tạo thành một nhóm nhân cyclic ![](data:image/x-wmf;base64,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). Trong nhóm nhân này sẽ có nhiều nhóm con có cấp bằng ước của cấp của ![](data:image/x-wmf;base64,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). Ý tưởng của hệ mật này là sử dụng một ma trận mã hóa ![](data:image/x-wmf;base64,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) được tạo bởi hai khóa bí mật là hai đa thức có trọng số lẻ ![](data:image/x-wmf;base64,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), trong đó ![](data:image/x-wmf;base64,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) là phần tử sinh của một nhóm nhân cyclic nào đó còn ![](data:image/x-wmf;base64,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) là một đa thức bất kỳ thuộc ![](data:image/x-wmf;base64,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). Với cách lựa chọn này, việc giải mã sẽ thực hiện đơn giản bằng cách bình phương ma trận ![](data:image/x-wmf;base64,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) ![](data:image/x-wmf;base64,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) lần, với ![](data:image/x-wmf;base64,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) là cấp của đa thức ![](data:image/x-wmf;base64,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). Ngoài ra, nếu thay ![](data:image/x-wmf;base64,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) bằng đơn thức ![](data:image/x-wmf;base64,183GmgAAAAAAAEABYAEDCQAAAAAyXgEACQAAAx8BAAACAHwAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJgAUABCwAAACYGDwAMAE1hdGhUeXBlAAAwABIAAAAmBg8AGgD/////AAAQAAAAwP///z4AAAAAAQAAngEAAAUAAAAJAgAAAAIFAAAAFAIAAU0AHAAAAPsCYP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///96IQoRAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAeB9AA3wAAAAmBg8A7gBBcHBzTUZDQwEAxwAAAMcAAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCE/J/JfIY8hL0dfQVDyHx5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQD0j0X0Kl9I9I9BAPQQD0D0j0F/SPQQD0EqX0RfRfRfRfRfQQ8MAQABAAECAgICAAIAAQEBAAMAAQAEAAAKAQACAIN4AAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAAAECAiJTeXN0ZW0AACEAigMAAAoABgAAACEAigP/////4OAYAAQAAAAtAQEABAAAAPABAAADAAAAAAA=), ma trận ![](data:image/x-wmf;base64,183GmgAAAAAAAIABoAECCQAAAAAzXgEACQAAAyABAAACAH0AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAKgAYABCwAAACYGDwAMAE1hdGhUeXBlAAAgABIAAAAmBg8AGgD/////AAAQAAAAwP///97///9AAQAAfgEAAAUAAAAJAgAAAAIFAAAAFAJgAVoAHAAAAPsCYP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8JGgpLAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAQQdAA30AAAAmBg8A8ABBcHBzTUZDQwEAyQAAAMkAAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAETV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCE/RY9EL0FQ9BAPR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAg0EAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQAAIQCKAwAACgAGAAAAIQCKA/////9w3RgABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==) sẽ là các ma trận luân hoàn (circulant matrix), ma trận mà trong đó mỗi hàng được xác định bằng cách dịch vòng phải hàng đứng trên nó, và khi đó các phép tính trên vành ma trận phức tạp sẽ tương đương với phép tính đơn giản trên vành đa thức. Nhược điểm của hệ mật này là hiệu năng tính toán không cao vì phải thực hiện nhiều lần phép bình phương đa thức trong khi giải mã. Bên cạnh đó, hệ mật này cũng chưa được đánh giá kỹ lưỡng về độ an toàn.

Tương tự như ![](data:image/x-wmf;base64,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), các vành đa thức chỉ có hai lớp kề cyclic ![](data:image/x-wmf;base64,183GmgAAAAAAAKACQAIBCQAAAADwXgEACQAAA44BAAACAIcAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAqACCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///77///9gAgAA/gEAAAUAAAAJAgAAAAIFAAAAFALrATgBHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+NHQqwAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAMhjAAQUAAAAUAusBtAEcAAAA+wIg/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///3AdCt8AAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAEMYwAEFAAAAFAKAAUYAHAAAAPsCYP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+NHQqxAAAKAAAAAAAEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABSHUADhwAAACYGDwAEAUFwcHNNRkNDAQDdAAAA3QAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIT8n8l8hjyEvR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAg1IAAwAbAAALAQACAIgyAAIAg0MAAAEBAAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAAAECAiJTeXN0ZW0AdSEAigMAAAoABgAAACEAigMBAAAA4OAYAAQAAAAtAQEABAAAAPABAAADAAAAAAA=) cũng mới chỉ được khai thác để xây dựng các m-dãy lồng ghép, một dạng chuỗi giả ngẫu nhiên trong công trình [1].

Dựa trên công trình [15], bài báo [3] đã đề xuất ứng dụng các đa thức trong nhóm nhân cyclic có bậc cực đại của vành ![](data:image/x-wmf;base64,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) làm khóa trong các vòng lặp của hệ mật DES. Tuy nhiên, hệ mật này chưa được chứng minh là đảm bảo an toàn trong khi DES phiên bản gốc hiện nay đã không còn được sử dụng.

Hệ mật được đề xuất trong [4] này cũng là cơ sở để hai tác giả này đề xuất một loại hàm băm mới trong công trình [2].

Qua phân tích có thể thấy vành đa thức ![](data:image/x-wmf;base64,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) nói chung và vành đa thức chẵn ![](data:image/x-wmf;base64,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) nói riêng vẫn chưa được ứng dụng rộng rãi trong các hệ mật khóa bí mật.

### Các hệ mật khoá công khai dựa trên vành đa thức

Tại Việt Nam, hệ mật khóa công khai đầu tiên dựa trên vành đa thức ![](data:image/x-wmf;base64,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) được đưa ra năm 2005 trong công trình [4]. Hệ mật này thực chất là một biến thể của hệ mật Mc.Eliece, trong đó mã Goppa được thay thế bằng một mã cyclic cục bộ (64, 7, 32) kết hợp với một mã kiểm tra chẵn (8, 7, 2). Ưu điểm đầu tiên của hệ mật này chính là dựa trên các sự linh hoạt lựa chọn tham số của mã cyclic cục bộ. Tuy nhiên, nhược điểm của hệ mật này là độ phức tạp tính toán cao hơn hệ mật Mc.Eliece và cũng như Mc.Eliece, không khả thi trong triển khai thực tế vì khóa công khai quá lớn.

Ở nước ngoài, việc sử dụng các vành đa thức ![](data:image/x-wmf;base64,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) để xây dựng các hệ mật khóa công khai được khởi xướng từ những năm 1995 khi hệ mật NTRU lần đầu tiên được giới thiệu tại Crypto’96 [39]. Tại hội thảo ANTS’98, các tác giả của NTRU đã đưa ra phiên bản cải tiến trong đó đã đánh giá về độ an toàn của NTRU đối với các tấn công dựa trên dàn [40]. NTRU được IEEE bắt đầu chuẩn hóa từ năm 2008 [47] trong nhóm tiêu chuẩn P.1363.1. Hiện nay, NTRU được cộng đồng mật mã coi là một thay thế hợp lý cho các hệ mật dựa trên các bài toán phân tích số nguyên thành thừa số nguyên tố và các thuật toán logarit rời rạc trên các trường hữu hạn hoặc các đường cong elliptic. Hệ mật này cũng được coi là ứng viên cho thế hệ mật mã khóa công khai có khả năng chống lại các tấn công bằng máy tính lượng tử [77]. Sau gần 20 năm kể từ khi ra đời, NTRU đã thu hút rất nhiều sự quan tâm của cộng đồng mật mã với nhiều kiểu tấn công [20], [24], [33], [38], [48], [6] và nhiều biến thể khác nhau [8], MaTRU [23], ETRU [50], OTRU [58],...

So với các hệ mật thông dụng như RSA, ECC, NTRU có một số ưu điểm [40]:

* Thuật toán mã hóa và giải mã đơn giản kéo theo tốc độ tính toán rất nhanh, được coi là nhanh nhất hiện nay và còn có thể tối ưu [43];
* Sử dụng khóa ngắn hơn so với các hệ mật khóa công khai khác ở cùng độ an toàn;
* Tốn ít tài nguyên tính toán nên được nghiên cứu ứng dụng cho các hệ thống nhúng có tài nguyên hạn chế (RFID, cảm biến, thiết bị y tế,…).

Tuy nhiên, NTRU cũng có những hạn chế [40]:

* Chưa có độ an toàn ngữ nghĩa;
* Bị tấn công khi phát lại liên tiếp bản mã của cùng một bản rõ;
* Hệ số mở rộng bản tin lớn.

Biến thể đầu tiên của NTRU hoạt động trên vành ![](data:image/x-wmf;base64,183GmgAAAAAAAAACQAIBCQAAAABQXgEACQAAA1oBAAACAIUAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAgACCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///77////AAQAA/gEAAAUAAAAJAgAAAAIFAAAAFALrATgBHAAAAPsCIP8AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8oHQosAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAbnnAAQUAAAAUAoABRgAcAAAA+wJg/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v////8cCukAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAFJ5QAOFAAAAJgYPAP8AQXBwc01GQ0MBANgAAADYAAAARGVzaWduIFNjaWVuY2UsIEluYy4ABQEABglEU01UNgAAE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQASAAghPyfyXyGPIS9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgCDUgADABsAAAsBAAIAg24AAAEBAAAAAAoAAAAmBg8ACgD/////AQAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAAABAgIiU3lzdGVtAHUhAIoDAAAKAAYAAAAhAIoDAAAAAODgGAAEAAAALQEAAAQAAADwAQEAAwAAAAAA) được đề xuất năm 2002 có tên là CTRU [32] trong đó các hệ số nguyên của các đa thức trong NTRU được thay bằng các đa thức trên các vành ![](data:image/x-wmf;base64,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) để tránh các loại tấn công trên dàn như đối với NTRU. Tuy nhiên hệ mật này năm 2008 đã bị phá bởi các tấn công bằng phương pháp giải hệ phương trình đại số tuyến tính [89].

Một biến thể khác của NTRU, hệ mật pNE [87] được đề xuất năm 2011, hoạt động dựa trên lớp vành đa thức chẵn tuyệt đối hệ số nguyên. Hệ mật này có ưu điểm là có độ an toàn ngữ nghĩa IND-CPA dựa trên độ khó của bài toán R-LWE. Tuy nhiên, theo kết quả phân tích năm 2014 [18], hiệu năng của pNE tính toán thấp hơn NTRU đặc biệt là hệ số mở rộng bản tin.

Gần đây nhất, vào tháng 2 năm 2017, một biến thể cũng có độ an toàn chứng minh được như pNE nhưng lại hoạt động trên vành ![](data:image/x-wmf;base64,183GmgAAAAAAAMACYAIBCQAAAACwXgEACQAAA5cBAAACAI8AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJgAsACCwAAACYGDwAMAE1hdGhUeXBlAABwABIAAAAmBg8AGgD/////AAAQAAAAwP///77///+AAgAAHgIAAAUAAAAJAgAAAAIFAAAAFALrAbgBHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///9eGQpCAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAALCjAAQUAAAAUAusBOAEcAAAA+wIg/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///7omCjkAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAKAAAAMgoAAAAAAgAAAG5xwgDAAQUAAAAUAoABRgAcAAAA+wJg/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///14ZCkMAAAoAAAAAAAQAAAAtAQAABAAAAPABAQAJAAAAMgoAAAAAAQAAAFJ5QAOPAAAAJgYPABMBQXBwc01GQ0MBAOwAAADsAAAARGVzaWduIFNjaWVuY2UsIEluYy4ABQEABglEU01UNgABE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQASAAghPyfyXyGPIS9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAEAAAAAAAAAAPAQIAg1IAAwAbAAALAQACAINuAAIAgiwAAgCDcQAAAQEAAAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAAAECAiJTeXN0ZW0AdSEAigMAAAoABgAAACEAigMBAAAA4OAYAAQAAAAtAQEABAAAAPABAAADAAAAAAA=) với ![](data:image/x-wmf;base64,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) là số nguyên tố lẻ đã được đề xuất [90]. Biến thể này cho phép lựa chọn linh hoạt hơn cấu trúc đại số vành đa thức để xây dựng các hệ mật có đặc điểm như pNE.

Nhìn chung, xây dựng các hệ mật khóa công khai trên vành đa thức mới chỉ được đề cập đến trong các công trình nêu trên. Hoàn toàn chưa có các hệ mật được xây dựng dựa trên các vành đa thức chẵn ![](data:image/x-wmf;base64,183GmgAAAAAAAIACQAIBCQAAAADQXgEACQAAA44BAAACAIcAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAoACCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///77///9AAgAA/gEAAAUAAAAJAgAAAAIFAAAAFALrATgBHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7////mEwoIAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAMnnAAQUAAAAUAusBuwEcAAAA+wIg/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///9cICm0AAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAG55wAEFAAAAFAKAAUYAHAAAAPsCYP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7////mEwoJAAAKAAAAAAAEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABSF0ADhwAAACYGDwAEAUFwcHNNRkNDAQDdAAAA3QAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIT8n8l8hjyEvR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAg1IAAwAbAAALAQACAIgyAAIAg24AAAEBAAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAAAECAiJTeXN0ZW0AdSEAigMAAAoABgAAACEAigMBAAAA4OAYAAQAAAAtAQEABAAAAPABAAADAAAAAAA=).

### Các hệ mật lai ghép dựa trên vành đa thức

Do các hệ mật khóa công khai và khóa bí mật dựa trên các vành đa thức còn chưa phong phú nên các hệ mật lai ghép dựa trên cấu trúc đại số này cũng chưa được xây dựng.

## KẾT LUẬN CHƯƠNG

Từ nội dung tổng quan có thể thấy việc đi tìm các cấu trúc đại số mới để xây dựng và cải tiến các hệ mật là một quá trình liên tục trong lịch sử phát triển của mật mã. Trong các cấu trúc đại số đó, vành đa thức mới được khai thác trong mật mã khoảng 20 năm trở lại đây và có nhiều tiềm năng khi các hệ thống truyền thông phát triển theo xu hướng IoT. Các hệ mật dựa trên vành đa thức vẫn chưa phong phú và còn một số hạn chế như hiệu năng chưa cao, chưa có độ an toàn ngữ nghĩa,… Mặc dù vậy, vành đa thức nói chung và vành đa thức chẵn ![](data:image/x-wmf;base64,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) nói riêng là các cấu trúc đại số có nhiều tiềm năng ứng dụng trong mật mã. Tuy nhiên, để có thể xây dựng được các hệ mật dựa trên ![](data:image/x-wmf;base64,183GmgAAAAAAAIACQAIBCQAAAADQXgEACQAAA5MBAAACAIwAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAoACCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///77///9AAgAA/gEAAAUAAAAJAgAAAAIFAAAAFALrATgBHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///87FgpKAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAMnnAAQUAAAAUAusBuwEcAAAA+wIg/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///z4dCiYAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAG4AwAEFAAAAFAKAAUYAHAAAAPsCYP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///87FgpLAAAKAAAAAAAEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABSBkADjAAAACYGDwAOAUFwcHNNRkNDAQDnAAAA5wAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAARNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIT8n8l8hjyEvR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBABAAAAAAAAAADwECAINSAAMAGwAACwEAAgCIMgACAINuAAABAQAAAAoAAAAmBg8ACgD/////AQAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAAABAgIiU3lzdGVtAHUhAIoDAAAKAAYAAAAhAIoDAQAAAODgGAAEAAAALQEBAAQAAADwAQAAAwAAAAAA), có hai nhóm vấn đề cần nghiên cứu như sau.

Thứ nhất, để có thể xây dựng các hệ mật dựa trên ![](data:image/x-wmf;base64,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) trước hết cần nghiên cứu kỹ về đặc tính toán học của cấu trúc đại số này. Một số bài toán cần giải quyết cụ thể như cách thức xác định các phần tử khả nghịch, cách tính nghịch đảo của các phần tử khả nghịch, cách tính các căn bậc hai chính của thặng dư bậc hai và các phần tử liên hợp của chúng,… Đây cũng là nội dung chính trong chương 2 của luận án.

Thứ hai, dựa trên các đặc tính toán học của ![](data:image/x-wmf;base64,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), cần nghiên cứu xây dựng các giải pháp khắc phục các hạn chế đã phân tích của các hệ mật dựa trên vành đa thức. Cụ thể là, các hệ mật cần được đề xuất với các mô tả tường minh về các không gian (bản rõ, bản mã và khóa), các thuật toán (tạo khóa, mã hóa và giải mã) và đặc biệt là được đánh giá về độ an toàn theo phương pháp đánh giá độ an toàn ngữ nghĩa đã được nêu trong mục 1.2. Các nội dung nghiên cứu này sẽ được trình bày chi tiết trong chương 3 và chương 4.

# …

## MỞ ĐẦU CHƯƠNG

Nội dung chương 3 cho thấy vành đa thức chẵn đứng độc lập đã có thể ứng dụng để xây dựng một số hệ mật có đặc tính tốt. Tuy nhiên, sự kết hợp giữa vành đa thức chẵn ![](data:image/x-wmf;base64,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) và các vành đa thức khác mở ra nhiều hướng ứng dụng khác của vành đa thức trong mật mã.

Trong chương này, …

## KẾT LUẬN CHƯƠNG

Trong chương này, bằng cách kết hợp vành đa thức chẵn tuyệt đối ![](data:image/x-wmf;base64,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), một lớp con của các vành đa thức chẵn ![](data:image/x-wmf;base64,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) với các loại vành đa thức khác, luận án đã đề xuất ba hệ mật mới có nhiều đặc tính cải tiến so với các hệ mật gốc. Hệ mật DTRU, một biến thể mới của hệ mật nổi tiếng NTRU, có thể coi là một ứng viên tiềm năng hơn NTRU trong các ứng dụng cho các thiết bị có tài nguyên tính toán hạn chế. Dựa trên các phần tử nghịch đảo mở rộng trong vành đa thức ![](data:image/x-wmf;base64,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), hệ mật E-RISKE cho phép lựa chọn các tham số của hệ mật RISKE (độ dài khóa, độ dài bản mã,…) linh hoạt hơn cho các ứng dụng mật mã cụ thể. Cuối cũng, HpNE là một sự lai ghép phù hợp giữa RISKE (dựa trên các vành ![](data:image/x-wmf;base64,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)) và hệ mật pNE (dựa trên các vành ![](data:image/x-wmf;base64,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)) theo mô hình KEM/DEM, tận dụng ưu điểm cũng như khắc phục nhược điểm của cả hai hệ mật này.

Các kết quả trong chương này đã khẳng định việc kết hợp vành đa thức chẵn với các vành đa thức có cấu trúc đặc biệt khác để xây dựng các hệ mật là hướng nghiên cứu hữu ích và khả thi.

# KẾT LUẬN

Sau một thời gian nghiên cứu với sự nỗ lực của bản thân và sự hướng dẫn  
tận tình của GS.TS. Nguyễn Bình, luận án “**Các hệ mật dựa trên vành đa thức chẵn**” của tác giả đã hoàn thành với một số kết quả sau đây.

**Về mặt toán học**, luận án đã chứng minh một số đặc tính toán học mới của các vành đa thức chẵn cùng một số loại vành đa thức đặc biệt. Cụ thể là, luận án đã:

1. Chỉ ra hai loại vành đa thức (vành đa thức chẵn tuyệt đối ![](data:image/x-wmf;base64,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) và vành đa thức chỉ có hai lớp kề cyclic ![](data:image/x-wmf;base64,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)) có tỉ lệ giữa số phần tử khả nghịch trên tổng số đa thức của vành là cực đại (Định lý 2‑3, Định lý 2‑4).
2. Đề xuất được một thuật toán hiệu quả để xác định nghịch đảo của các phần tử khả nghịch trên vành đa thức chẵn tuyệt đối ![](data:image/x-wmf;base64,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) (Thuật toán 2‑1).
3. Đề xuất được một công thức (Định lý 2‑1) để xác định nghịch đảo mở rộng của các phần tử khả nghịch mở rộng trên các vành ![](data:image/x-wmf;base64,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) với ![](data:image/x-wmf;base64,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) lẻ (trong đó có vành ![](data:image/x-wmf;base64,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)) và chứng minh các phần tử này có thể được sử dụng để làm khóa cho các hệ mật (Định lý 2‑2).
4. Đề xuất các công thức tính căn bậc hai chính của một thặng dư bậc hai trong vành ![](data:image/x-wmf;base64,183GmgAAAAAAAIACQAIBCQAAAADQXgEACQAAA44BAAACAIcAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAoACCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///77///9AAgAA/gEAAAUAAAAJAgAAAAIFAAAAFALrATgBHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+8IApEAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAMgDAAQUAAAAUAusBuwEcAAAA+wIg/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///4QhCuIAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAG4AwAEFAAAAFAKAAUYAHAAAAPsCYP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+8IApFAAAKAAAAAAAEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABSG0ADhwAAACYGDwAEAUFwcHNNRkNDAQDdAAAA3QAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAARNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIT8n8l8hjyEvR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAg1IAAwAbAAALAQACAIgyAAIAg24AAAEBAAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAAAECAiJTeXN0ZW0AdCEAigMAAAoABgAAACEAigMBAAAA4OAYAAQAAAAtAQEABAAAAPABAAADAAAAAAA=) và phần tử liên hợp của chúng (Bổ đề 2‑9 và Bổ đề 2‑10).

Các kết quả này là nền tảng rất quan trọng cho các ứng dụng của ![](data:image/x-wmf;base64,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) trong mật mã.

**Về các ứng dụng trong mật mã**, luận án đã:

1. Đề xuất được ba hệ mật dựa trên vành đa thức chẵn bao gồm:
2. Hệ mật khóa bí mật RISKE có độ an toàn IND-CPA (Định lý 3‑2) hoạt động dựa trên các phần tử khả nghịch trên vành đa thức chẵn tuyệt đối ![](data:image/x-wmf;base64,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). Hệ mật này là một biến thể của hệ mật OTP nhưng có hiệu quả mã hóa cao hơn. Đặc biệt, hệ mật này rất phù hợp để làm phần DEM trong sơ đồ mật mã lai ghép KEM/DEM.
3. Hệ mật khóa bí mật QRHE, dựa trên các thặng dư bậc hai và lớp các phần tử liên hợp trong vành đa thức chẵn ![](data:image/x-wmf;base64,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), cùng một ví dụ lai ghép với hệ mật RSA. So với RISKE hay OTP, QRHE có khóa tự sinh từ bản mã trong mỗi phiên mã hóa và hiệu quả mã hóa rất cao.
4. Hệ mật khóa công khai IPKE có độ an toàn IND-CPA (Định lý 3‑3) dựa trên các phần tử khả nghịch trên vành đa thức chẵn tuyệt đối ![](data:image/x-wmf;base64,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). IPKE có thuật toán mã hóa và giải mã rất đơn giản, sử dụng khóa bí mật nhỏ và có hệ số mở rộng bản tin thấp hơn so với hệ mật NTRU.
5. Đề xuất được ba hệ mật dựa trên sự kết hợp của vành đa thức chẵn và một số loại vành đa thức đặc biệt khác:
6. Hệ mật khóa công khai DTRU, một biến thể với nhiều đặc tính tốt so với hệ mật gốc NTRU. Hệ mật này hoạt động dựa trên các phần tử khả nghịch đồng thời trên hai vành đa thức, một vành chẵn tuyệt đối ![](data:image/x-wmf;base64,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) và một vành có hai lớp kề cyclic ![](data:image/x-wmf;base64,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). So với NTRU, DTRU có thuật toán tạo khóa rất đơn giản, kích thước khóa nhỏ hơn, hệ số mở rộng bản tin nói chung là thấp hơn cũng như dễ lựa chọn các tham số và chế độ hoạt động. Ngoài ra, DTRU cũng có độ an toàn IND-CPA (Định lý 4‑1).
7. Hệ mật khóa bí mật E-RISKE, một biến thể mở rộng của hệ mật RISKE hoạt động dựa trên các phần tử khả nghịch mở rộng trong vành đa thức có hai lớp kề cyclic ![](data:image/x-wmf;base64,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). E-RISKE thừa hưởng tất cả các đặc tính của RISKE đặc biệt là độ an toàn IND-CPA (Định lý 4‑3). Cùng với RISKE, E-RISKE cho phép cho phép lựa chọn linh hoạt cấu trúc đại số cũng như các tham số hoạt động để phù hợp các tình huống ứng dụng mật mã khác nhau.
8. Hệ mật HpNE, một hệ mật lai ghép giữa hệ mật pNE và hệ mật RISKE theo mô hình KEM/DEM, có độ an toàn IND-CPA (Định lý 4‑4) như pNE nhưng có hệ số mở rộng bản tin nhỏ và linh hoạt hơn.

Các hệ mật được đề xuất nhìn chung đều có độ phức tạp tính toán thấp và an toàn ngữ nghĩa với các tấn công phổ biến đã khẳng định ưu điểm của vành đa thức chẵn ![](data:image/x-wmf;base64,183GmgAAAAAAAIACQAIBCQAAAADQXgEACQAAA44BAAACAIcAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAoACCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///77///9AAgAA/gEAAAUAAAAJAgAAAAIFAAAAFALrATgBHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7////+HQqUAAAKAAAAAAAEAAAALQEAAAkAAAAyCgAAAAABAAAAMgDAAQUAAAAUAusBuwEcAAAA+wIg/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///w0dCncAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAG4JwAEFAAAAFAKAAUYAHAAAAPsCYP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7////+HQqVAAAKAAAAAAAEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABSeUADhwAAACYGDwAEAUFwcHNNRkNDAQDdAAAA3QAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAARNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIT8n8l8hjyEvR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAg1IAAwAbAAALAQACAIgyAAIAg24AAAEBAAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAAAECAiJTeXN0ZW0AdCEAigMAAAoABgAAACEAigMBAAAAcN0YAAQAAAAtAQEABAAAAPABAAADAAAAAAA=) nói riêng và vành đa thức ![](data:image/x-wmf;base64,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) nói chung so với các cấu trúc đại số khác trong các ứng dụng mật mã. Các hệ mật này có thể được xem xét ứng dụng trong các thiết bị có tài nguyên tính toán hạn chế rất phổ biến trong môi trường IoT.

**Một số vấn đề mở** từ các kết quả nghiên cứu của luận án bao gồm:

1. Nghiên cứu xây dựng các hệ mật dựa trên các lớp vành đa thức có tỉ lệ số phần tử khả nghịch hoặc khả nghịch mở rộng trên tổng số đa thức trong vành đạt cực đại hoặc gần cực đại.
2. Nghiên cứu đưa các hệ mật khóa công khai IPKE và DTRU về các bài toán khó cơ sở đã được chứng minh về độ an toàn để tăng cường độ tin cậy của các hệ mật này.
3. Đánh giá thử nghiệm các hệ mật đã đề xuất trên các hệ thống phần cứng cụ thể, đặc biệt là các hệ thống có tài nguyên hạn chế để đánh giá chính xác ưu điểm về tốc độ tính toán của các hệ mật đã xây dựng được cũng như cải tiến các hệ mật này cho phù hợp với các thiết bị có tài nguyên hạn chế trong môi trường IoT.
4. Nghiên cứu độ an toàn của các hệ mật đã đề xuất trong môi trường xử lý song song.

Những kết quả nghiên cứu của luận án về cơ bản đã đạt được mục đích nghiên cứu đề ra với một số đóng góp nhỏ trong lý thuyết mật mã. Tác giả luận án rất mong nhận được các góp ý của các nhà khoa học, các đồng nghiệp và bạn bè để hoàn thiện các công trình nghiên cứu của mình.

Hà Nội, tháng 12 năm 2017
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