Deepfake

Fraudsters have begun using deepfake technology in phone calls. Malefactors can present themselves not only as employees of banks or some government agencies, but also as acquaintances.

Through this technology, a person’s voice is distorted, sometimes even a video sequence, and you are asked to transfer money somewhere. You need to understand that a simple user for a thousand rubles is less likely to be asked to transfer money somewhere. If you work in a company, you are an accountant, and some boss calls you and asks you to arrange a transfer to another organization, and you hear a familiar voice, you may not suspect anything at all. You will think that you will not contact the boss and clarify what and how, and send the money somewhere.

In order not to get caught, you need to double-check the information if someone asks to transfer money.
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