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1. FORMULACIÓN DEL PROBLEMA
   1. Descripción:

En una sociedad democrática los ciudadanos tienen derecho a elegir y controlar a sus gobernantes, así por ello existe un mecanismo de elección el cual cada individuo ejercerá la acción de votar por un representante, allí se hace un conteo de votos y se tienen normas y parámetros para seleccionar el preferido[[1]](#endnote-1); en la mayoría de sociedades democráticas se implementa la elección por mayoreo, en que implica que la persona que obtuvo la mayor cantidad de votos será elegido para representar el pueblo y sus intereses. Pero en las sociedades actuales se implementan demasiadas vías de fraude electoral[[2]](#endnote-2), entre ellas son intercambiar votos por especie, utilizar registros únicos nacionales de difuntos, manipulando las papeletas de votación y en países más modernos, manipulando dispositivos electrónicos o sistemas de software para cambiar los votos, robar e insertar campos en las bases de datos y entre muchos otros mecanismos.

Es allí donde es primordial encontrar otros entes de control y prevención de fraude para estos mecanismos tan importantes en las sociedades democráticas actuales[[3]](#endnote-3). Blockchain es una estructura de datos en que la información contenida se agrupa en grupos (bloques) y que se añade una referencia directa al bloque anterior[[4]](#endnote-4); sin embargo, se requiere que exista una aplicación de por medio capaz de “empaquetar” la información y agregarla a la cadena de bloques existentes, así como también implementar distintos mecanismos de seguridad para prevenir ataques a la información contenida, por lo que se propone implementar un servicio Web (API)[[5]](#endnote-5) de votación electoral que usará una cadena de bloques basada en la propuesta original de Ethereum[[6]](#endnote-6) para generar contratos inteligentes[[7]](#endnote-7) entre pares (el Estado y el votante) para prevenir el fraude electoral, este concepto se denomina “*decentralized autonomous corporations”*[[8]](#endnote-8)[[9]](#endnote-9), finalmente se hará de esta manera para que quedar disponible consumirse en una plataforma web, móvil, SMS y cualquier otro medio electrónico que sea capaz de conectarse a una red de Internet, así mismo se desarrollará una aplicación de interfaz gráfica que demuestre la funcionalidad del servicio.

* 1. Área de conocimiento:

Es indispensable tener conocimientos avanzados de desarrollo de software y un poco de criptografía para entender las nociones básicas de Blockchain, así como también se debe conocer de bases de datos para poder abstraer correctamente las entidades y/o entes en el sistema

* 1. Alcances y delimitaciones:

Se desarrollará un contrato “inteligente” con Solidity[[10]](#endnote-10) para la plataforma de Blockchain en Ethereum para llevar la el conteo de votos en un sistema democrático de votación y así poder elegir un candidato apto. También se desarrollará un servicio web para poder conectarse a Ethereum y poder hacer operaciones por medio de un API y así mismo poder demostrar su uso en un mundo más real, finalmente se desarrollará una aplicación web para conectarse con el API y revisar la funcionalidad propuesta.

1. OBJETIVOS GENERAL

Desarrollar e implementar un servicio web que ejecute una cadena de bloques (Blockchain) para realizar votación por consenso; así como también una aplicación web para implementar el servicio web

1. OBJETIVOS ESPECÍFICOS

* Desarrollar un contrato inteligente en la plataforma Ethereum
* Implementar la cadena de bloques en Ethereum
* Desarrollar un servicio web para conectarse con la plataforma
* Desarrollar una aplicación web para consumir el servicio web

1. MARCO REFERENCIAL[[11]](#footnote-1)

Los sistemas de votación en Colombia se llevan a cabo por medio de papeletas de votación para marcar a los candidatos preferidos, pero esto lleva a que ocurran errores humanos sin intención así como intencionales los cuales promueven el fraude electoral.

1. DISEÑO METODOLÓGICO PRELIMINAR

Para poder solucionar este problema se desea hacer un desarrollo de software en el que consta de varios pasos importantes y definitivos para poder lograr los objetivos.

El primero es desarrollar un contrato “inteligente” en la red de Ethereum y basarlo en ese Blockchain, allí se escoge esta plataforma por su robustez y que así mismo existen múltiples tecnologías que están siendo basadas en esta tecnología, lo cual el objetivo principal de este proyecto es prevenir el fraude electoral y al usar un Blockchain más concurrido la probabilidad de que sea modificado o hackeado es bastante baja. La segunda es desarrollar un servicio web que se comunique con este contrato inteligente y así poder emitir operaciones para que sean expuestas a Internet, buscando que se pueda usar en cualquier plataforma, aplicación y demás. El tercer paso es exponer el servicio a una red, en la que para casos prácticos puede ser en red local (LAN) en caso de ser necesario se podrá poner en un servidor público. Y, por último, el cuarto paso sería desarrollar una aplicación de demostración para consumir el servicio web expuesto y a su vez poder crear registros en el Blockchain de Ethereum y así mismo poder consultar el ganador en las elecciones que se desea prevenir dicho fraude.

1. LISTADO DE ENTREGABLES:

* Código fuente de contrato inteligente
* Código fuente del servicio web
* Código fuente de la aplicación web de muestra
* Website público durante 6 meses para la comprobación del sistema

1. CRONOGRAMA

*Presentar gráficamente en formato Gantt.*
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