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|  | Bùi Trung MinhMỤC TIÊU NGHỀ NGHIỆP **Tôi mong muốn tham gia các hội thảo, chương trình đào tạo chuyên sâu về bảo mật từ các tổ chức uy tín như Offensive Security, EC-Council, SANS để nâng cao trình độ chuyên môn.** |
| THÔNG TIN CÁ NHÂN  01/04/1989  Hà Nội  thaolinh252512@gmail.com  0709962833  www.website.com  HỌC VẤN - Mạng máy tính và truyền thông dữ liệu tại Đại học Giao thông Vận tải KỸ NĂNG  - OWASP Top 10  - SIEM (Splunk, ELK)  - Firewall Configuration (iptables, UFW)  - Python SỞ THÍCH - Học ngoại ngữ NGƯỜI GIỚI THIỆU - Ông Trịnh Văn Kiên (Pentest Team Lead – SecureTest Lab) - kien.trinh@securetest.vn - 0944222333  - Bà Lương Thị Thanh (Incident Response Manager – SafeNet) - thanh.luong@safenet.vn - 0977333555 |  | KINH NGHIỆM LÀM VIỆC- **Cybersecurity Specialist** tại FinSec Việt Nam (2020-2022)+ Đánh giá lỗ hổng định kỳ bằng Nessus và viết báo cáo khuyến nghị+ Kiểm thử bảo mật ứng dụng web nội bộ theo tiêu chuẩn OWASP Top 10+ Triển khai xác thực hai yếu tố (2FA) cho hệ thống ERP và emailDANH HIỆU VÀ GIẢI THƯỞNG - **2022** - Giải thưởng 'Kỹ sư có sáng kiến bảo mật nội bộ' của năm  - **2021** - Nhân viên An toàn Thông tin xuất sắc quý III tại Công ty AnToanTech  - **2022** - Top 3 kỹ sư có đóng góp lớn nhất vào chương trình bảo vệ dữ liệu khách hàng  - **2021** - Được đề cử danh hiệu 'Gương mặt trẻ lĩnh vực An ninh mạng' CHỨNG CHỈ - **2022** - Certified Information Systems Security Professional (CISSP) – ISC²  - **2022** - Certified Cloud Security Professional (CCSP) – ISC²  - **2020** - Certified Ethical Hacker (CEH) – EC-Council  - **2021** - Cisco Certified CyberOps Associate – Cisco HOẠT ĐỘNG **- Thực tập sinh kiểm thử bảo mật tại Công ty SecureTech (2020)**  + Thực hiện quét lỗ hổng hệ thống nội bộ bằng Burp Suite và OWASP ZAP.  + Hỗ trợ viết báo cáo lỗ hổng và đề xuất giải pháp khắc phục.  + Tham gia đánh giá bảo mật website khách hàng theo OWASP Top 10. DỰ ÁN **- Bảo mật hệ thống cloud AWS (Cloud Security Engineer, CloudGuard Asia) 2023**  Đánh giá và cải thiện bảo mật cho hệ thống web triển khai trên hạ tầng AWS.  + Thiết lập IAM theo nguyên tắc phân quyền tối thiểu  + Kích hoạt CloudTrail và cảnh báo hoạt động bất thường  + Kiểm tra cấu hình S3 bucket, RDS và các dịch vụ công khai  **- Xây dựng hệ thống SIEM nội bộ (Security Analyst, FinSec Việt Nam) 2022**  Tập hợp log từ các hệ thống và phân tích cảnh báo an ninh bằng ELK Stack (Elasticsearch, Logstash, Kibana).  + Cấu hình Logstash để thu thập log từ firewall, server, IDS  + Tạo dashboard trong Kibana theo dõi bất thường  + Viết quy tắc cảnh báo và quy trình xử lý sự cố |
|  |  |  |