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* Description sommaire du cas : entre l’utilisateur et mot de passe sur la page d’identification. Si les données ne sont pas correctes, l’utilisateur est invité à les corriger. Après trois tentative l’utilisateur est désactivé pour 24 heures.
* Acteur principal : employé
* Acteur secondaire : aucune
* Préconditions :
  + Aucune
* Scénario nominal :
  1. L’utilisateur saisir ses données
  2. L’application valider ses données
  3. L’application afficher le menu des formations
* Scénarios alternatifs :
  + A1 - annulation

L’utilisateur annule l’authentification

L’application affiche le page d’identification a nouveau

* Exceptions ou erreurs :
  + E1 – données non valides

À étape 2 l’application valide pas les données et retourne la page d’identification avec un message d’erreur

* + E2 – Données non valides trois fois

Après trois essai non valides l’application désactive l’utilisateur pour 24 heures et informe l’utilisateur

* Postconditions :
  + Utilisateur authentifier et menu afficher selon le rôle d’utilisateur – employé, Superior, responsable