**CWE-73: Contrôle externe du nom du fichier ou du chemin**

|  |  |
| --- | --- |
| Description | Le logiciel permet à une entrée/saisie utilisateur de contrôler ou d'influencer les chemins ou les noms de fichiers utilisés dans les opérations filesystem (list, get, create, delete, etc). |
| Portée en termes de sécurité | Intégrité, Confidentialité, Disponibilité |
| Concepts d’architecture concernés | Limite d’accès (ID = 1015) |

**CWE-183 : Liste de saisies en entrée autorisés permissive : Allowlist / Safelist / Whitelist**

|  |  |
| --- | --- |
| Description | Une liste de saisies en entrée autorisé est implémentée en guise de protection, mais la liste est trop permissive |
| Portée en termes de sécurité | Contrôle d’accès |
|  |  |
|  |  |
|  |  |

**CWE-209 : Génération de message d’erreur contenant des Informations sensibles**

|  |  |
| --- | --- |
| Description | Le logiciel génere un message d’erreur qui contient des informations sensibles liées à son environnement, ses utilisateurs ou à des données associées |
| Portée | Confidentialité : lecture des données d’application |
|  |  |
|  |  |
|  |  |

**CWE-213 : Exposition d’information sensible à cause de politiques incompatibles**

|  |  |
| --- | --- |
| Description : |  |
|  |  |
|  |  |
|  |  |
|  |  |

**CWE-235 : Gestion inappropriée de paramètres supplémentaires**

|  |  |
| --- | --- |
| Description : |  |
|  |  |
|  |  |
|  |  |
|  |  |