P2

1. all of the above
2. rainbow table attack
3. realm
4. the tomcat-users.xml file
5. social engineering attacks
6. JDBCRealm
7. UserDatabaseRealm
8. both a and b
9. DataSourceRealm
10. usernames, passwords, and roles
11. security-constraint
12. before
13. a dialog box automatically prompts the user for a username and password
14. the authorized usernames for accessing the restricted resources
15. Social engineering attacks
16. Reversible encryption
17. Salting
18. One-way hashing