**Tips :**

1. Sur les réseaux sociaux, ne pas hésité à effectuer des recherches avancées tel que la recherche par # (groupe), ou via des mots-clés en rapport avec la cible
2. Possibilité d’utiliser un moniteur afin de regarder en temps réelle les tweets liés à certains termes
3. Les groupes extrémiste (terrorisme, etc.) peuvent utiliser le « Hashtag Hijacking » où ils prennent un hashtag connu, comme le sport par exemple, et le détourne pour faire de la propagande, en connaissant ce principe, si l’analyste doit chercher des groupes extrémistes, il peut commencer par regarder les hashtags génériques et populaire
4. Dans une enquête, si une baseline n’est pas disponible dû au manque d’info, ne pas hésité à ouvrir un livre à propos de la cible de l’enquête (Si disponible)
5. Dans une moindre mesure, essayé de « se mettre à la place de la cible », de « penser comme elle », ou au moins de « la comprendre », ça permet de prédire leur activité future. Dans des groupes extrémistes, La plupart des pions ou des admirateurs partagent des idées et des perspectives communes à leurs chefs (du groupe), et donc ça permet d’anticiper leurs mouvements
6. Dans le cas de l’OPSEC, ne pas hésiter à changer sa manière de parler, quitte à être grossier, à parler argot ou autres
7. Dans le cas d’une enquête, si on parle directement aux gens afin de soutirer des informations, essayé de toujours avoir réponse à tout

**Tools :**

* [Open Measures](https://openmeasures.io/) 🡪 plateforme d'intelligence sociale dédiée à la lutte contre la désinformation, l'extrémisme en ligne et les menaces hors ligne.
* [OSINTCurio.us](https://www.osintcurio.us/index.htm) 🡪 plateforme destinée à donner des ressources et des tutos à tout OSINTer
* [Terrorism & Radicalisation Research Dashboard](https://start.me/p/OmExgb/terrorism-radicalisation-research-dashboard) 🡪 Plateforme destinée à fournir de l’aide et des ressources sur l’OSINT orienté « Lutte anti-terrorisme et radicalisation »

**NOTE PERSO :**

* Les pros utilisent des outils payant pour accélérer leurs enquêtes ou pour économiser de l’espace de stockage sur disque qui pourrait être chère ainsi que des services d'hébergement cloud  
  🡪 Ils paient pour économiser du temps ou de la thune