Family House App and Admin Backend

Security Consultation

To keep our data secure we will be taking the following precautions:

1. Everything ideally should be passed through HTTPS
2. All passwords and sensitive information inside the site will not be pushed to Git and will be given the correct folder permissions
3. Running audits during development

Sensitive Information Includes:

1. Passwords
2. Sql credentials
3. Any other api keys or things of that matter
4. All and any user data

When live, we will review security once a month to make sure everything is working as expected.

When on live nobody will log into code the site through root and will have different user accounts that will not have full access to break the site in any way shape or form. Each user will be required to log in through SSH Keys, with a passphrase attached.

All passwords coming through the site will be salted into the database for maximum security.

More information to come once we get into development more.