**Cryptography** (Shift Cipher)

The given file was encrypted using the encryption scheme below with a given key

1. Decrypt the given encrypted file and save the output to a file
2. The output file is supposed to be an image, follow the instructions on the image for the next step
3. Submit the secret key as an MD5 hash

|  |  |
| --- | --- |
| **Encryption scheme** | |
|  | Each byte of the input file is fed into an encoding process where   1. its high-order and low-order byte is swapped 2. it is then shifted by x steps (or the key(i) value) 3. its high-order and low-order byte is then swapped again   using a given key: {key(0), key(1), ..., key(n)}, key size: n where key(i) is [0, 255]  **Example 1**  assuming an input byte is 0x01, a key(i) is 3   1. swap(0x01) output 0x10 2. shift(0x10, 3) outputs 0x13 3. swap(0x13) outputs 0x31   **Example 2**   * **inputs**   + byte array: {0x01, 0x02, 0x03, 0x04, 0x05}   + key: {1, 6, 9}, key size: 3 * **encoding process** * encode(0x01, 1) outputs 0x11 * encode(0x02, 6) outputs 0x62 * encode(0x03, 9) outputs 0x93 * encode(0x04, 1) outputs 0x14 * encode(0x05, 6) outputs 0x65 * **output**   + byte array: {0x11, 0x62, 0x93, 0x14, 0x65} |
|  |  |
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