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# Einordnung des Dokumentes

## Zielsetzung

Die vorliegende übergreifende Spezifikation definiert Anforderungen für den Themen­be­reich PKI, die bei der Realisierung (bzw. dem Betrieb) von Produkttypen der TI zu be­ach­ten sind. Diese Anforderungen sind als übergreifende Regelungen relevant für Inter­operabilität und Verfahrenssicherheit.

In diesem Dokument werden die Object Identifier (OIDs), die im Rahmen der Einführung der elektronischen Gesundheitskarte im deutschen Gesundheitssystem genutzt und aus­ge­wertet werden, verbindlich festgelegt. Dies sind OIDs für Objekte, für Rollen und Doku­mente.

## Zielgruppe

Das Dokument richtet sich an Hersteller und Anbieter von Produkten der TI

## Geltungsbereich

Dieses Dokument enthält normative Festlegungen zur Telematikinfrastruktur des deutschen Gesundheitswesens. Der Gültig­keits­zeitraum der vorliegenden Version und deren Anwendung in Zulassungs- oder Ab­nahme­verfahren wird durch die gematik GmbH in gesonderten Do­kumenten (z. B. Doku­mentenlandkarte, Produkttypsteckbrief, Leistungs­beschreibung) fest­gelegt und bekannt gegeben.

**Schutzrechts-/Patentrechtshinweis**

Die nachfolgende Spezifikation ist von der gematik allein unter technischen Gesichtspunkten erstellt worden. Im Einzelfall kann nicht ausgeschlossen werden, dass die Implementierung der Spezifikation in technische Schutzrechte Dritter eingreift. Es ist allein Sache des Anbieters oder Herstellers, durch geeignete Maßnahmen dafür Sorge zu tragen, dass von ihm aufgrund der Spezifikation angebotene Produkte und/oder Leistungen nicht gegen Schutzrechte Dritter ver­stoßen und sich ggf. die erforderlichen Erlaubnisse/Lizenzen von den betroffenen Schutzrechts­inhabern einzuholen. Die gematik GmbH übernimmt insofern keinerlei Gewähr­leistungen.

## Abgrenzungen

Dieses Dokument legt nur die OIDs fest, die speziell für den Aufbau und den Betrieb der Telematikinfrastruktur gemäß § 291 a SGB V benötigt werden. Allgemein nutzbare OIDs, wie z. B. die OIDs der auch (aber nicht nur) im Gesundheitswesen genutzten krypto­gra­phischen Verfahren, werden an anderer Stelle definiert und mit OIDs gekenn­zeichnet.

## Methodik

Anforderungen als Ausdruck normativer Festlegungen werden durch eine eindeutige ID in eckigen Klammern sowie die dem RFC 2119 [RFC2119] entsprechenden, in Großbuch­staben geschriebenen deutschen Schlüsselworte MUSS, DARF NICHT, SOLL, SOLL NICHT, KANN gekennzeichnet

Sie werden im Dokument wie folgt dargestellt:

**⌦ GS-A\_0000 <Titel der Afo>**

Text / Beschreibung

**⌫**

Dabei umfasst die Anforderung sämtliche innerhalb der Textmarken angeführten Inhalte.

# 

# Systemüberblick

## Grundlagen

Die Einführung der eGK basiert auf einer Vielzahl von Konzepten, Spezifikationen und sonstigen Beschreibungen. In einigen der Spezifikationen werden Schlüsselpaare und Zer­tifikate aus PK-Infrastrukturen beschrieben, die den jeweiligen Eigentümern eindeutig zu­geordnet werden und zur Authentisierung, zum Signieren und zum Verschlüsseln genutzt werden.

Bei Umsetzung und Betrieb der Telematikinfrastruktur (TI) müssen Informationen ausge­tauscht werden: sowohl in Dokumenten (z. B. Spezifikationen, Policies) als auch perso­nen­bezogene Informationen, wie z. B. Zertifikate. Dieser Austausch soll standardisiert erfolgen sowie die Bezeichnung und Identifizierung von Objekten und Konzepten muss umkehrbar eindeutig sein. Dies gilt speziell, da sich Sender und Empfänger nicht kennen können.

Unterschied zwischen Identifikationen (IDs) und Kodierungen: Eine ID deutet auf eine Instanz eines Objektes hin, z. B. eine bestimmte Person (z. B. ein Arzt) oder eine bestimmte Institution (z. B. ein Krankenhaus). Eine Kodierung hingegen kennzeichnet einen Typ: Typ des Leistungserbringers (z. B. Arzt) oder Typ der Institution (z. B. Arzt­praxis). Bei dieser Art der Kodierung geht es somit nicht um ein bestimmtes Objekt, sondern um den zugeordneten Objekttyp.

Dafür werden OID (Object Identifier) genutzt. Es gilt folgende Definition:

Ein OID ist ein weltweit eindeutiger Bezeichner, der benutzt wird, um ein Informations­objekt zu benennen. Ein OID stellt einen Knoten in einem hierarchisch zugewiesenen Namens­raum dar, der durch den ASN.1-Standard definiert ist. Jeder Knoten ist durch eine Folge von Nummern eindeutig gekennzeichnet, die seine Position – beginnend an der Wurzel des Baumes – angibt. Neue Knoten zur eigenen Verwendung können bei den ent­sprechenden Autoritäten des übergeordneten Knotens beantragt werden. Die allgemeinen Regeln für die Vergabe und Registrierung von OIDs sind in den Normen ISO/IEC 9834 und DIN 66334 festgelegt. Die Verwaltung des OID-Baumes und die Sicherstellung der Eindeutigkeit von OIDs basieren auf der Übertragung der Zuständigkeit für den unter­geordneten Knoten an den Besitzer einer OID.

Objekte im Sinne der OID-Definition sind persistente, wohl definierte Informationen, Definitionen oder Spezifikationen und werden als Identifikationen (IDs) und Kodierungen wiedergegeben.

## Basisfunktionen

Damit die Eindeutigkeit der OID weltweit sichergestellt werden kann, werden in [ISO9834-1] Strukturen definiert, innerhalb derer die jeweiligen Identifier zugeordnet werden. Für die weltweite OID-Vergabe wurde eine Baumstruktur gewählt. Dabei werden bestimmte Abschnitte (Äste) durch festgelegte Organisationen verwaltet und die jeweils gültigen OIDs in einem von diesen Organisationen verantworteten Register veröffentlicht.

Eine OID hat keine semantische Bedeutung: Theoretisch könnte für jedes Objekt eine beliebige, weltweit eindeutige Kennung gewählt werden. Es hat sich aber bewährt, hierarchisch gegliederte Strukturen aufzubauen (siehe Kap. 2.1). Es muss betont werden, dass diese Gliederungen keine Bedeutung im Sinne einer organisatorischen Zuordnung haben, sondern nur der Zuweisung von Verantwortung zu bestimmten Knoten und damit der einfachen Interpretation der darunterliegenden Zweige dienen.

## Lösungsansatz

Innerhalb der internationalen Festlegungen von OID-Strukturen hat das deutsche Gesundheitswesen die **Wurzel-OID 1.2.276.0.76** zugewiesen bekommen. Diese Wurzel-OID wird vom DIMDI (Deutsches Institut für Medizinische Dokumentation und Information) verwaltet. Die weitere Strukturierung wird in Abbildung 1 gezeigt:

![](data:image/png;base64,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)

Abbildung 1 Unterstruktur der OIDs für das deutsche Gesundheitswesen

Zur Koordinierung der Vergabe von OIDs für den hier beschriebenen Zweck wurde eine AG OID des Kuratoriums für Fragen der Klassifikation im Gesundheitswesen (KKG) beim Bundesministerium für Gesundheit gegründet. Die AG OID erstellt Regeln für die Vergabe von OIDs im deutschen Gesundheitswesen und ist für die Einhaltung dieser Regeln verantwortlich. Sie berät bei Erweiterungen und Änderungen des zentralen OID-Konzeptes.

Die AG OID des KKG wird vom DIMDI koordiniert. Sie ist mit Vertretern aus der Selbstverwaltung und von Standardisierungsorganisationen besetzt.

Die AG OID des KKG gibt Empfehlungen ab, insbesondere

* zur Entwicklung und Pflege von OID im Gesundheitswesen für die in diesem Dokument beschriebenen Zwecke,
* zur Entwicklung von Anwendungshilfen für OID,
* zu Verfahrensfragen bei der Vergabe von OID,
* zu inhaltlichen Fragen,
* zu technischen Fragen,
* zur Vertretung des deutschen Standpunktes in internationalen Gremien, insbesondere in entsprechenden Gremien der Europäischen Union und der OID-Standardisierungsgremien.

Insbesondere darf eine Veränderung der Zuständigkeit für den Knoten 1.2.276.0.76 nur durch einen einstimmigen Beschluss der AG OID des KKG erfolgen.

# 

# OID-Festlegung

## Allgemeine Regeln

Detaillierte Vorgaben für die Vergabe von OIDs im deutschen Gesundheitswesen für die in diesem Dokument beschriebenen Zwecke werden in dem gesonderten Dokument [DIMDI\_OID] festgelegt, das von der AG OID des KKG erstellt und herausgegeben wird.

## Allgemeine Festlegungen

Von den beteiligten Organisationen ist am 15.05.2008 beschlossen worden, alle OIDs in diesem Dokument mit Ausnahme der OID-Festlegung für Instanzen (siehe Kapitel 3.4) im Zweig 1.2.276.0.76.4 ohne weitere Unterteilung anzusiedeln.

**⌦ GS-A\_4439 OID-Vergabe nur unterhalb Wurzel-OID**

Die gematik MUSS sicherstellen, dass die Vergabe aller OIDs im deutschen Gesundheitswesen, die für Aufbau und Betrieb der Telematikinfrastruktur notwendig sind, unterhalb der Wurzel-OID 1.2.276.0.76 erfolgt. Ausnahmen sind OIDs, die eine Bedeutung über dieses Gebiet hinaus haben (z. B. kryptographische Algorithmen).

**⌫**

Für alle im Folgenden dargestellten Festlegungen zur Vergabe der OIDs gilt: Die Listen zeigen die bisher festgelegten Werte und werden bei Bedarf erweitert. Dabei sind der Prozess der Registrierung und die dafür festgelegten Regeln der Vergabe zu beachten, die nicht Gegenstand dieses Dokuments sind.

## Nutzung von OIDs in der Telematikinfrastruktur

Eine OID (intern oder extern) ist erst dann für die TI gültig, wenn sie im entsprechenden Register publiziert ist. Damit kann z. B. auch eine Testphase vom Wirkbetrieb abgegrenzt werden. Die jeweilige Organisation ist für die OID-Vergabe und die weiteren Verzweigungen ab dem von ihr verantworteten Knoten verantwortlich.

## OID-Festlegung für Instanzen

Im Gesundheitswesen sind verschiedene Instanzen tätig. Diese Instanzen sollen durch OIDs identifizierbar sein. Unter den entsprechenden Knoten können auch instanzeigene Zweige geführt werden, in denen z. B. Dokumente, die nur in der jeweiligen Instanz benötigt werden, mit einer OID versehen werden können.

**⌦ GS-A\_4441 OID-Festlegung Instanz**

Die gematik MUSS sicherstellen, dass die im Gesundheitswesen tätigen Instanzen für die Nutzung in der TI mit OIDs entsprechend der Tabelle Tab\_PKI\_401 referenziert werden.

**⌫**

Tabelle 1: Tab\_PKI\_401 OID-Festlegung Instanz

| OID-Referenz in anderen  Dokumenten | Beschreibung der Instanz | OID |
| --- | --- | --- |
| oid\_kbv | KBV Kassenärztliche Bundesvereinigung | 1.2.276.0.76.3.1.1 |
| oid\_baek | Bundesärztekammer | 1.2.276.0.76.3.1.95 |
| oid\_kzbv | Kassenzahnärztliche Bundesvereinigung KZBV | 1.2.276.0.76.3.1.99 |
| oid\_bzaek | Bundeszahnärztekammer | 1.2.276.0.76.3.1.96 |
| oid\_abda | ABDA - Bundesvereinigung Deutscher Apothekerverbände | tbd |
| oid\_bak | Bundesapothekerkammer | tbd |
| oid\_dav | Deutscher Apothekerverband | tbd |
| oid\_dkg | Deutsche Krankenhausgesellschaft DKG | 1.2.276.0.76.3.1.49 |
| oid\_bptk | Bundespsychotherapeutenkammer BPTK | 1.2.276.0.76.3.1.90 |
| oid\_gematik | gematik Gesellschaft für Telematikanwendungen der Gesundheitskarte mbH | 1.2.276.0.76.3.1.91 |

## OID-Festlegungen zur Verwendung in X.509-Zertifikaten

Zur Identifikation, zum Signieren und zum Verschlüsseln werden auf den in der TI eingesetzten Chipkarten Zertifikate gespeichert. Diese Zertifikate enthalten z. B. Infor­mationen über Rollen, Institutionen, zugrunde liegende Policies und zu nutzende Algorithmen. Damit auswertende Systeme die Einhaltung der dafür gemachten Vorgaben überprüfen können, werden OIDs genutzt. Parallel dazu werden in den Zertifikaten für bestimmte Objekte auch textuelle Beschreibungen abgelegt, um eine auch für den Menschen leicht verständliche Bezeichnung verfügbar zu haben.

### OID-Festlegung für Berufsgruppen und Institutionen

Auf der eGK werden verschiedene administrative und medizinische Daten gespeichert; außerdem erlaubt die eGK den Zugriff auf medizinische Daten, die über die TI in den jeweiligen Fachanwendungen abrufbar sind. Dabei muss sichergestellt werden, dass das Lesen, Ändern und Löschen dieser Daten nur durch im Gesetz definierte Gruppen von Berechtigten unter der Kontrolle des Karteninhabers möglich wird. Um dies technisch gewährleisten zu können, sind in den verschiedenen Zertifikaten der Zugriffsberechtigten und der zugehörenden Organisationen Felder für die Definition von Rollen festgelegt und über OIDs abgebildet.

#### OID-Festlegung Rolle für Berufsgruppen

In der Spezifikation [gemSpec\_HBA\_ObjSys] ist festgelegt, dass in den X.509-Zertifikaten des HBA die Rolle des jeweiligen Akteurs sowohl textuell (im Feld „ProfessionItem“) als auch als OID („ProfessionOID“) hinterlegt werden muss. Die Festlegung für beide Werte ist in der folgenden Tabelle enthalten.

Es wurde zusätzlich festgelegt, dass in jedem personenbezogenen Zertifikat die Rolle des jeweiligen Akteurs sowohl textuell (im Feld „ProfessionItem“) als auch als OID („ProfessionOID“) hinterlegt werden muss. Deshalb wurde auch die Rolle „Versicherter“ definiert, die in den entsprechenden Feldern der Zertifikate der Versicherten gespeichert werden muss.

**⌦ GS-A\_4442 OID-Festlegung Rolle für Berufsgruppen**

Ein TSP-X.509 MUSS die Berufsgruppen für die Nutzung in X.509-Zertifikaten der TI mit OIDs entsprechend der Tabelle Tab\_PKI\_402 referenzieren.

**⌫**

Tabelle 2: Tab\_PKI\_402 OID-Festlegung Rolle im X.509-Zertifikat für Berufsgruppen

| **OID-Referenz** in anderen Dokumenten | **ProfessionItem**  (Beschreibung der Berufsgruppe) | **ProfessionOID**  (OID der Berufsgruppe) |
| --- | --- | --- |
| oid\_arzt [[1]](#footnote-1) | Ärztin/Arzt 1 | 1.2.276.0.76.4.30 |
| oid\_zahnarzt | Zahnärztin/Zahnarzt | 1.2.276.0.76.4.31 |
| oid\_apotheker | Apotheker/-in | 1.2.276.0.76.4.32 |
| oid\_apothekerassistent | Apothekerassistent/-in | 1.2.276.0.76.4.33 |
| oid\_pharmazieingenieur | Pharmazieingenieur/-in | 1.2.276.0.76.4.34 |
| oid\_pharm\_techn\_assistent | pharmazeutisch-technische/-r Assistent/-in | 1.2.276.0.76.4.35 |
| oid\_pharm\_kaufm\_angestellter | pharmazeutisch-kaufmännische/-r Angestellte | 1.2.276.0.76.4.36 |
| oid\_apothekenhelfer | Apothekenhelfer/-in | 1.2.276.0.76.4.37 |
| oid\_apothekenassistent | Apothekenassistent/-in | 1.2.276.0.76.4.38 |
| oid\_pharm\_assistent | Pharmazeutische/-r Assistent/-in | 1.2.276.0.76.4.39 |
| oid\_apothekenfacharbeiter | Apothekenfacharbeiter/-in | 1.2.276.0.76.4.40 |
| oid\_pharmaziepraktikant | Pharmaziepraktikant/-in | 1.2.276.0.76.4.41 |
| oid\_famulant | Stud.pharm. oder Famulant/-in | 1.2.276.0.76.4.42 |
| oid\_pta\_praktikant | PTA-Praktikant/-in | 1.2.276.0.76.4.43 |
| oid\_pka\_auszubildender | PKA Auszubildende/-r | 1.2.276.0.76.4.44 |
| oid\_psychotherapeut 1 | Psychotherapeut/-in 1 | 1.2.276.0.76.4.45 |
| oid\_ps\_psychotherapeut | Psychologische/-r Psychotherapeut/-in | 1.2.276.0.76.4.46 |
| oid\_kuj\_psychotherapeut | Kinder- und Jugendlichenpsychotherapeut/-in | 1.2.276.0.76.4.47 |
| oid\_rettungsassistent | Rettungsassistent/-in | 1.2.276.0.76.4.48 |
| oid\_versicherter | Versicherte/-r | 1.2.276.0.76.4.49 |
| oid\_notfallsanitaeter | Notfallsanitäter/-in | 1.2.276.0.76.4.178 |

#### Naming Authorities

Falls OIDs für NamingAuthorities genutzt werden sollen, wird hier die entsprechende Tabelle eingefügt.

#### OID-Festlegung für Institutionstypen für die SMC-B

Gemäß [gemSpec\_SMC\_ObjSys] muss in den X.509-Zertifikaten der SMC-B der Institutionstyp der jeweiligen Institution sowohl textuell („ProfessionItem“) als auch als OID („ProfessionOID“) hinterlegt werden. Die Festlegung für beide Werte ist in der folgenden Tabelle enthalten.

Die Vorgabe wurde auch für die X.509-Zertifikate weiterer Institutionen übernommen.

**⌦ GS-A\_4443 OID-Festlegung für Institutionen**

Ein TSP-X.509 nonQES MUSS die Institutionen für die Nutzung in X.509-Zertifikaten der TI mit OIDs entsprechend der Tabelle Tab\_PKI\_403 referenzieren.

**⌫**

Tabelle 3: Tab\_PKI\_403 OID-Festlegung Institutionen im X.509-Zertifikat der SMC-B

| **OID-Referenz** in anderen Dokumenten | **Profession Item**  (Beschreibung der Institution) | **ProfessionOID**  (OID der Institution) |
| --- | --- | --- |
| oid\_praxis\_arzt [[2]](#footnote-2) | Betriebsstätte Arzt 2 | 1.2.276.0.76.4.50 |
| oid\_zahnarztpraxis | Zahnarztpraxis | 1.2.276.0.76.4.51 |
| oid\_praxis\_psychotherapeut 2 | Betriebsstätte Psychotherapeut 2 | 1.2.276.0.76.4.52 |
| oid\_krankenhaus | Krankenhaus | 1.2.276.0.76.4.53 |
| oid\_oeffentliche\_apotheke | Öffentliche Apotheke | 1.2.276.0.76.4.54 |
| oid\_krankenhausapotheke | Krankenhausapotheke | 1.2.276.0.76.4.55 |
| oid\_bundeswehrapotheke | Bundeswehrapotheke | 1.2.276.0.76.4.56 |
| oid\_mobile\_einrichtung\_ rettungsdienst | Betriebsstätte Mobile Einrichtung Rettungsdienst | 1.2.276.0.76.4.57 |
| oid\_bs\_gematik | Betriebsstätte gematik | 1.2.276.0.76.4.58 |
| oid\_kostentraeger | Betriebsstätte Kostenträger | 1.2.276.0.76.4.59 |
| oid\_leo\_zahnaerzte | Betriebsstätte Leistungserbringerorganisation Vertragszahnärzte | 1.2.276.0.76.4.187 |
| oid\_adv\_ktr | AdV-Umgebung bei Kostenträger | 1.2.276.0.76.4.190 |

### OID-Vergabe für Certificate Policies

Für den Betrieb einer Certification Authority (CA), werden verbindliche Regeln aufgestellt. Diese enthalten Vorgaben für den Betrieb der CA und für die Ausgabe, Verwaltung und Nutzung der von ihr ausgegebenen Zertifikate. Die Dokumente, in denen diese Regeln niedergelegt sind, heißen Policy-Dokumente. In den X.509-Zertifikaten wird über eine OID auf die für das jeweilige Zertifikat gültigen Policies referenziert. Damit kann jederzeit über­prüft werden, welches Vertrauen einem bestimmten Zertifikat entgegengebracht werden kann. Die im deutschen Gesundheitswesen im Rahmen der TI genutzten Zertifi­kate dür­fen nur von zugelassenen CAs ausgegeben werden, die nach genau festgelegten und ver­trag­lich vereinbarten Policies arbeiten. Für ein bestimmtes Zertifikat kann die Einhal­tung mehrerer Policies vorgeschrieben sein (z. B. Einhaltung der Basis-Policy der ge­matik, zusätzlich einschränkende Vorgaben durch die ergänzende Policy eines Sektors für seine Karten).

**⌦ GS-A\_4444 OID-Festlegung für Certificate Policies**

Ein TSP-X.509 und der Anbieter des TSL-Dienstes MÜSSEN die Certificate Policies für die Nutzung in X.509-Zertifikaten der TI mit OIDs entsprechend der Tabelle Tab\_PKI\_404 referenzieren.

**⌫**

Tabelle 4: Tab\_PKI\_404 OID-Festlegung Certificate Policies in X.509-Zertifikaten

| **OID-Referenz** in anderen Dokumenten | **Policy-Beschreibung** | **Policy-OID** | Zugehörendes Dokument |
| --- | --- | --- | --- |
| oid\_policy\_hba\_cp | Policy HPC QES, SIG, AUT, ENC | 1.2.276.0.76.4.145 | [CP-HPC]  Version 1.0.5 |
| oid\_policy\_gem\_or\_cp | Policy für alle Zertifikate ab Online-Rollout (eGK, SMC, Komponenten-zertifikate) außer für das TSL-Signerzertifikat | 1.2.276.0.76.4.163 | [gemRL\_TSL\_SP\_CP] Version 1.2.0  (neue Komplett-CP inkl. Komp.-Zertifikate und Festlegungen zu Testzertifikaten) |
| oid\_policy\_gem\_tsl\_signer | Policy für das TSL-Signerzertifikat | 1.2.276.0.76.4.176 | [gemSpec\_TSL] Version 1.2.0  (Die Policy muss die Vorgaben für die Ausstellung des TSL-Signerzertifikates gemäß [gemSpec\_TSL] erfüllen.) |

### OID-Vergabe für den Zertifikatstyp

In verschiedenen Anwendungen in der TI reicht die Prüfung einer Rolle nicht aus. Es muss sichergestellt werden, dass auch die Art des Zertifikates ermittelt werden kann, da Zerti­fikate und die dazugehörenden Schlüssel nur für bestimmte, genau definierte Aufga­ben genutzt werden dürfen. Dabei reicht die im Feld „keyusage“ des X.509-Zertifi­ka­tes angegebene Festlegung unter Umständen nicht aus. Die einzelnen Zertifikatstypen der verschiedenen Karten werden deshalb über eine OID kodiert.

**⌦ GS-A\_4445 OID-Festlegung für Zertifikatstypen**

Ein TSP-X.509 MUSS die Zertifikatstypen für die Nutzung in X.509-Zertifikaten der TI mit OIDs entsprechend der Tabelle Tab\_PKI\_405 referenzieren.

**⌫**

Tabelle 5: Tab\_PKI\_405 OID-Festlegung Zertifikatstyp in X.509-Zertifikaten

| **OID-Referenz** in anderen Dokumenten | Name des Zertifikatstyp | **Zertifikatstyp-OID** | Spezifiziert in |
| --- | --- | --- | --- |
| oid\_egk\_qes | C.CH.QES | 1.2.276.0.76.4.66 | [gemSpec\_PKI] |
| oid\_egk\_sig | C.CH.SIG | 1.2.276.0.76.4.67 | nur zu Testzwecken |
| oid\_egk\_enc | C.CH.ENC | 1.2.276.0.76.4.68 | [gemSpec\_PKI] |
| oid\_egk\_encv | C.CH.ENCV | 1.2.276.0.76.4.69 | [gemSpec\_PKI] |
| oid\_egk\_aut | C.CH.AUT | 1.2.276.0.76.4.70 | [gemSpec\_PKI] |
| oid\_egk\_autn | C.CH.AUTN | 1.2.276.0.76.4.71 | [gemSpec\_PKI] |
| oid\_hba\_qes | C.HP.QES | 1.2.276.0.76.4.72 | [CertsBÄK#1] |
| oid\_hba\_sig | C.HP.SIG | 1.2.276.0.76.4.73 | nur zu Testzwecken |
| oid\_hba\_enc | C.HP.ENC | 1.2.276.0.76.4.74 | [CertsBÄK#1] |
| oid\_hba\_aut | C.HP.AUT | 1.2.276.0.76.4.75 | [CertsBÄK#1] |
| oid\_smc\_b\_enc | C.HCI.ENC | 1.2.276.0.76.4.76 | [gemSpec\_PKI] |
| oid\_smc\_b\_aut | C.HCI.AUT | 1.2.276.0.76.4.77 | [gemSpec\_PKI] |
| oid\_smc\_b\_osig | C.HCI.OSIG | 1.2.276.0.76.4.78 | [gemSpec\_PKI] |
| oid\_ak\_aut | C.AK.AUT | 1.2.276.0.76.4.79 | [gemSpec\_PKI] |
| oid\_nk\_vpn | C.NK.VPN | 1.2.276.0.76.4.80 | [gemSpec\_PKI] |
| oid\_vpnk\_vpn | C.VPNK.VPN | 1.2.276.0.76.4.81 | [gemSpec\_PKI] |
| oid\_smkt\_aut | C.SMKT.AUT | 1.2.276.0.76.4.82 | [gemSpec\_PKI] |
| oid\_sak\_aut | C.SAK.AUT | 1.2.276.0.76.4.113 | [gemSpec\_PKI] |
| oid\_cm\_tls\_c | C.CM.TLS-CS | 1.2.276.0.76.4.175 | [gemSpec\_PKI] |
| oid\_fd\_tls\_c | C.FD.TLS-C | 1.2.276.0.76.4.168 | [gemSpec\_PKI] |
| oid\_fd\_tls\_s | C.FD.TLS-S | 1.2.276.0.76.4.169 | [gemSpec\_PKI] |
| oid\_fd\_aut | C.FD.AUT | 1.2.276.0.76.4.155 | derzeit nicht verwendet |
| oid\_zd\_tls\_c | C.ZD.TLS-C | 1.2.276.0.76.4.156 | derzeit nicht verwendet |
| oid\_zd\_tls\_s | C.ZD.TLS-S | 1.2.276.0.76.4.157 | [gemSpec\_PKI] |
| oid\_zd\_aut | C.ZD.AUT | 1.2.276.0.76.4.158 | derzeit nicht verwendet |
| oid\_vpnk\_vpn\_sis | C.VPNK.VPN-SIS | 1.2.276.0.76.4.165 | [gemSpec\_PKI] |

### OID-Vergabe für technische Rollen

In der TI werden neben den Rollen für Personen und Institutionen auch technische Rollen definiert, an die bestimmte Berechtigungen geknüpft werden. In den entsprechenden X.509-Zertifikaten muss die technische Rolle als OID („ProfessionOID“) hinterlegt werden.

**⌦ GS-A\_4446 OID-Festlegung für technische Rollen**

Ein TSP-X.509 MUSS die technischen Rollen für die Nutzung in X.509-Zertifikaten der TI mit OIDs entsprechend der Tabelle Tab\_PKI\_406 referenzieren.

**⌫**

Da die in der Tabelle Tab\_PKI\_406 aufgeführten technischen Rollen nur in bestimmten Zertifikaten vorkommen können, werden neben den Rolleninformationen gültige Zertifikatsprofile benannt, in denen diese technischen Rollen auftreten dürfen. Diese Zertifikatsprofile werden in [gemSpec\_PKI] definiert.

Tabelle 6: Tab\_PKI\_406 OID-Festlegung technische Rolle in X.509-Zertifikaten

| **OID-Referenz** in anderen Dokumenten | **ProfessionItem** (Beschreibung der technischen Rolle) | **ProfessionOID**  (OID der technischen Rolle) | **Zertifikatsprofil(e)** in denen die ProfessionOID im Element Admission vorkommen darf |
| --- | --- | --- | --- |
| oid\_vsdd | Versichertenstamm-datendienst | 1.2.276.0.76.4.97 | C.FD.TLS-S |
| oid\_ocsp | Online Certificate Status Protocol | 1.2.276.0.76.4.99 | In keinem Zertifikatsprofil verwendet. |
| oid\_cms | Card Management System | 1.2.276.0.76.4.100 | C.FD.TLS-S |
| oid\_ufs | Update Flag Service | 1.2.276.0.76.4.101 | C.FD.TLS-S |
| oid\_ak | Anwendungskonnektor | 1.2.276.0.76.4.103 | C.AK.AUT |
| oid\_nk | Netzkonnektor | 1.2.276.0.76.4.104 | C.NK.VPN |
| oid\_kt | Kartenterminal | 1.2.276.0.76.4.105 | C.SMKT.AUT |
| oid\_sak | Signaturanwendungs-komponente | 1.2.276.0.76.4.119 | C.SAK.AUT |
| oid\_int\_vsdm | Intermediär VSDM | 1.2.276.0.76.4.159 | C.FD.TLS-S,  C.FD.TLS-C |
| oid\_konfigdienst | Konfigurationsdienst | 1.2.276.0.76.4.160 | C.ZD.TLS-S |
| oid\_vpnz\_ti | VPN-Zugangsdienst-TI | 1.2.276.0.76.4.161 | C.VPNK.VPN  C.ZD.TLS-S |
| oid\_vpnz\_sis | VPN-Zugangsdienst-SIS | 1.2.276.0.76.4.166 | C.VPNK.VPN-SIS |
| oid\_cmfd | Clientmodul | 1.2.276.0.76.4.174 | C.CM.TLS-CS |
| oid\_vzd\_ti | Verzeichnisdienst-TI | 1.2.276.0.76.4.171 | C.ZD.TLS-S |
| oid\_komle | KOM-LE Fachdienst | 1.2.276.0.76.4.172 | C.FD.TLS-S  C.FD.TLS-C |
| oid\_komle-recipient-emails | KOM-LE S/MIME Attribut recipient-emails | 1.2.276.0.76.4.173 | In keinem Zertifikatsprofil verwendet. |
| oid\_stamp | Störungsampel | 1.2.276.0.76.4.184 | C.ZD.TLS-S |
| oid\_tsl\_ti | TSL-Dienst-TI | 1.2.276.0.76.4.189 | C.ZD.TLS-S |

## OID-Vergabe für Feldbezeichnungen in der TSL

In der TI werden für die Nutzung der Trust-service Status List (TSL) folgende Feldbezeichnungen definiert:

**⌦ GS-A\_4447 OID-Festlegung für Feldbezeichnungen in der TSL**

Der TSL-Dienst MUSS die TSL-Feldbezeichnungen für die Nutzung in der TSL der TI mit OIDs entsprechend der Tabelle Tab\_PKI\_407 referenzieren.

**⌫**

Tabelle 7: Tab\_PKI\_407 OID-Festlegung für Feldbezeichnungen in der TSL

| **OID-Referenz** in anderen Dokumenten | **Bezeichnung** | **OID** | Zugehörendes Dokument |
| --- | --- | --- | --- |
| oid\_tsl\_p\_loc | TSL Primary Location | 1.2.276.0.76.4.120 | [gemSpec\_PKI] |
| oid\_tsl\_b\_loc | TSL Backup Location: | 1.2.276.0.76.4.121 | [gemSpec\_PKI] |
| oid\_tsl\_cca\_cert | Change of TSL Signer-CA Certificate | 1.2.276.0.76.4.164 | [gemSpec\_PKI] |
| oid\_tsl\_placeholder | Platzhalter für eine leere TSL extension | 1.2.276.0.76.4.124 | [gemSpec\_TSL] |
| oid\_cv\_rootcert | Root-CV-Zertifikat | 1.2.276.0.76.4.185 | [gemSpec\_TSL |
| oid\_cv\_cert | Cross-CV-Zertifikat | 1.2.276.0.76.4.186 | [gemSpec\_TSL] |

## OID-Festlegungen zur Verwendung in CV-Zertifikaten

Neben den X.509-Zertifikaten (OID-Verwendung siehe Kap. 3.5) werden in der TI auch CV-Zer­tifikate eingesetzt. Chipkarten der TI enthalten für die Authentisierung ent­sprech­en­de Schlüsselpaare und zugehörige CV-Zertifikate.

### OID-Festlegung für Flaglisten

Gemäß [EN 14890] und [TR-03110-3] wird die Berechtigung eines Zertifikatsinhabers, der auch im Besitz des zugehörigen privaten Schlüssels sein muss, in CV-Zertifikaten der Kartengeneration 2 durch eine Flagliste angegeben.

**⌦ GS-A\_5082 OID-Festlegung für Flaglisten bei CV-Zertifikaten der Karten­ge­neration 2**

Ein TSP-CVC und der Anbieter der CVC-Root-CA MÜSSEN die Flaglisten für die Nutzung in CV-Zertifikaten der Kartengeneration 2 mit OIDs entsprechend der Tabelle Tab\_PKI\_408 referenzieren.

**⌫**

Tabelle 8: Tab\_PKI\_408 OID-Festlegung für Flag-Listen bei CV-Zertifikaten

| **OID-Referenz** in anderen Dokumenten | **Bezeichnung** | **OID** | Zugehörendes Dokument |
| --- | --- | --- | --- |
| oid\_cvc\_fl\_ti | cvc\_FlagList\_TI | 1.2.276.0.76.4.152 | [gemSpec\_PKI]  [gemSpec\_COS] |
| oid\_cvc\_fl\_cms | cvc\_FlagList\_CMS | 1.2.276.0.76.4.153 | [gemSpec\_PKI]  [gemSpec\_COS] |

## OID-Vergabe für Sonstige Objekte

In der TI können OIDs für Objekte definiert werden, die keiner der vorher aufgeführten Kategorien zugeordnet werden können. Diese OIDs können in diesem Kapitel unter „OIDs für sonstige Objekte “ zusammengefasst werden.

## OID-Vergabe für Dokumente

Es werden zunächst keine OIDs für Dokumente der gematik vergeben. Ausnahme: Policies, die über eine OID in Zertifikaten referenziert werden, siehe Kapitel 3.5.2.

# 

# Anhang A – Verzeichnisse

## A1 – Abkürzungen

|  |  |
| --- | --- |
| **Kürzel** | **Erläuterung** |
| AUT | Authentisierung (Authentication) |
| AUTN | Authentisierung für Nachrichten |
| BPTK | Bundespsychotherapeutenkammer |
| CA | Certification Authority |
| DIMDI | Deutsches Institut für Medizinische Dokumentation und Information |
| eGK | Elektronische Gesundheitskarte |
| ENC | Verschlüsselung (Encryption) |
| ENCV | Verschlüsselung für Verordnungen |
| HBA | Heilberufsausweis |
| ID | Identität (Identity) |
| KKG | Kuratorium für Fragen der Klassifikation im Gesundheitswesen beim Bundesministerium für Gesundheit |
| KOM-LE | Kommunikation für Leistungserbringer |
| KT | Kartenterminal |
| KV | Kassenärztliche Vereinigung |
| KZBV | Kassenzahnärztliche Bundesvereinigung |
| OID | Object Identifier |
| OK | OID-Kuratorium |
| OSIG | Organisations-Signatur |
| PKI | Public Key Infrastructure |
| SIS | Secure Internet Service |
| SM | Security Module |
| SMC | Security Module Card |
| TLS | Transport Layer Security |
| TSL | Trust-service Status List |

## A2 – Glossar

Das Glossar wird als eigenständiges Dokument, vgl. [gemGlossar] zur Verfügung gestellt.

## A3 – Abbildungsverzeichnis

[Abbildung 1 Unterstruktur der OIDs für das deutsche Gesundheitswesen 8](#_Toc501359247)
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## A5 – Referenzierte Dokumente

### A5.1 – Dokumente der gematik

Die nachfolgende Tabelle enthält die Bezeichnung der in dem vorliegenden Dokument re­ferenzierten Dokumente der gematik zur Telematikinfrastruktur. Der mit der vor­liegenden Version korrelierende Entwicklungsstand dieser Konzepte und Spezifika­tionen wird pro Release in einer Dokumentenlandkarte definiert, Version und Stand der referen­zierten Dokumente sind daher in der nachfolgenden Tabelle nicht aufgeführt. Deren zu diesem Dokument passende jeweils gültige Versionsnummer sind in der aktuellsten, von der gematik veröffentlichten Dokumentenlandkarte enthalten, in der die vorliegende Version aufgeführt wird.

| **[Quelle]** | **Herausgeber: Titel** |
| --- | --- |
| [gemGlossar] | gematik: Glossar |
| [gemRL\_TSL\_SP\_CP] | gematik: Certificate Policy - Gemeinsame Zertifizierungsrichtlinie für Teilnehmer der gematik-TSL |
| [gemSpec\_COS] | gematik: Spezifikation des Card Operating System (COS), Elektrische Schnittstelle |
| [gemSpec\_HBA\_ObjSys] | gematik: Spezifikation des elektronischen Heilberufsausweises HBA-Objektsystem |
| [gemSpec\_PKI] | gematik: Spezifikation PKI |
| [gemSpec\_SMC-B\_ObjSys] | gematik: Spezifikation der Secure Module Card SMC-B Objektsystem |
| [gemSpec\_TSL] | gematik: Spezifikation TSL-Dienst |

### A5.2 – Weitere Dokumente

|  |  |
| --- | --- |
| **[Quelle]** | **Herausgeber (Erscheinungsdatum): Titel** |
| [BSI-TR-03110-3] | Technical Guideline TR-03110-3, Advanced Security Mechanisms for Machine Readable Travel Documents – Part 3 – Common Specifications  Version 2.10, 2012-03-20 |
| [CertsBÄK] | Zertifikatsprofile für Basiszertifikate, Bundesärztekammer, 2005 |
| [CP-HPC] | Bundesärztekammer et al (06.11.2012): Gemeinsame Policy für die Ausgabe der HPC – Zertifikatsrichtlinie HPC, Version 1.0.5 |
| [EN 14890-1] | EUROPEAN STANDARD, DRAFT, prEN 14890-1, February 2008 Application Interface for smart cards used as secure signature creation devices – Part 1: Basic services |
| [EN 14890-2] | EUROPEAN STANDARD, DRAFT, prEN 14890-2, March 2012 Application Interface for smart cards used as secure signature creation devices – Part 2: Additional services |
| [ISO9834-1] | ISO (2005): Information technology -- Open Systems Interconnection -- Procedures for the operation of OSI Registration Authorities: General procedures and top arcs of the ASN.1 Object Identifier tree |
| [RFC2119] | RFC 2119 (März 1997):  Key words for use in RFCs to Indicate Requirement Levels  S. Bradner, http://www.ietf.org/rfc/rfc2119.txt |
| [DIMDI\_OID] | DIMDI (März 2006): Verfahrensgrundlage zur Vergabe von Registrierungskennzahlen für Informationsobjekte |

# Anhang B – Nicht mehr verwendete OIDs

Gegenüber der letzten veröffentlichten Version 1.1.0 des Dokumentes wurden eine Reihe von OIDs aus dem Dokument entfernt. Diese OIDs beziehen sich auf Dienste, Anwendungen und damit verbundene technische Rollen sowie Zertifikatstypen, die für den Online-Rollout (Stufe 1) nicht relevant sind.

Im Kontext der OIDs für Policy-Dokumente betrifft dies Dokumente, die überarbeitet, gestrichen oder zusammengefasst wurden. Durch die Bindung der Dokumentenversion an eine OID sind damit für neue bzw. überarbeitete Dokumente auch neue OIDs notwendig.

Einmal zugewiesene OIDs bleiben gültig und werden vom DIMDI nicht zurückgezogen oder neu vergeben, sie können aber als "nicht mehr zu nutzen" gekennzeichnet werden.

Nachfolgend werden die nicht mehr verwendeten OIDs gelistet. Dies erlaubt es, an anderer Stelle referenzierte OIDs einfach zuzuordnen, ob sie weiterhin verwendet (Listung im Hauptdokument) oder nicht mehr verwendet (Listung im Anhang) werden.

Tabelle 9: Nicht mehr verwendete OIDs - Rolle im X.509-Zertifikat für Berufsgruppen

|  |  |  |
| --- | --- | --- |
| **OID-Referenz** in anderen Dokumenten | **ProfessionItem**  (Beschreibung der Berufsgruppe) | **ProfessionOID**  (OID der Berufsgruppe) |
| oid\_mmizea | Mitarbeiter(-in) medizinische Institution zur eGK-Anwenderunterstützung | 1.2.276.0.76.4.143 |
| oid\_vmi | Verwaltungsmitarbeiter(-in) Institution | 1.2.276.0.76.4.144 |
| oid\_kv\_ta | KV Telematik Arge | 1.2.276.0.76.3.1.64 |

Tabelle 10: Nicht mehr verwendete OIDs - Institutionen im X.509-Zertifikat der SMC-B

|  |  |  |
| --- | --- | --- |
| **OID-Referenz** in anderen Dokumenten | **Profession Item**  (Beschreibung der Institution) | **ProfessionOID**  (OID der Institution) |
| oid\_bs\_betreiber\_mon\_broker | Probe-Client Broker-Betreiber | 1.2.276.0.76.4.60 |

Tabelle 11: Nicht mehr verwendete OIDs - Certificate Policies in X.509-Zertifikaten

| **OID-Referenz** in anderen Dokumenten | Policy-Beschreibung | **Policy-OID** | Früher zugehörendes Dokument |
| --- | --- | --- | --- |
| oid\_policy\_gem\_cp | Policy eGK, SMC-B SIG, OSIG, AUT, AUTN, ENC, ENCV | 1.2.276.0.76.4.61 | [gemTSL\_SP\_CP] Version 1.3.0 |
| oid\_policy\_sf\_cp | Policy für alle Server- und (Fach-) Dienstzertifikate | 1.2.276.0.76.4.63 | [gemX.509\_SD#8] Version 1.3.0 |
| oid\_policy\_k\_cp | Policy für Zertifikate des Konnektor | 1.2.276.0.76.4.64 | [gemX.509\_Kon#9] Version 1.3.0 |
| oid\_policy\_kt\_cp | Policy für Zertifikate des Kartenterminals | 1.2.276.0.76.4.65 | [gemPKI\_KT# 5.4.2] Version 1.1.0 |
| oid\_policy\_muste\_cp | Policy für alle Zertifikate für Musterkarten (eGK, HBA, SMC) | 1.2.276.0.76.4.112 | [gemTSL\_SP\_CP\_Test] Version 1.0.0 |
| oid\_policy\_gem\_or\_cp\_smcb\_erprobung | Policy für SMC-B- Zertifi­kate während Erprobung | 1.2.276.0.76.4.170 | [gemRL\_SMC-B\_ORS1] Version 1.0.0  (CP mit sektorspezif. Ergänzungen nur für SMC-B während Erprobung) |

Tabelle 12: Nicht mehr verwendete OIDs - Zertifikatstyp in X.509-Zertifikaten

| **OID-Referenz** in anderen Dokumenten | Name des Zertifikatstyp | **Zertifikatstyp-OID** | Früher spezifiziert in |
| --- | --- | --- | --- |
| oid\_sf\_ssl | C.SF.SSL | 1.2.276.0.76.4.83 | [gemX.509\_SD#5.7.2] |
| oid\_sf\_ssl\_c | C.SF.SSL-C | 1.2.276.0.76.4.84 | [gemX.509\_SD#5.7.2] |
| oid\_sf\_ssl\_s | C.SF.SSL-S | 1.2.276.0.76.4.85 | [gemX.509\_SD#5.7.2] |
| oid\_sf\_aut | C.SF.AUT | 1.2.276.0.76.4.86 | [gemX.509\_SD#5.7.3] |
| oid\_sf\_enc | C.SF.ENC | 1.2.276.0.76.4.87 | [gemX.509\_SD#5.7.5] |
| oid\_sks\_gcs | C.SKS.GCS | 1.2.276.0.76.4.142 | [gemPKI\_SKS#4.3.7.1] |

Tabelle 13: Nicht mehr verwendete OIDs - technische Rolle in X.509-Zertifikaten

| **OID-Referenz** in anderen Dokumenten | **ProfessionItem** (Beschreibung der technischen Rolle) | **ProfessionOID**  (OID der technischen Rolle) | Früher festgelegt in |
| --- | --- | --- | --- |
| oid\_broker | Broker | 1.2.276.0.76.4.88 | [gemGesArch­#AnhB1] |
| oid\_broker\_anonym | Broker Anonymisierungsdienst | 1.2.276.0.76.4.89 | [gemGesArch­#AnhB1] |
| oid\_vpnk | VPN-Konzentrator | 1.2.276.0.76.4.90 | [gemGesArch­#AnhB1] |
| oid\_vpnk\_ti | VPN-Konzentrator-TI | 1.2.276.0.76.4.91 | [gemGesArch­#AnhB1] |
| oid\_vpnk\_mwdn | VPN-Konzentrator-Mehrwertdienstenetz | 1.2.276.0.76.4.92 | [gemGesArch­#AnhB1] |
| oid\_trusted | Trusted Service | 1.2.276.0.76.4.93 | [gemGesArch­#AnhB1] |
| oid\_audit | Audit Service | 1.2.276.0.76.4.94 | [gemGesArch­#AnhB1] |
| oid\_sds | Service Directory Service | 1.2.276.0.76.4.95 | [gemGesArch­#AnhB1] |
| oid\_vodd | Verordnungsdatendienst | 1.2.276.0.76.4.96 | [gemGesArch­#AnhB1] |
| oid\_amdd | Dienst für die Daten zur Prüfung der Arznei-mitteltherapiesicherheit | 1.2.276.0.76.4.98 |  |
| oid\_mgmtss | Management Schnittstelle | 1.2.276.0.76.4.106 | [gemGesArch­#AnhB1] |
| oid\_ths | Treuhand-Service für Datenerhalt | 1.2.276.0.76.4.107 | [gemGesArch­#AnhB1] |
| oid\_krs | Krypto-Service | 1.2.276.0.76.4.108 | [gemGesArch­#AnhB1] |
| oid\_pfdd | Patientenfachdatendienst | 1.2.276.0.76.4.109 |  |
| oid\_gcs | Gematik Code Signing | 1.2.276.0.76.4.110 | [gemGesArch­#AnhB1] |
| oid\_btmdd | Betäubungsmitteldaten-dienst | 1.2.276.0.76.4.111 |  |
| oid\_mon\_vpnk\_ti | Probe-Client VPN-Konzentrator TI | 1.2.276.0.76.4.114 | [gemGesArch­#AnhB1] |
| oid\_mon\_vpnk\_mwd | Probe-Client VPN-Konzentrator Mehrwertdienste | 1.2.276.0.76.4.115 | [gemGesArch­#AnhB1] |
| oid\_mon\_sds | Probe-Client SDS | 1.2.276.0.76.4.116 | [gemGesArch­#AnhB1] |
| oid\_mon\_audit | Probe-Client Audit service | 1.2.276.0.76.4.117 | [gemGesArch­#AnhB1] |
| oid\_mon\_brokerws | Web-Service-Simulator | 1.2.276.0.76.4.118 | [gemGesArch­#AnhB1] |
| oid\_mwdd | Mehrwertfachdienst | 1.2.276.0.76.4.141 | [gemGesArch­#AnhB1] |

Tabelle 14: Nicht mehr verwendete OIDs - OID-Festlegung für Feldbezeichnungen in der TSL

| **OID-Referenz** in anderen Dokumenten | **Bezeichnung** | **OID** | Früher festgelegt in |
| --- | --- | --- | --- |
| oid\_tsl\_croot\_cert | Change of TSL Root Certificate | 1.2.276.0.76.4.122 | [gemVerw\_Zert\_TI#8.11] |
| oid\_tsl\_csign\_cert | Change of TSL Signer Certificate | 1.2.276.0.76.4.123 | [gemVerw\_Zert\_TI#8.11] |

1. *Hinweis: Ein(e) ärztliche(r) Psychotherapeut/-in wird auch mit dem ProfessionOID {oid\_arzt} bezeichnet bzw. mit dem ProfessionItem „Ärztin/Arzt“ beschrieben.* [↑](#footnote-ref-1)
2. *Hinweis: Die Praxis bzw. Betriebsstätte eines/-r ärztlichen Psychotherapeuten/-in wird auch mit dem ProfessionOID {oid\_praxis\_arzt} bezeichnet bzw. mit dem ProfessionItem „Betriebsstätte Arzt“ beschrieben.* [↑](#footnote-ref-2)