**动态客户端注册**

**Metadata**

|  |  |  |
| --- | --- | --- |
| redirect\_uris | RECOMMENDED | 重定向uri |
| client\_name | RECOMMENDED | 客户端的可读名称 |
| client\_uri | RECOMMENDED | 客户端主页的uri |
| logo\_uri | OPTIONAL | 指向客户端logo的uri |
| contacts | OPTIONAL | 负责此客户端的人员的联系地址 |
| tos\_uri | OPTIONAL | 客户端服务条款文档的URL |
| token\_endpoint\_auth\_method | OPTIONAL | token端点的认证方式，有五种 |
| scope | OPTIONAL | 客户端希望请求的权限范围，是一个由空格分隔的字符串 |
| grant\_types | OPTIONAL |  |
| response\_types | OPTIONAL |  |
| policy\_uri | OPTIONAL |  |
| jwks\_uri | OPTIONAL | 当使用基于 JWT 的认证方法时，客户端需要一种方式向授权服务器提供其公钥信息 |

MUST REQUIRED SHALL

MUST NOT SHALL NOT

SHOULD RECOMMENDED

SHOULD NOT NOT RECOMMENDED

MAY OPTIONNAL

**token\_endpoint\_auth\_method：**

None：公开客户端使用

Client\_secret\_post: 客户端使用定义在OAuth2.0 中2.3.1的http post参数

Client\_secret\_basic: 客户端使用在OAuth 2.0第2.3.1节中定义的HTTP基本认证。

Client\_secret\_jwt: 客户端使用由服务器发出的非对称密钥的JWT断言配置文件。

Private\_key\_jwt: 客户端使用带有其私钥的JWT声明配置文件。

Redirect\_uri:

Client\_name

client

**客户端注册请求：**

授权服务器会为客户端分配一个client\_id，可选分配secret值，然后将其与客户端身份进行绑定

请求中包含所有metadata中规定的参数，如果客户端没有在注册时特别指明，那么服务器需要给其安排默认值