**DSPI**

**DOSSIER DE SEGURANÇA E PRIVACIDADE INFORMÁTICA**

(Gesminho-Assessoria de Negócios, Lda.)

CONTEÚDO CONFIDENCIAL

O conteúdo deste documento é confidencial e apenas pode ser consultado e editado pelas pessoas devidamente autorizadas na secção I -2.4 – Pessoas Autorizadas, e pelo:

1. RESPONSÁVEL PELO TRATAMENTO de dados definido pelo RGPD;
2. Encarregado de Proteção de Dados em funções ou equivalente (DPO); e
3. ADMINISTRADOR DE SISTEMA Informático.

Versão da estrutura: 1.0

*Este dossier não pode ser reproduzido nem a sua estrutura reutilizada a não ser com a autorização expressa e por escrito do seu autor i.e. (TIC – Tecnologia Informática e Computadores Lda.)*

1. ROSTO DO DOSSIER

Este módulo contém informação genérica do DOSSIER de Segurança e Privacidade Informática (DSPI). Recomenda-se a sua consulta porque contextualiza o leitor e promove um melhor entendimento das restantes secções.

* 1. DEFINIÇÕES, SIGLAS E ACRÓNIMOS

Neste DOSSIER são utilizados siglas e acrónimos. Além disso são também utilizados termos regulamentados pelo RGPD. Neste contexto faz sentido inclui-los neste documento para contextualizar e facilitar a leitura.

* + 1. Definições

|  |  |
| --- | --- |
| TERMO | SIGNIFICADO |
| AUTORIDADE DE CONTROLO | Autoridade nacional responsável por fiscalizar o cumprimento do RGPD em Portugal. |
| DADOS PESSOAIS | *“… informação relativa a uma* ***pessoa singular identificada*** *ou* ***identificável****... é identificável uma pessoa singular que possa ser identificada direta ou indiretamente em especial por referência a um identificado (e.g. nome, número de identificação, dados de localização (e.g. coordenadas GPS, endereços IP, etc.), identificadores por via eletrónica; um ou conjugação de vários elementos como características físicas, fisiológica, genética, metal, económica, cultural ou social)…”* (Art.º 4, Nº. 1) |
| RESPONSÁVEL PELO TRATAMENTO | *“… a pessoa singular ou coletiva, a autoridade pública, a agência ou organismo que, individualmente, ou em conjunto com outras, determina as finalidades e os meios de tratamento de dados pessoais; sempre que as finalidades e os meios desse tratamento sejam determinados pelo direito da União ou de um Estado-Membro, o responsável pelo tratamento ou os critérios específicos aplicáveis à sua nomeação, podem ser previstos pelo direito da União ou de um Estado-Membro”*. (Art.º 4, N. 7) |
| SUBCONTRATANTE | *“… pessoa singular ou coletiva… que trate os dados pessoais por conta do responsável pelo tratamento destes”.* (Art.º 4 Nº. 8) |
| TITULAR DOS DADOS ou TITULARES DOS DADOS | Pessoas ou pessoa singular dona dos seus dados pessoais. |
| TRATAMENTO DE DADOS PESSOAIS | *“… uma operação ou um conjunto de operações efetuadas sobre dados pessoais ou sobre conjuntos de dados pessoais, por meios automatizados ou não automatizados, tais como a recolha, o registo, a organização, a estruturação, a conservação, a adaptação ou alteração, a recuperação, a consulta, a utilização, a divulgação por transmissão, difusão ou qualquer outra forma de disponibilização, a comparação ou interconexão, a limitação, o apagamento ou a destruição”.* (Art.º 4, Nº. 2) |

* + 1. Gerais

Este documento utiliza também outros termos e que são apresentados ou descritos na tabela abaixo.

|  |  |
| --- | --- |
| TERMO | SIGNIFICADO |
| AUDITOR | Auditor responsável por validar as práticas relacionadas com o âmbito definido neste documento. |
| DSPI | Dossier de Segurança e Privacidade Informática. |
| DOSSIER | Documentos organizados de forma sistemática com o objetivo de comprovar a preocupação da EMPRESA com as questões de segurança e privacidade regulamentada pelo RGPD. |
| DPO | *Data Protection Officer* (Encarregado de proteção de dados). |
| N/A | Não aplicável. |
| ORGANIZAÇÃO | Empresa ou conjunto de empresas (i.e. grupo de empresas) que partilham o mesmo SISTEMA total ou parcialmente (i.e. Firjó - Fios e Malhas, Lda.). |
| RGPD | Sigla pelo qual é conhecido o Regulamento Geral de Proteção de Dados EU 2016/679. |
| SISTEMA | Conjunto de dispositivos, infraestruturas, UTILIZADORES e parceiros, que constituem o sistema informático da ORGANIZAÇÃO. Consideram-se pertencentes ao SISTEMA os dispositivos ligados de forma permanente (e.g. impressora ligada por rede) ou não (e.g. disco externo ou *pendrive* ligada conectada por USB). |
| SPRINT | Tempo decorrido entre duas auditorias de revisão seguidas. |
| UTILIZADOR ou UTILIZADORES | Pessoa ou pessoas que utilizam o SISTEMA. |

* + 1. Tecnologia

A tabela seguinte indica o significado de termos relacionados com tecnologia.

|  |  |
| --- | --- |
| TERMO | SIGNIFICADO |
| AP | *AccessPoints* (dispositivo para difusão de sinal WiFi) |
| BD | Base de dados |
| BIOS | *Basic Input/Output System* |
| DEA | Dispositivos externos de armazenamento (*pendrives*, discos externos, cartões de memória, outro) |
| KIS | *Kaspersky Internet Security* |
| IM | *Instant Messaging* |
| IVD | Incidente de Violação de Dados |
| LAN | *Local Area Network* (rede) (cabo ou WIFI) |
| NAS | *Network Attached Storage* |
| PSD | Plano de Segurança de Disponibilidade |
| SGBD | Sistema de Gestão de Base de Dados |
| SI | Sistema Informático |
| SO | Sistema operativo de computador ou outro dispositivo (e.g. Windows, Linux, Android, etc.) |
| SSL | *Secure Sockets Layer* |
| UOE | Unidades óticas de escrita (e.g. unidades de CD, DVD, *blue-ray*, ou equivalente) |
| UPS | *Uninterruptible Power Supply* |
| USB | *Universal Serial Bus* |
| VM | *Virtual Machine* (máquina virtual) |
| WIFI | Meio de comunicação sem fios (sinal de rádio) |

* + 1. Prefixos

A tabela seguinte apresenta as siglas utilizadas para definir componentes do SISTEMA.

|  |  |
| --- | --- |
| TERMO | SIGNIFICADO |
| APP | Outra aplicação (não de segurança), identificado na Caracterização de SISTEMA (e.g. APP001). |
| APS | Aplicação de Segurança , identificada na Caracterização do SISTEMA (e.g. APS001). |
| AUT | Autorização de acesso externo , identificada no Plano de Segurança e Disponibilidade (e.g. AUT001). |
| BAK | Dispositivo de *backup* , identificado na infraestrutura do SISTEMA (e.g. BAK001). |
| CPF | Computador fixo , identificado na infraestrutura de SISTEMA (e.g. CPF001). |
| CPP | Computador portátil , identificado na arquitetura de SISTEMA (e.g. CPP001). |
| DEA | Dispositivo Externo de Armazenamento , identificado na infraestrutura de SISTEMA (e.g. DEA001). |
| DEP | Departamento pertencente a uma empresa da ORGANIZAÇÃO, identificada no Rosto do DOSSIER (e.g. DEP001). |
| DPR | Dispositivo de produção , máquina ou dispositivo de produção (i.e. utilizado na atividade operacional da ORGANIZAÇÃO) (e.g. máquina de bordar, equipamento de corte, etc.), identificado na infraestrutura de SISTEMA (e.g. DPR001). |
| DRD | Distribuidor de rede com fio *(wired)*, identificado na infraestrutura de SISTEMA (e.g. DRD001). |
| DRS | Distribuidor de rede sem fio *(wireless)*, identificado na infraestrutura de SISTEMA (e.g. DRS001). |
| EMP | Empresa pertencente à ORGANIZAÇÃO, identificada no Rosto do DOSSIER (EMP001). |
| ESS | Equipamento de Segmentação ou Segurança , identificado na infraestrutura de SISTEMA (e.g. ESS001). |
| IMP | Impressora , identificada na infraestrutura de SISTEMA (e.g. IMP001). |
| OUT | Outro equipamento , identificado na infraestrutura do SISTEMA (e.g. OUT001). |
| PAR | Parceiro identifica uma empresa ou pessoa a quem se pode recorrer para suporte técnico, identificado na Caracterização do SISTEMA (e.g. PAR001). |
| PLI | Proteção de ligação , identificado no PSD (e.g. PLI001). |
| REC | Recurso de rede , identificado na Caracterização do SISTEMA (e.g. REC001). |
| REE | Equipamento de redundância elétrica , identificado na infraestrutura do SISTEMA (e.g. REE001). |
| SEG | Segmento , identifica um segmento de rede do SISTEMA. |
| SRV | Servidor (e.g. dados, ficheiros, etc.) número , devidamente identificado na arquitetura de sistema (e.g. SRV001). |
| USR | UTILIZADOR do SISTEMA , identificado na Caracterização do SISTEMA (e.g. USR001). |
| V | Vulnerabilidade , identificado nas Vulnerabilidades e Medidas Corretivas (e.g. V000001). |

* 1. OBJETO

Este DOSSIERdescreve o sistema e demonstra a preocupação da ORGANIZAÇÃO para com a segurança e privacidade de dados do seu SI. As secções que o compõem descrevem a informação organizada de forma a facilitar a leitura. A informação é sistematizada em quadros para facilitar o preenchimento e a consulta.

O DOSSIERfoi criado de forma a reunir toda a documentação que comprova e demonstra o percurso focado em melhorar continuamente os aspetos de segurança e privacidade regulamentados. Pretende registar o cumprimento das regras e das boas práticas conducentes à conformidade com o RGPD.

* + 1. Contextualização

Este documento comprova a importância dos aspetos de segurança, privacidade, integridade e disponibilidade para a ORGANIZAÇÃO. Contém toda a documentação resultante dos processos de auditoria realizadas sobre o SISTEMA ao longo do tempo (atas, vulnerabilidades, cópias de segurança, etc.). O objetivo principal deste documento é demonstrar a percurso do SISTEMA da empresa rumo a conformidade com o RGPD e demais legislação (e.g. *software* fidedigno).

Este DOSSIERalém de orientar os auditores nos processos de auditoria e relato, também foi criado com o objetivo de facilitar a consulta das provas de que o SISTEMA se mantém protegido e atual, utilizando o bom senso e atendendo à disponibilidade financeira para o investimento da ORGANIZAÇÃO.

Apesar de ser impossível garantir em absoluto que um sistema não seja vítima de ataque ou roubo de dados, este documento regula e regista todos os aspetos de segurança com o objetivo de apoiar a manutenção do SISTEMA no melhor nível possível de segurança.

Em suma, pretende demonstrar a aplicação de regras que visem aumentar o nível de conformidade com o RGPD, agregando a documentação que permite demonstrar a preocupação da ORGANIZAÇÃO com as questões de privacidade, segurança, integridade e disponibilidade dos dados.

* + 1. Âmbito e não âmbito

Este DOSSIERdocumenta apenas os aspetos de privacidade e segurança relacionados com o SI da ORGANIZAÇÃO. São considerados todos os dispositivos identificados durante as auditorias, ligados ou integrados com o SI através de um qualquer meio digital (e.g. LAN, USB, etc.). Os dispositivos e periféricos assumidos como âmbito deste DOSSIER, são apenas os que constam da arquitetura de sistema especificada mais à frente neste documento.

Não são considerados no âmbito, os dispositivos que não têm ligação ou integração com o SI (e.g. relógio de ponto de cartões em papel; equipamentos de impressão utilizados apenas para cópia sem utilização de LAN, USB ou DEA camaras de vigilância não ligadas por qualquer meio ao SI; etc.). Estão excluídos todos os dispositivos e equipamentos não considerados na arquitetura de sistema.

* + 1. Organização

Este ponto descreve a estrutura organizacional do SISTEMA. Um sistema pode servir várias empresas. Assim sendo, atendendo à dificuldade de fazer representar o sistema individual de cada uma, representa-se apenas o SISTEMA como pertencente à ORGANIZAÇÃO que pode conter várias empresas.

A ORGANIZAÇÃO Gesminho-Assessoria de Negócios, Lda. é constituída pelas empresas enumeradas no quadro abaixo.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| ID | EMPRESA | DEPARTAMENTO | | LOCALIZAÇÃO |
| EMP001 | Gesminho-Assessoria de Negócios, Lda. |  |  | Av. Alcaides Faria 402, 4705-106 BARCELOS |
|  |  | DEP001 | Sede | Av. Alcaides Faria 402, 4705-106 BARCELOS |

* + 1. Encarregado de proteção de dados (DPO)

O Art.º 29 do RGPD diz que o *“responsável pelo tratamento e o subcontratante designam um encarregado da proteção de dados sempre que:*

* *O tratamento for efetuado por uma autoridade… excetuando tribunais no exercício da sua função jurisdicional;*
* *As atividades principais do responsável pelo tratamento ou do subcontratante consistam em operações de tratamento que, devido à sua natureza, âmbito e/ou finalidade, exijam um controlo regular e sistemático dos titulares dos dados em grande escala; ou*
* *As atividades principais do responsável pelo tratamento ou do subcontratante consistam em operações de tratamento em grande escala…“* (Art.º 37 N. 1).

Tendo por base o RGPD, o RESPONSÁVEL PELO TRATAMENTO não considerou necessário nomear um DPO para a ORGANIZAÇÃO conforme registado na ata única de 2018-05-21 resultante do diagnóstico inicial por si assinada.

* + 1. Pessoal autorizado

Apenas as pessoas indicadas no quadro abaixo estão autorizadas a manusear este documento, no entanto podem existir restrições mediante as permissões atribuídas.

|  |  |  |
| --- | --- | --- |
| NOME | PERFIL | PERMISSÕES |
| José Rodrigues | RESPONSÁVEL PELO TRATAMENTO | Apenas consulta |
| Marta Martinho | Auditor externo | Edita e consulta |
| Célio Carvalho | Administrador do SISTEMA | Apenas consulta |

* + 1. Revisões de estrutura

Neste ponto constam as revisões efetuadas na estrutura deste DOSSIER(e.g. reconfiguração de secções).

|  |  |  |
| --- | --- | --- |
| REVISÃO | | DESCRIÇÃO |
| Versão:  Data:  Autor: | 1.0  2018-02-15  Célio Carvalho | Estrutura inicial. |

Ordenação do registo mais recente para o mais antigo

* + 1. Diagnóstico inicial

O diagnóstico inicial é essencial para o DOSSIERde segurança, tendo em conta que é efetuado um levantamento exaustivo para caracterização do SISTEMA, do qual resulta a primeira ata onde estão indicadas as vulnerabilidades iniciais a tratar e respetivas medidas corretivas, se conhecidas. É composto por várias tarefas que têm por objetivo estruturar o DSPI e suportar a execução de auditorias periódicas devidamente documentadas.

Trata-se de uma fase complexa porque envolve simultaneamente o conhecimento do SISTEMA (cf. suporte técnico, infraestrutura, aplicações existentes, recursos e utilizadores), deteção das vulnerabilidades iniciais, criação de registos para apoio no diagnóstico inicial, e criação de registos para facilitar as auditorias de revisão.

De entre as várias tarefas executadas no diagnóstico inicial, salientam-se: i) aplicação do regulamento do SISTEMA (no anexo VI -1); ii) criação de registos para facilitar o processo de levantamento de dispositivos e aplicações que será integrado no módulo II - CARACTERIZAÇÃO DO SISTEMA; iii) criação de registos para facilitar o processo das auditorias de revisão, com arquivo no V - REGISTOS; iv) identificação de dispositivos e aplicações com os respetivos IDs constantes neste DOSSIER; v) levantamento dos compromissos a atender que serão especificados e controlados através do CALENDÁRIO; vi) identificação das estratégias já existentes ao nível da segurança e disponibilidade do SISTEMA (a incluir como ponto inicial de partida no módulo III - PLANO DE SEGURANÇA E DISPONIBILIDADE); e vii) especificação das vulnerabilidades e medidas corretivas que inicialmente constarão no módulo IV - VULNERABILIDADES E AUDITORIAS.

* 1. CALENDÁRIO

Nesta secção pode ser consultado o cronograma que contém marcos importantes para o sistema.

* + 1. Compromissos

O quadro seguinte resume as renovações, revisões e auditorias a que o sistema está sujeito. A informação está orientada ao compromisso, indica qual a periodicidade a tratar assim como a data das últimas 3 iterações de cada compromisso.

Este quadro vai permitir detetar erro humano, facilitando o cruzamento de dados com os marcos definidos no calendário da subsecção 3.2.

São exemplos de compromissos: i) renovações de licenciamento; ii) renovações de contratos de assistência; iii) revisões a *hardware* (e.g. UPS); iii) atualizações de segurança manuais periódicas; etc.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| COMPROMISSO | PERIODICIDADE (N) | N-2 | N-1 | N |
| Substituir consumíveis do CPF001 | Cada 4 anos |  |  |  |
| Substituir consumíveis do CPF002 | Cada 4 anos |  |  |  |
| Substituir consumíveis do CPF003 | Cada 4 anos |  |  |  |
| Substituir consumíveis do CPP001 | Cada 4 anos |  |  |  |
| Substituir consumíveis do SVR001 | Cada 4 anos |  |  |  |
| Revisão da UPS SEG001 | Cada 3 anos |  |  | 2015-07-09 |
| Renovação de licença ERP Primavera | Cada 12 meses |  |  | 2017-12-25 |
| Renovação das licenças do antivírus | Cada 12 meses |  |  | 2018-04-17 |
| Mudar palavras-chave de utilizador | Cada 12 meses |  |  |  |
| Reavaliação dos DEA | Cada 12 meses |  |  | 2018-05-21 |
| Limpar destino de cópias de segurança para garantir a minimização de ficheiros | Cada 12 meses |  |  |  |
| Rever responsabilidades atribuídas aos utilizadores | Cada 12 meses |  |  | 2018-05-21 |
| Reavaliação de regras de exceção de acesso à infraestrutura | Cada 12 meses |  |  | 2018-05-21 |

*Shift* à esquerda de todas as datas aquando da inserção de nova data na coluna N

* + 1. Cronograma

O cronograma seguinte distribui no tempo os compromissos da subsecção 3.1. O quadro apresenta os marcos em função da proximidade temporal. A coluna dos componentes é preenchida com códigos que são apresentados no módulo II - CARACTERIZAÇÃO DO SISTEMA.

A inserção de um marco recorrente pressupõe o preenchimento em todos os períodos representados em que o marco irá acontecer.

|  |  |  |  |
| --- | --- | --- | --- |
| ANO | DESCRIÇÃO | COMPONENTES | ESTADO |
| 2022 | | | |
| Dezembro | Renovação de licença ERP Primavera | APP003 |  |
| Dezembro | Substituir consumíveis de dispositivo | CPP001 |  |
| Julho | Revisão da UPS SEG001 | REE001 |  |
| Maio | Substituir consumíveis de dispositivo | CPF001 |  |
| Maio | Substituir consumíveis de dispositivo | CPF002 |  |
| Maio | Substituir consumíveis de dispositivo | CPF003 |  |
| Maio | Limpar dados de cópias de segurança | DEA001,  DEA002,  DEA003,  SVR001,  CPP001 |  |
| Maio | Mudar palavras-chave de UTILIZADOR nos computadores | CPF001,  CPF002,  CPF003,  CPP001,  SVR001 |  |
| Dezembro | Renovação de antivírus | APS001 |  |
| 2021 | | | |
| Dezembro | Renovação de licença ERP Primavera | APP003 |  |
| Dezembro | Substituir consumíveis de dispositivo | CPP001 |  |
| Julho | Revisão da UPS SEG001 | REE001 |  |
| Maio | Substituir consumíveis de dispositivo | CPF001 |  |
| Maio | Substituir consumíveis de dispositivo | CPF002 |  |
| Maio | Substituir consumíveis de dispositivo | CPF003 |  |
| Maio | Limpar dados de cópias de segurança | DEA001,  DEA002,  DEA003,  SVR001,  CPP001 |  |
| Maio | Mudar palavras-chave de UTILIZADOR nos computadores | CPF001,  CPF002,  CPF003,  CPP001,  SVR001 |  |
| Dezembro | Renovação de antivírus | APS001 |  |
| 2020 | | | |
| Dezembro | Renovação de licença ERP Primavera | APP003 |  |
| Dezembro | Substituir consumíveis de dispositivo | CPP001 |  |
| Julho | Revisão da UPS SEG001 | REE001 |  |
| Maio | Substituir consumíveis de dispositivo | CPF001 |  |
| Maio | Substituir consumíveis de dispositivo | CPF002 |  |
| Maio | Substituir consumíveis de dispositivo | CPF003 |  |
| Maio | Limpar dados de cópias de segurança | DEA001,  DEA002,  DEA003,  SVR001,  CPP001 |  |
| Maio | Mudar palavras-chave de UTILIZADOR nos computadores | CPF001,  CPF002,  CPF003,  CPP001,  SVR001 |  |
| Dezembro | Renovação de antivírus | APS001 |  |
| 2019 | | | |
| Dezembro | Renovação de licença ERP Primavera | APP003 |  |
| Dezembro | Substituir consumíveis de dispositivo | CPP001 |  |
| Julho | Revisão da UPS SEG001 | REE001 |  |
| Maio | Substituir consumíveis de dispositivo | CPF001 |  |
| Maio | Substituir consumíveis de dispositivo | CPF002 |  |
| Maio | Substituir consumíveis de dispositivo | CPF003 |  |
| Maio | Limpar dados de cópias de segurança | DEA001,  DEA002,  DEA003,  SVR001,  CPP001 |  |
| Maio | Mudar palavras-chave de UTILIZADOR nos computadores | CPF001,  CPF002,  CPF003,  CPP001,  SVR001 |  |
| Abril | Renovação de antivírus | APS001 |  |
| 2018 | | | |
| Dezembro | Renovação de licença ERP Primavera | APP003 |  |
| Dezembro | Substituir consumíveis de dispositivo | CPP001 |  |
| Julho | Revisão da UPS SEG001 | REE001 |  |
| Maio | Substituir consumíveis de dispositivo | CPF001 |  |
| Maio | Substituir consumíveis de dispositivo | CPF002 |  |
| Maio | Substituir consumíveis de dispositivo | CPF003 |  |
| Maio | Limpar dados de cópias de segurança | DEA001,  DEA002,  DEA003,  SVR001,  CPP001 |  |
| Maio | Mudar palavras-chave de UTILIZADOR nos computadores | CPF001,  CPF002,  CPF003,  CPP001,  SVR001 |  |

Ordenação de registos: futuro >> presente >> passado >> inicio

1. CARACTERIZAÇÃO DO SISTEMA

Este módulo apresenta todos os componentes que constituem o SISTEMA da ORGANIZAÇÃO. São apresentados os dispositivos, aplicações, recursos de rede e UTILIZADORES que o compõem, e parceiros que apoiam a ORGANIZAÇÃO com o suporte técnico necessário para assegurar a integridade e disponibilidade dos dados.

* 1. SUPORTE TÉCNICO

Esta secção documenta a informação referente às formas de contacto de suporte técnico, sendo o ID único em todas as subsecções.

* + 1. Fabricantes

No quadro seguinte, podem ser consultados contactos dos fabricantes de tecnologia com alguma relação atual com o SISTEMA (i.e. garantias ou contratos ativos com fabricantes).

|  |  |  |
| --- | --- | --- |
| ID | NOME | ACESSO |
| PAR004 | HP | TELEFONE: 210608027  HORÁRIO: Expediente |

* + 1. Parceiros ativos

Os contactos de parceiros, protocolados ou não protocolados com a ORGANIZAÇÃO, podem ser consultados no quadro seguinte.

|  |  |  |
| --- | --- | --- |
| ID | NOME | ACESSO |
| PAR001 | TIC - Tecnologia, Informática e Computadores, Lda. | TELEFONE: 253823453  HORÁRIO: Expediente |
| PAR002 | NOS | TELEFONE: 16200  HORÁRIO: 24x7x365 |
| PAR003 | JUFIL-Júlio Santos & Filhos, Lda. | TELEFONE: 229698120  HORÁRIO: Expediente |

* + 1. Parceiros inativos

No quadro seguinte estão identificados todos os parceiros inativos (e.g. encerramento da atividade).

|  |  |  |  |
| --- | --- | --- | --- |
| ID | NOME | ACESSO | OBSERVAÇÕES |
| (vazio) | (vazio) | TELEFONE: (vazio)  HORÁRIO: (vazio) | (vazio) |

* 1. INFRAESTRUTURA

Esta secção apresenta a infraestrutura do sistema catalogando todos os equipamentos, periféricos e outros dispositivos que o compõem. No caso de existirem equipamentos multifunções ou combo (e.g. *router* com *wireless*), apenas será atribuído um ID na categoria mais significativa do componente no contexto da arquitetura.

O SISTEMA é utilizado pela ORGANIZAÇÃO como suporte à sua operacionalidade. Nele estão instalados programas que tratam dados pessoais, cuja disponibilidade e funcionamento são importantes para que a ORGANIZAÇÃO cumpra com o disposto no RGPD.

Caso a ORGANIZAÇÃO já tenha identificado os componentes do SISTEMA noutro procedimento (e.g. identificação bens ao nível do imobilizado na contabilidade), os códigos de cada um, podem ser identificados em cada descrição (e.g. descrição do dispositivo, aplicação, etc.).

Os licenciamentos dos dispositivos e aplicações desta secção encontram-se no anexo VI -2. As credenciais dos equipamentos encontram-se em envelope fechado no anexo VI -3.

* + 1. Arquitetura do SISTEMA

A arquitetura de sistema constitui um aspeto fundamental para o SISTEMA, uma vez que, a partir dos diagramas que a descrevem, é possível ter uma visão do SISTEMA como um todo. Neste ponto, além do diagrama de alto nível da arquitetura do SISTEMA, são organizados em quadros os componentes constituintes da mesma.

* + - 1. Diagrama
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* + - 1. Equipamentos de segmentação ou segurança

Os equipamentos de segmentação ou segurança representados no diagrama encontram-se organizados no quadro seguinte, onde além da descrição do equipamento, regista-se a localização deste na ORGANIZAÇÃO e a data em que foi adquirido.

|  |  |  |  |
| --- | --- | --- | --- |
| ID | DESCRIÇÃO | ENDEREÇO IP | LOCALIZAÇÃO |
| ESS001 | MARCA/ MODELO: HiltronTechnologies  CVE-3036020N  (equipamento cedido e assistido pela NOS)  AQUISIÇÃO: N/A | 192.168.1.1 | EMP001.DEP001 |

* + - 1. Segmentos de rede

No quadro seguinte encontram-se identificados os segmentos de rede criados a partir dos equipamentos de segmentação e segurança descritos no ponto anterior.

|  |  |  |
| --- | --- | --- |
| ID | DESCRIÇÃO | EQUIPAMENTO DE SEGMENTAÇÃO |
| SEG001 | Sede da ORGANIZAÇÃO | ESS001 |

* + 1. Segmento 1

Este ponto descreve o segmento de rede identificado no quadro do ponto 5.1.3 com o ID SEG001 e tem como objetivo identificar todos os componentes que o constituem.

* + - 1. Diagrama

Na imagem seguinte pode ser consultada o diagrama deste segmento de rede. Os equipamentos estabilizados por cada dispositivo de redundância elétrica são identificáveis através dos círculos presentes no diagrama. Cada cor de círculo corresponde a um circuito estabilizado (e.g. os círculos amarelos são estabilizados pela REE marcada com o mesmo símbolo e cor).

![](data:image/png;base64,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)

* + - 1. Redundância elétrica

É essencial prevenir eventuais falhas de energia que comprometam a operacionalidade da ORGANIZAÇÃO, logo torna-se necessário controlar os componentes de redundância elétrica existentes. Pretende-se monitorizar estes recursos de redundância, com o objetivo de garantir a disponibilidade de dados, fazendo com que o SISTEMA seja mais tolerante a falhas.

|  |  |  |  |
| --- | --- | --- | --- |
| ID | DESCRIÇÃO | ENDEREÇO IP | LOCALIZAÇÃO |
| REE001 | MARCA/ MODELO:  APC Smart-UPS 2200  AQUISIÇÃO: Desconhecida | N/A | EMP001.DEP001 |

* + - 1. Servidores ou equivalentes

No quadro seguinte estão identificados os servidores físicos, virtuais ou equivalentes existentes no SISTEMA, mantendo informação acerca das suas características, da sua função e localização no SISTEMA.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| ID | DESCRIÇÃO | ENDEREÇO IP | | LOCALIZAÇÃO |
| (vazio) | NOME NETBIOS: SERVIDOR  MARCA / MODELO: Dell OptiPlex 3020 MT  TIPO: Físico  PROCESSADOR: Intel Core i5-4590 CPU 3.30GHz  MEMÓRIA PRINCIPAL: 8 GB  MEMÓRIA SECUNDÁRIA: 240 GB (SSD); 500 GB (HDD)  FUNÇÃO: Servidor de ficheiros e de bases de dados  AQUISIÇÃO: 2016-04-18 | (dinâmico) | EMP001.DEP001 | |

* + - 1. Dispositivos de *backup*

No quadro seguinte são mantidas informações acerca dos dispositivos de cópias de segurança existentes no SISTEMA, como por exemplo NAS ou *tapes de backup*.

|  |  |  |  |
| --- | --- | --- | --- |
| ID | DESCRIÇÃO | ENDEREÇO IP | LOCALIZAÇÃO |
| (vazio) | NOME NETBIOS: (vazio)  MARCA / MODELO: (vazio)  FUNÇÃO: (vazio) | (vazio) | (vazio) |

* + - 1. Distribuidores de rede *wired*

Os distribuidores de rede com fios do SISTEMA encontram-se identificados do quadro seguinte.

|  |  |  |  |
| --- | --- | --- | --- |
| ID | DESCRIÇÃO | ENDEREÇO IP | LOCALIZAÇÃO |
| DRD001 | Conceptronic C100S8 Switch Fast Ethernet 8 portas 10/100 | N/A | EMP001.DEP001 |
| DRD002 | D-Link DGS-1008D 8 portas | N/A | EMP001.DEP001 |
| ESS001 | [ESS001] Inclui switch 4 portas | [ESS001] | [ESS001] |

* + - 1. Distribuidores de rede *wireless*

A informação relativa a equipamentos de rede sem fios existente no SISTEMA pode ser consultada no quadro seguinte.

|  |  |  |  |
| --- | --- | --- | --- |
| ID | DESCRIÇÃO | ENDEREÇO IP | LOCALIZAÇÃO |
| ESS001 | [ESS001] inclui *wireless* | [ESS001] | [ESS001] |

* + - 1. Computadores fixos

Nesta secção são apresentados os dados relativos aos computadores fixos no SISTEMA.

|  |  |  |  |
| --- | --- | --- | --- |
| ID | DESCRIÇÃO | ENDEREÇO IP | LOCALIZAÇÃO |
| CPF001 | NOME NETBIOS: MENA  MARCA / MODELO: Dell OptiPlex 390 (JPWD95J)  PROCESSADOR: Intel Core i3–2120 3.4 CPU 3.30GHz  MEMÓRIA PRINCIPAL: 4 GB  MEMÓRIA SECUNDÁRIA: 500 GB (HDD)  AQUISIÇÃO: 2012-04-19 | 192.168.1.101  (estático) | EMP001.DEP001 |
| CPF002 | NOME NETBIOS: JOSE  MARCA / MODELO: Dell OptiPlex 3010 (67H7ZZ1)  PROCESSADOR: Intel Core i3–3240 CPU 3.4GHz  MEMÓRIA PRINCIPAL: 4 GB  MEMÓRIA SECUNDÁRIA: 500 GB (HDD)  AQUISIÇÃO: 2013-12-31 | 192.168.1.103  (estático) | EMP001.DEP001 |
| CPF003 | NOME NETBIOS: PATRICIA  MARCA / MODELO: Dell OptiPlex 3110 (1MQDGZ1)  PROCESSADOR: Intel Core i3–3240 CPU 3.4GHz  MEMÓRIA PRINCIPAL: 4 GB  MEMÓRIA SECUNDÁRIA: 500 GB (HDD)  AQUISIÇÃO: 2013-12-31 | 192.168.1.102  (estático) | EMP001.DEP001 |

* + - 1. Computadores portáteis

O quadro seguinte regista a informação dos computadores portáteis que pertencem ao SISTEMA. Atendendo ao risco de extravio de informação, a localização destes dispositivos é essencial para a segurança dos dados. Assim, as localizações autorizadas destes dispositivos encontram-se definidas no PSD na secção 11.3.

|  |  |  |
| --- | --- | --- |
| ID | DESCRIÇÃO | ENDEREÇO IP |
| CPP001 | NOME NETBIOS: DESKTOP-LQ34ROJ  MARCA / MODELO: Toshiba TECRA Z50-A-11R (C0368208E1E410K7)  PROCESSADOR: Intel Core i5–4200U CPU 1.6GHz  MEMÓRIA PRINCIPAL: 4 GB  MEMÓRIA SECUNDÁRIA: 240 GB (SSD)  AQUISIÇÃO: 2014-12-22 | (vazio) |

* + - 1. Impressoras, digitalizadores e multifunções

As impressoras, digitalizadores e multifunções existentes no SISTEMA, constam no quadro seguinte.

|  |  |  |  |
| --- | --- | --- | --- |
| ID | DESCRIÇÃO | ENDEREÇO IP | LOCALIZAÇÃO |
| IMP001 | DESCRIÇÃO: Impressora HP LaserJet M2727NF MFP  TECNOLOGIA DE IMPRESSÃO: Laser  TIPO: Multifunções  INTERFACES DISPONÍVEIS: LAN e USB  INTERFACE ATUAL: LAN  LEITOR DE USB OU CARTÕES: Não | 192.168.1.68  (estático) | EMP001.DEP001 |
| IMP002 | DESCRIÇÃO: HP OfficeJet Pro 8710  TECNOLOGIA DE IMPRESSÃO: Jato de tinta  TIPO: Multifunções  INTERFACES DISPONÍVEIS: LAN e USB  INTERFACE ATUAL: USB  LEITOR DE USB OU CARTÕES: USB | N/A | EMP001.DEP001 |

* + - 1. Dispositivos de produção

A informação relativa aos dispositivos usados na produção, tal como tipo de ligação ao SISTEMA, endereço IP (se aplicável) e localização, consta no quadro seguinte.

|  |  |  |  |
| --- | --- | --- | --- |
| ID | DESCRIÇÃO | ENDEREÇO IP | LOCALIZAÇÃO |
| (vazio) | DESCRIÇÃO: (vazio)  TIPO DE LIGAÇÃO AO SISTEMA: (vazio) | (vazio) | (vazio) |

* + - 1. Outros equipamentos

Os equipamentos que não se enquadram em nenhuma categoria dos pontos anteriores (e.g. relógios de ponto, camaras de vídeo) são registados no quadro seguinte.

|  |  |  |  |
| --- | --- | --- | --- |
| ID | DESCRIÇÃO | ENDEREÇO IP | LOCALIZAÇÃO |
| (vazio) | (vazio) | (vazio) | (vazio) |

* + - 1. Dipositivos externos de armazenamento

São considerados dispositivos externos de armazenamento (DEA) todos aqueles cuja utilização normal permite transportar a informação para fora da esfera física do SISTEMA (e.g. *pendrives*, discos externos, cartões de memória, etc.). Atendendo ao risco de extravio de informação, a localização destes dispositivos é essencial para a segurança dos dados. Assim, as localizações autorizadas destes dispositivos encontram-se definidas no PSD na secção 11.3.

|  |  |  |
| --- | --- | --- |
| ID | TIPO | CONTEÚDO |
| DEA001 | Disco externo | Dispositivo utilizado para cópias de segurança onde consta informação operacional do ERP Primavera e dos restantes ficheiros da ORGANIZAÇÃO. |
| DEA002 | Disco externo | Dispositivo utilizado para cópias de segurança onde consta informação operacional do ERP Primavera e dos restantes ficheiros da ORGANIZAÇÃO. |

* + 1. Fora de uso

No quadro seguinte estão identificados os dispositivos inativados ou fora de uso. Embora atualmente já não pertençam ao SISTEMA, são mantidos nesta subsecção de forma a ser possível referenciar registos existentes.

|  |  |  |
| --- | --- | --- |
| ID | DESCRIÇÃO | PARCEIRO |
| (vazio) | DESCRIÇÃO: (vazio)  MOTIVO DE INATIVIDADE: (vazio) | (vazio) |

* 1. APLICAÇÕES DE SEGURANÇA

As aplicações de segurança (APS) instaladas por dispositivo encontram-se especificadas no PSD. O ID de identificação das aplicações de segurança é único em toda a secção (e.g. infraestrutura, SO, etc.). Cada aplicação inclui uma lista com as proteções que oferece ao SISTEMA.

* + 1. Nível de infraestrutura

A informação relativa a aplicações de segurança ao nível de infraestrutura do SISTEMA é mantida no quadro seguinte.

|  |  |  |
| --- | --- | --- |
| ID | DESCRIÇÃO | PROTEÇÕES |
| (vazio) | (vazio) | (vazio) |

* + 1. Nível de SO

No quadro seguinte consta a informação relativa a aplicações de segurança ao nível de SO.

|  |  |  |
| --- | --- | --- |
| ID | DESCRIÇÃO | PROTEÇÕES |
| APS001 | Kaspersky Internet Security | Proteção antivírus e *firewall*. |

* + 1. Outros

As outras aplicações de segurança que não se enquadram nos quadros anteriores constam no seguinte (e.g. encriptadores de ficheiros).

|  |  |  |
| --- | --- | --- |
| ID | DESCRIÇÃO | PROTEÇÕES |
| (vazio) | (vazio) | (vazio) |

* + 1. Fora de uso

As aplicações de segurança fora de uso no sistema devem ser mantidas no quadro seguinte de forma a ser possível referenciar os registos existentes.

|  |  |
| --- | --- |
| ID | DESCRIÇÃO |
| (vazio) | DESCRIÇÃO: (vazio)  MOTIVO DE INATIVIDADE: (vazio)  DATA: (vazio)  PARCEIRO: (vazio) |

* 1. OUTRAS APLICAÇÕES

Nesta secção são apresentadas todas as aplicações utilizadas no SISTEMA incluindo os SO. As licenças constituem o anexo VI -2 deste DOSSIER.

* + 1. Sistemas Operativos

As aplicações de produtividade do SISTEMA são mantidas no quadro seguinte.

|  |  |
| --- | --- |
| ID | DESCRIÇÃO |
| APP001 | Windows 10 Pro 64 bits |

* + 1. Aplicações de produtividade

As aplicações de produtividade do SISTEMA são mantidas no quadro seguinte.

|  |  |
| --- | --- |
| ID | DESCRIÇÃO |
| APP002 | Microsoft Office 2007 |
| APP004 | Microsoft SQL Server 2014 |
| APP005 | Microsoft Office 2013 |
| APP007 | Thunderbird |

* + 1. Aplicações operacionais

As aplicações operacionais (e.g. contabilidade, recursos humanos, gestão de produção, etc.) encontram-se identificadas no quadro seguinte.

|  |  |
| --- | --- |
| ID | DESCRIÇÃO |
| APP003 | ERP Primavera |
| APP006 | JUFIL |

* + 1. Aplicações por dispositivo

O quadro seguinte apresenta os SO e as aplicações de produtividade ou operacionais, instaladas por dispositivo.

|  |  |
| --- | --- |
| DISPOSITIVO | APLICAÇÕES |
| SVR001 | APP001, APP003, APP004 |
| CPF001 | APP001, APP002, APP003, APP006, APP007 |
| CPF002 | APP001, APP003, APP005, APP006 |
| CPF003 | APP001, APP003, APP005, APP006 |
| CPP001 | APP001, APP002 |

* + 1. Fora de uso

As aplicações fora de uso no SISTEMA devem ser mantidas no quadro seguinte de forma a ser possível referenciar os registos existentes.

|  |  |
| --- | --- |
| ID | DESCRIÇÃO |
| (vazio) | DESCRIÇÃO: (vazio)  MOTIVO: (vazio)  DATA: (vazio)  PARCEIRO: (vazio) |

* 1. RECURSOS DE REDE

Nesta secção incluem-se os recursos disponíveis na rede. O ID é único em toda a secção.

* + 1. Servidores de ficheiros e dados

O quadro seguinte apresenta os recursos de rede disponíveis no SISTEMA.

|  |  |  |  |
| --- | --- | --- | --- |
| ID | TIPO | RECURSO PARTILHADO | CONTEÚDO |
|  | | (vazio) |  |
| REC001 | SBGD | PARTILHA / ORIGEM: SERVIDOR\Primavera  CREDENCIAIS: ANEXO VI -3 | Base de dados onde consta informação operacional do ERP Primavera (APP003, APP004). |
| REC002 | Pasta Patilhada | PARTILHA / ORIGEM: D:\Trabalho  CREDENCIAIS: ANEXO VI -3 | Ficheiros da ORGANIZAÇÃO |

* + 1. Recursos externos

Nesta secção constam os recursos externos que fazem parte do SISTEMA. Porque podem por em causa a privacidade e segurança dos dados, o quadro seguinte, além de os identificar individualmente também indica a justificação de utilização e a ata em que o RESPONSÁVEL PELO TRATAMENTO autoriza a sua utilização.

|  |  |  |
| --- | --- | --- |
| ID | SERVIÇO | DESCRIÇÃO DE CONTEÚDO |
| (vazio) | DESCRIÇÃO: (vazio)  CREDENCIAIS: (vazio) | (vazio) |

* + 1. Outros recursos

No quadro seguinte constam outros recursos de rede que não se enquadram nos pontos anteriores.

|  |  |  |
| --- | --- | --- |
| ID | TIPO | DESCRIÇÃO |
| [IMP002] | Impressora | Impressora HP cores IMP002 |

* + 1. Fora de uso

Os recursos de rede fora de uso no SISTEMA devem ser mantidas no quadro seguinte de forma a ser possível referenciar os registos existentes.

|  |  |  |
| --- | --- | --- |
| ID | DESCRIÇÃO | TIPO |
| (vazio) | DESCRIÇÃO: (vazio)  MOTIVO DE INATIVIDADE: (vazio) | (vazio) |

* 1. UTILIZADORES

Nesta secção encontra-se informação sobre os UTILIZADORES ativos e inativos do SISTEMA.

* + 1. Perfis de utilizador

Os perfis de UTILIZADOR do sistema encontram-se enumerados no quadro seguinte.

|  |  |
| --- | --- |
| PERFIL | PERMISSÕES |
| PER001 | PERFIL: Administrador  DESCRIÇÃO: acesso com permissões totais ao sistema operativo. |
| PER002 | PERFIL: Super administrador  DESCRIÇÃO: acesso com permissões totais a todo o SGBD. |
| PER003 | DESIGNAÇÃO: Super administrador  DESCRIÇÃO: acesso com permissões totais a qualquer base de dados do ERP. |
| PER004 | PERFIL: Utilizador  DESCRIÇÃO: acesso com permissões restritas ao sistema operativo. |

* + 1. Utilizadores ativos

Os UTILIZADORES ativos do SISTEMA encontram-se identificados no quadro seguinte, através do nome e tipo de permissão.

|  |  |
| --- | --- |
| ID | Nome |
| USR001 | José Monteiro |
| USR002 | Filomena Oliveira |
| USR003 | Patrícia Oliveira |
| [PAR001] | [PAR001] |

* + 1. Utilizadores inativos

Os UTILIZADORES inativos no SISTEMA devem ser mantidos no quadro seguinte de forma a ser possível referenciar os registos existentes.

|  |  |
| --- | --- |
| ID | Nome |
| (vazio) | (vazio) |

1. PLANO DE SEGURANÇA E DISPONIBILIDADE

Este módulo apresenta o Plano de Segurança e Disponibilidade (PSD) do SISTEMA, com o objetivo de promover a confidencialidade e disponibilidade dos dados. As secções que compõem este módulo pretendem demonstrar as medidas e dispositivos escolhidos pela ORGANIZAÇÃO para promover a segurança e disponibilidade dos dados e do SISTEMA.

O PSD é revisto periodicamente com o objetivo de acautelar novos dispositivos e aplicações de segurança ou disponibilidade existentes no mercado. Estas medidas podem ser sugeridas pelo AUDITOR ou pelo ADMINISTRADOR DE SISTEMA, fruto: i) da reavaliação dos riscos e da exposição a vulnerabilidades do SISTEMA; ii) da necessidade de melhorar continuamente o índice de proteção do SISTEMA com tecnologia atual; e iii) da maior disponibilidade de investimento da ORGANIZAÇÃO para investir em tecnologia relacionada com a segurança.

A edição do PSD é da responsabilidade do AUDITOR. Em cada auditoria de revisão o PSD deve ser revisto para avaliar a eficiência da proteção a novas ameaças. O AUDITOR deve promover que sejam sempre ponderados novos mecanismos de segurança, pesando sempre com bom senso o esforço de investimento de cada medida proposta e o impacto que pode representar na privacidade, segurança, integridade e disponibilidade dos dados e do SISTEMA.

É neste contexto que o controlo de versões de *software* e *firmware* instalados fazem parte integrante do PSD. Tendo por base o cruzamento das últimas versões estáveis de segurança disponibilizadas pelos fabricantes com as efetivamente implementadas no SISTEMA, o AUDITOR promove que o SISTEMA mantenha um baixo nível de exposição aos riscos, levantando vulnerabilidades quando as versões mais recentes não se encontrarem instaladas. Neste contexto, o PSD terá sempre as últimas versões estáveis de segurança disponibilizadas pelos respetivos fabricantes.

Alguns dos quadros apresentados nos itens seguintes solicitam um estado individual. Este estado pode ser utilizado pelo AUDITOR para definir: i) uma regra ainda não implementada; ii) uma regra em reavaliação; iii) uma regra de mitigação de risco; etc.

* 1. CONTROLO DE ACESSO À INFRAESTRUTURA
     1. Barreiras de acesso

As barreiras de acesso definidas no SISTEMA pretendem impedir o acesso ao SISTEMA por estranhos. As validações de barreiras de acesso são confirmadas a cada auditoria pelo AUDITOR.

* + - 1. Internet

No quadro seguinte constam os equipamentos que controlam o acesso (e.g. *routers*, *firewalls*, *appliances*, etc.), mantendo informação sobre a sua função e o domínio de administração (interno ou parceiro).

|  |  |  |
| --- | --- | --- |
| DISPOSITIVO | FUNÇÃO | QUEM ADMINISTRA |
| (vazio) | *Firewall* de administração interna exclusiva (ESS a implementar) | (vazio) |

* + - 1. Rede local

Neste ponto constam as barreiras de admissão à rede que devem ser configuradas nos dispositivos de distribuição de rede *wired* e *wireless* (e.g. *switchs* com gestão de portas, *accesspoints* com filtros *mac address*, etc.).

|  |  |
| --- | --- |
| DISPOSITIVO | DESCRIÇÃO |
| (vazio) | (vazio) |

* + - 1. Sistemas operativos (SO)

No quadro seguinte apresenta-se a informação relativa às barreiras de segurança cuja implementação deve ficar garantida nos SO, tais como *firewalls* por *software* (SO, KIS, etc.), conta de convidado inativa, acesso apenas com UTILIZADOR e palavra-chave a todos os recursos, etc.

|  |  |
| --- | --- |
| DISPOSITIVO / APLICAÇÃO | BARREIRAS |
| SVR001.APP001 |  |
|  | Conta de convidado inativada |
|  | Autenticação com nome de UTILIZADOR e palavra-chave |
| CPF001.APP001 |  |
|  | Conta de convidado inativada |
|  | Autenticação com nome de UTILIZADOR e palavra-chave |
| CPF002.APP001 |  |
|  | Conta de convidado inativada |
|  | Autenticação com nome de UTILIZADOR e palavra-chave |
| CPF003.APP001 |  |
|  | Conta de convidado inativada |
|  | Autenticação com nome de UTILIZADOR e palavra-chave |
| CPP001.APP001 |  |
|  | Conta de convidado inativada |
|  | Autenticação com nome de UTILIZADOR e palavra-chave |
| SVR001.APS001 |  |
|  | *Firewall* do Antivírus |
| CPF001.APS001 |  |
|  | *Firewall* do Antivírus |
| CPF002.APS001 |  |
|  | *Firewall* do Antivírus |
| CPF003.APS001 |  |
|  | *Firewall* do Antivírus |
| CPP001.APS001 |  |
|  | *Firewall* do Antivírus |

* + 1. Exceções de acesso

Esta secção contém as regras de exceção definidas nas barreiras de acesso. Apenas as regras abaixo estão previstas e autorizadas, devendo as restantes serem consideradas não conformidades se existirem. Esta validação é feita pelo AUDITOR a cada auditoria.

* + - 1. Internet

No quadro seguinte estão descritas as regras de acesso autorizadas por dispositivo.

|  |  |  |  |
| --- | --- | --- | --- |
| DISPOSITIVO | REGRA | DESCRIÇÃO | ESTADO |
| ESS001 |  |  |  |
|  | Rede pública (80) 🡪 ESS001 (80) | Suporte técnico remoto do parceiro | Ativo |

* + - 1. Rede local com fios

No quadro seguinte constam as regras de exceção definidas para acesso à rede local. Apenas são descritas regras de exceção se estiverem previstas barreiras de controlo de acesso ao meio com fios na rede local em 10.1.2.

|  |  |  |  |
| --- | --- | --- | --- |
| DISPOSITIVO | DISPOSITIVOS PERMITIDOS | ADMISSÃO | ESTADO |
| (vazio) |  |  |  |
|  | (vazio) | (vazio) | (vazio) |

* + - 1. Rede local sem fios

Regras de exceção para acesso à rede local sem fios podem ser consultadas no quadro seguinte (e.g. admissão por *mac address*). Apenas são descritas regras de exceção se estiverem previstas barreiras de controlo de acesso ao meio sem fios na rede local em 10.1.2.

|  |  |  |
| --- | --- | --- |
| DISPOSITIVO | DISPOSITIVOS AUTORIZADOS | ESTADO |
| (vazio) |  |  |
|  | DISPOSITIVOS: (vazio)  ATA: (vazio)  JUSTIFICAÇÃO: (vazio) | (vazio) |

* + - 1. Sistemas operativos (SO)

As regras de exceção para acesso a computador fixos ou portáteis, servidores, ou outros equipamentos com SO, encontram-se descritas no quadro seguinte. Apenas as regras abaixo estão previstas e autorizadas. Todas as outras configuradas devem ser consideradas não conformidades. Na coluna REDES são enumeradas as redes em que as regras estão previstas.

|  |  |  |  |
| --- | --- | --- | --- |
| DISPOSITIVO | DESCRIÇÃO | REDES | ESTADO |
| SVR001 |  |  |  |
|  | PORTAS / DESCRIÇÃO: Partilha de Ficheiros do Windows | Local | Ativo |
|  | PORTAS / DESCRIÇÃO: Acesso ao SQL Server (Primavera) | Local | Ativo |

* + 1. Acessos externos

Nesta secção enumeram-se os acessos externos autorizados ao SISTEMA e mecanismos utilizados para minimizar o acesso não autorizado ao conteúdo transmitido através da rede pública.

* + - 1. Proteção de ligações

O quadro seguinte apresenta os mecanismos de proteção utilizados para proteger as ligações dos acessos externos autorizados, i.e. mitigação de risco no acesso inadvertido ao conteúdo transmitido na rede pública, e mecanismos de admissão de dispositivos remotos (e.g. certificado digital para admitir a ligação remota).

|  |  |
| --- | --- |
| ID | MECANISMOS DE PROTEÇÃO |
| (vazio) | (vazio) |

* + - 1. Acessos autorizados

No quadro seguinte consta informação sobre o tipo de acesso e quais os UTILIZADORES / dispositivos com autorização para acesso externo. Como os acessos externos podem por em causa a privacidade, segurança, integridade e disponibilidade dos dados e do SISTEMA, é identificada a autorização do RESPONSÁVEL DE TRATAMENTO e são enumeradas as medidas de proteção utilizadas em cada acesso autorizado.

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| ID | DISPOSITIVO | UTILIZADOR | TIPO | JUSTIFICAÇÃO | PROTEÇÕES |
|  | (vazio) | (vazio) |  |  |  |
| (vazio) |  |  | (vazio) | ATA:  (vazio)  JUSTIFICAÇÃO: (vazio) | (vazio) |

* 1. DISPOSITIVOS MÓVEIS

Esta secção apresenta as estratégias utilizadas para admissão de novos dispositivos de armazenamento externo (DEA). Apenas os DEA autorizados podem ser utilizados no SISTEMA. A validação das técnicas utilizadas para controlo dos DEA é feita pelo AUDITOR a cada auditoria.

* + 1. Mecanismos de controlo dos DEA

O quadro seguinte descreve como é feito o controlo da admissão de DEA (*pendrive*s, discos externos, etc.). É registada a utilização de aplicações de segurança que permitem bloquear o acesso não autorizado de DEA através de portas USB, leitores de cartões ou escritores de UOE.

|  |  |  |
| --- | --- | --- |
| DISPOSITIVO | APLICAÇÃO DE SEGURANÇA | VERSÃO |
| DEA001 |  |  |
|  | Aplicação de segurança para cifrar a informação contida num dispositivo (APS a implementar) | (vazio) |
| DEA002 |  |  |
|  | Aplicação de segurança para cifrar a informação contida num dispositivo (APS a implementar) | (vazio) |
| CPP001 |  |  |
|  | Aplicação de segurança para cifrar a informação contida num dispositivo (APS a implementar) | (vazio) |

* + 1. Dispositivos/Utilizadores autorizados por DEA

No quadro seguinte estão registadas as autorizações de utilização de DEA por dispositivo/utilizador.

|  |  |  |  |
| --- | --- | --- | --- |
| DEA | DISPOSITIVOS/UTILIZADORES | JUSTIFICAÇÃO | ESTADO |
| DEA001 |  |  |  |
|  | CPF001/USR001 | ATA: única de 2018-05-21  JUSTIFICAÇÃO: Dispositivo utilizado para cópias de segurança onde consta informação operacional do ERP Primavera e dos restantes ficheiros da ORGANIZAÇÃO. | Ativo |
|  | SVR001/[PAR001] | ATA: única de 2018-05-21  JUSTIFICAÇÃO: Em caso de perda ou destruição dos dados do servidor, o dispositivo pode ser utilizado pelo ADMINISTRADOR DO SISTEMA para reposição dos mesmos. |  |
| DEA002 |  |  |  |
|  | CPF003/USR003 | ATA: única de 2018-05-21  JUSTIFICAÇÃO: Dispositivo utilizado para cópias de segurança onde consta informação operacional do ERP Primavera e dos restantes ficheiros da ORGANIZAÇÃO. | Ativo |
|  | SVR001/[PAR001] | ATA: única de 2018-05-21  JUSTIFICAÇÃO: Em caso de perda ou destruição dos dados do servidor, o dispositivo pode ser utilizado pelo ADMINISTRADOR DO SISTEMA para reposição dos mesmos. |  |

* + 1. Autorizações de mobilidade

No quadro seguinte estão registados os UTILIZADORES autorizados a movimentar dispositivos móveis (e.g. DEA, computadores portáteis, etc.), dentro e fora da ORGANIZAÇÃO (e.g. cópias de segurança deslocalizadas, passagem de ficheiro para máquina de produção, computador portátil do vendedor, etc.). No campo das localizações autorizadas devem ser inseridos os locais autorizados pelo RESPONSÁVEL PELO TRATAMENTO para cada dispositivo ou DEA (e.g. SRV001, domicilio do USR991, gabinete do USR992, viatura do USR993, etc.). Devem também ser mencionadas as medidas de proteção adicional no caso de transportarem DADOS PESSOAIS (e.g. dados encriptados através do APS991, o computador portátil não pode conter informação local além do catálogo de produtos, etc.).

|  |  |  |
| --- | --- | --- |
| DISPOSITIVO / DEA | UTILIZADORES | JUSTIFICAÇÃO |
| DEA001 | USR002 |  |
|  |  | ATA: única de 2018-05-21  JUSTIFICAÇÃO: Devem existir cópias de segurança deslocalizadas no SISTEMA  LOCALIZAÇÕES AUTORIZADAS: EMP001.DEP001; habitação do USR002  MEDIDAS DE PROTEÇÃO ADICIONAL: A informação contida no dispositivo encontra-se cifrada (APS a implementar) |
| DEA002 | USR003 |  |
|  |  | ATA: única de 2018-05-21  JUSTIFICAÇÃO: Devem existir cópias de segurança deslocalizadas no SISTEMA  LOCALIZAÇÕES AUTORIZADAS: EMP001.DEP001; habitação do USR003  MEDIDAS DE PROTEÇÃO ADICIONAL: A informação contida no dispositivo encontra-se cifrada (APS a implementar) |
| CPP001 | USR001 |  |
|  |  | ATA: única de 2018-05-21  JUSTIFICAÇÃO: Dispositivo usado para serviço externo prestado fora das instalações da ORGANIZAÇÃO.  LOCALIZAÇÕES AUTORIZADAS: EMP001.DEP001; habitação do USR001  MEDIDAS DE PROTEÇÃO ADICIONAL: A informação contida no dispositivo encontra-se cifrada (APS a implementar) |

* + 1. Dispositivos sujeitos a outras estratégias de bloqueio

O quadro seguinte apresenta outras estratégias de bloqueio permanente aplicadas em dispositivos onde não é possível ou exequível utilizar aplicações de segurança de bloqueio (e.g. cartões SD em impressoras).

|  |  |
| --- | --- |
| DISPOSITIVO | DESCRIÇÃO |
| IMP002 | Existência de selos inquebráveis nos orifícios de leitura de USB ou Cartões (a implementar) |

* 1. PERMISSÕES DOS UTILIZADORES

A validação de permissões dos UTILIZADORES é feita pelo AUDITOR em cada auditoria.

* + 1. Utilizadores autorizados por dispositivo

Nesta subsecção são enumerados os UTILIZADORES e respetivos perfis autorizados por dispositivo.

|  |  |  |
| --- | --- | --- |
| DISPOSITIVO | UTILIZADOR | PERFIL |
| SVR001 |  |  |
|  | [PAR001] | APP001.PER001 |
| CPF001 |  |  |
|  | USR002 | APP001.PER004 |
|  | [PAR001] | APP001.PER001 |
| CPF002 |  |  |
|  | USR003 | APP001.PER004 |
|  | [PAR001] | APP001.PER001 |
| CPF003 |  |  |
|  | USR003 | APP001.PER004 |
|  | [PAR001] | APP001.PER001 |
| CPP001 |  |  |
|  | USR001 | APP001.PER004 |
|  | [PAR001] | APP001.PER001 |

* + 1. Utilizadores autorizados por aplicação

No quadro seguinte constam os perfis de acesso de cada UTILIZADOR a cada aplicação (e.g. faturação, contabilidade, gestão de produção, etc.). Apenas os UTILIZADORES mencionados têm autorização de acesso a cada aplicação mencionada.

|  |  |  |
| --- | --- | --- |
| APLICAÇÃO | UTILIZADOR | PERFIL |
| APP003 |  |  |
|  | USR001 | PER002 |
|  | [PAR001] | PER002 |
| APP004 |  |  |
|  | USR001 | PER003 |
|  | [PAR001] | PER003 |

* + 1. Utilizadores autorizados por recurso

O quadro seguinte mostra as permissões [RW,R] de cada UTILIZADOR por recurso.

|  |  |  |  |
| --- | --- | --- | --- |
| RECURSO | UTILIZADOR | AUTORIZAÇÃO | PERMISSÕES |
| REC001 |  |  |  |
|  | USR001 | ATA: única de 2018-05-21  JUSTIFICAÇÃO: Necessário para que o UTILIZADOR possa desempenhar as suas funções na ORGANIZAÇÃO. | RW |
|  | USR002 | ATA: única de 2018-05-21  JUSTIFICAÇÃO: Necessário para que o UTILIZADOR possa desempenhar as suas funções na ORGANIZAÇÃO. | RW |
|  | USR003 | ATA: única de 2018-05-21  JUSTIFICAÇÃO: Necessário para que o UTILIZADOR possa desempenhar as suas funções na ORGANIZAÇÃO. | RW |
|  | [PAR001] | ATA: única de 2018-04-17  JUSTIFICAÇÃO: Necessário para que seja prestado o suporte técnico à ORGANIZAÇÃO. | RW |
| REC002 |  |  |  |
|  | USR002 | ATA: única de 2018-05-21  JUSTIFICAÇÃO: Necessário para que o UTILIZADOR possa desempenhar as suas funções na ORGANIZAÇÃO. | RW |
|  | USR003 | ATA: única de 2018-05-21  JUSTIFICAÇÃO: Necessário para que o UTILIZADOR possa desempenhar as suas funções na ORGANIZAÇÃO. | RW |
|  | USR001 | ATA: única de 2018-05-21  JUSTIFICAÇÃO: Necessário para que o UTILIZADOR possa desempenhar as suas funções na ORGANIZAÇÃO. | RW |
|  | [PAR001] | ATA: única de 2018-05-21  JUSTIFICAÇÃO: Necessário para que seja prestado o suporte técnico à ORGANIZAÇÃO. | RW |

* + 1. Utilizadores autorizados por recurso externo

O quadro seguinte mostra as permissões [RW,R] de cada UTILIZADOR por recurso externo.

|  |  |  |  |
| --- | --- | --- | --- |
| RECURSO | UTILIZADOR | AUTORIZAÇÃO | PERMISSÕES |
| (vazio) |  |  |  |
|  | (vazio) | ATA: (vazio)  JUSTIFICAÇÃO: (vazio)  CONHECE AS CREDENCIAIS [S/N]: (vazio) | (vazio) |

* 1. ILEGIBILIDADE DE DADOS E PROTEÇÕES DE MALWARE

Nesta secção identificam-se os dispositivos protegidos com mecanismos que impedem a legibilidade dos dados por estranhos, e enumeram-se também as proteções contra *malware* existentes no SISTEMA. Além disso identificam-se os dispositivos protegidos com mecanismos que impedem a legibilidade dos dados por estranhos ao SISTEMA.

* + 1. Mecanismos de ilegibilidade de dados por dispositivo

No quadro seguinte é possível consultar os mecanismos utilizados para prevenir o acesso irregular aos dados presentes nos dispositivos (e.g. DEA, computadores portáteis, etc.).

|  |  |  |
| --- | --- | --- |
| DISPOSITIVO | APLICAÇÃO | VERSÃO |
| DEA001 |  |  |
|  | Aplicação de segurança que assegure a confidencialidade dos dados através de cifragem da informação contida no dispositivo (APS a implementar) | A implementar |
| DEA002 |  |  |
|  | Aplicação de segurança que assegure a confidencialidade dos dados através de cifragem da informação contida no dispositivo (APS a implementar) | A implementar |
| CPP001 |  |  |
|  | Aplicação de segurança que assegure a confidencialidade dos dados através de cifragem da informação contida no dispositivo (APS a implementar) | A implementar |

* + 1. Proteções de *malware* de infraestrutura por dispositivo

O quadro seguinte apresenta os dispositivos de infraestrutura presentes na ORGANIZAÇÃO que contêm proteções contra *malware* (e.g. *appliances*).

|  |  |  |
| --- | --- | --- |
| DISPOSITIVO | APLICAÇÃO | VERSÃO |
| (vazio) |  |  |
|  | (vazio) | (vazio) |

* + 1. Proteções de *malware* de SO por dispositivo

O quadro seguinte apresenta as aplicações de segurança instaladas por dispositivo. Devem ser levantadas vulnerabilidades a todos dispositivos com SO que não estejam protegidas por este tipo de aplicação.

|  |  |  |
| --- | --- | --- |
| DISPOSITIVO | APLICAÇÃO | VERSÃO |
| SVR001 |  |  |
|  | APS001 | 17.0.0.611 |
| CPF001 |  |  |
|  | APS001 | 17.0.0.611 |
| CPF002 |  |  |
|  | APS001 | 17.0.0.611 |
| CPF003 |  |  |
|  | APS001 | 17.0.0.611 |
| CPP001 |  |  |
|  | APS001 | 17.0.0.611 |

* 1. ATUALIZAÇÕES DE SEGURANÇA

Nesta secção identificam-se os dispositivos com necessidades regulares de atualizações de segurança.

* + 1. Versões de SO e outras aplicações

O quadro seguinte permite rastrear as aplicações por dispositivo com necessidades de atualizações de segurança regulares. Para facilitar a leitura, o SO é sempre a primeira aplicação mencionada por dispositivo. Apesar das atualizações de aplicações profissionais serem maioritariamente não relacionadas com a segurança e disponibilidade, serão também aqui consideradas pelo facto de lidarem com DADOS PESSOAIS e poderem haver atualizações de segurança a este nível.

|  |  |  |
| --- | --- | --- |
| DISPOSITIVO | APLICAÇÃO | VERSÃO |
| SVR001 |  |  |
|  | APP001 | 10.0.16299.371 |
|  | APP003 | 9.0 |
|  | APP004 | 12.0.2569.0 |
| CPF001 |  |  |
|  | APP001 | 10.0.16299.371 |
|  | APP002 | 12.0.6612.1000 |
|  | APP003 | 9.0 |
|  | APP005 |  |
|  | APP006 | 11.0.0 |
| CPF002 |  |  |
|  | APP001 | 10.0.16299.371 |
|  | APP003 | 9.0 |
|  | APP005 | 15.0.4989.1000 |
|  | APP006 | 11.0.0 |
| CPF003 |  |  |
|  | APP001 | 10.0.16299.371 |
|  | APP003 | 9.0 |
|  | APP005 | 15.0.5023.1000 |
|  | APP006 | 11.0.0 |
| CPP001 |  |  |
|  | APP001 | 10.0.16299.371 |
|  | APP003 | 9.0 |

* + 1. Versões de *firmware*

O quadro seguinte resume os dispositivos com necessidade de atualizações de *firmware*. As versões representam as últimas atualizações de segurança disponibilizadas por cada fabricante. As versões indicadas em dispositivos do tipo computador fixo ou móvel referem-se à BIOS do equipamento.

|  |  |
| --- | --- |
| DISPOSITIVO | VERSÃO |
| ESS001 | 10.2.1.L |
| SVR001 | 3.40 |
| CPF001 | A05 |
| CPF002 | A11 |
| CPF003 | A10 |
| CPP001 | 3.40 |
| IMP001 | 20071203 |
| IMP002 | WBP2CN1803AR |

* 1. DISPONIBILIDADE E INTEGRIDADE DOS DADOS

Nesta secção enumeram-se os mecanismos implementados no SISTEMA que promovem a disponibilidade e integridade dos dados.

* + 1. Redundância elétrica

Nesta secção são registados os tipos de redundância elétrica implementados no SISTEMA. As responsabilidades de verificação dos equipamentos de redundância são atribuídas aos UTILIZADORES pelo RESPONSAVEL PELO TRATAMENTO em ata.

|  |  |  |
| --- | --- | --- |
| DISPOSITIVO | DESCRIÇÃO | RESPONSABILIDADE DE VERIFICAÇÃO |
| REE001 | FUNÇÃO: Estabilização de energia dos dispositivos elegíveis a serem estabilizados.  MANUTENÇÃO: Substituição das baterias a cada 3 anos. | UTILIZADOR: USR002  PERIODICIDADE: Todas as sextas-feiras |

* + 1. Redundância de servidores

Nesta secção incluem-se os servidores que podem entrar em produção em caso de inoperabilidade ou falha dos que se encontram em produtivo. As verificações de redundância de servidores são da responsabilidade dos UTILIZADORES de SISTEMA designados pelo RESPONSÁVEL DO TRATAMENTO de dados em ata.

|  |  |  |
| --- | --- | --- |
| DISPOSITIVO | DESCRIÇÃO | RESPONSABILIDADE DE VERIFICAÇÃO |
| (vazio) | ATUALIZAÇÃO DE DADOS: (vazio)  DISPOSITIVOS ORIGEM DOS DADOS: (vazio) | UTILIZADOR: (vazio)  PERIODICIDADE: (vazio) |

* + 1. Redundância de discos

Nesta secção são descritos os sistemas de redundância de discos utilizados pela ORGANIZAÇÃO (e.g. RAID 0, 1, 5, etc.). As verificações de bom funcionamento dos mecanismos de redundância são da responsabilidade dos UTILIZADORES de SISTEMA designados pelo RESPONSÁVEL DO TRATAMENTO de dados em ata.

|  |  |  |
| --- | --- | --- |
| DISPOSITIVO | DESCRIÇÃO | RESPONSABILIDADE DE VERIFICAÇÃO |
| (vazio) | TIPO DE REDUNDÂNCIA: (vazio) | UTILIZADOR: (vazio)  PERIODICIDADE: (vazio) |

* + 1. Cópias de segurança

Nesta secção estão descritas todas as tarefas existentes para execução de cópias de segurança. São mantidos os registos de verificação de execução de cópias de segurança. Quando designado pelo RESPONSÁVEL PELO TRATAMENTO, podem também existir tarefas de validação de conteúdo de cópias de segurança. Os registos de verificação e validação (se aplicável) de cópias de segurança são da responsabilidade dos UTILIZADORES de SISTEMA designados pelo RESPONSÁVEL DO TRATAMENTO de dados em ata. A coluna destino identifica o dispositivo e pasta destino para o qual é feita a cópia de segurança.

|  |  |  |
| --- | --- | --- |
| DESTINO | DESCRIÇÃO | RESPONSABILIDADE DE VERIFICAÇÃO |
| [REC002]\  CopiasPrimavera | EXECUTANTE: Primavera Windows Services  ORIGEM DOS DADOS: REC001  TIPO: Completo  TIPO DE VERIFICAÇÃO: Visual (data de criação do ficheiro resultado das cópias) | UTILIZADOR:N/A  PERIODICIDADE: N/A |
| [DEA001]  \Trabalho | EXECUTANTE: USR002  ORIGEM DOS DADOS: REC002  TIPO: Incremental, sem apagamento no destino.  TIPO DE VERIFICAÇÃO: Visual (abertura aleatória de 2 ficheiros (e.g. Excel, Word, etc.) para análise da atualidade de conteúdo). | UTILIZADOR: USR002  PERIODICIDADE: Todas as terças e quintas-feiras |
| [DEA002]  \Trabalho | EXECUTANTE: USR003  ORIGEM DOS DADOS:REC002  TIPO: Incremental, sem apagamento no destino.  TIPO DE VERIFICAÇÃO: Visual (abertura aleatória de 2 ficheiros (e.g. Excel, Word, etc.) para análise da atualidade de conteúdo). | UTILIZADOR: USR003  PERIODICIDADE: Todas as segundas, quartas e sextas-feiras |

* 1. SUPORTE E CONTRATOS
     1. Parcerias

Nesta secção apresentam-se as parceiras existentes por dispositivo ou aplicação. A cada parceria é indicada também o tipo de parceria existente. Utilizam-se os seguintes tipos de parceira: i) garantia – que representa uma parceria com o fabricante da aplicação ou dispositivo; ii) suporte protocolado – para os dispositivos ou aplicações em que o suporte está abrangido por um contrato formal ou acordo informal (i.e. não existem impedimentos comerciais ou financeiros prévios para acesso ao suporte); iii) suporte não protocolado – em que o suporte está sujeito a impedimentos comerciais ou financeiros prévios (e.g. pagamento antecipado de um valor a orçamentar); e iv) suporte inativo – em que existem impedimentos definitivos que impossibilitam o acesso ao suporte (e.g. parceiro de suporte encerrou atividade).

Uma parceria não protocolada ou inativa pode representar uma vulnerabilidade para a ORGANIZAÇÃO. O facto de existirem impedimentos, temporários ou definitivos, de acesso ao suporte, pode por em causa a segurança, privacidade, integridade e disponibilidade dos dados e do SISTEMA.

|  |  |  |
| --- | --- | --- |
| DISPOSITIVO OU APLICAÇÃO | PARCEIRO | TIPO PARCERIA |
| ESS001 |  |  |
|  | PAR002 | Suporte protocolado |
| DRD001 |  |  |
|  | PAR001 | Suporte protocolado |
| DRD002 |  |  |
|  | PAR001 | Suporte protocolado |
| REE001 |  |  |
|  | PAR001 | Suporte protocolado |
| SVR001 |  |  |
|  | PAR001 | Suporte protocolado |
| CPF001 |  |  |
|  | PAR001 | Suporte protocolado |
| CPF002 |  |  |
|  | PAR001 | Suporte protocolado |
| CPF003 |  |  |
|  | PAR001 | Suporte protocolado |
| CPP001 |  |  |
|  | PAR001 | Suporte protocolado |
| IMP001 |  |  |
|  | PAR001 | Suporte protocolado |
| IMP002 |  |  |
|  | PAR001 | Suporte protocolado |
|  | PAR004 | Garantia |
| APS001 |  |  |
|  | PAR001 | Suporte protocolado |
| APP001 |  |  |
|  | PAR001 | Suporte protocolado |
| APP002 |  |  |
|  | PAR001 | Suporte protocolado |
| APP003 |  |  |
|  | PAR001 | Suporte protocolado |
| APP004 |  |  |
|  | PAR001 | Suporte protocolado |
| APP005 |  |  |
|  | PAR001 | Suporte protocolado |
| APP006 |  |  |
|  | PAR003 | Suporte protocolado |
| APP007 |  |  |
|  | PAR001 | Suporte protocolado |

* + 1. Renovação de subscrições e contratos

Nesta secção resumem-se os licenciamentos ou contratos com necessidade de renovação periódica (e.g. antivírus, Microsoft Office 365, garantias ou contratos de suporte a servidores, contratos de suporte a UPS, etc.). O AUDITOR lembra em ata a cada auditoria as renovações de subscrições e contratos a renovar para o próximo SPRINT. Aqui deve constar informação acerca da aplicação/dispositivo e a próxima renovação.

|  |  |
| --- | --- |
| DISPOSITIVO OU APLICAÇÃO | RENOVAÇÃO |
| APS001 | 2017-12-25 |
| APP003 | 2018-04-17 |

1. VULNERABILIDADES E AUDITORIAS

Nesta secção são apresentadas as vulnerabilidades identificadas que podem ter impacto no SISTEMA, e a documentação relacionada com as auditorias internas e externas.

Além das vulnerabilidades diretamente relacionadas com a segurança, são também indicadas as operacionais (i.e. as que podem condicionar a produtividade ou até operacionalidade da ORGANIZAÇÃO). Para cada vulnerabilidade são propostas medidas corretivas com o objetivo de a resolver de forma temporária ou definitiva.

Para cada auditoria realizada (interna ou externa) são aqui arquivados documentos diversos (e.g. atas de encerramento ou relatórios) resultantes da mesma.

* 1. VULNERABILIDADES IDENTIFICADAS

A manutenção do conteúdo dos quadros desta secção é feita a cada auditoria. As novas vulnerabilidades detetadas devem ser inseridas e as já existentes ainda pendentes devem ser revistas com o objetivo de validar se já foram ou não resolvidas. Quando uma vulnerabilidade é resolvida o seu estado deve ser atualizado. Caso a solução implementada impacte o Cronograma, Caracterização do SISTEMA ou PSD, essas alterações devem ser refletidas nos módulos e quadros respetivos (e.g. implementação de uma nova versão de *firmware* num dispositivo, instalação de uma nova aplicação de segurança, etc.).

Com o objetivo de promover a eficácia do processo de auditoria, a deteção de vulnerabilidades é feita com base em listas de vulnerabilidades e exposições comuns (ver anexo 4).

Nesta secção são enumeradas as vulnerabilidades identificadas: i) ainda não corrigidas e que podem pôr em causa o PSD definido; e ii) as vulnerabilidades corrigidas que são apenas mantidas para registo futuro do histórico. O impacto de cada vulnerabilidade é definido pelo AUDITOR, utilizando o bom senso na avaliação do risco que cada uma pode representar para o SISTEMA.

As vulnerabilidades podem ser categorizadas em dois níveis de impacto:

* SEVERO – que indica a necessidade de encontrar formas de resolver ou mitigar de forma imediata;
* CRÍTICO – que indica a necessidade de resolução logo que possível.

A coluna ESTADO dos quadros seguintes pode assumir um dos seguintes valores: i) Pendente; ii) Pendente, com medida temporária (mitigação); iii) Implementada; e iv) obsoleta ou sem significado (para quando uma vulnerabilidade deixou de fazer sentido ou deixou de existir a necessidade de correção).

Uma vulnerabilidade apenas pode ser classificada num dos quadros seguintes: i) segurança; ii) operacionais; e iii) assumidas.

* + 1. Segurança

O quadro seguinte resume as vulnerabilidades identificadas e classifica-as quanto ao seu possível impacto no SISTEMA. O campo DATA identifica a data de identificação da vulnerabilidade.

|  |  |  |
| --- | --- | --- |
| ID | VULNERABILIDADE E MEDIDA CORRETIVA | ESTADO |
| V000001  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  As barreiras de acesso à infraestrutura pela internet estão total ou parcialmente inoperacionais. Se estas barreiras não estiverem em pleno funcionamento não existem impedimentos no acesso de estranhos ao SISTEMA, deixando-o vulnerável.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente no que diz respeito ao controlo de acesso à infraestrutura através da internet.  DISPOSITIVOS: ESS001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000002  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  O SISTEMA permite que qualquer equipamento possa ser ligado à rede local com ou sem fios. Esse equipamento pode por em causa a estabilidade do SISTEMA, por causa de más configurações ou pelo facto de conter *malware* e contaminar os outros dispositivos.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, instalando ou reativando as barreiras de acesso à infraestrutura a partir da rede local.  DISPOSITIVOS: N/A.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000003  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  A utilização de palavras-chave originais torna os dispositivos visados em vulnerabilidades do SISTEMA porque pode permitir o acesso silencioso por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à alteração de palavras-chave originais dos dispositivos.  DISPOSITIVOS: ESS001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000004  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Como não existe nenhuma barreira adicional de acesso à rede local pela internet além dos equipamentos fornecidos pela operadora (e.g. routers), e como estes são acedidos por pessoal estranho à ORGANIZAÇÃO (e.g. correção de avarias do serviço), não é possível controlar e auditar tudo o que é feito no SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, implementando barreiras adicionais de acesso ao SISTEMA com dispositivos cuja administração esteja totalmente sob o domínio da ORGANIZAÇÃO  DISPOSITIVOS: N/A.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000005  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Não existe nenhum dispositivo que funcione como primeiro nível de proteção de infraestrutura. Mesmo que os computadores do SISTEMA estejam protegidos com aplicações de segurança de SO, um primeiro nível de segurança de infraestrutura é sempre recomendável, até para promover que equipamentos sem SO também estejam protegidos (e.g. impressoras, NAS, etc.).  MEDIDA CORRETIVA:  Recomenda-se a implementação de um mecanismo adicional de proteção contra *malware* ao nível da infraestrutura com o objetivo de promover o aumento do nível de segurança do SISTEMA.  DISPOSITIVOS: N/A  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000006  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Existem incoerências entre as exceções de acesso previstas no PSD e as efetivamente aplicadas nos dispositivos de controlo de acesso à infraestrutura. A configuração abusiva de exceções pode facilitar o acesso não autorizado por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, solicitando ao ADMINISTRADOR DE SISTEMA que reconfigure as regras de exceção para apenas aquelas que estão previstas no PSD. Solicitar a alteração das palavras-chave dos dispositivos em causa.  DISPOSITIVOS: N/A  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000007  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  Aceder à rede sem fios do SISTEMA é equivalente a utilizar a rede com cabo. O acesso ao SISTEMA não previsto no PSD e no Regulamento do SISTEMA facilita acessos não autorizados colocando os dados em risco.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, desativar imediatamente os acessos sem fios não autorizados e promover o debate do problema junto do RESPONSÁVEL PELO TRATAMENTO  DISPOSITIVOS: ESS001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000008  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  Manter a chave de acesso WiFi original dos dispositivos facilita o acesso por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, inativando o WiFi ou alterando a chave obedecendo às regras definidas.  DISPOSITIVOS: ESS001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000009  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  Existe a possibilidade de as chaves de acesso WiFi poderem ser quebradas. Quanto mais complexas, mais difícil se torna a tarefa de as descobrir (quebrar). Como é utilizada uma chave de acesso WiFi fraca, esta pode ser descoberta e permitir o acesso não autorizado por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, alterando de imediato a chave de acesso WiFi respeitando a complexidade lá definida.  DISPOSITIVOS: ESS001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000010  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Existem no SISTEMA dispositivos que podem ser configurados a partir da rede pública ou da rede sem fios, podendo esta funcionalidade ser utilizada como forma de facilitar o acesso ao SISTEMA através da reconfiguração irregular de dispositivos.  MEDIDA CORRETIVA:  Se possível, reconfigurar os dispositivos para que apenas possam ser reconfigurados a partir da rede privada e com ligação à rede por cabo.  DISPOSITIVOS: ESS001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V0000011  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  O tempo decorrido desde a última alteração de palavras-chave de dispositivos de infraestrutura excede o prazo definido no Regulamento do SISTEMA. A troca periódica de palavras-chave dos dispositivos de infraestrutura previne casos de divulgação inadvertida e dificulta ataques do tipo tentativa-erro, força bruta, etc.  MEDIDA CORRETIVA:  Respeitar os prazos definidos no Regulamento do SISTEMA para troca das palavras-chave dos dispositivos de infraestrutura.  DISPOSITIVOS: ESS001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V0000012  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  As regras de exceção de acesso à infraestrutura pela internet ou pelos distribuidores de rede sem fios devem ser revistos periodicamente com o objetivo de evitar a existência de regras em excesso e que possam facilitar o acesso não autorizado ao SISTEMA por estranhos.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA nomeadamente no que diz respeito aos prazos para revisão das regras de acesso à infraestrutura.  DISPOSITIVOS: ESS001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000013  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  A alteração periódica das chaves de acesso WiFi resolvem problemas de divulgação desconhecida e de descoberta através de ferramentas de *hacking*. Se as chaves de acesso WiFi não forem alteradas periodicamente podem ser descobertas (quebradas) e utilizadas para acesso de estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, alterando de imediato a chave de acesso WiFi respeitando as regras lá definidas.  DISPOSITIVOS: ESS001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000014  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Existem computadores com versão de *firmware* desatualizada. Estas atualizações além de promoverem a estabilidade dos equipamentos, também contribuem para a proteção, estabilidade e bom funcionamento dos dispositivos e, consequentemente, do SISTEMA.  MEDIDA CORRETIVA:  Apesar da possibilidade de tornar o dispositivo inoperável, a atualização da *firmware* deve ser efetuada para proteger o dispositivo e o SISTEMA.  DISPOSITIVOS: SVR001; CPF001; CPF002; CPF003; CPP001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000015  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Existem dispositivos cujos componentes consumíveis não são substituídos há mais tempo do que previsto no Regulamento de SISTEMA. A falha das baterias ou mecanismos de refrigeração pode fazer com que o UTILIZADOR se veja privado da utilização do dispositivo e pode mesmo causar outros problemas de resolução mais cara e complexa.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente agendando a substituição das baterias e mecanismos de refrigeração nos prazos previstos, de forma a não pôr em causa a disponibilidade e bom funcionamento do SISTEMA.  DISPOSITIVOS: CPF001; CPF002; CPF003.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V0000016  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Existem palavras-chave de SO não alteradas há mais tempo do que o previsto no Regulamento de SISTEMA. A alteração periódica das palavras-chave é importante para prevenir divulgações desconhecidas ou descobertas através de ferramentas de *hacking*.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente no que diz respeito à periodicidade para alteração de palavras-chave.  DISPOSITIVOS: SVR001; CPF001; CPF002; CPF003; CPP001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V0000017  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  Existem computadores que não bloqueiam de forma automática o ecrã no tempo previsto pelo Regulamento do SISTEMA. Se o ecrã não bloquear automaticamente e o UTILIZADOR se esquecer de o fazer, o SISTEMA fica acessível a qualquer pessoa que lhe possa aceder fisicamente.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito ao bloqueio automático de ecrã. Avaliar a necessidade de formação dos UTILIZADORES para que saibam a importância dos bloqueios de ecrã sempre que se ausentam da frente do computador.  DISPOSITIVOS: SVR001; CPF001; CPF002; CPF003; CPP001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000018  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  Existem palavras-chave de administrador que foram comprometidas ou divulgadas. A conta de administrador permite instalar e desinstalar aplicações (incluindo as de proteção contra *malware*), e permite alterar permissões e partilhar informação de forma não prevista no PSD.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente no que diz respeito às palavras-chave e ao seu sigilo. Alterar imediatamente as palavras-chave comprometidas. Reavaliar as permissões e aplicações de segurança definidas nos dispositivos envolvidos.  DISPOSITIVOS: SVR001; CPF001; CPF002; CPF003; CPP001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000019  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  Existem UTILIZADORES no SISTEMA com permissões de SO acima do necessário. Estes UTILIZADORES podem reconfigurar o SO ou as aplicações de segurança pondo em risco os dados e o SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, reajustando as permissões dos UTILIZADORES em causa. Reavaliar os itens do PSD relacionados com o dispositivo, e reavaliar o bom funcionamento e configurações das aplicações de segurança envolvidas na proteção do dispositivo.  DISPOSITIVOS: CPF001; CPF002; CPF003; CPP001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000020  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Existem dispositivos cujo nome NetBios identifica o UTILIZADOR direta ou indiretamente. Sabendo quem trabalha com cada dispositivo, torna mais fácil um ataque direcionado.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, anonimizando o nome dos dispositivos com o objetivo de dificultar a sua procura em caso de invasão de SISTEMA.  DISPOSITIVOS: CPF001; CPF002; CPF003.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000021  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  Existem no SISTEMA aplicações de proteção contra *malware* que não estão totalmente atualizadas. Um SO sem uma aplicação de segurança atualizada contra *malware* torna o dispositivo vulnerável e coloca o SISTEMA em risco.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à necessidade de manter ativas e atualizadas as aplicações de segurança do SISTEMA. Rever as configurações das aplicações de proteção envolvidas.  DISPOSITIVOS: CPF002; CPP001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000022  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  Existem no SISTEMA aplicações de proteção contra *malware* que podem ser reconfiguradas ou personalizadas pelo UTILIZADOR. Se for incorretamente reconfigurada pode deixar o dispositivo e o SISTEMA em risco.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente garantindo que apenas o ADMINISTRADOR DE SISTEMA possa fazer reconfigurações ao nível das aplicações de segurança. Rever as configurações das aplicações de proteção envolvidas.  DISPOSITIVOS: SVR001; CPF001; CPF002; CPF003.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000023  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  Não existem ou não estão configuradas as aplicações para controlo dos DEA. Se não estiverem a ser utilizadas aplicações para controlo os UTILIZADORES podem utilizar livremente DEA não autorizados. A utilização de DEA não autorizados, facilita a saída descontrolada de dados e a propagação de *malware* no SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à necessidade de controlar a utilização de DEA.  DISPOSITIVOS: SVR001; CPF001; CPF002; CPF003.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000024  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Existem utilitários ou *browsers* que não estão atualizados. Estes componentes são muitas vezes utilizados por *hackers* para invasão de sistemas. A sua não atualização deixa o SISTEMA vulnerável a ataques.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente no que diz respeito à atualização das aplicações.  DISPOSITIVOS: SVR001; CPF001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000025  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Existem aplicações de produtividade instaladas no SISTEMA que não estão na última versão disponibilizada pelo fabricante. A utilização de aplicações desatualizadas pode deixar o SISTEMA vulnerável a ataques.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente no que diz respeito à atualização das aplicações.  DISPOSITIVOS: SVR001/APP004.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000026  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Existem certificados digitais expirados necessários ao bom funcionamento do SISTEMA. Sem certificados válidos pode não ser possível aceder ao SISTEMA (e.g. através da VPN), utilizar corretamente o e-mail ou aceder a outros sistemas (e.g. *e-banking*).  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à necessidade de manter as renovações de contratos e subscrições em dia (Cert. Oracle America, Inc. 07/02/2016).  DISPOSITIVOS: CPF001; CPF003.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000027  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  São utilizados mecanismos automáticos para guardar palavras-chave para facilitar o acesso a *sites* ou recursos nos dispositivos. No caso de invasão do computador, estas autenticações automáticas facilitam o acesso descontrolado à informação desses sites ou recursos.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à não gravação de palavras-chave para acesso facilitado a *sites*, recursos de rede ou recursos externos.  DISPOSITIVOS: CPF001; CPF002; CPP001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000028  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  Existem computadores que são movidos para fora da esfera física da ORGANIZAÇÃO (e.g. CPP) sem um mecanismo de encriptação de ficheiros em funcionamento que garanta a ilegibilidade do conteúdo. Sem um mecanismo de encriptação, em caso de roubo ou perda, os dados do dispositivo extraviado podem ser consultados por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, implementando medidas que impeçam o acesso à informação por estranhos. Não retirar da esfera da empresa os computadores visados até o problema estar resolvido.  DISPOSITIVOS: CPP001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000029  DATA:  2018-05-04  IMPACTO:  Crítico | VULNERABILIDADE:  Existem recursos de rede no SISTEMA não previstos pelo RESPONSÁVEL PELO TRATAMENTO no Regulamento de SISTEMA nem no PSD. A disponibilização de recursos não previstos na rede promove a dispersão dos dados e a cópia de segurança parcial dos dados.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA nomeadamente no que diz respeito à utilização de apenas os recursos de rede autorizados pelo RESPONSÁVEL PELO TRATAMENTO.  DISPOSITIVOS: CPF002.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000030  DATA:  2018-05-04  IMPACTO:  Crítico | VULNERABILIDADE:  Existem ficheiros em localizações não previstas no PSD e no Regulamento de SISTEMA. Esses ficheiros contribuem para a desorganização da informação, podem por em risco o cumprimento de obrigações legais pela ORGANIZAÇÃO (e.g. direito ao acesso pelos TITULARES DOS DADOS) e também não estarão a ser objeto de cópia de segurança.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito aos recursos de rede autorizados. Rever as necessidades de formação dos UTILIZADORES.  DISPOSITIVOS: CPF001; CPF002; CPF003; CPP001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000031  DATA:  2018-05-04  IMPACTO:  Crítico | Existem ficheiros que não são utilizados há mais tempo do que o previsto no Regulamento do SISTEMA. A existência de ficheiros em excesso no SISTEMA aumenta o risco de perda de dados no caso de invasão e dificulta o cumprimento de obrigações legais (e.g. direito ao acesso ou apagamento dos TITUALRES).  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito ao tempo de manutenção de ficheiros. Rever as necessidades de formação dos UTILIZADORES.  DISPOSITIVOS: CPF001; CPF002; CPF003; CPP001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000032  DATA:  2018-05-04  IMPACTO:  Crítico | VULNERABILIDADE:  Existem BD no SGBD desnecessárias ao funcionamento do SISTEMA e da ORGANIZAÇÃO. A existência de BD em excesso aumenta o risco de perda de dados no caso de uma invasão, e dificulta o cumprimento de obrigações legais (e.g. direito ao acesso ou apagamento dos TITULARES DOS DADOS).  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente na manutenção das BD efetivamente necessárias à operação da ORGANIZAÇÃO.  DISPOSITIVOS: SVR001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000033  DATA:  2018-05-04  IMPACTO:  Crítico | VULNERABILIDADE:  Estão a ser utilizados recursos externos que não estão previstos no PSD nem no Regulamento de SISTEMA. A existência deste tipo de recursos pode facilitar de forma considerável a saída descontrolada de dados, e a propagação de *malware* dentro do SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, utilizando apenas os recursos externos e fins autorizados.  DISPOSITIVOS: CPF001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000034  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  A ORGANIZAÇÃO pode transmitir ou a vir a transmitir DADOS PESSOAIS e não existem certificados digitais para assinar digitalmente, para garantir a autenticidade do remetente e não adulteração do conteúdo durante a transmissão.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, avaliando os custos de utilização de certificados digitais no e-mail.  DISPOSITIVOS: N/A.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000035  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Algumas contas de e-mail não utilizam um sistema de encriptação no envio ou receção de e-mail facilitando a visualização do conteúdo por estranhos durante a transmissão.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente na prevenção da legibilidade de conteúdo durante a transmissão na internet.  DISPOSITIVOS: CPF001; CPP001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000036  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Existem contas de e-mail que apenas mantem dados no computador local e não existe nenhum mecanismo de cópia de segurança de e-mail associada. No caso de perda de dados por falha de *hardware* ou roubo (físico ou virtual), o UTILIZADOR pode ficar privado da informação.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente na manutenção dos e-mails no servidor ou na existência de cópias de segurança dessa informação.  DISPOSITIVOS: CPF001; CPP001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000037  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  São utilizadas ferramentas de comunicação não autorizadas pelo RESPONSÁVEL PELO TRATAMENTO. A utilização incorreta deste tipo de ferramentas pode facilitar a saída descontrolada de dados e pode ser utilizada para invadir o SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente analisando a necessidade e medidas de mitigação de risco associadas à utilização de ferramentas de *Instant Messaging* (IM).  DISPOSITIVOS: CPF002, CPP001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000038  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Existem UTILIZADORES que usam contas de e-mail que não pertencem ao contexto da ORGANIZAÇÃO (e.g. e-mails pessoais). A utilização deste tipo de contas facilita a saída irregular de dados. Se forem utilizadas contas que identifiquem o UTILIZADOR pessoalmente, a ORGANIZAÇÃO fica vedada de acesso a esse conteúdo.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, solicitando que não sejam utilizadas contas além das utilizadas oficialmente no contexto da ORGANIZAÇÃO.  DISPOSITIVOS: CPF001; CPF002.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000039  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  A revisão dos equipamentos de redundância elétrica não acontece há mais tempo do que o previsto no Regulamento do SISTEMA. Em caso de falha o SISTEMA fica vulnerável a alterações elétricas podendo estar em causa a perda de informação e a sua disponibilidade.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito ao prazo de revisão de dispositivos de redundância elétrica.  DISPOSITIVOS: REE001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
|  | VULNERABILIDADE:  Existem DEA que saem da esfera física da ORGANIZAÇÃO cujo conteúdo pode ser consultado por estranhos ao SISTEMA no caso de furto ou extravio. O roubo ou extravio de um DEA é também o roubo ou extravio do seu conteúdo. A utilização de DEAs com informação legível (i.e. não encriptada) facilita a consulta dos dados por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente no que diz respeito à saída de DEAs da esfera física da ORGANIZAÇÃO.  DISPOSITIVOS: DEA001; DEA002.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000040  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  O tempo decorrido desde a última limpeza integral das cópias de segurança excede o previsto no Regulamento do SISTEMA. A existência de dados em excesso dificulta a resposta ao direito de apagamento e acesso dos TITUALRES DOS DADOS por parte da ORGANIZAÇÃO.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, solicitando ao ADMINISTRADOR DE SISTEMA que limpe os destinos das cópias de segurança periodicamente como previsto no regulamento.  DISPOSITIVOS: DEA001; DEA002; REC001 e REC002.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000041  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  Não existem cópias de segurança deslocalizadas, i.e., fora da esfera física da ORGANIZAÇÃO. Se houver um incêndio ou assalto, o suporte para onde estão a ser feitas as cópias pode ficar danificado ou ser furtado, não sendo possível restaurar os dados no SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, promovendo cópias de segurança fora da esfera física da ORGANIZAÇÃO, mas cumprindo as questões de segurança previstas.  DISPOSITIVOS: N/A.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000042  DATA:  2018-05-04  IMPACTO:  Critico | VULNERABILIDADE:  Existem interfaces possíveis não utilizados que podem ser conectados sem autorização e prévia configuração por parte do ADMINISTRADOR DO SISTEMA. A ligação de um dispositivo erradamente configurado pode por em risco a operabilidade do SISTEMA e pode facilitar a propagação de *malware* caso esteja infetado.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à admissão de novos dispositivos. Proteger as interfaces não utilizadas através de aplicações de segurança, parametrização do dispositivo ou através da colocação de selos inquebráveis.  DISPOSITIVOS: IMP002.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000043  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  Existem endereços de e-mail que identificam UTILIZADORES e que inviabilizam o acesso à informação aquando da saída destes da ORGANIZAÇÃO. Em caso de saída do UTILIZADOR TITULAR DOS DADOS, não será possível aceder ao conteúdo do e-mail porque seria uma violação de DADOS PESSOAIS.  MEDIDA CORRETIVA:  Promover a anonimização de endereços de e-mail e o cumprimento de boas práticas respeitantes à não utilização do e-mail para fins que não o profissional.  DISPOSITIVOS: N/A.  DATA DE RESOLUÇÃO: (vazio) | Pendente |
| V000044  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  Existem dispositivos no SISTEMA com DADOS PESSOAIS de UTILIZADOR cujo acesso pela ORGANIZAÇÃO após a sua saída (e.g. cessação de contrato), pode significar violação de DADOS PESSOAIS.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, mantendo apenas a informação atual e necessária para a operacionalidade da ORGANIZAÇÃO.  DISPOSITIVOS: CPF001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |

* + 1. Operacionais

O quadro seguinte apresenta as vulnerabilidades identificadas não relacionadas diretamente com a segurança e privacidade, mas que podem vir a representar constrangimentos à disponibilidade ou integridade dos dados (e.g. uma NAS antiga que aparenta estar em fim de vida; uma aplicação instalada num SO antigo e que não é possível instalar num SO mais recente;), ou podem por em causa a operabilidade da ORGANIZAÇÃO influenciando negativamente a sua normal atividade (e.g. máquina de corte sem parceiro de suporte; um produto utilizado sem licença apropriada que pode inviabilizar o funcionamento do equipamento em resultado de uma apreensão por uma entidade fiscalizadora).

|  |  |  |
| --- | --- | --- |
| ID | VULNERABILIDADE E MEDIDA CORRETIVA | ESTADO |
| V000045  DATA:  2018-05-04  IMPACTO:  Severo | VULNERABILIDADE:  Existem servidores em produção não abrangidos por garantia ou contrato de suporte do fabricante. Uma avaria pode condicionar ou inviabilizar o acesso às aplicações ou dados do servidor. Atendendo à importância do dispositivo na infraestrutura, a avaria pode conduzir à substituição repentina e mal ponderada.  MEDIDA CORRETIVA:  Promover que seja efetuado um contrato com o fabricante que assegure componentes eletrónicos em caso de avaria. Se impossível ou inviável, promover a substituição do dispositivo.  DISPOSITIVOS: SVR001.  DATA DE RESOLUÇÃO: (vazio) | Pendente |

* + 1. Assumidas

Esta secção identifica vulnerabilidades de segurança assumidas como necessárias de existir pelo RESPONSÁVEL PELO TRATAMENTO de dados. Ainda assim, devem ser indicadas as medidas para diminuir o risco sobre o sistema (e.g. acesso externo é uma vulnerabilidade mas é utilizado um protocolo para encriptação de dados na internet; a necessidade de existir cópias de segurança desligadas e transportadas para fora da empresa por causa de incêndios ou assaltos, mas encriptadas; necessário utilizar *pendrive* para levar trabalhos para máquinas de produção, mas estão identificadas; utilização de *wireless* corporativo atendendo a existência de dispositivos de recolha móveis, mas com chave desconhecida e complexa; utilização de um portátil fora da empresa (e.g. vendedor externo); é necessário utilizar uma *pendrive* para passar desenhos para a determinada máquina de produção; etc.).

|  |  |  |  |
| --- | --- | --- | --- |
| ID | DESCRIÇÃO | ASSUNÇÃO | PRÓXIMA REAVALIAÇÃO |
| (vazio) | (vazio) | (vazio) | (vazio) |

* 1. AUDITORIAS INTERNAS

Nesta secção são documentadas as auditorias de revisão. É utilizado o termo SPRINT para designar o tempo decorrido entre duas auditorias seguidas.

As auditorias de revisão têm por objetivo acompanhar a evolução do SISTEMA ao longo do tempo, nomeadamente através do relato contínuo das vulnerabilidades identificadas, medidas corretivas propostas e recomendações. Funcionam como pontos de controlo promotores da privacidade e segurança, e da integridade e disponibilidade dos dados e do SISTEMA. Pretende-se demonstrar a preocupação da ORGANIZAÇÃO para com os dados pessoais, aumentar iterativamente o nível de conformidade do SISTEMA com o RGPD, e facilitar as possíveis auditorias inspetivas.

Cada auditoria inicia com a verificação de conformidade e arquivo dos registos produzidos durante o SPRINT em encerramento, e do cumprimento dos compromissos definidos no calendário para esse período. De seguida o AUDITOR verifica a entrada e saída de UTILIZADORES do SISTEMA, com o objetivo de detetar necessidades de reconfiguração de permissões ou de formação. Depois efetua o levantamento de alterações ocorridas no SISTEMA e que podem ferir ou por em causa o PSD definido. Por fim faz um levantamento dos compromissos a atender para o próximo SPRINT e elabora a ata de encerramento a ser assinada pelo RESPONSÁVEL PELO TRATAMENTO.

* + 1. Diagnóstico inicial

Nesta secção é arquivada a ata e restante documentação produzida durante o diagnóstico inicial.

* + 1. Auditorias de Revisão

Nesta secção são arquivadas as atas relacionadas com cada auditoria de revisão e é através destas que o RESPONSÁVEL PELO TRATAMENTO toma conhecimento de informações de relevo para a segurança e disponibilidade do SISTEMA. Pretende-se que as atas demonstrem a preocupação com as questões de segurança e da evolução das medidas conducentes à conformidade com o RGPD tomadas ao longo do tempo.

A ata de encerramento deve:

* + - * 1. Referenciar as alterações de estado ocorridas na secção de vulnerabilidades identificadas e medidas corretivas, frisando as não resolvidas e o impacto que podem significar ao nível da segurança ou disponibilidade do SISTEMA;
        2. Referenciar as novas vulnerabilidades identificadas com referência às medidas corretivas sugeridas, frisando o impacto que podem ter no contexto do PSD definido;
        3. Avaliar o cumprimento dos compromissos do SPRINT anteriores, e mencionar os compromissos previstos para o próximo SPRINT salientando a importância que têm para a segurança ou disponibilidade do SISTEMA;
        4. Se necessário, atribuir ou rever responsabilidades de tarefas aos UTILIZADORES;
        5. Mencionar os IVD, a informação acerca da decisão do RESPONSÁVEL PELO TRATAMENTO de comunicar à AUTORIDADE DE CONTROLO e aos TITULARES DOS DADOS, e as medidas propostas para evitar que se repita o incidente em causa;
        6. Resumir as autorizações ou revisão de alterações com impacto no PSD; e
        7. Agendamento da próxima auditoria de revisão.

Cada ata deve terminar indicando a apreciação do RESPONSÁVEL PELO TRATAMENTO de dados, caso este pretenda fazê-lo.

* 1. AUDITORIAS EXTERNAS

Esta secção contém a documentação relacionada com auditorias externas, tais como da AUTORIDADE DE CONTROLO e de outras entidades.

* + 1. Autoridade de controlo

Nesta secção devem constar os relatórios de inspeções realizadas pela AUTORIDADE DE CONTROLO.

* + 1. Outras entidades

Nesta secção devem existir os relatórios de inspeções realizadas por outras entidades externas.

1. REGISTOS

Neste módulo são arquivados os registos produzidos pelos UTILIZADORES e AUDITOR no decurso das suas auditorias de revisão. São também registados os incidentes nomeadamente os de violação de dados ocorridos no SISTEMA. É utilizado o termo SPRINT para designar o tempo decorrido entre duas auditorias seguidas.

* 1. REGISTOS DE UTILIZADOR

Nesta secção constam os registos criados por UTILIZADORES durante o último SPRINT.

* + 1. Redundância

Nesta subsecção constam os registos relacionados com a redundância elétrica, de servidores e de discos.

* + - 1. Redundância elétrica

Nesta subsecção constam os registos relacionados com a redundância elétrica.

* + - 1. Redundância de servidores

Nesta subsecção constam os registos relacionados com a redundância de servidores.

* + - 1. Redundância de discos

Nesta subsecção constam os registos relacionados com a redundância de discos.

* + 1. Cópias de segurança

Nesta subsecção constam os registos relacionados com a verificação de execução de cópias de segurança, e validação de conteúdo de cópias de segurança (se aplicável).

* + - 1. Verificação de cópias de segurança

Nesta subsecção constam os registos relacionados com a verificação de cópias de segurança.

* + - 1. Validação de conteúdo de cópias de segurança

Nesta subsecção constam os registos relacionados com a validação de conteúdo das cópias de segurança.

* + 1. Outros

Nesta subsecção constam os registos relacionados com o registo de intervenções técnicas e registos de formação prestada aos UTILIZADORES relacionada com o SISTEMA.

* + - 1. Registos de intervenções técnicas

Nesta subsecção constam os registos relacionados com as intervenções técnicas.

* + - 1. Registos de formação

Nesta subsecção constam os registos relacionados com formação de UTILIZADORES.

* + - 1. Outros

Nesta subsecção constam outros registos relacionados com o SISTEMA.

* 1. REGISTOS DO AUDITOR

Nesta secção constam os registos criados ou utilizados pelo próprio AUDITOR ao longo das auditorias.

* + 1. Computadores, servidores ou equivalentes

Nesta subsecção encontram-se os registos utilizados para a recolha ou alteração de informação relativa a computadores, servidores ou equivalentes.

* + - 1. SVR001

Nesta subsecção encontram-se os registos relacionados com o dispositivo em epígrafe

* + - 1. CPF001

Nesta subsecção encontram-se os registos relacionados com o dispositivo em epígrafe.

* + - 1. CPF002

Nesta subsecção encontram-se os registos relacionados com o dispositivo em epígrafe.

* + - 1. CPF003

Nesta subsecção encontram-se os registos relacionados com o dispositivo em epígrafe.

* + - 1. CPP001

Nesta subsecção encontram-se os registos relacionados com o dispositivo em epígrafe.

* + 1. Equipamentos de rede

Nesta subsecção encontram-se os registos utilizados para a recolha ou alteração de informação relativa a equipamentos de rede.

* + - 1. ESS001

Nesta subsecção encontram-se os registos relacionados com o dispositivo em epígrafe.

* + - 1. DRD001

Nesta subsecção encontram-se os registos relacionados com o dispositivo em epígrafe.

* + - 1. DRD002

Nesta subsecção encontram-se os registos relacionados com o dispositivo em epígrafe.

* + 1. Recursos de rede

Nesta subsecção encontram-se os registos utilizados para a recolha ou alteração de informação relativa a recursos de rede.

* + - 1. REC001

Nesta subsecção encontram-se os registos relacionados com o dispositivo em epígrafe.

* + - 1. REC002

Nesta subsecção encontram-se os registos relacionados com o dispositivo em epígrafe.

* + - 1. REC003

Nesta subsecção encontram-se os registos relacionados com o dispositivo em epígrafe.

* + 1. DEA

Nesta subsecção encontram-se os registos utilizados para a recolha ou alteração de informação relativa a DAEs.

* + - 1. DEA001

Nesta subsecção encontram-se os registos relacionados com o dispositivo em epígrafe.

* + - 1. DEA002

Nesta subsecção encontram-se os registos relacionados com o dispositivo em epígrafe.

* + 1. Outros Dispositivos

Nesta secção encontram-se os registos relacionados com outros dispositivo existentes no SISTEMA.

* + 1. Utilizadores

Nesta subsecção encontram-se os registos utilizados para a recolha ou alteração de informação relativa a utilizadores.

* + - 1. USR001

Nesta subsecção encontram-se os registos relacionados com o utilizador em epígrafe.

* + - 1. USR002

Nesta subsecção encontram-se os registos relacionados com o utilizador em epígrafe.

* + - 1. USR003

Nesta subsecção encontram-se os registos relacionados com o utilizador em epígrafe.

* + - 1. [PAR001]

Nesta subsecção encontram-se os registos relacionados com o utilizador em epígrafe.

* + 1. Outros registos

Nesta subsecção encontram-se os registos utilizados para a recolha ou alteração de informação relativa a outros registos.

* + - 1. Registos de auditoria

Nesta subsecção encontram-se os registos relacionados com a conformidade de registos e da própria auditoria.

* 1. REGISTOS DE INCIDENTES
     1. Violação de dados

O registo de incidentes de violação de dados é obrigatório, e deve resumir e documentar todos os incidentes ocorridos com os dados tratados pelo RESPONSÁVEL PELO TRATAMENTO. Este registo não dispensa a comunicação à AUTORIDADE DE CONTROLO e aos TITULARES DOS DADOS nos casos em que se aplique o RGPD.

Nesta secção serão arquivados todos os registos de violação de dados relacionados com o SISTEMA ocorridos.

* + 1. Outros incidentes

Nesta secção serão arquivados registos de outros incidentes relacionados com o SISTEMA.

1. ANEXOS DA ORGANIZAÇÃO
   1. DOCUMENTAÇÃO
      1. Regulamento do SISTEMA

Nesta secção pode ser consultado o Regulamento do SISTEMA em vigor na ORGANIZAÇÃO. Para que seja válido deve estar assinado pelo RESPONSÁVEL PELO TRATAMENTO. Todos os UTILIZADORES devem também assinar indicando que tomaram conhecimento.

* + 1. Política de Segurança e Confidencialidade

Nesta secção pode ser consultada a Política de Segurança e Confidencialidade da ORGANIZAÇÃO.

* 1. COMPROVATIVOS DE COMPRA, RENOVAÇÕES E REVISÕES

Nesta secção devem constar os comprovativos de: i) compra ou licenciamento de dispositivos ou aplicações do SISTEMA (e.g. faturas, licenças, certificados, etc.); ii) renovações das subscrições (e.g. renovações das aplicações de segurança); iii) contratos e respetivas renovações se aplicável (e.g. extensões de garantia, contratos de assistência ou prolongação de garantia); iv) revisões técnicas dos dispositivos sujeitos; e v) restante documentação de relevo para o SISTEMA ou que comprove a execução de tarefas controladas pelo auditor no Calendário.

A estrutura desta secção é orientada ao dispositivo ou aplicação. Cada subsecção representa apenas um dispositivo ou aplicação individualmente. Se for necessário, podem ser utilizadas micas para facilitar o processo de arquivo.

* + 1. SVR001

Nesta subsecção encontra-se a documentação relacionada com o dispositivo em epígrafe.

* + 1. CPF001

Nesta subsecção encontra-se a documentação relacionada com o dispositivo em epígrafe.

* + 1. CPF002

Nesta subsecção encontra-se a documentação relacionada com o dispositivo em epígrafe.

* + 1. CPF003

Nesta subsecção encontra-se a documentação relacionada com o dispositivo em epígrafe.

* + 1. CPP001

Nesta subsecção encontra-se a documentação relacionada com o dispositivo em epígrafe.

* + 1. REE001

Nesta subsecção encontra-se a documentação relacionada com o dispositivo em epígrafe.

* + 1. APS001

Nesta subsecção encontra-se a documentação relacionada com a aplicação em epígrafe.

* + 1. APP003

Nesta subsecção encontra-se a documentação relacionada com a aplicação em epígrafe.

* + 1. Outros

Nesta subsecção encontra-se a documentação relacionada com outros dispositivos e aplicação existentes no SISTEMA.

* 1. CREDENCIAIS E FICHEIROS ORIGINAIS

Esta secção é composta por uma mica com um envelope contendo as credenciais de SISTEMA e uma *pendrive* com os ficheiros originais para facilitar a edição do conteúdo deste DOSSIER. Essa *pendrive* não consta da Caracterização do SISTEMA nem do PSD porque é apenas utilizada para este fim e para evitar entropia na análise do DSPI. Apenas contém ficheiros relacionados com o DSPI ou cumprimento do Regulamento do SISTEMA. O seu conteúdo está encriptado, e não pode ser utilizada para outros fins que não os atrás descritos.

1. ANEXOS DE AUDITORIA

Este módulo contém os anexos de suporte às auditorias.

* 1. VULNERABILIDADES E EXPOSIÇÕES COMUNS (CVE)

Este anexo contém as listas dos riscos de segurança e operacionais conhecidas. A alimentação destas listas é feita pelo AUDITOR antes mesmo de haver qualquer verificação de exposição do SISTEMA a cada risco.

As listas das vulnerabilidades conhecidas são transversais a todos os sistemas auditados pelo AUDITOR e funcionam com listas de verificação que se pretendem ser o mais completas e amplas possível.

Esta estratégia assenta na ideia de que muitos riscos de segurança e riscos operacionais são transversais a diferentes sistemas e organizações, e que a aprendizagem contínua do AUDITOR fruto da evolução individual dos sistemas pode ajudar no aumento iterativo da segurança de forma coletiva. Assim, e com base nesta estratégia, a cada auditoria de revisão é possível considerar e analisar uma maior quantidade de exposição a vulnerabilidades, fruto da experiência adquirida na revisão de outros sistemas.

* + 1. Infraestrutura

Nesta secção podem encontrar-se os formulários que apoiam o AUDITOR no levantamento de vulnerabilidades de infraestrutura.

* + - 1. Vulnerabilidades das barreiras de acesso à infraestrutura

Este anexo contém o formulário de suporte à verificação do funcionamento das barreiras de acesso à infraestrutura definidas no PSD do SISTEMA.

**VULNERABILIDADES DAS BARREIRAS DE ACESSO À INFRAESTRUTURA**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de funcionamento dos dispositivos envolvidos nas barreiras de acesso à infraestrutura. O funcionamento das barreiras de acesso ao nível dos SO é avaliado através dos modelos utilizados para verificar as vulnerabilidades de computadores e servidores.

A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar é fruto da aprendizagem contínua do AUDITOR nos diferentes sistemas que audita.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-VBAI-V1.0A |

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O seu preenchimento facilita a identificação das vulnerabilidades a levantar e as medidas corretivas ou recomendações a propor. A coluna ITEM contém vulnerabilidades conhecidas que servem de guia à auditoria. A coluna REAÇÃO sugere a descrição da vulnerabilidade a registar, e medidas corretivas ou recomendações a sugerir.

|  |  |
| --- | --- |
| ITEM | REAÇÃO |
| DESCRIÇÃO:  As barreiras de acesso à infraestrutura pela internet previstas no PSD estão total ou parcialmente inoperacionais (e.g. *firewall* desativada).  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  As barreiras de acesso à infraestrutura pela internet estão total ou parcialmente inoperacionais. Se estas barreiras não estiverem em pleno funcionamento não existem impedimentos no acesso de estranhos ao SISTEMA, deixando-o vulnerável.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente no que diz respeito ao controlo de acesso à infraestrutura através da internet. |
| DESCRIÇÃO:  As barreiras de acesso à infraestrutura pela rede local não existem, ou estão previstas no PSD mas estão total ou parcialmente inoperacionais (e.g. a ligação de novos dispositivos à rede é admitida sem entraves por algum dos distribuidores (e.g. router do operador tem *switch* sem gestão de portas), etc.).  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  O SISTEMA permite que qualquer equipamento possa ser ligado à rede local com ou sem fios. Esse equipamento pode por em causa a estabilidade do SISTEMA, por causa de más configurações ou pelo facto de conter *malware* e contaminar os outros dispositivos.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, instalando ou reativando as barreiras de acesso à infraestrutura a partir da rede local. |
| DESCRIÇÃO:  As palavras-chave de acesso à configuração dos dispositivos são as originais do dispositivo.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  A utilização de palavras-chave originais torna os dispositivos visados em vulnerabilidades do SISTEMA porque pode permitir o acesso silencioso por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à alteração de palavras-chave originais dos dispositivos. |
| DESCRIÇÃO:  As palavras-chave de acesso à configuração dos dispositivos são desconhecidas.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  As palavras-chave de acesso à configuração dos dispositivos são desconhecidas. A impossibilidade de acesso à configuração do dispositivo aumenta a probabilidade de acesso silencioso por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  No caso da impossibilidade de repor a palavra-chave de acesso à configuração do dispositivo, recomenda-se a implementando de barreiras adicionais de acesso ao SISTEMA com dispositivos cuja administração esteja totalmente sob o domínio da ORGANIZAÇÃO. |
| DESCRIÇÃO:  A versão de *firmware* atualmente instalada nos dispositivos não é a última estável disponibilizada pelos fabricantes.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem dispositivos com *firmware* que não têm instalada a última versão disponibilizada pelo fabricante. As atualizações de *firmware* podem impedir a invasão do sistema por estranhos porque resolvem vulnerabilidades descobertas.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente atualizando as *firmwares* desatualizados, prevendo a hipótese de resultar em inoperabilidade dos dispositivos. |
| DESCRIÇÃO:  Não existe nenhuma barreira adicional de acesso à rede pela internet, além dos dispositivos da operadora que fornece o serviço (e.g. *routers*).  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Como não existe nenhuma barreira adicional de acesso à rede local pela internet além dos equipamentos fornecidos pela operadora (e.g. routers), e como estes são acedidos por pessoal estranho à ORGANIZAÇÃO (e.g. correção de avarias do serviço), não é possível controlar e auditar tudo o que é feito no SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, implementando barreiras adicionais de acesso ao SISTEMA com dispositivos cuja administração esteja totalmente sob o domínio da ORGANIZAÇÃO. |
| DESCRIÇÃO:  Não existe nenhum dispositivo que funcione como primeiro nível de proteção contra *malware* ao nível da infraestrutura (e.g. *appliance* de segurança).  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Não existe nenhum dispositivo que funcione como primeiro nível de proteção de infraestrutura. Mesmo que os computadores do SISTEMA estejam protegidos com aplicações de segurança de SO, um primeiro nível de segurança de infraestrutura é sempre recomendável, até para promover que equipamentos sem SO também estejam protegidos (e.g. impressoras, NAS, etc.).  MEDIDA CORRETIVA:  Recomenda-se a implementação de um mecanismo adicional de proteção contra *malware* ao nível da infraestrutura com o objetivo de promover o aumento do nível de segurança do SISTEMA. |
| DESCRIÇÃO:  A subscrição da aplicação de proteção contra *malware* de infraestrutura caducou.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  A subscrição da aplicação de proteção contra *malware* de infraestrutura caducou. Se não estiver em funcionamento não protege o SISTEMA deixando-o vulnerável a ataques.  MEDIDA CORRETIVA:  Promover junto do RESPONSÁVEL PELO TRATAMENTO de dados que o serviço seja reposto o mais rapidamente possível alertando para os riscos e vulnerabilidades pelo facto de a aplicação estar caducada. |
| DESCRIÇÃO:  A aplicação de proteção contra *malware* de infraestrutura não se está a atualizar automaticamente.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  A aplicação de proteção contra *malware* de infraestrutura não está a atualizar-se automaticamente. Se não estiver em pleno funcionamento não protege o SISTEMA deixando-o vulnerável a ataques.  MEDIDA CORRETIVA:  Solicitar que o problema técnico seja resolvido o mais rapidamente possível. |
| DESCRIÇÃO:  A aplicação de proteção contra *malware* de infraestrutura não está totalmente ativa.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  A aplicação de proteção contra *malware* de infraestrutura não está totalmente ativa. Se não estiver em pleno funcionamento não protege o SISTEMA na totalidade, deixando-o vulnerável a ataques.  MEDIDA CORRETIVA:  Solicitar que o problema seja resolvido notificando o ADMINISTRADOR DE SISTEMA para ativação das proteções desligadas o mais rapidamente possível. |
| DESCRIÇÃO:  Existem acessos externos autorizados, que não possuem qualquer mecanismo de proteção de ligação.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem acessos externos autorizados, que não possuem qualquer mecanismo de proteção de ligação. Os acessos externos podem pôr em causa a privacidade, segurança, integridade e disponibilidade dos dados do SISTEMA (e.g. *man-in-.the-middle*).  MEDIDA CORRETIVA:  Recomenda-se a implementação imediata de mecanismos de proteção de ligações externas (e.g. VPN). |
| DESCRIÇÃO:  Os certificados digitais utilizados para validação de autenticidade ou encriptação de dados em comunicações da ORGANIZAÇÃO (e.g. ligação de sites da VPN, proteção da ligação para administração via http, etc.) estão caducados.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem certificados digitais utilizados na validação de autenticidade ou encriptação de dados em comunicações da ORGANIZAÇÃO que estão caducados. A comunicação sem certificados é insegura e deixa o SISTEMA vulnerável a ataques (e.g. *man-in-the-middle*).  MEDIDA CORRETIVA:  Promover a renovação dos certificados imediatamente, notificando o ADMINISTRADOR DE SISTEMA para a urgência deste processo. |
|  |  |
| DESCRIÇÃO:  Existem incoerências entre as exceções de acesso previstas no PSD, e as efetivamente aplicadas nos dispositivos de controlo de acesso à infraestrutura.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem incoerências entre as exceções de acesso previstas no PSD e as efetivamente aplicadas nos dispositivos de controlo de acesso à infraestrutura. A configuração abusiva de exceções pode facilitar o acesso não autorizado por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, solicitando ao ADMINISTRADOR DE SISTEMA que reconfigure as regras de exceção para apenas aquelas que estão previstas no PSD. Solicitar a alteração das palavras-chave dos dispositivos em causa. |
| DESCRIÇÃO:  Existe acesso à infraestrutura através de distribuidores de rede *wireless* sem autorização expressa e justificada em ata pelo RESPONSÁVEL PELO TRATAMENTO de dados.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Aceder à rede sem fios do SISTEMA é equivalente a utilizar a rede com cabo. O acesso ao SISTEMA não previsto no PSD e no Regulamento do SISTEMA facilita acessos não autorizados colocando os dados em risco.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, desativar imediatamente os acessos sem fios não autorizados e promover o debate do problema junto do RESPONSÁVEL PELO TRATAMENTO. |
| DESCRIÇÃO:  A chave de acesso aos dispositivos WiFi é a que vem de origem.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Manter a chave de acesso WiFi original dos dispositivos facilita o acesso por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, inativando o WiFi ou alterando a chave obedecendo às regras definidas. |
| DESCRIÇÃO:  A chave de acesso aos dispositivos WiFi não respeita a complexidade definida no Regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existe a possibilidade de as chaves de acesso WiFi poderem ser quebradas. Quanto mais complexas, mais difícil se torna a tarefa de as descobrir (quebrar). Como é utilizada uma chave de acesso WiFi fraca, esta pode ser descoberta e permitir o acesso não autorizado por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, alterando de imediato a chave de acesso WiFi respeitando a complexidade lá definida. |
| DESCRIÇÃO:  O tempo decorrido desde a última verificação de necessidade de utilizar distribuidores de rede *wireless* dentro do SISTEMA excede o previsto no Regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  O tempo decorrido desde a última verificação de necessidade de utilizar distribuidores de rede *wireless* excede o previsto no Regulamento do SISTEMA. A utilização de *wireless* na ORGANIZAÇÃO facilita o acesso à rede local por não ser necessário a ligação por cabo para aceder aos dados.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente revendo periodicamente a necessidade de se utilizar *wireless* dentro do SISTEMA. |
| DESCRIÇÃO:  É possível administrar os dispositivos a partir da rede pública ou através do meio sem fios.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem no SISTEMA dispositivos que podem ser configurados a partir da rede pública ou da rede sem fios, podendo esta funcionalidade ser utilizada como forma de facilitar o acesso ao SISTEMA através da reconfiguração irregular de dispositivos.  MEDIDA CORRETIVA:  Se possível, reconfigurar os dispositivos para que apenas possam ser reconfigurados a partir da rede privada e com ligação à rede por cabo. |
| DESCRIÇÃO:  O tempo decorrido desde a última alteração de palavras-chave dos dispositivos de infraestrutura excede o previsto no regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  O tempo decorrido desde a última alteração de palavras-chave de dispositivos de infraestrutura excede o prazo definido no Regulamento do SISTEMA. A troca periódica de palavras-chave dos dispositivos de infraestrutura previne casos de divulgação inadvertida e dificulta ataques do tipo tentativa-erro, força bruta, etc.  MEDIDA CORRETIVA:  Respeitar os prazos definidos no Regulamento do SISTEMA para troca das palavras-chave dos dispositivos de infraestrutura. |
| DESCRIÇÃO:  O tempo decorrido desde a última avaliação de atualidade das regras de exceção de acesso à infraestrutura pela internet e através dos distribuidores de rede sem fios excede o previsto pelo Regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  As regras de exceção de acesso à infraestrutura pela internet ou pelos distribuidores de rede sem fios devem ser revistos periodicamente com o objetivo de evitar a existência de regras em excesso e que possam facilitar o acesso não autorizado ao SISTEMA por estranhos.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA nomeadamente no que diz respeito aos prazos para revisão das regras de acesso à infraestrutura. |
| DESCRIÇÃO:  O tempo decorrido desde a última avaliação de atualidade das autorizações de acesso externo excede o previsto pelo regulamento.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Os acessos externos representam vulnerabilidades mesmo que o risco tenha sido mitigado através da utilização de mecanismos adicionais de encriptação e autenticação. Assim, devem apenas existir enquanto são realmente necessários. A existência de acessos externos desnecessários mas previstos, põe em risco o SISTEMA porque facilita o acesso por estranhos.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA nomeadamente no que diz respeito aos prazos para revisão dos acessos externos autorizados. |
| DESCRIÇÃO:  O tempo decorrido desde a última alteração de chave de acesso dos dispositivos WiFi excede o previsto no regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  A alteração periódica das chaves de acesso WiFi resolvem problemas de divulgação desconhecida e de descoberta através de ferramentas de *hacking*. Se as chaves de acesso WiFi não forem alteradas periodicamente podem ser descobertas (quebradas) e utilizadas para acesso de estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, alterando de imediato a chave de acesso WiFi respeitando as regras lá definidas. |

* + 1. Computadores, servidores e equivalentes

Nesta secção encontram-se os formulários que apoiam na deteção de vulnerabilidades transversais aos computadores, servidores e equivalentes.

* + - 1. Vulnerabilidades transversais de computador, servidor ou equivalente

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades de um computador ou servidor.

**VULNERABILIDADES TRANSVERSAIS DE COMPUTADOR, SERVIDOR OU EQUIVALENTE**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades em computadores, servidores ou equivalentes do SISTEMA. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar é fruto da aprendizagem contínua do AUDITOR nos diferentes sistemas que audita.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-VTCSE-V1.0A |

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria que são transversais a todos os SO. O seu preenchimento facilita a identificação das vulnerabilidades a levantar e as medidas corretivas ou recomendações a propor. A coluna ITEM contém vulnerabilidades conhecidas que servem de guia à auditoria. Na coluna IMPACTO deve ser respondido um dos seguintes três valores: i) SIM, se a vulnerabilidade estiver presente no SISTEMA; ii) NÂO, se a vulnerabilidade não estiver presente no SISTEMA; e iii) N/A se não aplicável. A coluna REAÇÃO apenas deve ser atendida se a coluna IMPACTO foi respondida com SIM.

|  |  |
| --- | --- |
| ITEM | REAÇÃO |
| *HARDWARE* |  |
| DESCRIÇÃO:  A versão de *firmware* atualmente instalada (i.e. BIOS) não é a última estável disponibilizada pelo fabricante.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem computadores com versão de *firmware* desatualizada. Estas atualizações além de promoverem a estabilidade dos equipamentos, também contribuem para a proteção, estabilidade e bom funcionamento dos dispositivos e, consequentemente, do SISTEMA.  MEDIDA CORRETIVA:  Apesar da possibilidade de tornar o dispositivo inoperável, a atualização da *firmware* deve ser efetuada para proteger o dispositivo e o SISTEMA. |
| DESCRIÇÃO:  As baterias do dispositivo (e.g. BIOS) ou os mecanismos de refrigeração interna (e.g. dissipadores ou ventoinhas) não são substituídos há mais tempo do que o previsto no Regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem dispositivos cujos componentes consumíveis não são substituídos há mais tempo do que previsto no Regulamento de SISTEMA. A falha das baterias ou mecanismos de refrigeração pode fazer com que o UTILIZADOR se veja privado da utilização do dispositivo e pode mesmo causar outros problemas de resolução mais cara e complexa.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente agendando a substituição das baterias e mecanismos de refrigeração nos prazos previstos, de forma a não pôr em causa a disponibilidade e bom funcionamento do SISTEMA. |
| SO |  |
| DESCRIÇÃO:  O SO não se encontra na última versão disponibilizada pelo fabricante.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem dispositivos cujo SO não se encontra na última versão disponibilizada pelo fabricante. Um SO desatualizado torna o dispositivo vulnerável na medida em que não está a receber as correções para as vulnerabilidades entretanto já corrigidas pelo fabricante.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à manutenção das atualizações de segurança em dia. Promover que seja avaliado o impacto prévio de implementar as atualizações disponíveis e a utilização de serviços de atualização automática. |
| DESCRIÇÃO:  O SO não recebe atualizações porque o suporte foi descontinuado.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  As atualizações de segurança são vitais para que os dispositivos possam receber correções de vulnerabilidades já conhecidas. Utilizar um SO descontinuado pelo fabricante é um risco muito grande para o SISTEMA, porque significa que não são disponibilizadas correções para as vulnerabilidades conhecidas.  MEDIDA CORRETIVA:  Promover a substituição imediata do SO em causa. |
| DESCRIÇÃO:  As palavras-chave de acesso ao SO, do administrador ou utilizadores, foram alteradas há mais tempo do que o previsto no regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem palavras-chave de SO não alteradas há mais tempo do que o previsto no Regulamento de SISTEMA. A alteração periódica das palavras-chave é importante para prevenir divulgações desconhecidas ou descobertas através de ferramentas de *hacking*.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente no que diz respeito à periodicidade para alteração de palavras-chave. |
| DESCRIÇÃO:  O SO não bloqueia automaticamente o ecrã dentro do tempo previsto no Regulamento do SISTEMA ou o é possível existir desbloqueio sem as credenciais do utilizador.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem computadores que não bloqueiam de forma automática o ecrã no tempo previsto pelo Regulamento do SISTEMA. Se o ecrã não bloquear automaticamente e o UTILIZADOR se esquecer de o fazer, o SISTEMA fica acessível a qualquer pessoa que lhe possa aceder fisicamente.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito ao bloqueio automático de ecrã. Avaliar a necessidade de formação dos UTILIZADORES para que saibam a importância dos bloqueios de ecrã sempre que se ausentam da frente do computador. |
| DESCRIÇÃO:  A conta de convidado está ativada, pondo em causa o funcionamento da estratégia de barreiras de acesso à infraestrutura definidas no PSD do SISTEMA.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE A REGISTAR:  Existem SO com a conta de convidado ativa. A conta de convidado permite a entrada não autenticada de UTILIZADORES através da rede, o que representa uma vulnerabilidade muito grave para o SISTEMA.  MEDIDAS CORRETIVAS OU RECOMEND. A SUGERIR:  Desativar imediatamente a conta de convidado do SO. |
| DESCRIÇÃO:  O sigilo das palavras-chave de administrador do SO foi comprometido ou estão a ser utilizadas de forma irregular ou não prevista no Regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem palavras-chave de administrador que foram comprometidas ou divulgadas. A conta de administrador permite instalar e desinstalar aplicações (incluindo as de proteção contra *malware*), e permite alterar permissões e partilhar informação de forma não prevista no PSD.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente no que diz respeito às palavras-chave e ao seu sigilo. Alterar imediatamente as palavras-chave comprometidas. Reavaliar as permissões e aplicações de segurança definidas nos dispositivos envolvidos. |
| DESCRIÇÃO:  O perfil da conta utilizada pelos UTILIZADORES do SO tem direitos ou permissões não previstas pelo Regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem UTILIZADORES no SISTEMA com permissões de SO acima do necessário. Estes UTILIZADORES podem reconfigurar o SO ou as aplicações de segurança pondo em risco os dados e o SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, reajustando as permissões dos UTILIZADORES em causa. Reavaliar os itens do PSD relacionados com o dispositivo, e reavaliar o bom funcionamento e configurações das aplicações de segurança envolvidas na proteção do dispositivo. |
| DESCRIÇÃO:  O nome NetBios dos dispositivos torna o UTILIZADOR identificável.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem dispositivos cujo nome NetBios identifica o UTILIZADOR direta ou indiretamente. Sabendo quem trabalha com cada dispositivo, torna mais fácil um ataque direcionado.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, anonimizando o nome dos dispositivos com o objetivo de dificultar a sua procura em caso de invasão de SISTEMA. |
| DESCRIÇÃO:  O nome dos UTILIZADORES do SO torna o UTILIZADOR identificável.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem nomes de UTILIZADORES no SISTEMA que identificam a pessoa que trabalha nos dispositivos. A identidade do UTILIZADOR deve ser preservada de forma a garantir a sua privacidade.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, anonimizando imediatamente o nome dos UTILIZADORES do SO. |
| APS |  |
| DESCRIÇÃO:  As aplicações de proteção contra *malware* caducaram ou não existem.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem no SISTEMA dispositivos sem proteções contra *malware* ou com proteções caducadas. Um SO sem uma aplicação de segurança contra *malware* torna o dispositivo vulnerável e coloca o SISTEMA em risco.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à necessidade de manter em dia as subscrições relacionadas com as aplicações de segurança. Devem também existir aplicações de proteção contra *malware* em todos os computadores. |
| DESCRIÇÃO:  As aplicações de proteção contra *malware* não estão totalmente operacionais.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem no SISTEMA aplicações de proteção contra *malware* que não estão totalmente operacionais. Um SO sem uma aplicação de segurança contra *malware* torna o dispositivo vulnerável e coloca o SISTEMA em risco.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à necessidade de manter ativas e atualizadas as aplicações de segurança do SISTEMA. Rever as configurações das aplicações de proteção envolvidas. |
| DESCRIÇÃO:  As aplicações de proteção contra *malware* não estão totalmente atualizadas.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem no SISTEMA aplicações de proteção contra *malware* que não estão totalmente atualizadas. Um SO sem uma aplicação de segurança atualizada contra *malware* torna o dispositivo vulnerável e coloca o SISTEMA em risco.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à necessidade de manter ativas e atualizadas as aplicações de segurança do SISTEMA. Rever as configurações das aplicações de proteção envolvidas. |
| DESCRIÇÃO:  As aplicações de proteção contra *malware* podem ser objeto de reconfiguração ou personalização pelo UTILIZADOR.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem no SISTEMA aplicações de proteção contra *malware* que podem ser reconfiguradas ou personalizadas pelo UTILIZADOR. Se for incorretamente reconfigurada pode deixar o dispositivo e o SISTEMA em risco.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente garantindo que apenas o ADMINISTRADOR DE SISTEMA possa fazer reconfigurações ao nível das aplicações de segurança. Rever as configurações das aplicações de proteção envolvidas. |
| DESCRIÇÃO:  A *firewall* do SO está inoperacional, pondo em causa o funcionamento da estratégia de barreiras de acesso à infraestrutura definidas no PSD do SISTEMA.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem dispositivos com a *firewall* inoperacional. Se a *firewall* não estiver totalmente operacional, o SO está vulnerável a ataques desencadeados a partir da rede local (*wired* ou *wireless*). Além disso, as *firewall* do SO são complementares às de infraestrutura porque funcionam como barreiras de segunda linha.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente reativando de forma imediata as *firewall* envolvidas. Caso tenha sido desativada, frisar ao RESPONSÁVEL PELO TRATAMENTO de dados a importância da barreira, solicitando que avalie o motivo da desativação antes de a reativar, já que pode bloquear o funcionamento de recursos ou aplicações. |
| DESCRIÇÃO:  Existem incoerências entre as exceções de acesso previstas no PSD, e as efetivamente aplicadas na *firewall* do SO para o dispositivo.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem incoerências entre as regras de exceção de *firewall* de SO previstas no PSD com as que estão efetivamente aplicadas nos dispositivos. A existência de exceções desnecessárias facilitam o roubo de dados podendo também conduzir à indisponibilidade ou inoperabilidade do SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à manutenção de aplicações de segurança em funcionamento e as regras de exceção de *firewall* do SO estritamente necessárias. |
| DESCRIÇÃO:  O tempo decorrido desde a última avaliação de atualidade das regras de exceção na *firewall* do SO ou aplicação de segurança excede o previsto pelo regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem regras de exceção de *firewall* de SO não revistas há demasiado tempo. A existência de regras de exceção em excesso aumenta ao nível de vulnerabilidade do dispositivo e do SISTEMA. A avaliação regular das regras de exceção da *firewall* do SO ou da aplicação de segurança, permite diminuir a exposição ao risco desnecessário pelo SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito ao prazo para reavaliar as regras de exceção previstas de acesso ao SO. |
| DESCRIÇÃO:  Não existem ou não estão configuradas as aplicações de controlo de utilização de DEA.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Não existem ou não estão configuradas as aplicações para controlo dos DEA. Se não estiverem a ser utilizadas aplicações para controlo os UTILIZADORES podem utilizar livremente DEA não autorizados. A utilização de DEA não autorizados, facilita a saída descontrolada de dados e a propagação de *malware* no SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à necessidade de controlar a utilização de DEA. |
| DESCRIÇÃO:  As aplicações de controlo dos DEA não estão totalmente operacionais.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem aplicações de controlo de DEA que não estão totalmente operacionais. Se este controlo não estiver garantido, podem ser utilizados DEA não previstos no PSD. A utilização de DEA não autorizados, facilita a saída descontrolada de dados e a propagação de *malware* no SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à necessidade de controlar a utilização de DEA. |
| DESCRIÇÃO:  As aplicações de controlo dos DEA podem ser reconfiguradas pelo utilizador.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem aplicações de controlo de DEA que podem ser reconfiguradas pelos UTILIZADORES. Se incorretamente reconfigurados ou personalizados, o controlo pode não ficar garantido. A utilização de DEA não autorizados, facilita a saída descontrolada de dados e a propagação de *malware* no SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à configuração exclusiva por parte do ADMINISTRADOR DE SISTEMA. |
| APS E UTILITÁRIOS |  |
| DESCRIÇÃO:  As aplicações de produtividade instaladas no SISTEMA não estão na última versão estável disponibilizada pelos fabricantes.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem aplicações de produtividade instaladas no SISTEMA que não estão na última versão disponibilizada pelo fabricante. A utilização de aplicações desatualizadas pode deixar o SISTEMA vulnerável a ataques.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente no que diz respeito à atualização das aplicações. |
| DESCRIÇÃO:  Pelo menos um dos componentes ou aplicações seguintes, não está na última versão disponibilizada pelo fabricante: Chrome, Firefox, Java, Acrobat reader e Flash player.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem utilitários ou *browsers* que não estão atualizados. Estes componentes são muitas vezes utilizados por *hackers* para invasão de sistemas. A sua não atualização deixa o SISTEMA vulnerável a ataques.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente no que diz respeito à atualização das aplicações. |
| OUTROS |  |
|  |  |
| DESCRIÇÃO:  Existem certificados digitais em vias de expirar, necessários ao funcionamento da ORGANIZAÇÃO, que podem condicionar ou inviabilizar o acesso ao SISTEMA (e.g. VPN, envio de e-mail, etc.).  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem certificados digitais em vias de expiração que podem influenciar o funcionamento do SISTEMA. Sem certificados válidos pode não ser possível aceder ao SISTEMA (e.g. através da VPN), utilizar corretamente o e-mail ou aceder a outros sistemas (e.g. *e-banking*).  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à necessidade de manter as renovações de contratos e subscrições em dia. |
| DESCRIÇÃO:  Existem certificados digitais expirados necessários ao funcionamento da ORGANIZAÇÃO, que condicionam a utilização ou inviabilizam o acesso ao SISTEMA (e.g. VPN, envio de e-mail, etc.).  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem certificados digitais expirados necessários ao bom funcionamento do SISTEMA. Sem certificados válidos pode não ser possível aceder ao SISTEMA (e.g. através da VPN), utilizar corretamente o e-mail ou aceder a outros sistemas (e.g. *e-banking*).  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à necessidade de manter as renovações de contratos e subscrições em dia. |
| DESCRIÇÃO:  Existem certificados digitais ativos que não são necessários ao funcionamento da ORGANIZAÇÃO.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem certificados digitais ativos que não são necessários ao funcionamento da ORGANIZAÇÃO. Se utilizados de forma incorreta, podem identificar de forma legalmente aceite o seu dono. Em caso de invasão de SISTEMA podem ser utilizados de forma maliciosa.  MEDIDA CORRETIVA:  Promover a desinstalação imediata dos certificados em causa. |
| DESCRIÇÃO:  São usados mecanismos automáticos gravar palavras-chave de acesso a *sites* ou recursos nos dispositivos (cf. *browsers*, sistemas operativos, etc.).  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  São utilizados mecanismos automáticos para guardar palavras-chave para facilitar o acesso a *sites* ou recursos nos dispositivos. No caso de invasão do computador, estas autenticações automáticas facilitam o acesso descontrolado à informação desses sites ou recursos.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à não gravação de palavras-chave para acesso facilitado a *sites*, recursos de rede ou recursos externos. |
| DESCRIÇÃO:  O computador é movido com regularidade para fora da esfera física da ORGANIZAÇÃO (e.g. CPP) e não tem ou não está operacional um mecanismo de encriptação de ficheiros (e.g. BitLocker) para inviabilizar o acesso à informação por estranhos.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem computadores que são movidos para fora da esfera física da ORGANIZAÇÃO (e.g. CPP) sem um mecanismo de encriptação de ficheiros em funcionamento que garanta a ilegibilidade do conteúdo. Sem um mecanismo de encriptação, em caso de roubo ou perda, os dados do dispositivo extraviado podem ser consultados por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, implementando medidas que impeçam o acesso à informação por estranhos. Não retirar da esfera da empresa os computadores visados até o problema estar resolvido. |
| DESCRIÇÃO:  Existem computadores portáteis (i.e. CPP) que não se encontram em nenhuma das localizações autorizadas.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem computadores portáteis (CPP) que não se encontram em nenhuma das localizações autorizadas. No caso de extravio ou furto, um CPP pode comprometer os dados da ORGANIZAÇÃO, podendo conduzir a incidentes de violação de dados e até acesso à infraestrutura por estranhos ao SISTEMA se assim estiver configurado.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, registar o IVD, avaliar a necessidade de notificação à AUTORIDADE DE CONTROLO, rever a necessidade de existir o CPP, e rever as necessidades de formação dos UTILIZADORES. |
| DESCRIÇÃO:  Existem servidores localizados em ambientes expostos a danos materiais.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem servidores localizados em ambientes expostos a danos materiais. É nos servidores onde estão armazenados os dados operacionais da ORGANIZAÇÃO, pelo que a sua avaria pode levar à inoperabilidade da ORGANIZAÇÃO.  MEDIDA CORRETIVA:  Recomendar a colocação do servidor numa sala devidamente arejada, com humidade controlada, e protegida a pessoas não autorizadas (e.g. prateleira alta e de preferência em armário inacessível). |
| DESCRIÇÃO:  Existem computadores ou servidores com instancias SQL instaladas e em execução desnecessariamente.  IMPACTO DE SUGESTÃO: Crítico | VULNERABILIDADE:  Existem computadores ou servidores com instancias SQL instaladas e em execução desnecessariamente. A oferta de serviços em excesso à rede expõe em demasia serviços que podem ser utilizados para invasão do SISTEMA.  MEDIDA CORRETIVA:  Recomendar a eliminação ou inativação imediata das instâncias desnecessárias. |

* + 1. SO
       1. Vulnerabilidades Windows Server 2016

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Windows Server 2016.

**VULNERABILIDADES DO WINDOWS SERVER 2016**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades de SO. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-VW2016-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para o SO em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis ao SO em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTODE DADOS e o ADMINISTRADOR DE SISTEMA (ou técnico).

Como as atualizações do Windows 2016 são cumulativas, as novas atualizações contemplam todas as que a precederam. Neste contexto, faz sentido atender essencialmente às atualizações de segurança lançadas após a data de lançamento da versão atual do SO (e.g. 1607).

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| VERSÃO: 1607 (Windows 2016)  https://support.microsoft.com/en-us/help/4074590/windows-10-update-kb4074590 | |
| KB4074590  DATA:  DESCRIÇÃO:  Atualiza informação acerca de time zones que influenciar o funcionamento de certificados; atualiza a segurança dos *browsers* da Microsoft; contém atualizações de segurança diversas para o Microsoft Scripting Engine, Microsoft Edge, Internet Explorer, Microsoft Windows Search component, Windows Kernel, Windows Authentication, Device Guard, Common Log File System driver, e Windows storage and file systems.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem servidores com vulnerabilidades identificadas e não corrigidas. Um SO vulnerável pode ser objeto de ataque e invasão por estranhos ao SISTEMA pondo em causa os dados e a operabilidade da ORGANIZAÇÃO.  MEDIDA CORRETIVA:  Promover a aplicação da atualização de segurança correspondente, garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + - 1. Vulnerabilidades Windows Server 2012 R2

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Windows Server 2012 R2.

**VULNERABILIDADES DO WINDOWS SERVER 2012 R2**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades de SO. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VW2012R2-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para o SO em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis ao SO em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTODE DADOS e o ADMINISTRADOR DE SISTEMA (ou técnico).

Os pacotes de atualização mensais (nomeadas como *“monthly rollup”* pela Microsoft) são cumulativas, i.e. as novas atualizações contemplam todas as que a precederam. Neste contexto, faz sentido atender essencialmente às atualizações de segurança lançadas após a data de lançamento do último pacote. (e.g. KB4074594).

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| MONTHLY ROLLUP (2018-02): 4074594  https://www.catalog.update.microsoft.com/Search.aspx?q=KB4074594 | |
| KB4074594  DATA:  DESCRIÇÃO:  Atualizações de segurança para: Internet Explorer, Windows Kernel, Common Log File System driver, Windows storage and file systems, Microsoft Windows Search component, e Windows SMB Server.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem servidores com vulnerabilidades identificadas e não corrigidas. Um SO vulnerável pode ser objeto de ataque e invasão por estranhos ao SISTEMA pondo em causa os dados e a operabilidade da ORGANIZAÇÃO.  MEDIDA CORRETIVA:  Promover a aplicação da atualização de segurança correspondente, garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + - 1. Vulnerabilidades Windows Server 2012

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Windows Server 2012.

**VULNERABILIDADES DO WINDOWS SERVER 2012**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades de SO. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VW2012-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para o SO em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis ao SO em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

Os pacotes de atualização mensais (nomeadas como *“monthly rollup”* pela Microsoft) são cumulativas, i.e. as novas atualizações contemplam todas as que a precederam. Neste contexto, faz sentido atender essencialmente às atualizações de segurança lançadas após a data de lançamento do último pacote. (e.g. KB4074594).

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| MONTHLY ROLLUP (2018-02): 4074593  https://www.catalog.update.microsoft.com/Search.aspx?q=KB4074593 | |
| KB4074593  DATA:  DESCRIÇÃO:  Atualizações de segurança para: Internet Explorer, Windows Kernel, Common Log File System driver, Windows storage and file systems, Microsoft Windows Search component, e Windows storage and file systems.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem servidores com vulnerabilidades identificadas e não corrigidas. Um SO vulnerável pode ser objeto de ataque e invasão por estranhos ao SISTEMA pondo em causa os dados e a operabilidade da ORGANIZAÇÃO.  MEDIDA CORRETIVA:  Promover a aplicação da atualização de segurança correspondente, garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + - 1. Vulnerabilidades Windows Server 2008 R2

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Windows Server 2008 R2.

**VULNERABILIDADES DO WINDOWS 2008 R2**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades de SO. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VW2008R2-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para o SO em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis ao SO em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

A partir do *Service Pack* 1 a Microsoft começou a lançar pacotes de atualização mensal. Estes pacotes, nomeados como *“monthly rollup”* pela Microsoft são cumulativos, i.e. um novo pacote contempla todas as atualizações de segurança lançadas após a data de lançamento do último pacote. (e.g. KB4074598).

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| SERVICE PACK 1  https://support.microsoft.com/en-us/help/4074598/windows-7-update-kb4074598 | |
| KB4074598  DATA:  DESCRIÇÃO:  Atualizações de segurança para: Internet Explorer, Windows Kernel, Common Log File System driver, Windows storage and file systems, Microsoft Windows Search component, e Windows storage and file systems.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem servidores com vulnerabilidades identificadas e não corrigidas. Um SO vulnerável pode ser objeto de ataque e invasão por estranhos ao SISTEMA pondo em causa os dados e a operabilidade da ORGANIZAÇÃO.  MEDIDA CORRETIVA:  Promover a aplicação da atualização de segurança correspondente, garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + - 1. Vulnerabilidades Windows 10

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Windows 10.

**VULNERABILIDADES DO WINDOWS 10**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades de SO. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-VW10-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para o SO em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis ao SO em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

Como as atualizações do Windows 10 são cumulativas, as novas atualizações contemplam todas as que a precederam. Neste contexto, faz sentido atender essencialmente às atualizações de segurança lançadas após a data de lançamento da versão atual do SO (e.g. 1709).

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| VERSÃO: 1709 (Windows 10)  https://support.microsoft.com/en-us/help/4074588/windows-10-update-kb4074588 | |
| KB4074588  DATA:  DESCRIÇÃO:  Atualiza informação acerca de *time* zones que influenciar o funcionamento de certificados; atualiza a segurança dos *browsers* da Microsoft; contém atualizações de segurança diversas para o Microsoft Scripting Engine, Microsoft Edge, Internet Explorer, Microsoft Windows Search component, Windows Kernel, Windows Authentication, Device Guard, Common Log File System driver, e Windows storage and file systems.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem computadores com vulnerabilidades identificadas e não corrigidas. Um SO vulnerável pode ser objeto de ataque e invasão por estranhos ao SISTEMA pondo em causa a integridade dos dados e o bom funcionamento dos dispositivos.  MEDIDA CORRETIVA:  Promover a aplicação da atualização de segurança correspondente, garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + - 1. Vulnerabilidades Windows 8.1

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Windows 8.1.

**VULNERABILIDADES DO WINDOWS 8.1**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades de SO. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VW81-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para o SO em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis ao SO em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

Os pacotes de atualização mensais (nomeadas como *“monthly rollup”* pela Microsoft) são cumulativas, i.e. as novas atualizações contemplam todas as que a precederam. Neste contexto, faz sentido atender essencialmente às atualizações de segurança lançadas após a data de lançamento do último pacote. (e.g. KB4074594).

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| MONTHLY ROLLUP (2018-02): 4074594  https://www.catalog.update.microsoft.com/Search.aspx?q=KB4074594 | |
| KB4074594  DATA:  DESCRIÇÃO:  Atualizações de segurança para: Internet Explorer, Windows Kernel, Common Log File System driver, Windows storage and file systems, Microsoft Windows Search component, e Windows SMB Server.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem computadores com vulnerabilidades identificadas e não corrigidas. Um SO vulnerável pode ser objeto de ataque e invasão por estranhos ao SISTEMA pondo em causa a integridade dos dados e o bom funcionamento dos dispositivos.  MEDIDA CORRETIVA:  Promover a aplicação da atualização de segurança correspondente, garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + - 1. Vulnerabilidades Windows 8

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Windows 8.

**VULNERABILIDADES DO WINDOWS 8**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades de SO. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VW8-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para o SO em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis ao SO em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| SO SEM SUPORTE  DATA: N/A  DESCRIÇÃO:  https://www.windowscentral.com/microsoft-ends-support-windows-8-asks-users-upgrade-windows-81-or-10  https://www.forbes.com/sites/gordonkelly/2016/01/12/microsoft-abandons-windows-8/#20143c1b2b64  https://www.microsoft.com/en-us/software-download/windows10?tduid=(ca5d0cfa36b60e2bc35fbdb30622eca9)(259740)(2542549)(UUwpUdUnU37077YYw)()  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem computadores para os quais já não existem atualizações de segurança deixando o SO vulnerável. Um SO vulnerável pode ser objeto de ataque e invasão por estranhos ao SISTEMA pondo em causa a integridade dos dados e o bom funcionamento dos dispositivos.  MEDIDA CORRETIVA:  Promover a substituição do SO ou do dispositivo para que as atualizações de segurança fiquem garantidas. |

* + - 1. Vulnerabilidades Windows 7

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Windows 7.

**VULNERABILIDADES DO WINDOWS 7**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades de SO. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VW7-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para o SO em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis ao SO em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

A partir do *Service Pack* 1 a Microsoft começou a lançar pacotes de atualização mensal. Estes pacotes, nomeados como *“monthly rollup”* pela Microsoft são cumulativos, i.e. um novo pacote contempla todas as atualizações de segurança lançadas após a data de lançamento do último pacote. (e.g. KB4074598).

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| SERVICE PACK 1  htthttps://support.microsoft.com/en-us/help/4074598/windows-7-update-kb4074598 | |
| KB4074598  DATA:  DESCRIÇÃO:  Atualizações de segurança para: Internet Explorer, Windows Kernel, Common Log File System driver, Windows storage and file systems, Microsoft Windows Search component, e Windows storage and file systems.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem computadores com vulnerabilidades identificadas e não corrigidas. Um SO vulnerável pode ser objeto de ataque e invasão por estranhos ao SISTEMA pondo em causa a integridade dos dados e o bom funcionamento dos dispositivos.  MEDIDA CORRETIVA:  Promover a aplicação da atualização de segurança correspondente, garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + 1. Microsoft Office
       1. Vulnerabilidades Office 2016

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Office 2016.

**VULNERABILIDADES DO OFFICE 2016**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades no Microsoft Office. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VOFF16-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para a aplicação em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis à aplicação de produtividade em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

A partir do *update* cumulativo de dezembro de 2014, todas as atualizações de produtos Office são incluídas num único pacote chamado pela Microsoft como “*Public Update* (PU)” (Link1). As atualizações podem ser feitas de forma automática utilizando o Link2 ou manualmente recorrendo ao Link1. Entre cada PU podem existir atualizações de segurança pontuais que são publicadas no Link3.

Link1: https://support.office.com/en-us/article/office-updates-a118ec61-f007-492f-bfa5-5a6f764d5471

Link2: https://support.office.com/en-us/article/install-office-updates-2ab296f3-7f03-43a2-8e50-46de917611c5

Link3: https://portal.msrc.microsoft.com/en-us

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| https://support.microsoft.com/pt-pt/help/4077965/february-2018-updates-for-microsoft-office | |
| KB4077965  DATA: 13-02-2018  DESCRIÇÃO:  Atualizações de segurança diversas.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem dispositivos com a aplicação Microsoft Office desatualizada, com vulnerabilidades de segurança identificadas que, não sendo corrigidas, podem ser exploradas por estranhos para invadir o SISTEMA.  MEDIDA CORRETIVA:  Promover a aplicação das atualizações de segurança, garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + - 1. Vulnerabilidades Office 2013

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Office 2016.

**VULNERABILIDADES DO OFFICE 2013**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades no Microsoft Office. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VOFF13-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para a aplicação em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis à aplicação de produtividade em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

A partir do *update* cumulativo de dezembro de 2014, todas as atualizações de produtos Office são incluídas num único pacote chamado pela Microsoft como “*Public Update* (PU)” (Link1). As atualizações podem ser feitas de forma automática utilizando o Link2 ou manualmente recorrendo ao Link1. Entre cada PU podem existir atualizações de segurança pontuais que são publicadas no Link3.

Link1: https://support.office.com/en-us/article/office-updates-a118ec61-f007-492f-bfa5-5a6f764d5471

Link2: https://support.office.com/en-us/article/install-office-updates-2ab296f3-7f03-43a2-8e50-46de917611c5

Link3: https://portal.msrc.microsoft.com/en-us

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| https://support.microsoft.com/pt-pt/help/4077965/february-2018-updates-for-microsoft-office | |
| KB4077965  DATA: 13-02-2018  DESCRIÇÃO:  Atualizações de segurança diversas.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem dispositivos com a aplicação Microsoft Office desatualizada, com vulnerabilidades de segurança identificadas que, não sendo corrigidas, podem ser exploradas por estranhos para invadir o SISTEMA.  MEDIDA CORRETIVA:  Promover a aplicação das atualizações de segurança, garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + - 1. Vulnerabilidades Office 2010

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Office 2016.

**VULNERABILIDADES DO OFFICE 2010**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades no Microsoft Office. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VOFF10-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para a aplicação em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis à aplicação de produtividade em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

A partir do *update* cumulativo de dezembro de 2014, todas as atualizações de produtos Office são incluídas num único pacote chamado pela Microsoft como “*Public Update* (PU)” (Link1). As atualizações podem ser feitas de forma automática utilizando o Link2 ou manualmente recorrendo ao Link1. Entre cada PU podem existir atualizações de segurança pontuais que são publicadas no Link3.

Link1: https://support.office.com/en-us/article/office-updates-a118ec61-f007-492f-bfa5-5a6f764d5471

Link2: https://support.office.com/en-us/article/install-office-updates-2ab296f3-7f03-43a2-8e50-46de917611c5

Link3: https://portal.msrc.microsoft.com/en-us

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| https://support.microsoft.com/pt-pt/help/4077965/february-2018-updates-for-microsoft-office | |
| KB4077965  DATA: 13-02-2018  DESCRIÇÃO:  Atualizações de segurança diversas.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem dispositivos com a aplicação Microsoft Office desatualizada, com vulnerabilidades de segurança identificadas que, não sendo corrigidas, podem ser exploradas por estranhos para invadir o SISTEMA.  MEDIDA CORRETIVA:  Promover a aplicação das atualizações de segurança, garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + - 1. Vulnerabilidades Office 2007

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Office 2016.

**VULNERABILIDADES DO OFFICE 2007**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades no Microsoft Office. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VOFF07-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para a aplicação em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis à aplicação de produtividade em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

A partir do *update* cumulativo de dezembro de 2014, todas as atualizações de produtos Office são incluídas num único pacote chamado pela Microsoft como “*Public Update* (PU)” (Link1). As atualizações podem ser feitas de forma automática utilizando o Link2 ou manualmente recorrendo ao Link1. Entre cada PU podem existir atualizações de segurança pontuais que são publicadas no Link3.

Link1: https://support.office.com/en-us/article/office-updates-a118ec61-f007-492f-bfa5-5a6f764d5471

Link2: https://support.office.com/en-us/article/install-office-updates-2ab296f3-7f03-43a2-8e50-46de917611c5

Link3: https://portal.msrc.microsoft.com/en-us

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| https://support.microsoft.com/pt-pt/help/4077965/february-2018-updates-for-microsoft-office | |
| KB4077965  DATA: 13-02-2018  DESCRIÇÃO:  Atualizações de segurança diversas.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem dispositivos com a aplicação Microsoft Office desatualizada, com vulnerabilidades de segurança identificadas que, não sendo corrigidas, podem ser exploradas por estranhos para invadir o SISTEMA.  MEDIDA CORRETIVA:  Promover a aplicação das atualizações de segurança, garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + 1. Microsoft SQL Server
       1. Vulnerabilidades SQL Server 2017

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Office 2016.

**VULNERABILIDADES DO SQL SERVER 2017**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades no Microsoft SQL Server. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VSQL17-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para a aplicação em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis à aplicação de produtividade em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

Os produtos SQL são objeto periodicamente de *updates* cumulativos (CU). As atualizações podem ser feitas de forma manual. Cada novo CU contém todas as correções incluídas em CU’s anteriores. As CU podem ser disponibilizadas através do Windows Update mas com algum atraso temporal. As atualizações podem ser carregadas manualmente através do Link1.

Link1: https://technet.microsoft.com/en-us/library/ff803383.aspx

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| https://support.microsoft.com/pt-pt/help/4056498/cumulative-update-4-for-sql-server-2017 | |
| KB4056498  DATA: 20-02-2018  DESCRIÇÃO:  Contém correções que podem colocar em perigo a segurança do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem SBGD Microsoft SQL Server desatualizados, com vulnerabilidades de segurança identificadas que, não sendo corrigidas, podem ser exploradas por estranhos para aceder aos dados ou invadir o SISTEMA.  MEDIDA CORRETIVA:  Promover a aplicação das atualizações de segurança fazendo uma prévia avaliação de impacto, e garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + - 1. Vulnerabilidades SQL Server 2016 SP1

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Office 2016.

**VULNERABILIDADES DO SQL SERVER 2016 SP1**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades no Microsoft SQL Server. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VSQL16SP1-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para a aplicação em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis à aplicação de produtividade em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

Os produtos SQL são objeto periodicamente de *updates* cumulativos (CU). As atualizações podem ser feitas de forma manual. Cada novo CU contém todas as correções incluídas em CU’s anteriores. As CU podem ser disponibilizadas através do *Windows Update* mas com algum atraso temporal. As atualizações podem ser carregadas manualmente através do Link1.

Link1: https://technet.microsoft.com/en-us/library/ff803383.aspx

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| https://support.microsoft.com/en-us/help/4057119/cumulative-update-7-for-sql-server-2016-sp1 | |
| KB4057119  DATA: 01-03-2018  DESCRIÇÃO:  Contém correções que podem colocar em perigo a segurança do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem SBGD Microsoft SQL Server desatualizados, com vulnerabilidades de segurança identificadas que, não sendo corrigidas, podem ser exploradas por estranhos para aceder aos dados ou invadir o SISTEMA.  MEDIDA CORRETIVA:  Promover a aplicação das atualizações de segurança fazendo uma prévia avaliação de impacto, e garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + - 1. Vulnerabilidades SQL Server 2014 SP2

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Office 2016.

**VULNERABILIDADES DO SQL SERVER 2014 SP2**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades no Microsoft SQL Server. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VSQL14SP2-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para a aplicação em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis à aplicação de produtividade em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

Os produtos SQL são objeto periodicamente de *updates* cumulativos (CU). As atualizações podem ser feitas de forma manual. Cada novo CU contém todas as correções incluídas em CU’s anteriores. As CU podem ser disponibilizadas através do *Windows Update* mas com algum atraso temporal. As atualizações podem ser carregadas manualmente através do Link1.

Link1: https://technet.microsoft.com/en-us/library/ff803383.aspx

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| https://support.microsoft.com/en-us/help/4052725/cumulative-update-10-for-sql-server-2014-sp2 | |
| KB4052725  DATA: 16-01-2018  DESCRIÇÃO:  Contém correções que podem colocar em perigo a segurança do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem SBGD Microsoft SQL Server desatualizados, com vulnerabilidades de segurança identificadas que, não sendo corrigidas, podem ser exploradas por estranhos para aceder aos dados ou invadir o SISTEMA.  MEDIDA CORRETIVA:  Promover a aplicação das atualizações de segurança fazendo uma prévia avaliação de impacto, e garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + - 1. Vulnerabilidades SQL Server 2012 SP4

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Office 2016.

**VULNERABILIDADES DO SQL SERVER 2012 SP4**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades no Microsoft SQL Server. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VSQL12SP4-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para a aplicação em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis à aplicação de produtividade em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

Os produtos SQL são objeto periodicamente de *updates* cumulativos (CU). As atualizações podem ser feitas de forma manual. Cada novo CU contém todas as correções incluídas em CU’s anteriores. As CU podem ser disponibilizadas através do *Windows Update* mas com algum atraso temporal. As atualizações podem ser carregadas manualmente através do Link1.

Link1: https://technet.microsoft.com/en-us/library/ff803383.aspx

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| https://support.microsoft.com/en-us/help/4057116/security-update-for-vulnerabilities-in-sql-server | |
| KB4057116  DATA: N/A  DESCRIÇÃO:  Contém correções que podem colocar em perigo a segurança do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem SBGD Microsoft SQL Server desatualizados, com vulnerabilidades de segurança identificadas que, não sendo corrigidas, podem ser exploradas por estranhos para aceder aos dados ou invadir o SISTEMA.  MEDIDA CORRETIVA:  Promover a aplicação das atualizações de segurança fazendo uma prévia avaliação de impacto, e garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + - 1. Vulnerabilidades SQL Server 2008 R2 SP3

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Office 2016.

**VULNERABILIDADES DO SQL SERVER 2008 R2 SP3**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades no Microsoft SQL Server. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VSQL08R2SP3-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para a aplicação em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis à aplicação de produtividade em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

Os produtos SQL são objeto periodicamente de *updates* cumulativos (CU). As atualizações podem ser feitas de forma manual. Cada novo CU contém todas as correções incluídas em CU’s anteriores. As CU podem ser disponibilizadas através do *Windows Update* mas com algum atraso temporal. As atualizações podem ser carregadas manualmente através do Link1.

Link1: https://technet.microsoft.com/en-us/library/ff803383.aspx

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| https://support.microsoft.com/en-us/help/4057113/security-update-for-vulnerabilities-in-sql-server | |
| KB4057113  DATA: N/A  DESCRIÇÃO:  Contém correções que podem colocar em perigo a segurança do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem SBGD Microsoft SQL Server desatualizados, com vulnerabilidades de segurança identificadas que, não sendo corrigidas, podem ser exploradas por estranhos para aceder aos dados ou invadir o SISTEMA.  MEDIDA CORRETIVA:  Promover a aplicação das atualizações de segurança fazendo uma prévia avaliação de impacto, e garantindo a execução prévia de cópias de segurança e a tomada de medidas preventivas para o caso da atualização resultar na inoperabilidade do dispositivo. |

* + - 1. Vulnerabilidades SQL Server 2008 SP4

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Office 2016.

**VULNERABILIDADES DO SQL SERVER 2008 SP4**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades no Microsoft SQL Server. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VSQL08SP4-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para a aplicação em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis à aplicação de produtividade em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

Os produtos SQL são objeto periodicamente de *updates* cumulativos (CU). As atualizações podem ser feitas de forma manual. Cada novo CU contém todas as correções incluídas em CU’s anteriores. As CU podem ser disponibilizadas através do *Windows Update* mas com algum atraso temporal. As atualizações podem ser carregadas manualmente através do Link1.

Link1: https://technet.microsoft.com/en-us/library/ff803383.aspx

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| https://support.microsoft.com/en-us/help/4057114/security-update-for-vulnerabilities-in-sql-server | |
| KB4057114  DATA: N/A  DESCRIÇÃO:  Contém correções que podem colocar em perigo a segurança do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Crítico, um sistema com uma vulnerabilidade identificada e não corrigida pode ser objeto de ataque e invasão por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover a aplicação da atualização de segurança, garantindo previamente a execução de cópias de segurança se necessário. |

* + - 1. Vulnerabilidades SQL Server 2005 SP4

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades do Microsoft Office 2016.

**VULNERABILIDADES DO SQL SERVER 2005 SP4**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades no Microsoft SQL Server. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar tem origem nos documentos de segurança publicados pelo fabricante (e.g. boletins de segurança da Microsoft (e.g. https://portal.msrc.microsoft.com/en-us), e noutros recursos disponíveis que identifiquem vulnerabilidades).

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VSQL05SP4-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas para a aplicação em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis à aplicação de produtividade em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

Os produtos SQL são objeto periodicamente de *updates* cumulativos (CU). As atualizações podem ser feitas de forma manual. Cada novo CU contém todas as correções incluídas em CU’s anteriores. As CU podem ser disponibilizadas através do *Windows Update* mas com algum atraso temporal. As atualizações podem ser carregadas manualmente através do Link1.

Link1: https://technet.microsoft.com/en-us/library/ff803383.aspx

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| https://support.microsoft.com/en-us/help/2463332/list-of-the-issues-that-are-fixed-in-sql-server-2005-service-pack-4 | |
| KB2463332  DATA: N/A  DESCRIÇÃO:  Contém correções que podem colocar em perigo a segurança do SISTEMA.  PRODUTO SEM SUPORTE  https://support.microsoft.com/en-us/help/2463332/list-of-the-issues-that-are-fixed-in-sql-server-2005-service-pack-4  IMPACTO DE SUGESTÃO: Critico | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Crítico, um sistema com uma vulnerabilidade identificada e não corrigida pode ser objeto de ataque e invasão por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover a aplicação da atualização de segurança, garantindo previamente a execução de cópias de segurança se necessário. |

* + 1. Outros
       1. Vulnerabilidades noutras aplicações

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades de outras aplicações.

**VULNERABILIDADES DE OUTRAS APLICAÇÕES**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades de outras aplicações do SISTEMA. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VOA-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas de outras aplicações em auditoria. Apesar de todas representarem vulnerabilidades para o SISTEMA, podem existir itens na lista que são aplicáveis à aplicação em auditoria mas que não são implementadas por decisão ponderada e tripartida entre o AUDITOR, RESPONSÁVEL PELO TRATAMENTO de dados e o ADMINISTRADOR DE SISTEMA (ou técnico).

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O campo IMPLEMENTAR deve ser preenchido com base na decisão tripartida de implementar ou não cada atualização de segurança: i) Sim, se a decisão foi favorável; e ii) Não se a decisão foi não implementar. No campo FUNDAMENTAÇÃO deve ser inserido um texto curto a explicar a decisão tomada. A coluna REAÇÃO apenas deve ser atendida no caso de resposta afirmativa ao campo IMPLEMENTAR.

|  |  |
| --- | --- |
| ATUALIZAÇÕES DE SEGURANÇA | IMPLEMENTAÇÃO |
| MOZILLA THUNDERBIRD | |
| KB2463332  DATA: N/A  DESCRIÇÃO: | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  MEDIDA CORRETIVA: |
| APACHE OPENOFFICE | |
| KB2463332  DATA: N/A  DESCRIÇÃO: | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  MEDIDA CORRETIVA: |
| ERP PRIMAVERA | |
| KB2463332  DATA: N/A  DESCRIÇÃO:  Existem discrepâncias entre os perfis de UTILIZADOR definidos no PSD e os que efetivamente estão implementados na aplicação. | IMPLEMENTAR:  FUNDAMENTAÇÃO: |
| **REAÇÃO** |
| VULNERABILIDADE:  Existem discrepâncias entre os perfis de UTILIZADOR definidos no PSD e os que efetivamente estão implementados na aplicação. Podem existir UTILIZADORES com acesso a dados de forma não prevista pelo RESPONSÁVEL PELO TRATAMENTO.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente garantindo que cada UTILIZADOR apenas acede à informação necessária ao cumprimento da sua função na ORGANIZAÇÃO. |

* + - 1. Vulnerabilidades em recursos de rede

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades dos recursos de rede presentes no SISTEMA.

**VULNERABILIDADES EM RECURSOS DE REDE**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de conteúdo e permissões dos recursos de rede.

A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar é fruto da aprendizagem contínua do AUDITOR nos diferentes sistemas que audita.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-VRR-V1.0A |

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O seu preenchimento facilita a identificação das vulnerabilidades a levantar e as medidas corretivas ou recomendações a propor. A coluna ITEM contém vulnerabilidades conhecidas que servem de guia à auditoria. A coluna REAÇÃO sugere a descrição da vulnerabilidade a registar, e medidas corretivas ou recomendações a sugerir.

|  |  |
| --- | --- |
| ITEM | REAÇÃO |
| DESCRIÇÃO:  O SO disponibiliza recursos partilhados não previstos no PSD.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem recursos de rede no SISTEMA não previstos pelo RESPONSÁVEL PELO TRATAMENTO no Regulamento de SISTEMA nem no PSD. A disponibilização de recursos não previstos na rede promove a dispersão dos dados e a cópia de segurança parcial dos dados.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA nomeadamente no que diz respeito à utilização de apenas os recursos de rede autorizados pelo RESPONSÁVEL PELO TRATAMENTO. |
| DESCRIÇÃO:  Existem ficheiros em locais que não os recursos designados pelo RESPONSÁVEL PELO TRATAMENTO.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem ficheiros em localizações não previstas no PSD e no Regulamento de SISTEMA. Esses ficheiros contribuem para a desorganização da informação, podem por em risco o cumprimento de obrigações legais pela ORGANIZAÇÃO (e.g. direito ao acesso pelos TITULARES DOS DADOS) e também não estarão a ser objeto de cópia de segurança.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito aos recursos de rede autorizados. Rever as necessidades de formação dos UTILIZADORES. |
| DESCRIÇÃO:  Existem no SISTEMA ficheiros não são utilizados há mais tempo do que o previsto no Regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem ficheiros que não são utilizados há mais tempo do que o previsto no Regulamento do SISTEMA. A existência de ficheiros em excesso no SISTEMA aumenta o risco de perda de dados no caso de invasão e dificulta o cumprimento de obrigações legais (e.g. direito ao acesso ou apagamento dos TITUALRES).  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito ao tempo de manutenção de ficheiros. Rever as necessidades de formação dos UTILIZADORES. |
| DESCRIÇÃO:  O SGBD contém BD desnecessárias (e.g. bases de dados de teste do ERP) que dispersam a informação no SISTEMA.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem BD no SGBD desnecessárias ao funcionamento do SISTEMA e da ORGANIZAÇÃO. A existência de BD em excesso aumenta o risco de perda de dados no caso de uma invasão, e dificulta o cumprimento de obrigações legais (e.g. direito ao acesso ou apagamento dos TITULARES DOS DADOS).  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente na manutenção das BD efetivamente necessárias à operação da ORGANIZAÇÃO. |
| DESCRIÇÃO:  Estão a ser utilizados recursos externos de forma não prevista no Regulamento de SISTEMA.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Estão a ser utilizados recursos externos que não estão previstos no PSD nem no Regulamento de SISTEMA. A existência deste tipo de recursos pode facilitar de forma considerável a saída descontrolada de dados, e a propagação de *malware* dentro do SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, utilizando apenas os recursos externos e fins autorizados. |
| DESCRIÇÃO:  Existem UTILIZADORES com acesso a recursos de forma irregular, i.e. não prevista no PSD.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem UTILIZADORES com acesso a recursos de forma não prevista no PSD. O acesso não autorizado a informação, significa que os UTILIZADORES podem manipular dados de forma irregular, podendo comprometer o SISTEMA nomeadamente facilitando a saída não prevista de dados.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente reconfigurar as permissões de acesso a dados para que seja congruente com o definido no PSD. |
| DESCRIÇÃO:  Existe informação que não está a ser objeto de cópias de segurança como previsto no Regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existe informação que não está a ser objeto de cópias de segurança com a regularidade prevista no PSD. A inexistência de cópias de segurança pode conduzir à perda de informação e à indisponibilidade do SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à execução das tarefas relacionadas com as cópias de segurança com a periodicidade prevista no PSD. |

* + - 1. Vulnerabilidades em ferramentas de comunicação

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades que podem estar presentes em ferramentas de comunicação (e.g. email, IM).

**VULNERABILIDADES EM FERRAMENTAS DE COMUNICAÇÃO**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de vulnerabilidades em ferramentas de comunicação. As vulnerabilidades relacionadas diretamente com o cliente de e-mail (e.g. Microsoft Outlook) são tratadas nos modelos previstos de cada produto (e.g. Microsoft Office).

A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar é fruto da aprendizagem contínua do AUDITOR nos diferentes sistemas que audita.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-VFC-V1.0A |

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O seu preenchimento facilita a identificação das vulnerabilidades a levantar e as medidas corretivas ou recomendações a propor. A coluna ITEM contém vulnerabilidades conhecidas que servem de guia à auditoria. A coluna REAÇÃO sugere a descrição da vulnerabilidade a registar, e medidas corretivas ou recomendações a sugerir.

|  |  |
| --- | --- |
| ITEM | REAÇÃO |
| DESCRIÇÃO:  Existe uma grande probabilidade de puderem vir a ser transmitidos DADOS PESSOAIS por e-mail, e a ORGANIZAÇÃO não utiliza o e-mail com certificado digital.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  A ORGANIZAÇÃO pode transmitir ou a vir a transmitir DADOS PESSOAIS e não existem certificados digitais para assinar digitalmente, para garantir a autenticidade do remetente e não adulteração do conteúdo durante a transmissão.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, avaliando os custos de utilização de certificados digitais no e-mail. |
| DESCRIÇÃO:  Existem contas de e-mail que não utilizam encriptação nas comunicações para envio e receção de e-mail (e.g. SSL).  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Algumas contas de e-mail não utilizam um sistema de encriptação no envio ou receção de e-mail facilitando a visualização do conteúdo por estranhos durante a transmissão.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente na prevenção da legibilidade de conteúdo durante a transmissão na internet. |
| DESCRIÇÃO:  Os e-mails são mantidos apenas no computador local (i.e. são apagados do servidor externo) e não existe nenhum mecanismo de cópia de segurança dos mesmos.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem contas de e-mail que apenas mantem dados no computador local e não existe nenhum mecanismo de cópia de segurança de e-mail associada. No caso de perda de dados por falha de *hardware* ou roubo (físico ou virtual), o UTILIZADOR pode ficar privado da informação.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente na manutenção dos e-mails no servidor ou na existência de cópias de segurança dessa informação. |
| DESCRIÇÃO:  São utilizadas ferramentas de comunicação não autorizadas pelo RESPONSÁVEL PELO TRATAMENTO no pelo Regulamento do SISTEMA (e.g. skype, Messenger, etc.).  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  São utilizadas ferramentas de comunicação não autorizadas pelo RESPONSÁVEL PELO TRATAMENTO. A utilização incorreta deste tipo de ferramentas pode facilitar a saída descontrolada de dados e pode ser utilizada para invadir o SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente analisando a necessidade e medidas de mitigação de risco associadas à utilização de ferramentas de *Instant Messaging* (IM). |
| DESCRIÇÃO:  Existem UTILIZADORES que usam contas de e-mail que não pertencem ao contexto da ORGANIZAÇÃO.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem UTILIZADORES que usam contas de e-mail que não pertencem ao contexto da ORGANIZAÇÃO (e.g. e-mails pessoais). A utilização deste tipo de contas facilita a saída irregular de dados. Se forem utilizadas contas que identifiquem o UTILIZADOR pessoalmente, a ORGANIZAÇÃO fica vedada de acesso a esse conteúdo.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, solicitando que não sejam utilizadas contas além das utilizadas oficialmente no contexto da ORGANIZAÇÃO. |

* + - 1. Vulnerabilidades em responsabilidades de UTILIZADOR

Este anexo contém o formulário de acompanhamento à verificação de vulnerabilidades das responsabilidades atribuídas aos UTILIZADORES.

**VULNERABILIDADES DE RESPONSABILIDADES DE UTILIZADOR**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de existência de vulnerabilidades relacionadas com as responsabilidades atribuídas aos UTILIZADORES. A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI- VRU-V1.0A |

O quadro seguinte apresenta as vulnerabilidades conhecidas relacionadas com as responsabilidades atribuídas aos UTILIZADORES.

|  |  |
| --- | --- |
| ITEM | REAÇÃO |
| DESCRIÇÃO:  Existem registos de UTILIZADOR relacionados com a verificação dos dispositivos de redundância elétrica, que não estão a ser corretamente preenchidos conforme responsabilidades atribuídas pelo RESPONSÁVEL PELO TRATAMENTO (e.g. periodicidade definida no PSD).  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem registos de UTILIZADOR relacionados com a verificação dos dispositivos de redundância elétrica, que não estão a ser corretamente preenchidos conforme as responsabilidades atribuídas pelo RESPONSÁVEL PELO TRATAMENTO. Se não forem corretamente verificados, uma falha na redundância elétrica pode conduzir à indisponibilidade do SISTEMA e perda de dados.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente lembrando a importância dos registos de verificação dos dispositivos elétricos, com o objetivo de permitir a atuação técnica de forma preventiva e não reativa. |
| DESCRIÇÃO:  Existem registos de UTILIZADOR relacionados com a verificação de cópias de segurança, que não estão a ser corretamente preenchidos conforme responsabilidades atribuídas pelo RESPONSÁVEL PELO TRATAMENTO (e.g. periodicidade definida no PSD).  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem registos de UTILIZADOR relacionados com a verificação de cópias de segurança, que não estão a ser corretamente preenchidos conforme as responsabilidades atribuídas pelo RESPONSÁVEL PELO TRATAMENTO. Se não forem corretamente verificadas, perante uma falha pode não ser possível repor o SISTEMA em funcionamento.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente lembrando a importância dos registos de verificação de cópias de segurança, com objetivo de prever falhas de SISTEMA e a necessidade de reposição de dados. |
| DESCRIÇÃO:  Existem registos de UTILIZADOR relacionados com a validação de conteúdo das cópias de segurança, que não estão a ser corretamente preenchidos conforme responsabilidades atribuídas pelo RESPONSÁVEL PELO TRATAMENTO (e.g. periodicidade definida no PSD).  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem registos de UTILIZADOR relacionados com a validação de conteúdo das cópias de segurança, que não estão a ser corretamente preenchidos conforme as responsabilidades atribuídas pelo RESPONSÁVEL PELO TRATAMENTO. A validação de conteúdo é importante para se avaliar a capacidade de reposição do SISTEMA em funcionamento.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente lembrando a importância da validação de conteúdo de cópias de segurança com o objetivo de avaliar a capacidade de reposição do SISTEMA. |
| DESCRIÇÃO:  Existem registos de UTILIZADOR relacionados com a verificação de redundância de discos que não estão a ser corretamente preenchidos conforme responsabilidades atribuídas pelo RESPONSÁVEL PELO TRATAMENTO (e.g. periodicidade definida no PSD).  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem registos de UTILIZADOR relacionados com a verificação de redundância de discos, que não estão a ser corretamente preenchidos conforme as responsabilidades atribuídas pelo RESPONSÁVEL PELO TRATAMENTO. A redundância de discos é vital para manter o funcionamento do SISTEMA e da ORGANIZAÇÃO perante uma falha de *hardware*.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente lembrando a importância dos registos da redundância de discos, com objetivo de mitigar os riscos associados a falhas de *hardware*. |
| DESCRIÇÃO:  Existem registos de UTILIZADOR relacionados com a verificação de redundância de servidores que não estão a ser corretamente preenchidos conforme responsabilidades atribuídas pelo RESPONSÁVEL PELO TRATAMENTO (e.g. periodicidade definida no PSD).  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem registos de UTILIZADOR relacionados com a verificação de redundância de servidores, que não estão a ser corretamente preenchidos conforme as responsabilidades atribuídas pelo RESPONSÁVEL PELO TRATAMENTO. A redundância de servidores é vital para manter o funcionamento do SISTEMA e da ORGANIZAÇÃO perante uma falha de *hardware*.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente lembrando a importância dos registos da redundância de servidores, com objetivo de mitigar os riscos associados a falhas de *hardware*. |
| DESCRIÇÃO:  O conteúdo das cópias de segurança não demonstra que as responsabilidades atribuídas aos UTILIZADORES estão a ser corretamente cumpridas, conforme o definido no PSD.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  O conteúdo das cópias de segurança não demonstra que as responsabilidades atribuídas aos UTILIZADORES estão a ser corretamente cumpridas, conforme o definido no PSD. Perante uma falha de *hardware* pode não ser possível repor o SISTEMA em funcionamento.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente lembrando a importância das cópias de segurança com objetivo de mitigar os riscos associados a perdas de informação. |
| DESCRIÇÃO:  O tempo decorrido desde a última atribuição de responsabilidades aos UTILIZADORES excede o tempo limite definido no Regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  O tempo decorrido desde a última atribuição de responsabilidades aos UTILIZADORES excede o tempo limite definido no Regulamento do SISTEMA. Se não forem revistas periodicamente, pode fazer com que os UTILIZADORES caiam na rotina de preencher as folhas de registo sem a atenção devida, podendo conduzir a vulnerabilidades do SISTEMA em caso de falha.  MEDIDA CORRETIVA:  Promover a reatribuição de responsabilidades como previsto no Regulamento do SISTEMA, com o objetivo de vincar as responsabilidades atribuídas a cada UTILIZADOR. |

* + - 1. Vulnerabilidades de outros dispositivos

Este anexo contém o formulário de suporte à verificação de vulnerabilidades noutros dispositivos do SISTEMA.

**VULNERABILIDADES DE OUTROS DISPOSITIVOS**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de vulnerabilidades noutros dispositivos do SISTEMA.

A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar é fruto da aprendizagem contínua do AUDITOR nos diferentes sistemas que audita.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-VBAI-V1.0A |

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O seu preenchimento facilita a identificação das vulnerabilidades a levantar e as medidas corretivas ou recomendações a propor. A coluna ITEM contém vulnerabilidades conhecidas que servem de guia à auditoria. A coluna REAÇÃO sugere a descrição da vulnerabilidade a registar, e medidas corretivas ou recomendações a sugerir.

|  |  |
| --- | --- |
| ITEM | REAÇÃO |
| DESCRIÇÃO:  A revisão dos equipamentos de redundância elétrica não acontece há mais tempo do que o previsto no Regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  A revisão dos equipamentos de redundância elétrica não acontece há mais tempo do que o previsto no Regulamento do SISTEMA. Em caso de falha o SISTEMA fica vulnerável a alterações elétricas podendo estar em causa a perda de informação e a sua disponibilidade.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito ao prazo de revisão de dispositivos de redundância elétrica. |
| DESCRIÇÃO:  Existem DEA autorizados no PSD não se encontram em nenhuma das localizações autorizadas.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem DEA autorizados no PSD que não se encontram em nenhuma das localizações autorizadas. No caso de extravio ou furto, um DEA pode comprometer os dados da ORGANIZAÇÃO, podendo conduzir a incidentes de violação de dados.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, registar o IVD, avaliar a necessidade de notificação à AUTORIDADE DE CONTROLO, rever a necessidade do DEA, e rever as necessidades de formação dos UTILIZADORES. |
| DESCRIÇÃO:  São utilizados DEA não previstos no PSD nem autorizados pelo RESPONSÁVEL PELO TRATAMENTO no Regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  São utilizados DEA não previstos no PSD nem autorizados pelo RESPONSÁVEL PELO TRATAMENTO. A utilização irregular de DEA pode facilitar a saída descontrolada de dados ou a propagação de *malware* no SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente cumprindo as regras de utilização de DEA e utilizando apenas os que estiverem autorizados. |
| DESCRIÇÃO:  O tempo decorrido desde a última verificação da necessidade de existência de cada DEA excede o previsto no Regulamento do SISTEMA.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  O tempo decorrido desde a última verificação de necessidade de se utilizarem DEA excedeu o previsto no Regulamento de SISTEMA. A utilização incorreta de DEA pode facilitar a fuga de dados do SISTEMA pelo que, apenas devem existir os estritamente necessários.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente revendo periodicamente a necessidade de se utilizarem DEA no SISTEMA. |
| DESCRIÇÃO:  Existem DEA que saem da esfera física da ORGANIZAÇÃO cujo conteúdo pode ser consultado por estranhos ao SISTEMA no caso de furto ou extravio.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem DEA que saem da esfera física da ORGANIZAÇÃO cujo conteúdo pode ser consultado por estranhos ao SISTEMA no caso de furto ou extravio. O roubo ou extravio de um DEA é também o roubo ou extravio do seu conteúdo. A utilização de DEAs com informação legível (i.e. não encriptada) facilita a consulta dos dados por estranhos ao SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, nomeadamente no que diz respeito à saída de DEAs da esfera física da ORGANIZAÇÃO. |
| DESCRIÇÃO:  O tempo decorrido desde a última limpeza de destinos de cópias de segurança foi ultrapassado, pondo em risco o cumprimento do direito ao apagamento ou acesso pelos TITULARES DOS DADOS.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  O tempo decorrido desde a última limpeza integral das cópias de segurança excede o previsto no Regulamento do SISTEMA. A existência de dados em excesso dificulta a resposta ao direito de apagamento e acesso dos TITUALRES DOS DADOS por parte da ORGANIZAÇÃO.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, solicitando ao ADMINISTRADOR DE SISTEMA que limpe os destinos das cópias de segurança periodicamente como previsto no regulamento. |
| DESCRIÇÃO:  Não existem cópias de segurança fora da esfera física da ORGANIZAÇÃO.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Não existem cópias de segurança deslocalizadas, i.e., fora da esfera física da ORGANIZAÇÃO. Se houver um incêndio ou assalto, o suporte para onde estão a ser feitas as cópias pode ficar danificado ou ser furtado, não sendo possível restaurar os dados no SISTEMA.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento de SISTEMA, promovendo cópias de segurança fora da esfera física da ORGANIZAÇÃO, mas cumprindo as questões de segurança previstas. |
| DESCRIÇÃO:  Existem interfaces não utilizados e configurados que podem ser ligados sem autorização do ADMINISTRADOR DE SISTEMA (e.g. impressoras e computadores com várias placas de rede).  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Existem interfaces possíveis não utilizados que podem ser conectados sem autorização e prévia configuração por parte do ADMINISTRADOR DO SISTEMA. A ligação de um dispositivo erradamente configurado pode por em risco a operabilidade do SISTEMA e pode facilitar a propagação de *malware* caso esteja infetado.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, nomeadamente no que diz respeito à admissão de novos dispositivos. Proteger as interfaces não utilizadas através de aplicações de segurança, parametrização do dispositivo ou através da colocação de selos inquebráveis. |

* + - 1. Vulnerabilidades operacionais

Este anexo contém o formulário de suporte à verificação de vulnerabilidades operacionais da ORGANIZAÇÃO.

**VULNERABILIDADES OPERACIONAIS**

Este documento é preenchido pelo AUDITOR como auxiliar à verificação de vulnerabilidades operacionais da ORGANIZAÇÃO.

A forma *checklist* deste modelo visa promover a eficiência da auditoria, diminuindo a hipótese de esquecimento. A lista de itens a verificar é fruto da aprendizagem contínua do AUDITOR nos diferentes sistemas que audita.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-VO-V1.0A |

O quadro seguinte apresenta uma lista de itens a verificar a cada auditoria. O seu preenchimento facilita a identificação das vulnerabilidades a levantar e as medidas corretivas ou recomendações a propor. A coluna ITEM contém vulnerabilidades conhecidas que servem de guia à auditoria. A coluna REAÇÃO sugere a descrição da vulnerabilidade a registar, e medidas corretivas ou recomendações a sugerir.

|  |  |
| --- | --- |
| ITEM | REAÇÃO |
| DESCRIÇÃO:  Pelo menos um dos servidores em produção não está abrangido por um compromisso de garantia (e.g. extensão) ou contrato de suporte do fabricante.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem servidores em produção não abrangidos por garantia ou contrato de suporte do fabricante. Uma avaria pode condicionar ou inviabilizar o acesso às aplicações ou dados do servidor. Atendendo à importância do dispositivo na infraestrutura, a avaria pode conduzir à substituição repentina e mal ponderada.  MEDIDA CORRETIVA:  Promover que seja efetuado um contrato com o fabricante que assegure componentes eletrónicos em caso de avaria. Se impossível ou inviável, promover a substituição do dispositivo. |
| DESCRIÇÃO:  Existe pelo menos um dispositivo importante para a operacionalidade da ORGANIZAÇÃO, mas cujo *software* é incompatível com novos computadores.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem dispositivos na ORGANIZAÇÃO vitais para o seu funcionamento, cujo *software* é incompatível com computadores recentes. Em caso de falha de um desses dispositivos pode por em causa a operacionalidade da ORGANIZAÇÃO.  MEDIDA CORRETIVA:  Promover a atualização ou substituição dos dispositivos envolvidos. |
| DESCRIÇÃO:  A ORGANIZAÇÃO tem endereços de e-mail que identificam UTILIZADORES e que inviabilizam o acesso à informação aquando da saída destes da ORGANIZAÇÃO.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem endereços de e-mail que identificam UTILIZADORES e que inviabilizam o acesso à informação aquando da saída destes da ORGANIZAÇÃO. Em caso de saída do UTILIZADOR TITULAR DOS DADOS, não será possível aceder ao conteúdo do e-mail porque seria uma violação de DADOS PESSOAIS.  MEDIDA CORRETIVA:  Promover a anonimização de endereços de e-mail e o cumprimento de boas práticas respeitantes à não utilização do e-mail para fins que não o profissional. |
| DESCRIÇÃO:  Existem dispositivos que aparentam ter informação pessoal que pode conduzir à violação de DADOS PESSOAIS aquando da saída de UTILIZADORES.  IMPACTO DE SUGESTÃO: Severo | VULNERABILIDADE:  Existem dispositivos no SISTEMA com DADOS PESSOAIS de UTILIZADOR cujo acesso pela ORGANIZAÇÃO após a sua saída (e.g. cessação de contrato), pode significar violação de DADOS PESSOAIS.  MEDIDA CORRETIVA:  Promover o cumprimento do Regulamento do SISTEMA, mantendo apenas a informação atual e necessária para a operacionalidade da ORGANIZAÇÃO. |
| DESCRIÇÃO:  Não existe suporte protocolado com pelo menos um parceiro responsável pela gestão dos domínios.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Não existe suporte protocolado com pelo menos um parceiro responsável pela gestão dos domínios. O acesso não protocolado com o parceiro responsável pela gestão de domínios, pode originar problemas de acesso aos diversos serviços da ORGANIZAÇÃO que se baseiam nesses domínios (e.g. sites, e-mail, etc.).  MEDIDA CORRETIVA:  Promover que RESPONSÁVEL PELO TRATAMENTO consiga protocolar o serviço com o parceiro, ou promover a substituição do parceiro. |
| DESCRIÇÃO:  Não existe suporte protocolado com algum dos parceiros responsáveis pela administração ou alojamento dos *sites* da ORGANIZAÇÃO.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Não existe suporte protocolado com algum dos parceiros responsáveis pela administração ou alojamento dos *sites* da ORGANIZAÇÃO. O acesso não protocolado pode originar indisponibilidades descontroladas dos serviços e impactar negativamente a imagem da ORGANIZAÇÃO.  MEDIDA CORRETIVA:  Promover que RESPONSÁVEL PELO TRATAMENTO consiga protocolar o serviço com o parceiro, ou promover a substituição do parceiro. |
| DESCRIÇÃO:  Não existe suporte protocolado com o parceiro responsável pelas caixas de e-mail.  IMPACTO DE SUGESTÃO: Critico | VULNERABILIDADE:  Não existe suporte protocolado com o parceiro responsável pelas caixas de e-mail. O acesso não protocolado pode originar indisponibilidades descontroladas do serviço, perda de dados e impactar negativamente a imagem da ORGANIZAÇÃO.  MEDIDA CORRETIVA:  Promover que RESPONSÁVEL PELO TRATAMENTO consiga protocolar o serviço com o parceiro, ou promover a substituição do parceiro. |

* 1. RECOMENDAÇÕES COMUNS

Nesta secção consta a lista de recomendações comuns que podem ser sugeridas para implementação por parte da ORGANIZAÇÃO.

|  |
| --- |
| DESCRIÇÃO |
| Implementar uma camada adicional de proteção de *malware* através de uma *appliance* de segurança. |
| Adquirir uma aplicação de segurança para encriptar ficheiros. |
| Adquirir uma aplicação de segurança para controlo de DEAs. |
| Configurar todos os IPs da rede como estáticos. |

* 1. MATRIZES
     1. Utilizador

Nesta secção devem ser arquivadas as matrizes dos diferentes formulários de registo utilizados na ORGANIZAÇÃO pelo UTILIZADOR (i.e. registos e formulários vazios). Os registos a serem preenchidos pelos UTILIZADORES devem ser designados em ata pelo RESPONSÁVEL PELO TRATAMENTO de dados.

* + - 1. Redundância
         1. Registo de verificação da redundância elétrica

Este anexo deve conter o *template* de registo de verificação de funcionamento da redundância elétrica de um determinado equipamento.

**REGISTO DE VERIFICAÇÃO DA REDUNDÂNCIA ELÉTRICA**

Neste mapa devem ser registadas todas as verificações de redundância elétrica efetuadas ao dispositivo REE abaixo identificado.

O quadro seguinte resume a ordem de atribuição da responsabilidade de preenchimento deste registo.

|  |  |
| --- | --- |
| ATRIBUIÇÃO DA RESPONSABILIDADE DE PREENCHIMENTO | REGISTO |
| ATA:  DATA:  RESPONSÁVEL PELO TRATAMENTO:  UTILIZADOR DESIGNADO:  REE:  PERIODICIDADE DE VERIFICAÇÃO: | INÍCIO:  FIM:  MOD: DSPI-RVRE-V1.0A |

No quadro seguinte devem ser registados os momentos de verificação. Cada linha representa uma verificação efetuada. Caso responda afirmativamente à questão da coluna 3, deve informar de imediato o administrador do sistema, o técnico responsável pela infraestrutura e o RESPONSÁVEL PELO TRATAMENTO de dados. Esta informação deve ser prestada oralmente e também por escrito via e-mail.

|  |  |  |
| --- | --- | --- |
| DATA | RELATÓRIO BREVE | IMPACTO NO SISTEMA? 1) |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

1) O estado pode ter impacto na segurança ou disponibilidade do SISTEMA?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(UTILIZADOR designado)

* + - * 1. Registo de verificação da redundância de servidores

Este anexo deve conter o *template* de registo de verificação de funcionamento da redundância de servidores de um determinado *datacenter* ou servidor de *backup*.

**REGISTO DE VERIFICAÇÃO DA REDUNDÂNCIA DE SERVIDORES**

Neste mapa devem ser registadas todas as verificações de redundância de servidores efetuadas ao equipamento abaixo identificado.

O quadro seguinte resume a ordem de atribuição da responsabilidade de preenchimento deste registo.

|  |  |
| --- | --- |
| ATRIBUIÇÃO DA RESPONSABILIDADE DE PREENCHIMENTO | REGISTO |
| ATA:  DATA:  RESPONSÁVEL PELO TRATAMENTO:  UTILIZADOR DESIGNADO:  DISPOSITIVO:  PERIODICIDADE DE VERIFICAÇÃO: | INÍCIO:  FIM:  MOD: DSPI-RVRS-V1.0A |

No quadro seguinte devem ser registados os momentos de verificação. Cada linha representa uma verificação efetuada. Caso responda afirmativamente à questão da coluna 3, deve informar de imediato o administrador do sistema, o técnico responsável pela infraestrutura e o RESPONSÁVEL PELO TRATAMENTO de dados. Esta informação deve ser prestada oralmente e também por escrito via e-mail.

|  |  |  |
| --- | --- | --- |
| DATA | RELATÓRIO BREVE | IMPACTO NO SISTEMA? 1) |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

1) O estado pode ter impacto na segurança ou disponibilidade do SISTEMA?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(UTILIZADOR designado)

* + - * 1. Registo de verificação da redundância de discos

Este anexo deve conter o *template* de registo de verificação de funcionamento da redundância de discos (RAID) de um determinado servidor ou servidor de *backup*.

**REGISTO DE VERIFICAÇÃO DA REDUNDÂNCIA DE DISCOS**

Neste mapa devem ser registadas todas as verificações de redundância de discos efetuadas ao equipamento abaixo identificado.

O quadro seguinte resume a ordem de atribuição da responsabilidade de preenchimento deste registo.

|  |  |
| --- | --- |
| ATRIBUIÇÃO DA RESPONSABILIDADE DE PREENCHIMENTO | REGISTO |
| ATA:  DATA:  RESPONSÁVEL PELO TRATAMENTO:  UTILIZADOR DESIGNADO:  BAK:  PERIODICIDADE DE VERIFICAÇÃO: | INÍCIO:  FIM:  MOD: DSPI-RVRD-V1.0A |

No quadro seguinte devem ser registados os momentos de verificação. Cada linha representa uma verificação efetuada. Caso responda afirmativamente à questão da coluna 3, deve informar de imediato o administrador do sistema, o técnico responsável pela infraestrutura e o RESPONSÁVEL PELO TRATAMENTO de dados. Esta informação deve ser prestada oralmente e também por escrito via e-mail.

|  |  |  |
| --- | --- | --- |
| DATA | RELATÓRIO BREVE | IMPACTO NO SISTEMA? 1) |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

1) O estado pode ter impacto na segurança ou disponibilidade do SISTEMA?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(UTILIZADOR designado)

* + - 1. Cópias de segurança
         1. Registo de verificação de execução de cópias de segurança

Este anexo deve conter o *template* de registo de verificação de execução de cópias de segurança de uma determinada tarefa de cópias de segurança.

**REGISTO DE VERIFICAÇÃO DE EXECUÇÃO DE CÓPIAS DE SEGURANÇA**

Neste mapa deve estar registadas todas as verificações de execução da tarefa de cópias abaixo indicada. Deve existir um registo diferente por cada tarefa de cópias de segurança.

O quadro seguinte resume a ordem de atribuição da responsabilidade de preenchimento deste registo.

|  |  |
| --- | --- |
| ATRIBUIÇÃO DA RESPONSABILIDADE DE PREENCHIMENTO | REGISTO |
| ATA:  DATA:  RESPONSÁVEL PELO TRATAMENTO:  UTILIZADOR DESIGNADO:  TAREFA:  PERIODICIDADE DE VERIFICAÇÃO: | INÍCIO:  FIM:  MOD: DSPI-RVECS-V1.0A |

No quadro seguinte devem ser registados os momentos de verificação. Cada linha representa uma verificação efetuada. Caso responda afirmativamente à questão da coluna 3, deve informar de imediato o administrador do sistema, o técnico responsável pela infraestrutura e o RESPONSÁVEL PELO TRATAMENTO de dados. Esta informação deve ser prestada oralmente e também por escrito via e-mail.

|  |  |  |
| --- | --- | --- |
| DATA | RELATÓRIO BREVE 1) | IMPACTO NO SISTEMA? 2) |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

1) Incluir o tipo de verificação executada (e.g. abertura e verificação de conteúdo dos ficheiros e )  
2) O estado pode ter impacto na segurança ou disponibilidade do SISTEMA?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(UTILIZADOR designado)

* + - * 1. Registo de validação de conteúdo em cópias de segurança (se aplicável)

Este anexo deve conter o *template* de registo de validação de conteúdo de cópias de segurança de uma determinada tarefa de cópias de segurança.

**REGISTO DE VALIDAÇÃO DE CONTEÚDO DE CÓPIAS DE SEGURANÇA**

Neste mapa devem ser registadas todas as validações de conteúdo de cópias de segurança. Deve existir um registo diferente por conteúdo.

O quadro seguinte resume a ordem de atribuição da responsabilidade de preenchimento deste registo.

|  |  |
| --- | --- |
| ATRIBUIÇÃO DA RESPONSABILIDADE DE PREENCHIMENTO | REGISTO |
| ATA:  DATA:  RESPONSÁVEL PELO TRATAMENTO:  UTILIZADOR DESIGNADO:  TAREFA:  PERIODICIDADE DE VERIFICAÇÃO: | INÍCIO:  FIM:  MOD: DSPI-RVCCS-V1.0A |

No quadro seguinte devem ser registados os momentos de verificação. Cada linha representa uma verificação efetuada. Caso responda afirmativamente à questão da coluna 3, deve informar de imediato o administrador do sistema, o técnico responsável pela infraestrutura e o RESPONSÁVEL PELO TRATAMENTO de dados. Esta informação deve ser prestada oralmente e também por escrito via e-mail.

|  |  |  |
| --- | --- | --- |
| DATA | RELATÓRIO BREVE 1) | IMPACTO NO SISTEMA? 2) |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

1) Incluir o tipo de validação executada (e.g. reposição da e confirmação de conteúdo)  
2) O estado pode ter impacto na segurança ou disponibilidade do SISTEMA?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(UTILIZADOR designado)

* + - 1. Outros
         1. Registo de intervenções técnicas

Este anexo deve conter o *template* de registo das intervenções técnicas feitas na ORGANIZAÇÃO.

**REGISTO DE INTERVENÇÕES TÉCNICAS**

Este registo permite documentar as intervenções técnicas ocorridas na ORGANIZAÇÃO. A cada intervenção deve ser preenchida uma linha de registo.

O quadro seguinte resume a ordem de atribuição da responsabilidade de preenchimento deste registo.

|  |  |
| --- | --- |
| ATRIBUIÇÃO DA RESPONSABILIDADE DE PREENCHIMENTO | REGISTO |
| ATA:  DATA:  RESPONSÁVEL PELO TRATAMENTO:  UTILIZADOR DESIGNADO: | INÍCIO:  FIM:  MOD: DSPI-RIT-V1.0A |

No quadro seguinte devem ser efetuados os registos. Cada linha representa uma intervenção técnica efetuada.

|  |  |  |
| --- | --- | --- |
| INTERVENÇÃO | | IMPACTO |
| DATA:  TÉCNICO: | DISPOSITIVOS E APLICAÇÕES ENVOLVIDAS:  RESUMO BREVE DA INTERVENÇÃO: | CALENDÁRIO: 1)  CARACTERIZAÇÃO DO SISTEMA: 2)  PLANO DE SEGURANÇA E DISPONIBILIDADE: 3) |
| DATA:  TÉCNICO: | DISPOSITIVOS E APLICAÇÕES ENVOLVIDAS:  RESUMO BREVE DA INTERVENÇÃO: | CALENDÁRIO: 1)  CARACTERIZAÇÃO DO SISTEMA: 2)  PLANO DE SEGURANÇA E DISPONIBILIDADE: 3) |
| DATA:  PARCEIRO: | DISPOSITIVOS E APLICAÇÕES ENVOLVIDAS:  RESUMO BREVE DA INTERVENÇÃO: | CALENDÁRIO: 1)  CARACTERIZAÇÃO DO SISTEMA: 2)  PLANO DE SEGURANÇA E DISPONIBILIDADE: 3) |

1) A intervenção impacta o calendário (cronograma) da ORGANIZAÇÃO, porquê?  
2) A intervenção impacta a caracterização do SISTEMA, em que medida?  
3) A intervenção impacta o PSD da ORGANIZAÇÃO, como?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(UTILIZADOR designado)

* + - * 1. Registo de formação relacionada com o SISTEMA

Este anexo deve conter o *template* de registo da formação relacionada com a segurança, privacidade, integridade e disponibilidade, prestada aos UTILIZADORES do SISTEMA. O registo deve ser orientado à ação de formação e deve ser assinada por todos os UTILIZADORES participantes.

**REGISTO DE FORMAÇÃO RELACIONADA COM O SISTEMA**

Este registo confirma a participação dos UTILIZADORES na ação de formação abaixo identificada. A cada ação de formação deve ser preenchida um destes registos.

O quadro seguinte resume a ordem de atribuição da responsabilidade de preenchimento deste registo.

|  |  |
| --- | --- |
| ATRIBUIÇÃO DA RESPONSABILIDADE DE PREENCHIMENTO | REGISTO |
| ATA:  DATA:  RESPONSÁVEL PELO TRATAMENTO:  UTILIZADOR DESIGNADO: | INÍCIO:  FIM:  MOD: DSPI-RFRS-V1.0A |

O quadro seguinte identifica a ação de formação em que participaram os UTILIZADORES assinantes.

|  |  |
| --- | --- |
| AÇÃO DE FORMAÇÃO | PERIODO DE FORMAÇÃO |
| DATA:  IDENTIFICAÇÃO DA AÇÃO: | INICIO:  FIM: |

Cada UTILIZADOR participante na ação de formação deve assinar o quadro abaixo confirmando a sua presença.

|  |  |
| --- | --- |
| NOME LEGÍVEL | RÚBRICA |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(UTILIZADOR designado)

* + 1. Auditor

Nesta secção podem ser encontrados as matrizes dos registos que podem ser utilizados pelo AUDITOR.

* + - 1. Auditoria
         1. Registo de conformidade dos registos dos UTILIZADORES.

**REGISTO DE CONFORMIDADE DOS REGISTOS DOS UTILIZADORES**

Este registo é utilizado pelo AUDITOR na verificação de conformidade dos registos preenchidos pelos UTILIZADORES.

O quadro seguinte identifica a auditoria e o AUDITOR responsável.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO:  DATA:  AUDITOR: | **INICIO:**  **FIM:**  **MOD:** DSPI-RCRU-V1.0A |

Cada linha do quadro seguinte representa uma verificação de conformidade pelo AUDITOR.

|  |  |
| --- | --- |
| REGISTO | CONFORMIDADE |
| REGISTO: 1)  INICIO:  FIM:  UTILIZADOR: | CONFORME OU NÃO CONFORME [sim, não]:  VULNERABILIDADES:  MEDIDA CORRETIVA: |
| REGISTO: 1)  INICIO:  FIM:  UTILIZADOR: | CONFORME OU NÃO CONFORME [sim, não]:  VULNERABILIDADES:  MEDIDA CORRETIVA: |
| REGISTO: 1)  INICIO:  FIM:  UTILIZADOR: | CONFORME OU NÃO CONFORME [sim, não]:  VULNERABILIDADES:  MEDIDA CORRETIVA: |
| REGISTO: 1)  INICIO:  FIM:  UTILIZADOR: | CONFORME OU NÃO CONFORME [sim, não]:  VULNERABILIDADES:  MEDIDA CORRETIVA: |

1) Indicar o código e nome do registo (e.g. DSPI-RVRE, Registo de Verificação de Redundância Elétrica)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(AUDITOR)

* + - * 1. Conformidade da auditoria

Este anexo deve ser utilizado para garantir o cumprimento de todas as tarefas do AUDITOR associadas à auditoria e respetivo encerramento.

**REGISTO DE CONTROLO DA AUDITORIA**

Este registo é utilizado para apoiar o controlo das tarefas a desempenhar pelo AUDITOR em cada auditoria.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO:  DATA:  AUDITOR: | **INICIO:**  **FIM:**  **MOD:** DSPI-RCA-V1.0A |

O quadro seguinte contém um conjunto de itens a verificar com o objetivo de garantir a execução de todas as tarefas relacionadas com uma auditoria.

|  |  |
| --- | --- |
| TAREFA | NOTAS |
| INICIO |  |
| Atualizar o módulo Anexos de Auditoria. |  |
| ENTRADA E SAÍDA DE UTILIZADORES |  |
| Avaliar a necessidade de reconfiguração de permissões. |  |
| Assinar Regulamento do SISTEMA (novos UTILIZADORES). |  |
| Avaliar necessidades de formação. |  |
| RESPONSABILIDADES DOS UTILIZADORES |  |
| Atribuir ou rever a atribuição de responsabilidades de registo. |  |
| Recolher registos preenchidos e distribuir registos limpos. |  |
| CALENDÁRIO |  |
| Reconfigurar os compromissos atendidos durante o último SPRINT. |  |
| Resumir os compromissos não atendidos do último SPRINT. | Incluir na ata enfatizando o impacto de não se ter atendido ao compromisso. |
| Levantar os compromissos a atender no próximo SPRINT. | Incluir na ata. |
| Atender aos compromissos do AUDITOR (revisão de autorizações, atribuição de responsabilidades, utilização de *wireless*, etc.). | Incluir em ata as decisões tomadas (e.g. continua a existir a necessidade de *wireless*…). |
| VULNERABILIDADES |  |
| Avaliar a correção de vulnerabilidades pendentes e atualizar o respetivo estado se aplicável. |  |
| Avaliar o impacto da não correção das vulnerabilidades não resolvidas. | Incluir na ata de encerramento o impacto das mais graves. |
| Levantar novas vulnerabilidades do SISTEMA. | Incluir na ata de encerramento o resumo das mais importantes. |
| INCIDENTES |  |
| Avaliar os IVD ocorridos e as decisões de comunicação assumidas pelo RESPONSÁVEL PELO TRATAMENTO. | Incluir na ata resumo das decisões de comunicação. |
| Avaliar a implementação de medidas adicionais de controlo. | Incluir um resumo em ata. |
| OUTROS |  |
| Avaliar conformidade e arquivar dos registos de UTILIZADORES. |  |
| Avaliar as alterações ocorridas que possam impactar a Caracterização do SISTEMA e o PSD. |  |
| FIM |  |
| Agendar da próxima Auditoria de Revisão. |  |
| Encriptar *pendrive* com conteúdo das auditorias. |  |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(AUDITOR)

* + - 1. Computadores, servidores ou equivalentes
         1. Registo de computador, servidor ou equivalente

Este anexo contém o formulário a preencher quando ocorre uma entrada ou alteração de um computador, servidor ou equivalente no SISTEMA.

**REGISTO DE COMPUTADOR, SERVIDOR OU EQUIVALENTE**

Este registo é utilizado pelo AUDITOR registar a entrada ou alteração de um computador, servidor ou equivalente no SISTEMA.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma. É utilizado o termo SPRINT para representar o tempo decorrido entre duas auditorias seguidas.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-RCSE-V1.0A |

O quadro seguinte apresenta as instruções de leitura e preenchimento de cada campo que pertence ao registo.

|  |  |  |  |
| --- | --- | --- | --- |
| CAMPO | INSTRUÇÕES | CAMPO | INSTRUÇÕES |
| DADOS GERAIS | | | |
| Id | Identificador do dispositivo no SISTEMA. | **Modelo** | Modelo do dispositivo. |
| Data | Data do registo. | **Processador** | Descrição do processador do dispositivo. |
| Tipo de equipamento | Tipo de dispositivo a registar | **Memória principal** | Tamanho total da memória principal do dispositivo. |
| Data de compra | Data de aquisição do dispositivo pela ORGANIZAÇÃO. | **Memória secundária** | Tamanho total da memória secundária do dispositivo. |
| Inativo | Se o dispositivo ainda se encontra em uso pela ORGANIZAÇÃO. | **SO** | Sistema operativo instalado no dispositivo. |
| Data de inatividade | Se o dispositivo estiver fora de uso, registar data de inatividade. | **Endereço IP** | Endereço IP do dispositivo. |
| Descrição | Descrição do dispositivo. | **Versão de *firmware* da BIOS** | Versão de *firmware* da BIOS do dispositivo. |
| Função | Função do dispositivo da ORGANIZAÇÃO. | **Localização** | Localização do dispositivo na ORGANIZAÇÃO. |
| Marca | Marca do dispositivo. |  |  |
| SUPORTE TÉCNICO | | | |
| Id | Identificador do parceiro responsável pelo suporte ou fabricante do dispositivo no SISTEMA. | **Periodicidade** | Periodicidade de atualização de contratos de suporte. |
| Tipo de PAR | Se é parceiro ou fabricante. | **Antecedência** | Com que antecedência se deve proceder à renovação do contrato. |
| Inativo | Se o suporte ao dispositivo ainda se encontra ativo no SISTEMA. | **Contactos** | Contactos para pedido de suporte. |
| Data de inatividade | Se o suporte estiver inativo, registar a data de inatividade. | **Horário** | Horário disponível para contacto. |
| Designação | Designação do parceiro/fabricante. | **Observações** | Observações (e.g. motivo da inatividade do suporte) |
| Tipo de parceria | Descrição do processador do dispositivo. |  |  |
| APLICAÇÕES DE SEGURANÇA | | | |
| Id | Identificador da aplicação de segurança no SISTEMA. | **Versão** | Versão da aplicação instalada. |
| Tipo de aplicação | Tipo de aplicação. | **Data de aquisição de licença** | Data da última aquisição da licença para uso da aplicação. |
| Suporte | Identificador do parceiro/fabricante que fornece suporte à aplicação no SISTEMA. | **Periodicidade** | Periodicidade de renovação da aplicação. |
| Inativo | Se a aplicação ainda está ativa no dispositivo. | **Antecedência** | Com que antecedência se deve proceder à renovação. |
| Data de inatividade | Se a aplicação estiver inativa, registar a data de inatividade. | **Regras** | Descrever as barreiras ou regras de exceção de acesso ao equipamento. |
| Descrição | Descrição da aplicação. | **Motivo de inativação** | No caso de a aplicação for inativada registar o motivo. |
| RECURSOS DE REDE | | | |
| Id | Identificador do recurso disponibilizado pelo dispositivo no sistema. | **Partilha** | Descrição da partilha. |
| Inativo | Se o recurso ainda se encontra ativo, ou seja, se ainda é partilhado pelo dispositivo. | **Descrição do conteúdo** | Descrição do conteúdo da partilha. |
| Data de inatividade | Se o recurso estiver inativo, registar a data de inatividade. | **Justificação** | Justificação da existência do recurso. |
| Tipo de recurso | Tipo de recurso disponibilizado pelo dispositivo (e.g pasta partilhada) | **Motivo de inativação** | No caso de a aplicação for inativada registar o motivo. |
| UTILIZADORES | | | |
| Id | Identificador do UTILIZADOR autorizado a operar no equipamento. | **Perfil do UTILIZADOR** | O perfil atribuído ao UTILIZADOR para operar no dispositivo. |
| Acesso externo | Se o UTILIZADOR tem permissão para acesso remoto ao equipamento. | **Descrição do perfil** | Descrição do perfil atribuído. |
| Inativo | Se o UTILIZADOR foi inativado. | **Tipo de acesso externo** | Se tem autorização de acesso externo, indicar o tipo de acesso. |
| Data de inatividade | Se a aplicação estiver inativa, registar a data de inatividade. | **Justificação** | Justificar a permissão de acesso externo ao dispositivo. |
| Nome | Nome do utilizador. |  |  |

Nos quadros seguintes deve ser registado o dispositivo, juntamente com toda a informação a si relacionada.

|  |  |  |
| --- | --- | --- |
| **DADOS GERAIS** | | |
| ID: (vazio)  DATA: (vazio) | TIPO DE EQUIPAMENTO:  COMPUTADOR  Portátil  SERVIDOR  NAS  Backup | DATA COMPRA: (vazio)  INATIVO DATA DE INATIVIDADE: (vazio) |
| DESCRIÇÃO: (vazio) | | |
| FUNÇÃO: (vazio) | | |
| MARCA: (vazio) | | |
| MODELO: (vazio) | | |
| PROCESSADOR: (vazio) | | |
| MEMÓRIA PRINCIPAL: (vazio) | | |
| MEMÓRIA SECUNDÁRIA: (vazio) | | |
| SO: (vazio) | | |
| ENDEREÇO IP: (vazio) | | |
| LOCALIZAÇÃO: (vazio) | | |

|  |  |  |
| --- | --- | --- |
| **SUPORTE TÉCNICO** | | |
| ID: (vazio) | TIPO DE PAR:  PARCEIRO  FABRICANTE | INATIVO DATA DE INATIVIDADE: (vazio) |
| NOME: (vazio) | | |
| TIPO DE PARCERIA: (vazio) | | |
| PERIODICIDADE: (vazio) | | |
| ANTECEDÊNCIA: (vazio) | | |
| CONTACTOS: (vazio) | | |
| HORÁRIO: (vazio) | | |
| OBSERVAÇÕES: (vazio) | | |

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **APLICAÇÕES** | | | | | | | |
| ID: (vazio) | | TIPO DE APLICAÇÃO:  SEGURANÇA  OUTRA  SO  PRODUTIVIDADE  OPERACIONAIS | | SUPORTE: (vazio)  INATIVO DATA DE INATIVIDADE: (vazio) | | | |
| DESCRIÇÃO: (vazio) | | | | | | | |
| VERSÃO: (vazio) | | | | | | | |
| DATA DA AQUISIÇÃO DE LICENÇA: (vazio) | | | | | | | |
| PERIODICIDADE: (vazio) | | | | | | | |
| ANTECEDÊNCIA: (vazio) | | | | | | | |
| REGRAS: | | | | | | |  |
|  | DESCRIÇÃO | | REGRA/BARREIRA | | ESTADO | DATA VERIFICAÇÃO |
|  | |  | |  |  |
|  | |  | |  |  |
|  | |  | |  |  |
| MOTIVO INATIVAÇÃO: (vazio) | | | | | | | |

|  |  |
| --- | --- |
| **RECURSOS DE REDE** | |
| ID: (vazio) | INATIVO DATA DE INATIVIDADE: (vazio) |
| TIPO: (vazio) | |
| PARTILHA: (vazio) | |
| DESCRIÇÃO DE CONTEÚDO: (vazio) | |
| CREDENCIAIS: (vazio) | |
| JUSTIFICAÇÃO: (vazio) | |
| MOTIVO INATIVAÇÃO: (vazio) | |

|  |  |  |
| --- | --- | --- |
| **UTILIZADORES** | | |
| ID: (vazio) | ACESSO EXTERNO | INATIVO DATA DE INATIVIDADE: (vazio) |
| NOME: (vazio) | | |
| PERFIL: (vazio) | | |
| DESCRIÇÃO PERFIL: (vazio) | | |
| TIPO DE ACESSO EXTERNO: (vazio) | | |
| JUSTIFICAÇÃO PARA ACESSO EXTERNO: (vazio) | | |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(AUDITOR)

O quadro seguinte pode ser consultado o impacto que o preenchimento do DSPI-RCSE pode ter no DSPI.

|  |  |
| --- | --- |
| ITEM | MEDIDAS PROPOSTAS |
| DSPI / Rosto do Dossier | |
| Calendário / compromissos | Inserir registo de compromisso. |
| Calendário / cronograma | Registar compromisso no cronograma. |
| DSPI / Caracterização do SISTEMA | |
| Suporte técnico / (todos) | Inserir ou remover registo de parceiro. |
| Infraestrutura /segmento / diagrama | Alterar diagrama se necessário |
| Infraestrutura /segmento / servidores ou equivalentes ou dispositivos de backup ou computadores fixos ou computadores portáteis. | Inserir ou alterar registo. |
| Aplicações de segurança / (todos) | Inserir ou remover registo de uma aplicação de segurança na respetiva subseção de acordo com o nível. |
| Outras aplicações / (todos) | Inserir ou remover registo de uma aplicação de segurança na respetiva subseção de acordo com o tipo de aplicação. Registar o dispositivo no ponto |
| Outras aplicações / aplicações por dispositivo. | Registar as aplicações que estão instaladas no dispositivo. |
| Recursos de rede / (todos) | Registar ou remover recursos de rede disponibilizados pelo dispositivo. |
| UTILIZADORES / Perfis | Registar permissões do UTILIZADOR (ficha de utilizador). |
| DSPI / Plano de Segurança e Disponibilidade | |
| Controlo de acesso à infraestrutura / barreiras de acesso / SO | Atualizar se necessário. |
| Controlo de acesso à infraestrutura / exceções de acesso / rede local com fios; rede local sem fios; SO | Atualizar se necessário. |
| Controlo de acesso à infraestrutura / acessos externos / autorizações | Atualizar se necessário. |
| *Malware* e atualizações de segurança / proteções de *malware* de SO | Atualizar se necessário. |
| *Malware* e atualizações de segurança / atualizações de segurança de outras aplicações e SO | Atualizar se necessário. |
| *Malware* e atualizações de segurança / atualizações de *firware* | Atualizar se necessário. |
| OUTROS | |
| Registo de utilizadores | Se houver alguma alteração a nível de permissões no dispositivo, ou se o UTILIZADOR ainda não tiver registo, alterar ou preencher um DSPI-RU |
| Inatividade do dispositivo | Se o dispositivo for retirado do SISTEMA preencher um DSPI-RSCSE |

* + - * 1. Registo de saída de computadores, servidor ou equivalente

Este anexo contém o formulário a preencher quando ocorre a saída de um servidor do SISTEMA.

(garantir que a informação foi apagada de forma definita ou o disco removido do equipamento).

* + - 1. Equipamentos de rede
         1. Registo de router ou distribuidor de rede

Este anexo contém o formulário a preencher quando ocorre a entrada ou alteração de um equipamento de rede (e.g. routers, *appliances*, *firewalls*, *switch*, etc.).

**REGISTO DE ROUTER OU DISTRIBUIDOR DE REDE**

Este registo é utilizado pelo AUDITOR registar a entrada ou alteração de equipamentos de rede no SISTEMA.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma. É utilizado o termo SPRINT para representar o tempo decorrido entre duas auditorias seguidas.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-RRDR-V1.0A |

O quadro seguinte apresenta as instruções de leitura e preenchimento de cada campo que pertence ao registo.

|  |  |  |  |
| --- | --- | --- | --- |
| CAMPO | INSTRUÇÕES | CAMPO | INSTRUÇÕES |
| DADOS GERAIS | | | |
| Id | Identificador do dispositivo no SISTEMA. | Marca | Marca do dispositivo. |
| Data | Data do registo. | **Modelo** | Modelo do dispositivo. |
| Tipo | Tipo de dispositivo a registar | **Versão do *firmware*** | Versão do *firmware* instalado no dispositivo. |
| Data de compra | Data de aquisição do dispositivo pela ORGANIZAÇÃO. | **Endereço IP** | Endereço IP do dispositivo. |
| Inativo | Se o dispositivo ainda se encontra em uso pela ORGANIZAÇÃO. | **Localização** | Localização do dispositivo na ORGANIZAÇÃO. |
| Data de inatividade | Se o dispositivo estiver fora de uso, registar data de inatividade. | **Justificação** | Justificar a existência de um equipamento *wireless* no SISTEMA. |
| Função | Função do dispositivo da ORGANIZAÇÃO. |  |  |
| SUPORTE TÉCNICO | | | |
| Id | Identificador do parceiro responsável pelo suporte ou fabricante do dispositivo no SISTEMA. | **Periodicidade** | Periodicidade de atualização de contratos de suporte. |
| Tipo de PAR | Se é parceiro ou fabricante. | **Antecedência** | Com que antecedência se deve proceder à renovação do contrato. |
| Inativo | Se o suporte ao dispositivo ainda se encontra ativo no SISTEMA. | **Contactos** | Contactos para pedido de suporte. |
| Data de inatividade | Se o suporte estiver inativo, registar a data de inatividade. | **Horário** | Horário disponível para contacto. |
| Designação | Designação do parceiro/fabricante. | **Observações** | Observações (e.g. motivo da inatividade do suporte) |
| Tipo de parceria | Descrição do processador do dispositivo. |  |  |
| APLICAÇÕES DE SEGURANÇA | | | |
| Id | Identificador da aplicação de segurança no SISTEMA. | **Versão** | Versão da aplicação instalada. |
| Tipo de aplicação | Tipo de aplicação. | **Data de aquisição de licença** | Data da última aquisição da licença para uso da aplicação. |
| Suporte | Identificador do parceiro/fabricante que fornece suporte à aplicação no SISTEMA. | **Periodicidade** | Periodicidade de renovação da aplicação. |
| Inativo | Se a aplicação ainda está ativa no dispositivo. | **Antecedência** | Com que antecedência se deve proceder à renovação. |
| Data de inatividade | Se a aplicação estiver inativa, registar a data de inatividade. | **Motivo de inativação** | No caso de a aplicação for inativada registar o motivo. |
| Descrição | Descrição da aplicação. |  |  |
| EXCEÇÕES DE ACESSO | | | |
| Tipo de exceção | Tipo de exceção de acesso à rede. | Regras | Descrição e estado das regras de acesso à rede. |
| Descrição | Descrição da exceção disponibilizada pelo dispositivo. | **Dispositivos permitidos** | Dispositivos permitidos na rede. |

No quadro seguinte deve ser efetuado o registo da informação de um router ou distribuidor de rede.

|  |  |  |
| --- | --- | --- |
| **DADOS GERAIS** | | |
| ID: (vazio)  DATA: (vazio) | Tipo:  ROUTER  DISTRIBUIDOR DE REDE  WIRELESS | DATA COMPRA: (vazio)  INATIVO DATA DE INATIVAÇÃO: (vazio) |
| MARCA: (vazio) | | |
| MODELO: (vazio) | | |
| FUNÇÃO: (vazio) | | |
| VERSÃO DO *FIRMWARE*: (vazio) | | |
| ENDEREÇO IP: (vazio) | | |
| LOCALIZAÇÃO: (vazio) | | |
| JUSTIFICAÇÃO: (vazio) | | |

|  |  |  |
| --- | --- | --- |
| **SUPORTE TÉCNICO** | | |
| ID: (vazio) | TIPO DE PAR:  PARCEIRO  FABRICANTE | INATIVO DATA DE INATIVAÇÃO: (vazio) |
| NOME: (vazio) | | |
| TIPO DE PARCERIA: (vazio) | | |
| PERIODICIDADE: (vazio) | | |
| ANTECEDÊNCIA: (vazio) | | |
| CONTACTOS: (vazio) | | |
| HORÁRIO: (vazio) | | |
| OBSERVAÇÕES: (vazio) | | |

|  |  |  |
| --- | --- | --- |
| **APLICAÇÕES DE SEGURANÇA** | | |
| ID: (vazio) |  | SUPORTE: (vazio)  INATIVO DATA DE INATIVAÇÃO: (vazio) |
| DESCRIÇÃO: (vazio) | | |
| VERSÃO: (vazio) | | |
| DATA DA AQUISIÇÃO DE LICENÇA: (vazio) | | |
| PERIODICIDADE: (vazio) | | |
| ANTECEDÊNCIA: (vazio) | | |
| MOTIVO INATIVAÇÃO: (vazio) | | |

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **EXCEÇÕES DE ACESSO** | | | | | | | | |
| TIPO DE EXCEÇÃO:  INTERNET  REDE LOCAL  WIRELESS | | | | |  | | | |
| DESCRIÇÃO: (vazio) | | | | | | | | |
| REGRAS: (vazio) | | | | | | | |  |
|  |  | | | | | |  | |
|  | REGRAS | | | | | ESTADO | |  |
|  | | | | |  | |
|  | | | | |  | |
|  | | | | |  | |
|  | | | | | | | | |
| DISPOSITIVOS PERMITIDOS: (vazio) | | | | | | | |  |
|  |  | | | | | |  | |
|  | DISPOSITIVO | ADMISSÃO | REVISÃO | JUSTIFICAÇÃO | | ESTADO | |  |
|  |  |  |  | |  | |
|  |  |  |  | |  | |
|  |  |  |  | |  | |
|  | | | | | | | | |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(AUDITOR)

O quadro seguinte pode ser consultado o impacto que o preenchimento do DSPI-RRDR pode ter no DSPI.

|  |  |
| --- | --- |
| ITEM | MEDIDAS PROPOSTAS |
| DSPI / Rosto do Dossier | |
| Calendário / compromissos | Inserir registo de compromisso. |
| Calendário / cronograma | Registar compromisso no cronograma. |
| DSPI / Caracterização do SISTEMA | |
| Suporte técnico / (todos) | Inserir ou alterar registo de parceiro. |
| Infraestrutura / equipamentos de segmentação de rede | Inserir ou remover registo |
| Infraestrutura /segmento / diagrama | Alterar diagrama se necessário |
| Infraestrutura /segmento / distribuidores de rede *wired*; distribuidores de rede *wireless* | Inserir ou alterar registo. |
| Aplicações de segurança / nível de infraestrutura | Inserir ou remover registo de uma aplicação de segurança. |
| DSPI / Plano de Segurança e Disponibilidade | |
| Controlo de acesso à infraestrutura / exceções de acesso / internet; rede local com fios; rede local sem fios | Atualizar se necessário. |
| *Malware* e atualizações de segurança / proteções de *malware* de infraestrutura | Atualizar se necessário. |
| *Malware* e atualizações de segurança / atualizações de firmware | Atualizar se necessário. |
| OUTROS | |
| Inatividade do dispositivo | Se o dispositivo for retirado do SISTEMA preencher um DSPI-RSRDR |

* + - * 1. Registo de saída de routers ou distribuidores de rede

Este anexo contém o formulário a preencher quando ocorre a saída de um equipamento de rede (se aplicável, garantir a eliminação de configurações específicas da ORGANIZAÇÃO).

* + - 1. Redundância Elétrica
         1. Registo de recurso

Este anexo contém o formulário a preencher quando ocorre a disponibilização ou alteração de um recurso no SISTEMA.

**REGISTO DE REDUNDÂNCIA ELÉTRICA**

Este registo é utilizado pelo AUDITOR registar a entrada ou alteração de redundância elétrica no SISTEMA.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma. É utilizado o termo SPRINT para representar o tempo decorrido entre duas auditorias seguidas.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-RCSE-V1.0A |

O quadro seguinte apresenta as instruções de leitura e preenchimento de cada campo que pertence ao registo.

|  |  |  |  |
| --- | --- | --- | --- |
| CAMPO | INSTRUÇÕES | CAMPO | INSTRUÇÕES |
| DADOS GERAIS | | | |
| Id | Identificador do dispositivo de redundância elétrica no SISTEMA. | **Modelo** | Modelo do dispositivo. |
| Data | Data do registo. | **Função** | Função do dispositivo da ORGANIZAÇÃO. |
| Tipo | Tipo de dispositivo a registar | **Manutenção** | Tipo de manutenção que o dispositivo requer. |
| Data de compra | Data de aquisição do dispositivo pela ORGANIZAÇÃO. | **UTILIZADOR responsável** | UTILIZADOR do SISTEMA responsável pela verificação do funcionamento do dispositivo. |
| Inativo | Se o dispositivo ainda se encontra em uso pela ORGANIZAÇÃO. | **Ultima verificação** | Data da última intervenção no dispositivo. |
| Data de inatividade | Se o dispositivo estiver fora de uso, registar data de inatividade. | **Periodicidade** | Periodicidade da verificação. |
| DESCRIÇÃO | Descrição do dispositivo de redundância | **Localização** | Localização do dispositivo na ORGANIZAÇÃO. |
| Marca | Marca do dispositivo. |  |  |
| SUPORTE TÉCNICO | | | |
| Id | Identificador do parceiro responsável pelo suporte ou fabricante do dispositivo no SISTEMA. | **Periodicidade** | Periodicidade de atualização de contratos de suporte. |
| Tipo de PAR | Se é parceiro ou fabricante. | **Antecedência** | Com que antecedência se deve proceder à renovação do contrato. |
| Inativo | Se o suporte ao dispositivo ainda se encontra ativo no SISTEMA. | **Contactos** | Contactos para pedido de suporte. |
| Data de inatividade | Se o suporte estiver inativo, registar a data de inatividade. | **Horário** | Horário disponível para contacto. |
| Designação | Designação do parceiro/fabricante. | **Observações** | Observações (e.g. motivo da inatividade do suporte) |
| Tipo de parceria | Descrição do processador do dispositivo. |  |  |

No quadro seguinte deve ser efetuado o registo da informação de redundância elétrica.

|  |  |  |
| --- | --- | --- |
| **DADOS GERAIS** | | |
| ID: (vazio)  DATA: (vazio) |  | DATA COMPRA: (vazio)  INATIVO DATA DE INATIVAÇÃO: (vazio) |
| DESCRIÇÃO: (vazio) | | |
| MARCA: (vazio) | | |
| MODELO: (vazio) | | |
| FUNÇÃO: (vazio) | | |
| MANUTENÇÃO: (vazio) | | |
| UTILIZADOR RESPONSÁVEL: (vazio) | | |
| ULTIMA VERIFICAÇÃO: (vazio) | | |
| PERIODICIDADE: (vazio) | | |
| LOCALIZAÇÃO: (vazio) | | |

|  |  |  |
| --- | --- | --- |
| **SUPORTE TÉCNICO** | | |
| ID: (vazio) | TIPO DE PAR:  PARCEIRO  FABRICANTE | INATIVO DATA DE INATIVAÇÃO: (vazio) |
| NOME: (vazio) | | |
| TIPO DE PARCERIA: (vazio) | | |
| PERIODICIDADE: (vazio) | | |
| ANTECEDÊNCIA: (vazio) | | |
| CONTACTOS: (vazio) | | |
| HORÁRIO: (vazio) | | |
| OBSERVAÇÕES: (vazio) | | |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(AUDITOR)

O quadro seguinte pode ser consultado o impacto que o preenchimento do DSPI-RRE pode ter no DSPI.

|  |  |
| --- | --- |
| ITEM | MEDIDAS PROPOSTAS |
| DSPI / Rosto do Dossier | |
| Calendário / compromissos | Inserir registo de compromisso. |
| Calendário / cronograma | Registar compromisso no cronograma. |
| DSPI / Caracterização do SISTEMA | |
| Suporte técnico / (todos) | Inserir ou alterar registo de parceiro. |
| Infraestrutura /segmento / diagrama | Alterar diagrama se necessário |
| Infraestrutura /segmento / redundância elétrica | Inserir ou alterar registo. |
| DSPI / Plano de Segurança e Disponibilidade | |
| Disponibilidade e integridade de dados / redundância elétrica | Atualizar se necessário. |
| OUTROS | |
| Responsabilidades no SISTEMA | Se houverem responsabilidades a atribuir preencher um DSPI-RARU |
| Inatividade do dispositivo | Se o dispositivo for retirado do SISTEMA preencher um DSPI-RSRDR |

* + - * 1. Registo de extinção de recurso

Este anexo contém o formulário a preencher quando ocorre a saída de uma aplicação do SISTEMA.

* + - 1. Recursos
         1. Registo de recurso

Este anexo contém o formulário a preencher quando ocorre a disponibilização ou alteração de um recurso no SISTEMA.

**REGISTO DE RECURSO DE SISTEMA**

Este registo é utilizado pelo AUDITOR registar a entrada ou alteração de um recurso de sistema no SISTEMA.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma. É utilizado o termo SPRINT para representar o tempo decorrido entre duas auditorias seguidas.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-RRS-V1.0A |

O quadro seguinte apresenta as instruções de leitura e preenchimento de cada campo que pertence ao registo.

|  |  |  |  |
| --- | --- | --- | --- |
| CAMPO | INSTRUÇÕES | CAMPO | INSTRUÇÕES |
| DADOS GERAIS | | | |
| Id | Identificador do recurso no SISTEMA. | **Descrição** | Descrição do recurso de sistema. |
| Data | Data do registo. | **Tipo** | Tipo de recurso. |
| Inativo | Se o recurso ainda se encontra ativo no SISTEMA. | **Descrição de conteúdo** | Descrição do conteúdo existente no recurso. |
| Data de inatividade | Se o recurso estiver fora de uso, registar data de inatividade. | **Utilizadores** | Permissões por utilizador. |
| Tipo de recurso | Se o recurso é de servidor, externo ou outro |  |  |

No quadro seguinte devem ser efetuados os registos de um recurso de sistema no SISTEMA.

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **DADOS GERAIS** | | | | | | | |
| ID: (vazio)  DATA: (vazio) | | | TIPO DE RECURSO:  SERVIDORES  EXTERNOS  OUTRO | | INATIVO DATA DE INATIVAÇÃO: (vazio) | | |
| DESCRIÇÃO: (vazio) | | | | | | | |
| TIPO: (vazio) | | | | | | | |
| PARTILHA: (vazio) | | | | | | | |
| DESCRIÇÃO DE CONTEÚDO: (vazio) | | | | | | | |
| UTILIZADORES: (vazio) | | | | | | |  |
|  |  | | | | |  | |
|  | ID | PERMISSÃO | | JUSTIFICAÇÃO | | CREDENCIAIS |  |
|  |  | |  | |  |
|  |  | |  | |  |
|  |  | |  | |  |
|  |  | |  | |  |
|  | | | | | | | |
| ID: (vazio)  DATA: (vazio) | | | TIPO DE RECURSO:  SERVIDORES  EXTERNOS  OUTRO | | INATIVO DATA DE INATIVAÇÃO: (vazio) | | |
| DESCRIÇÃO: (vazio) | | | | | | | |
| TIPO: (vazio) | | | | | | | |
| PARTILHA: (vazio) | | | | | | | |
| DESCRIÇÃO DE CONTEÚDO: (vazio) | | | | | | | |
| UTILIZADORES: (vazio) | | | | | | |  |
|  |  | | | | |  | |
|  | ID | PERMISSÃO | | JUSTIFICAÇÃO | | CREDENCIAIS |  |
|  |  | |  | |  |
|  |  | |  | |  |
|  |  | |  | |  |
|  |  | |  | |  |
|  | | | | | | | |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(AUDITOR)

O quadro seguinte pode ser consultado o impacto que o preenchimento do DSPI-RRS pode ter no DSPI.

|  |  |
| --- | --- |
| ITEM | MEDIDAS PROPOSTAS |
| DSPI / Caracterização do SISTEMA | |
| Infraestrutura /segmento / recursos de rede | Registar ou remover recursos de rede disponibilizados pelo dispositivo. |
| DSPI / Plano de Segurança e Disponibilidade | |
| Permissões dos utilizadores / UTILIZADORES autorizados por DEA | Atualizar se necessário. |

* + - * 1. Registo de extinção de recurso

Este anexo contém o formulário a preencher quando ocorre a saída de uma aplicação do SISTEMA.

* + - 1. DAE
         1. Registo de DAE

Este anexo contém o formulário a preencher quando ocorre uma entrada ou alteração de um DAE no SISTEMA.

…justificação, localizações autorizadas, lista de UTILIZADORES que podem manusear e declaração de responsabilidade pela utilização e apenas para os fins aqui descritos assinada por cada um.

**REGISTO DE DAE**

Este registo é utilizado pelo AUDITOR registar a entrada ou alteração de um DAE no SISTEMA.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma. É utilizado o termo SPRINT para representar o tempo decorrido entre duas auditorias seguidas.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-RDAE-V1.0A |

O quadro seguinte apresenta as instruções de leitura e preenchimento de cada campo que pertence ao registo.

|  |  |  |  |
| --- | --- | --- | --- |
| CAMPO | INSTRUÇÕES | CAMPO | INSTRUÇÕES |
| DADOS GERAIS | | | |
| Id | Identificador do equipamento no SISTEMA. | **Tipo** | Tipo de DEA. |
| Data | Data do registo. | Descrição de conteúdo | Descrição do conteúdo existente no dispositivo. |
| Inativo | Se o dispositivo ainda se encontra em uso pela ORGANIZAÇÃO. | **Autorizações** | Autorizações por utilizador. |
| Data de inatividade | Se o equipamento estiver fora de uso, registar data de inatividade. | **Localizações autorizadas** | Localizações autorizadas para o dispositivo. |

No quadro seguinte devem ser efetuados os registos de um DEA no SISTEMA.

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **DADOS GERAIS** | | | | | | | | |
| ID: (vazio)  DATA: (vazio) | | |  | | INATIVO DATA DE INATIVAÇÃO: (vazio) | | | |
| TIPO: (vazio) | | | | | | | | |
| DESCRIÇÃO DE CONTEÚDO: (vazio) | | | | | | | | |
| AUTORIZAÇÕES: (vazio) | | | | | | | |  |
|  |  | | | | | |  | |
|  | DISPOSITIVO | UTILIZADOR | | JUSTIFICAÇÃO | | ESTADO | |  |
|  |  | |  | |  | |
|  |  | |  | |  | |
|  |  | |  | |  | |
|  | | | | | | | | |
| LOCALIZAÇÕES AUTORIZADAS: (vazio) | | | | | | | | |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(AUDITOR)

O quadro seguinte pode ser consultado o impacto que o preenchimento do DSPI-RDAE pode ter no DSPI.

|  |  |
| --- | --- |
| ITEM | MEDIDAS PROPOSTAS |
| DSPI / Caracterização do SISTEMA | |
| Infraestrutura /segmento / diagrama | Alterar diagrama se necessário |
| Infraestrutura /segmento / dispositivos de armazenamento externo | Inserir ou alterar registo. |
| Recursos de rede / (todos) | Registar ou remover recursos de rede disponibilizados pelo dispositivo. |
| DSPI / Plano de Segurança e Disponibilidade | |
| *Controlo dos DEA* / dispositivos/UTILIZADORES autorizados por DEA | Atualizar se necessário. |
| Disponibilidade e integridade de dados / redundância elétrica | Atualizar se necessário. |
| OUTROS | |
| Inatividade do dispositivo | Se o dispositivo for retirado do SISTEMA preencher um DSPI-RDEA |

* + - * 1. Registo de saída de DAE

Este anexo contém o formulário a preencher quando ocorre a saída de um DAE no SISTEMA.

(garantir que a informação foi apagada de forma definita ou o disco removido do equipamento).

* + - 1. Outros Equipamentos
         1. Registo de outros equipamentos

Este anexo contém o formulário a preencher quando ocorre uma entrada ou alteração de um equipamento (e.g impressoras, máquinas de produção) no SISTEMA.

**REGISTO DE OUTROS EQUIPAMENTOS**

Este registo é utilizado pelo AUDITOR registar a entrada ou alteração de um computador, servidor ou equivalente no SISTEMA.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma. É utilizado o termo SPRINT para representar o tempo decorrido entre duas auditorias seguidas.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-ROE-V1.0A |

O quadro seguinte apresenta as instruções de leitura e preenchimento de cada campo que pertence ao registo.

|  |  |  |  |
| --- | --- | --- | --- |
| CAMPO | INSTRUÇÕES | CAMPO | INSTRUÇÕES |
| DADOS GERAIS | | | |
| Id | Identificador do equipamento no SISTEMA. | **Tipo de ligação ao sistema** | Ligação que o equipamento disponibiliza para ligação ao SISTEMA. |
| Data | Data do registo. | **Tipo de impressora** | Tipo de impressora. Preencher no caso do equipamento ser uma impressora |
| Tipo de equipamento | Tipo de dispositivo a registar. | **Tecnologia** | Tecnologia usada pelo equipamento. |
| Data de compra | Data de aquisição do equipamento pela ORGANIZAÇÃO. | **Interfaces de comunicação** | Interfaces de comunicação que o equipamento disponibiliza. |
| Inativo | Se o dispositivo ainda se encontra em uso pela ORGANIZAÇÃO. | **Cor** | No caso do equipamento ser uma impressora, indicar se imprime a cores. |
| Data de inatividade | Se o equipamento estiver fora de uso, registar data de inatividade. | **Atualização de *firmware*** | Versão do *firmware* instalado no equipamento. |
| DESCRIÇÃO | Descrição do equipamento. | **Endereço IP** | Endereço IP do equipamento. |
| Marca | Marca do equipamento. | **Localização** | Localização do dispositivo na ORGANIZAÇÃO. |
| Modelo | Modelo do equipamento. | **Recurso** | Se for recurso do sistema |
| SUPORTE TÉCNICO | | | |
| Id | Identificador do parceiro responsável pelo suporte ou fabricante do dispositivo no SISTEMA. | **Periodicidade** | Periodicidade de atualização de contratos de suporte. |
| Tipo de PAR | Se é parceiro ou fabricante. | **Antecedência** | Com que antecedência se deve proceder à renovação do contrato. |
| Inativo | Se o suporte ao dispositivo ainda se encontra ativo no SISTEMA. | **Contactos** | Contactos para pedido de suporte. |
| Data de inatividade | Se o suporte estiver inativo, registar a data de inatividade. | **Horário** | Horário disponível para contacto. |
| Designação | Designação do parceiro/fabricante. | **Observações** | Observações (e.g. motivo da inatividade do suporte) |
| Tipo de parceria | Descrição do processador do dispositivo. |  |  |

No quadro seguinte devem ser efetuados os registos de um equipamento no SISTEMA.

|  |  |  |
| --- | --- | --- |
| **DADOS GERAIS** | | |
| ID: (vazio)  DATA: (vazio) | TIPO DE EQUIPAMENTO:  IMPRESSORA  EQUIPAMENTO DE PRODUÇÃO  OUTRO | DATA COMPRA: (vazio)  INATIVO DATA DE INATIVAÇÃO: (vazio) |
| DESCRIÇÃO: (vazio) | | |
| MARCA: (vazio) | | |
| MODELO: (vazio) | | |
| TIPO DE LIGAÇÃO AO SISTEMA: (vazio) | | |
| TIPO DE IMPRESSORA: (vazio) | | |
| TECNOLOGIA: (vazio) | | |
| INTERFACES DE COMUNICAÇÃO: (vazio) | | |
| COR: (vazio) | | |
| VERSÃO DE FIRMWARE: (vazio) | | |
| ENDEREÇO IP: (vazio) | | |
| LOCALIZAÇÃO: (vazio) | | |

|  |  |  |
| --- | --- | --- |
| **SUPORTE TÉCNICO** | | |
| ID: (vazio) | TIPO DE PAR:  PARCEIRO  FABRICANTE | INATIVO DATA DE INATIVAÇÃO: (vazio) |
| NOME: (vazio) | | |
| TIPO DE PARCERIA: (vazio) | | |
| PERIODICIDADE: (vazio) | | |
| ANTECEDÊNCIA: (vazio) | | |
| CONTACTOS: (vazio) | | |
| HORÁRIO: (vazio) | | |
| OBSERVAÇÕES: (vazio) | | |

|  |  |
| --- | --- |
| **RECURSOS DE REDE** | |
| ID: (vazio) | INATIVO DATA DE INATIVAÇÃO: (vazio) |
| Descrição: (vazio) | |
| TIPO: (vazio) | |
| JUSTIFICAÇÃO: (vazio) | |
| MOTIVO INATIVAÇÃO: (vazio) | |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(AUDITOR)

O quadro seguinte pode ser consultado o impacto que o preenchimento do DSPI-ROE pode ter no DSPI.

|  |  |
| --- | --- |
| ITEM | MEDIDAS PROPOSTAS |
| DSPI / Caracterização do SISTEMA | |
| Suporte técnico / (todos) | Inserir ou alterar registo de parceiro. |
| Infraestrutura /segmento / diagrama | Alterar diagrama se necessário |
| Infraestrutura /segmento / outros equipamentos | Inserir ou alterar registo. |
| Recursos de rede / (todos) | Registar ou remover recursos de rede disponibilizados pelo dispositivo. |
| DSPI / Plano de Segurança e Disponibilidade | |
| *Malware* e atualizações de segurança / atualizações de firmware | Atualizar se necessário. |
| Disponibilidade e integridade de dados / redundância elétrica | Atualizar se necessário. |
| OUTROS | |
| Inatividade do dispositivo | Se o dispositivo for retirado do SISTEMA preencher um DSPI-ROE |

* + - * 1. Registo de saída de outros equipamentos

Este anexo contém o formulário a preencher quando ocorre a saída de um DAE no SISTEMA.

(garantir que a informação foi apagada de forma definita ou o disco removido do equipamento).

* + - 1. Utilizadores
         1. Registo de utilizador

Este anexo contém o formulário a preencher para acompanhar a entrada ou alteração de um UTILIZADOR no SISTEMA. Contém uma lista de sugestões para acompanhar a entrada de um novo utilizador.

**REGISTO DE UTILIZADOR**

Este documento é preenchido pelo AUDITOR para registar a entrada de um UTILIZADOR do SISTEMA. A sua forma *checklist* permite ajudar a integração do novo utilizador, e identificar mais facilmente as necessidades de reconfiguração do DSPI motivadas pela entrada do utilizador. O documento é assinado em conjunto com o RESPONSÁVEL PELO TRATAMENTO de dados pelo facto de atribuir permissões a dispositivos, aplicações e recursos.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma. Identifica também o UTILIZADOR que entra no SISTEMA. É utilizado o termo SPRINT para representar o tempo decorrido entre duas auditorias seguidas.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-RU-V1.0A |

O quadro seguinte apresenta as instruções de leitura e preenchimento de cada campo que pertence ao registo.

|  |  |  |  |
| --- | --- | --- | --- |
| CAMPO | INSTRUÇÕES | CAMPO | INSTRUÇÕES |
| DADOS GERAIS | | | |
| Id | Identificador do UTILIZADOR no SISTEMA. | Inativo | Se o dispositivo ainda se encontra em uso pela ORGANIZAÇÃO. |
| Nome | Nome do utilizador. | Data de inatividade | Se o equipamento estiver fora de uso, registar data de inatividade. |
| Data | Data de entrada do utilizador. |  |  |
| PERMISSÕES OU AUTORIZAÇÕES | | | |
| Id | Identificador da permissão ou autorização. | **Descrição** | Descrição da parceria ou permissão. |
| Tipo | Se é uma permissão ou uma autorização. | **Designação** | Designação da parceria ou autorização. |
| Inativo | Se a permissão ou autorização ainda está ativa no SISTEMA. | **Justificação** | Justificação da existência do recurso. |
| Data de inatividade | Se a permissão ou autorização estiver inativa, registar a data de inatividade. | **Motivo de inativação** | No caso de a aplicação for inativada registar o motivo. |
| Dispositivo ... | Dispositivo, DEA, aplicação ou recurso do SISTEMA autorizado. |  |  |

O quadro seguinte especifica as permissões atribuídas ao novo UTILIZADOR por dispositivo ou DAE, aplicação e recurso.

|  |  |  |
| --- | --- | --- |
| DADOS GERAIS | | |
| ID: (vazio) |  | INATIVO DATA DE INATIVAÇÃO: (vazio) |
| NOME: (vazio) |  |  |
| DATA (ENTRADA): (vazio |  |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| PERMISSÕES OU AUTORIZAÇÕES | | | | |
| ID: (vazio) | | TIPO:  PERMISSÃO  AUTORIZAÇÃO | | INATIVO DATA DE INATIVAÇÃO: (vazio) | |
| DISPOSITIVO/DEA/APLICAÇÃO/RECURSO: (vazio) | | | | |
| DESCRIÇÃO: (vazio) | | | | |
| DESIGNAÇÃO: (vazio) | | | | |
| JUSTIFICAÇÃO: (vazio) | | | | |
| MOTIVO DE INATIVAÇÃO: (vazio) | | |  | |  |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(AUDITOR)

O quadro seguinte tem a forma de uma lista com itens a verificar aquando da entrada de um novo utilizador. O preenchimento facilita a identificação de necessidades decorrentes da entrada de um utilizador. A coluna “Impacto” deve ser preenchida com uma das palavras: i) Sim; ou ii) Não. As colunas “Medidas propostas” e “Vulnerabilidade” podem ser personalizada para melhor documentar as alterações a efetuar e os riscos de não efetuar.

|  |  |
| --- | --- |
| ITEM | MEDIDAS PROPOSTAS |
| DSPI / Caracterização do SISTEMA | |
| UTILIZADORES / ativos | Inserir registo. |
| (vazio) | (vazio) |
| DSPI / Plano de Segurança e Disponibilidade | |
| Controlo dos DEA / Dispositivos/UTILIZADORES autorizados por DEA | Atualizar DSPI se necessário. |
| Permissões dos UTILIZADORES / (todos) | Atualizar DSPI se necessário. |
| (vazio) | (vazio) |
| DOCUMENTAÇÃO (Aplicabilidade: Admin, User, Operador) | |
| Leitura da política de privacidade e segurança do SISTEMA | UTILIZADOR deve assinar documento comprovativo da leitura. |
| Leitura do regulamento de utilização do SI | UTILIZADOR deve assinar documento comprovativo da leitura. |
| Assinatura do compromisso de confidencialidade (dados pessoais e outros) | UTILIZADOR deve assinar documento comprovativo da leitura. |
| (vazio) | (vazio) |
| DOCUMENTAÇÃO (Aplicabilidade: Admin, User) | |
| Leitura do documento de boas práticas para utilização do email | UTILIZADOR deve assinar documento comprovativo da leitura. |
| Leitura do documento de boas práticas para utilização dos recursos e arquivo de documentos. | UTILIZADOR deve assinar documento comprovativo da leitura. |
| (vazio) | (vazio) |
| FORMAÇÃO (Aplicabilidade: Admin, User) | |
| Formação na utilização correta dos recursos de rede | Folha de presenças na formação. |
| (vazio) | (vazio) |
| OUTROS | |
| Responsabilidades no SISTEMA | Se houverem responsabilidades a atribuir preencher um DSPI-RARU |
| (vazio) | (vazio) |

* + - * 1. Registo de saída de utilizador

Este anexo contém o formulário a preencher para acompanhar a saída e inativação de um UTILIZADOR no SISTEMA. Contém uma lista de verificação de alterações a efetuar aquando da saída de um utilizador.

**REGISTO DE SAÍDA DE UTILIZADOR**

Este documento é preenchido pelo AUDITOR para registar a saída de um UTILIZADOR do SISTEMA. A sua forma *checklist* permite identificar mais facilmente as necessidades de reconfiguração do DSPI, motivadas pela saída do utilizador.

O quadro seguinte identifica a auditoria e o AUDITOR responsável pela mesma. Identifica também o UTILIZADOR que sai do SISTEMA. É utilizado o termo SPRINT para representar o tempo decorrido entre duas auditorias seguidas.

|  |  |
| --- | --- |
| AUDITORIA | SPRINT EM ENCERRAMENTO |
| NÚMERO: (vazio)  DATA: (vazio)  AUDITOR: (vazio)  UTILIZADOR (SAIDA): (vazio) | **PRIMEIRO DIA:** (vazio)  **ÚLTIMO DIA:** (vazio)  **MOD:** DSPI-RSU-V1.0A |

O quadro seguinte tem a forma de uma lista com itens a verificar que podem ser impactados pela saída de um utilizador. O seu preenchimento facilita a identificação das alterações necessárias a efetuar no DSPI decorrentes da saída do utilizador. A coluna “Impacto” deve ser preenchida com uma das palavras: i) Sim; ou ii) Não. As colunas “Medidas propostas” e “Vulnerabilidade” podem ser personalizada para melhor documentar as alterações a efetuar e os riscos de não efetuar.

|  |  |  |  |
| --- | --- | --- | --- |
| ITEM | MEDIDAS PROPOSTAS | IMPACTO | VULERABILIDADE |
| DSPI / Caracterização do SISTEMA | | |  |
| UTILIZADORES / ativos | Reconfigurar para inativo. | Sim | Severa |
| (vazio) | (vazio) | (vazio) | (vazio) |
| DSPI / Plano de Segurança e Disponibilidade | | |  |
| Controlo de acesso à infraestrutura / Acessos externos / Autorizações | Cancelar o acesso externo. |  | Severa |
| Controlo dos DEA / Dispositivos/UTILIZADORES autorizados por DEA | Cancelar a autorização. |  | Critica |
| Permissões dos UTILIZADORES / UTILIZADORES autorizados por dispositivo | Cancelar a autorização. |  | Severa |
| Permissões dos UTILIZADORES / UTILIZADORES autorizados por aplicação | Cancelar a autorização. |  | Severa |
| Permissões dos UTILIZADORES / UTILIZADORES autorizados por recurso | Cancelar a autorização. |  | Severa |
| Disponibilidade e Integridade dos Dados / (todos) | Rever UTILIZADORES responsáveis |  | Severa |
| (vazio) | (vazio) | (vazio) | (vazio) |
| OUTROS | | |  |
| Responsabilidades no SISTEMA | Se houverem responsabilidades a alterar preencher um DSPI-RARU |  | Critica |
| (vazio) | (vazio) | (vazio) | (vazio) |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(AUDITOR)

* + 1. Outros registos
       1. Incidentes
          1. Registo de incidentes de violação de dados

Este anexo deve ser utilizado para registar os incidentes de violação de dados ocorridos, relacionados com o SISTEMA.

**REGISTO DE INCIDENTE DE VIOLAÇÃO DE DADOS**

**(IVD** N.º 99999)

Este documento é preenchido pelo DPO, ADMINISTRADOR DE SISTEMA ou AUDITOR e serve para registar incidentes de violação de dados ocorridos, relacionados com o SISTEMA. Deve ser assinado pelo autor e pelo RESPONSÁVEL PELO TRATAMENTO. Cada formulário deve registar apenas um incidente de violação de dados.

|  |  |
| --- | --- |
| RESPONSÁVEL PELO TRATAMENTO e DPO (se aplicável) | OUTROS DADOS |
| IDENTIFICAÇÃO (nome / designação):  (vazio)  ENCARREGADO DE PROTEÇÃO DE DADOS (*Data Protection Officer* (DPO)):  N/A | AUTOR:  (vazio)  DATA E HORA:  (vazio) |

|  |
| --- |
| INCIDENTE |
| RESUMO |
| RESUMO (descrição breve (uma linha)): (vazio)  DATA E HORA DO INCIDENTE (se não for conhecida, indicar uma estimativa): (vazio)  DATA E HORA É UMA ESTIMATIVA [sim, não]: (vazio)  TIPO DE INCIDENTE [destruição, perda, alteração, acesso não autorizado, outro]: (vazio)  CAUSA [acidental, intencional]: (vazio) |
| DESCRIÇÃO COMPLETA |
| (vazio) |
| DADOS AFETADOS |
| ENVOLVE DADOS PESSOAIS [sim, não]: (vazio)  ENVOLVE DADOS PESSOAIS DE CATEGORIA ESPECIAL [sim, não]: (vazio)  DADOS AFETADOS (e.g. e-mail, telefone, etc.):  (vazio) |
| TITULARES DOS DADOS AFETADOS |
| QUANTIDADE DE TITULARES DOS DADOS: (vazio)  IDENTIFICAÇÃO DOS TITULARES DOS DADOS:  (vazio) |
| CONSEQUÊNCIAS POSSÍVEIS |
| PARA OS TITULARES DOS DADOS:  (vazio)  PARA O RESPONSÁVEL PELO TRATAMENTO:  (vazio) |
| RECOMENDAÇÕES DO AUTOR E PROPOSTAS DE MELHORIA |
| COMUNICAÇÃO À AUTORIDADE DE CONTROLO (RGPD, Art.º 33) [sim, não]: (vazio)  COMUNICAÇÃO AOS TITULARES DOS DADOS (RGPD, Art.º 34) [sim, não]: (vazio)  PROPOSTAS DE MELHORIA (sugestões):  (vazio) |
| DECISÕES DO RESPONSÁVEL PELO TRATAMENTO |
| COMUNICAÇÃO À AUTORIDADE DE CONTROLO (RGPD, Art.º 33) [efetuar, não efetuar]: (vazio)  COMUNICAÇÃO AOS TITULARES DOS DADOS (RGPD, Art.º 34) [efetuar, não efetuar]: (vazio)  IMPLEMENTAR AS PROPOSTAS DE MELHORIA [sim, não]:  OUTRAS CONSIDERAÇÕES OU PROPOSTAS DE MELHORIA:  (vazio) |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(AUTOR) (RESPONSÁVEL PELO TRATAMENTO)

* + - * 1. Registo de outros incidentes

Este anexo deve ser utilizado para registar outros incidentes ocorridos, relacionados com o SISTEMA.

**REGISTO DE OUTROS INCIDENTES**

Este documento é preenchido pelo DPO, ADMINISTRADOR DE SISTEMA ou AUDITOR e serve para registar outros incidentes ocorridos, relacionados com o SISTEMA. Deve ser assinado pelo autor e pelo RESPONSÁVEL PELO TRATAMENTO. Cada formulário deve registar apenas um incidente.

|  |  |
| --- | --- |
| RESPONSÁVEL PELO TRATAMENTO e DPO (se aplicável) | OUTROS DADOS |
| IDENTIFICAÇÃO (nome / designação):  (vazio)  ENCARREGADO DE PROTEÇÃO DE DADOS (*Data Protection Officer* (DPO)):  N/A | AUTOR:  (vazio)  DATA E HORA:  (vazio) |

|  |
| --- |
| INCIDENTE |
| RESUMO |
| RESUMO (descrição breve (uma linha)): (vazio)  DATA E HORA DO INCIDENTE (se não for conhecida, indicar uma estimativa): (vazio)  DATA E HORA É UMA ESTIMATIVA [sim, não]: (vazio)  CAUSA [acidental, intencional]: (vazio) |
| RELATÓRIO DO AUTOR |
| (vazio) |
| RELATÓRIO DO AUTOR |
| (vazio) |
| DECISÕES DO RESPONSÁVEL PELO TRATAMENTO |
| (vazio) |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(AUTOR) (RESPONSÁVEL PELO TRATAMENTO)

* + - 1. Minutas
         1. Ata de encerramento do Diagnóstico Inicial

Nesta secção pode consultar-se a minuta da ata para encerramento do Diagnóstico Inicial.

* + - * 1. Ata de encerramento de Auditoria de Revisão

Nesta secção pode ser consultada a minuta da ata de encerramento das Auditorias de Revisão.