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**Introduction:**

Secure communication is one of the biggest security problems nowadays. Because a lot of sensitive data is transmitted on the internet now. Therefore, our team decided to dig into this security problem and implement a secure web chat application that ensures the confidentiality of the user message.

**Objectives:**

* Implementation of storing the global information in the web server such as users' public keys and server’  public key.
* Implementation of modified Diffie-Hellman Cryptosystem
* Implementation of ElGamal Cryptosystem

**Application Features and Description:**

* Login and Register
* Secure communication between two parties
* Modified Diffie-Hellman Cryptosystem:
  + global information in the web server: prime q , primitive root a, users' public keys, hash function h, encrypt function E and decrypt function D
  + Alice send Eserver’puk(Eb’puk(Ya,Ea’prk(h(Ya))),”Alice”,”Bob”) to server
  + Then server send Eserver’prk(Eb’puk(Ya,Ea’prk(h(Ya))),”Alice”,”Bob”) to Bob
  + Then Bob send Eserver’puk(Ea’puk(Yb,Eb’prk(h(Yb))),”Bob”,”Alice”) to server
  + Then server send Eserver’prk(Ea’puk(Yb,Eb’prk(h(Yb))),”Bob”,”Alice”) to Alice
  + Then Alice and Bob can use a K = (Yb)^(Xa) = (Ya)^(Xb) to communicate with each other.