# лабораторная работа №1 “Реализация шифрования методом RSA. Оптимизации и закладки”

## Цель работы

Целью работы является знакомство с принципами работы алгоритма RSA для шифрования и подписи сообщений.

## Основные сведения

В 1978 г. Рон Райвест (Ron Rivest), Ади Шамир (Adi Shamir) и Лен Адлеман (Len Adleman) предложили криптографический алгоритм с открытым ключом. Основная идея заключается в том, чтобы использовать ключи парами, состоящими из ключа зашифрования и ключа расшифрования, которые невозможно вычислить один из другого.

**Процесс шифрования**.

Исходный текст должен быть переведен в числовую форму, этот метод считается известным. В результате этого текст представляется в виде одного большого числа. Затем полученное число разбивается на части (блоки) так, чтобы каждая из них была числом в промежутке [0, *N –* 1]. Процесс шифрования одинаков для каждого блока. Поэтому мы можем считать, что блок исходного текста представлен числом *x*, ![](data:image/x-wmf;base64,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).

Каждый абонент вырабатывает свою пару ключей. Для этого он генерирует два больших простых числа *p* и *q*, вычисляет произведение ![](data:image/x-wmf;base64,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). Затем он вырабатывает случайное число *e*, взаимно простое со значением функции Эйлера от числа *N*, ![](data:image/x-wmf;base64,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) и находит число *d* из условия *e∙d* = 1(mod φ(*N*)). Так как ![](data:image/x-wmf;base64,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), то такое число *d* существует и оно единственно. Пару (*N*, *e*) он объявляет открытым ключом и помещает в открытый доступ. Пара (*N*, *d*) является секретным ключом. Для расшифрования достаточно знать секретный ключ. Числа *p*, *q*, ![](data:image/x-wmf;base64,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) в дальнейшем не нужны, поэтому их нужно уничтожить.

Пользователь *A*, отправляющий сообщение *x* абоненту *B*, выбирает из открытого каталога пару (*N*, *e*) абонента *B* и вычисляет шифрованное сообщение ![](data:image/x-wmf;base64,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). Чтобы получить исходный текст, абонент B вычисляет ![](data:image/x-wmf;base64,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). Так как ![](data:image/x-wmf;base64,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), т. е. ![](data:image/x-wmf;base64,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), где *k* – целое, то применяя теорему Эйлера, получим: следующее соотношение: ![](data:image/x-wmf;base64,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).

**О вычислениях**

Как шифрование, так и расшифрование в RSA предполагают использование операции возведения целого числа в целую степень по модулю *N*. Если возведение в степень выполнять непосредственно с целыми числами и только потом проводить сравнение по модулю *N*, то промежуточные значения окажутся огромными. Здесь можно воспользоваться свойствами арифметики в классах вычетов ![](data:image/x-wmf;base64,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). Таким образом, можно рассмотреть промежуточные результаты по модулю *N*. Это делает вычисления практически выполнимыми.

**О стойкости RSA**

Безопасность алгоритма RSA основана на трудоемкости разложения на множители больших чисел. Современное состояние технических средств разложения на множители таково, что число, содержащее 212 десятичных знака (RSA-704), факторизовано в 2012 г. Следовательно, выбираемое *N* должно быть больше. Большинство общепринятых алгоритмов вычисления простых чисел p и q носят вероятностный характер.

**О выборе чисел *p* и *q***

Для работы алгоритма RSA нужны простые числа. Наиболее приемлемым является генерация случайных чисел и последующая проверка их на простоту. Существуют вероятностные тесты, определяющие с заданной степенью достоверности факт простоты числа. Возникает вопрос, что произойдет, если числа окажутся составными? Можно свести вероятность такого события до приемлемого минимума, используя тесты на простоту. Кроме того, если такое событие произойдет, это будет быстро обнаружено — шифрование и расшифрование не будут работать.

Кроме разрядности *p* и *q*, к ним предъявляются следующие дополнительные требования:

– числа не должны содержаться в списках известных больших простых чисел;

– они не должны быть близкими, так как иначе можно воспользоваться для факторизации *N* методом Ферма и решить уравнение ![](data:image/x-wmf;base64,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).

– в алгоритме RSA всегда есть эквивалентные по расшифрованию показатели степеней, например *d* и ![](data:image/x-wmf;base64,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). При этом эквивалентных решений тем больше, чем больше (*p –* 1, *q* – 1). В лучшем случае (*p –* 1, *q –* 1) = 2, *p* = 2*t* + 1, *q* = 2*s* + 1, где *s*, *t* – нечетные числа с условием (*s*, *t*) = 1.

Чтобы исключить возможность применения методов факторизации накладывают следующее ограничение: числа *p –* 1, *p* + 1, *q –* 1, *q* + 1 не должны разлагаться в произведение маленьких простых множителей, должны содержать в качестве сомножителя хотя бы одно большое простое число. В 1978 г. Райвест сформулировал наиболее сильные требования. Числа ![](data:image/x-wmf;base64,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) должны быть простыми, причем числа *p*1 – 1 и *q*1 – 1 не должны разлагаться в произведение маленьких простых.

**О выборе параметров *e* и *d***

Рассмотрим вопрос о выборе экспонент шифрования и расшифрования. Так как значения *е* и *d* определяют время зашифрования и расшифрования, то можно назвать ряд ситуаций, в которых желательно иметь малое значение *е* и *d.* Например, при использовании системы RSA при защите электронных платежей с применением кредитных карточек естественным является требование использования небольших значений экспоненты *d* у владельца карточки и большого значения экспоненты *e* у центрального компьютера.
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Другая аналогичная ситуация может сложиться, когда у нескольких абонентов используется одинаковая экспонента *е*. Тогда становится возможна атака на основе китайской теоремы об остатках.

**Подготовка текста к шифрованию**

Для выполнения шифрования нужно каким-либо способом представить текст сообщения в виде упорядоченного набора чисел по модулю *N*. Это еще не процесс шифрования, а только подготовка к нему. Разбиение числа на блоки можно произвести различными способами. При этом *промежуточные* результаты зависят от способа разбиения, однако *конечный* результат – не зависит.

**Оптимизации**.

При расшифровании или подписывании сообщения в алгоритме RSA показатель вычисляемой степени будет довольно большим числом, поэтому во многих популярных криптографических библиотеках (OpenSSL, Java и .NET) используется алгоритм, основанный на Китайской теореме об остатках, сокращающий количество операций. Для этого предварительно вычисляются следующие значения (которые хранятся как часть закрытого ключа):
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Эти значения позволят на принимающей стороне более эффективно вычислять m = cd (mod pq) используя:
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![h = q_\text{inv}(m_1 - m_2)\text{ (mod }p\text{)}](data:image/png;base64,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), а, если ![m_1 < m_2](data:image/png;base64,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), то в некоторых бибилиотеках *h* вычисляется как ![q_\text{inv}((m_1 + \left\lceil q/p \right\rceil p) - m_2)\text{ (mod }p\text{)}](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAASIAAAAVBAMAAAAQmP4kAAAAMFBMVEX///8EBARAQEAiIiIwMDDMzMxiYmIMDAy2trYWFhaKiorm5uZ0dHRQUFCenp4AAAANS8jFAAAAAXRSTlMAQObYZgAABDZJREFUSA2dlkFoHFUYx/+7mdmdndlschHRelgEY4WguVTR9bDEKKGKrkVRUMi4pIhSqRfFUNuuIrWeTBG0e6iuBw8WCwOiXtSspbSVpjRQEISqc2jrSZtDE6qF1P/33ryZ2czswX7w7fvm+77339++efNmgZu38Oan/p+ZpRYgPsRKC11TdH3V83P3DdNb7ZgoZzxtcjtNYEb7oImQp3CUVfEhVuzEBcugbY1Tj8dRNrACnXN7m2vF25JMVsFuAuLDLEU0YnoSomdMKmc0qjk9vybt2arVAcSHWYroK9OTEFmhyeWMT+rcbLaUIsoqVNgvvtnMgqSIGqYnIao1TS5nvKhzi9lSiiircJz94pstS+RNmZ6ECKsmlzOOqVy1ni2liEShduHMStL0EEO6O+8uN76d78WFAaK/ln8Aqn3UTrhn2SJEUfhpPEGCQZVKKLmRHpxDR082XjzRg33hbABvYlkRJQpf4n1fWrUd5kAvFbZiuu+MmzTSRO6i8yalA5Qq23CLJorCJ+IJEgyqWH3JVTpA4S7M9Jzr+CCw9+C5lrcghVjBXsMSm4xtYUC/tNTDA6glNyFNNNfyrgFfA88XenhbE0Xhb0ZHjYMqo+pWFAKg3MTugBqcO40jwD3SHStYU7iCh2MhYRC/AtyB0Slgmy6liR5RqK+yMBdgXRNFYVu6nxV7QSKjcmC+w0WoMwPZTWUfLwEbzhrwk/cvoPeRFmtjzMd5XJJeZdf5KX4e3hoqKzjGu4Jit3uo2/1IGuRZW1eopMUp2BsRkQ6FyJ4Re4yRUfF8h+seEQWK6GUSuSQ69yMFNJFRmAtl3WITAPGP4Y5jqaUveJ1aI0IQVR140yiNR0Q6nIiFVBCpOKvg9xZ9yRWoyTUSIlmj3ckaGQVuig3nfufIcuPzqUoDb3GS+DUUmzhlhwqP12ki7rwQpR6zt6Pcj4h0uJ3JlBmVDhccVk8q5U5MxH2BGeyN9lEkth3l0FrFa3gFk9VmCZCHhc49ze+6czRvjbAPT+lj1F7HPPvl6Y9C+TGJJSrFFc1Crn5C9Gfg7ME7gX2rTIkV7Mn2Iona+AVbvten43EeNnXwoXiPr2m5hbTUGmHHST4cO5is7tvV5yBEUfg6w8QSFUqirArMOfftHd0/e/Ef35loB7And/1xmKWUAjeFJproA9+xJh5bDhFk5/3ODquu2oRIhy6XIs9qvgccUxVvEDrpTimMhRHR0z63X6g97oyIrCghzxo3JbDIQTYRTYh0ONJSiczHgW9Ox+fIvZmqTqQUPgzsBw9+8vdCR/7wyNsqeWMBl6/2BxQUEY9bp870nAYQIh2+O9AbX9g3bqzqGUzxZM21RKG4/9F0x2VeiA8xRXT31ZaM7mezqotEUdgcMkvSZpVrfm7TcAWXv1t8iJWiktGXtp2mtxqYKGc8Y3JfmCBnpMJ/sjgqtocLAqsAAAAASUVORK5CYII=)

![m = m_2 + hq\,](data:image/png;base64,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)

Это гораздо более эффективно, нежели вычисление m ≡ cd (mod pq), даже если требуется всего 2 возведения в степень по модулю. Причина этого кроется в том, что в случае применения Китайской теоремы об остатках вычисления будут проводиться над на порядок меньшей экспонентой и с меньшим модулем.

**Закладки в RSA**.

Ознакомиться со статьей [«Встраиваем бэкдор в публичный ключ RSA»](http://habrahabr.ru/post/248269/)

## Задание

Необходимо реализовать генерацию ключей, операции зашифрования и расшифрования. Выполнить оптимизацию расшифрования с помощью китайской теоремы об остатках. Оценить производительность классической реализации в сравнении с использованием Китайской теоремы об остатках на различных параметрах *e* и *d*. Графически отобразить зависимость скорости работы от размера ключа.

По статье [«Встраиваем бэкдор в публичный ключ RSA»](http://habrahabr.ru/post/248269/) выполнить внедрение закладки в генерируемые ключи. Оценить накладные расходы на внедрение закладки.

## Порядок выполнения

1. Изучить основы шифрования данных с помощью RSA.
2. Разработать алгоритм и написать программу, обеспечивающую генерацию пары закрытый ключ/открытый ключ, ввод произвольного открытого текста и выдачу шифрограммы, полученную изучаемым методом, а также дешифрацию - получение открытого текста из шифрограммы.
3. Выполнить оптимизацию с использованием Китайской теоремы об остатках
4. Практически оценить производительность, построить график зависимости скорости работы от размера ключа.
5. Реализовать внедрение закладки в публичный ключ по методу из статьи [«Встраиваем бэкдор в публичный ключ RSA»](http://habrahabr.ru/post/248269/).
6. Практически оценить накладные расходы на внедрение закладки.

## Содержание отчета

1. Цель работы.
2. Задание.
3. Краткая теория.
4. Выдержки из текста программы, реализующие критичные для работы шифрования участки.
5. Пример открытого текста и соответствующей ему шифрограммы.
6. Графики производительности.
7. Выводы по работе.