**CS362 Homework #2**

Introduction Section

The purpose of this document is to protect the interests of ZedAuction and its business partners. ZedAuction is a respected Electronic commerce (Ecommerce) company, and as such, must be secure in order to do business with its customers. Policies introduced and enacted are for the best interests of the company, its employees, and its customers.

The Security Chair will oversee all security implementations, policies, and will be responsible for the effectiveness of those.

All employees, vendors, and contractors are expected to follow these policies and notify management if they find that a co-worker(s) is not. If any employee is found to be willfully circumventing guidelines, appropriate disciplinary action, up to and including termination, will be taken.

Policies Section

Purchasing policy – Everyone has budget they must follow

Equipment policy – Everyone must use the same and/or compatible equipment

Internet usage policy – Internet will be used for business functions. If something needs to be researched, full internet access can be requested. (e.g. Quota time)

Electronic Messaging policy – Electronic messages should only be used for business purposes. The company will monitor any communication with outside parties for virus detection.

Privacy policy – Employees can expect a certain level of privacy into what they do on company premises and with company property.

Backup policy – Work must be backed up. Since ZedAuction is all electronic forms, this is vital to recordkeeping.

Requisition policy – Employees will need to justify the need for any equipment ordered or services bought with company money

Purchasing Policy:

Each department of ZedAuction will have a budget that they need to follow as set by the financial department. Appropriate uses for the budget will be detailed below. Anything purchased will retain ownership to ZedAuction.

Internet Usage Policy:

Internet services are to be used for navigation around the company intranet. If access is needed to the internet proper, then a request may be made to a supervisor or the IT department to allow full access for research purposes (e.g. Quota Time). A virus check will conducted at maintenance on all machines that used Quota Time.

Asset Classification Section  
  
ZedAuction holds many assets to its name and must be able to determine exactly what those are. These include, but are not limited to: Hardware, software, personnel, sale information, customer goodwill, and finance information. A full list of assets can be found in the standards. All assets must be protected to ensure the survival and future growth of ZedAuction as a business. Protection of specific assets will be detailed in the standards. Assets shall be classified on the business model, with the levels being Public, Protected, Restricted, and Confidential. Assets shall be classified in one of the levels by the chief security officer.   
  
Risk Management Section  
  
ZedAuction will protect its assets to the best of its abilities. Audits will be done periodically to determine what assets will need as far as protection, preventative measures, and security protocols. These, after they are determined, will be defined in the standards. ZedAuction recognizes that no venture is 100% secure, but it does have the responsibility to get it as close to 100% as possible. Protection from data theft, personnel demoralization, hardware overtaxation, and company defamation are chief among ZedAuction’s concerns, but not it’s only ones. ZedAuction aims to be a secure bet for our potential business partners. ZedAuction will be following the General Risk Management Model. This model follows that assets will be identified, assessed on their threat level, definition of impact, design control, and residual risk management. This shall be overseen by the chief security officer.