Tyler Jensen

Seattle, WA

**Professional Summary**

Results-driven technology professional with dual expertise in software development and cybersecurity, complemented by an MBA (in progress) with a focus on strategic leadership and organizational effectiveness. Experienced in leading cross-functional projects, driving process automation, and delivering innovative solutions. Skilled in technical problem-solving, client engagement, and translating business requirements into scalable tech solutions. Proven ability to bridge the gap between technical teams and business stakeholders to achieve organizational goals.

**Core Competencies**

* **Technical Skills:** Java, Python, MySQL, AWS, Git, React, Flask, PHP, C#, HTML/CSS
* **Cybersecurity:** Penetration Testing (Metasploit, Nmap, Burp Suite), Risk Assessment, Incident Response
* **Project & Business Management:** Agile & SCRUM, Stakeholder Communication, Strategic Planning, Change Management
* **Leadership & Sales Enablement:** Client Engagement, Process Improvement, KPI Analysis, Team Leadership

**Professional Experience**

QA/Cybersecurity Analyst, CSL Behring – Bradley, IL (06/2022 – 09/2022)

* **Led and coordinated cross-functional security initiatives**, including DNS standard implementation, reducing vulnerability exposure.
* Presented security risk assessments to senior leadership and recommended compliance measures aligned with **NIST 800-37** and **FedRAMP** standards.
* Participated in system implementation meetings, acting as a **bridge between security and IT teams** to ensure project success.

Facilities Support, CSL Behring – Bradley, IL (05/2023 – 12/2024)

* Managed digital transformation project, creating automated inventory systems using advanced Excel formulas, reducing manual processing by 40%.
* Supported over 500 document revisions across multiple departments, ensuring compliance with quality and regulatory standards.
* Trained staff on system adoption and coordinated process improvements, driving operational efficiency.

**Projects & Leadership**

* **Red Team Exercise** – Led a simulated cyberattack project using Nmap, BetterCap, and Metasploit, identifying 15+ vulnerabilities for remediation.
* **Web Platform Development** – Designed and deployed a secure subscription-based site using React, Flask, and Stripe, managing full project lifecycle.
* **Inventory Automation** – Implemented workbook-linking formulas for automated data management; trained staff on usage to streamline workflows.

**Education**

**MBA in Business Administration – Olivet Nazarene University (July 2025)**

* Relevant Coursework: Project Management, Strategic Leadership, Business Analytics, Managing Change

**B.S. in Software Development and Cybersecurity – Olivet Nazarene University (May 2024)**

* Double Major with Magna Cum Laude and Dean's List Honors
* Dean's Scholarship, Presidential Scholarship, Della Munson Scholarship Recipient

**Certification:** CompTIA CySA+ – Cybersecurity Analyst