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HW 02: Docker and Configuration Management

Explain how Docker can help to address Configuration Management issues for

1. integration (when developers integrate code from multiple sources)

An issue with integration can be compatibility. Code from multiple sources might not be compatible with each other. Almost everything is compatible with Docker, this will result in less time with set up and debugging. This will result in a more portable and easier to set up code base.

1. testing

Testing is made easier with Docker too. With testing it can be troublesome to have an identical environment created so you can test there before deploying to production. With docker you can easily make the change to a docker container, test it, and then implement the same change to existing containers. Docker allows you to build, test, and release images that can be deployed across multiple servers.

1. Deployment

When you deploy to production you run the risk of their being a mistake and the code base being different than the one tested in development. Also the deployment can take a long time. Docker can ensure consistent environments from development to production. Docker containers are configured to maintain all configurations and dependencies internally. You can use the same container from development to production to make sure there are no discrepancies. Docker does not boot an OS; deployment takes seconds with Docker.

1. customer support

Some applications and software are not accessible on every system. So, it is not supported or available to all customers. Docker works on any system and will run the same on any server or laptop. Many big companies’ use Docker, like Spotify and ADP. These companies would take their business elsewhere is Docker didn’t have good customer support and worked well on all their machines.

1. internal and external hackers who might attack the system

One issue people are always concerned about is security. Security is very important when it comes to a system. Docker ensures that applications running on containers are completely isolated from each other, which means the owner has complete control over traffic flow and management. Each container has its own set of resources. Docker is very secure.
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