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**注意：1、考试时间为90分钟，考试形式为：闭卷**

**2、答案全部做在答题纸上**

**3、考试完毕后，试卷和答题纸全部上交**

**一、单项选择题（本大题共10小题，每小题2分，共20分)**

1. **OSI模型中的第二、第三、第四、第六层分别是（ D ）。**

**A. 物理层、网络层、会话层、传输层**

**B. 数据链路层、网络层、传输层、会话层**

**C. 物理层、数据链路层、传输层、应用层**

**D. 数据链路层、网络层、传输层、表示层**

1. **PCM是（ B ）转换的一个实例。**

**A.数字到数字 B. 模拟到数字 C.模拟到模拟 D. 数字到模拟**

1. **循环冗余校验CRC中的生成式包含（ C ）因子时，可检测出所有的奇数位错误。**

**A. x B. x2+x+1 C. x+1 D. 以上均不是**

1. **若数据链路层的发送窗口尺寸WT=15，在发送7号帧、并接到5号帧的确认帧后，发送方还可连续发送（ D ）。**

**A. 4帧 B. 5帧 C.10帧 D.13帧**

1. **以下哪个解决信道竞争的方法在竞争期中有可能发生冲突？（ C ）**

**A. 位图协议 B. 二进制倒计数**

**C. 自适应树遍历协议 D. 令牌传递**

1. **IEEE 802.3标准为第一代10Mbps以太网使用的访问方法是（ A ）CSMA/CD。**

**A. 1-persistent (B) p-persistent (C) non-persistent (D) 以上均不是**

1. **N 个站分时Aloha协议的危险周期是帧传输时间（帧时）的（ A ）倍。**

**A. 1 B. 2 C. 3 D.以上均不正确**

1. **采用相位振幅调制PAM技术，可以提高数据传输速率，例如采用8种相位，每种相位取2种幅度值，可使一个码元（Hz）表示的二进制数的位数为( A )。**

**A. 4位   B. 8位   C. 16位     D. 32位**

1. **设信道带宽为4000HZ，采用PCM编码，采样周期为125μs，每个样本量化为128个等级，则信道的数据率为（ C ）。  
   A．10Kb/s　　B．16Kb/s　　C．56Kb/s　　D．64Kb/s**
2. **下列对ADSL网络的描述哪些是错误的? ( B )。**

**A. 采用普通电话线作为传输介质**

**B. 当语音通话时，不能使用网络通信**

**C. 上行线和下行线通信带宽不同**

**D. ADSL是一种异步传输模式**

**二、填空题(本大题共10小题，每空2分，共20分)**

1. **模拟信号传输的基础是载波，载波具有三个要素，即频率、( 振幅 )和( 相位 )。数字数据可以针对载波的不同要素或它们的组合进行调制。**
2. **OSI参考模型的三个主要概念是接口、( 服务 )和( 协议 )。**
3. **采用海明码校验方法纠正单比特错误，若信息位为6位，则冗余位至少为( 4 )位。**
4. **（ 尼奎斯特 ） 定理定义了无噪声信道理论上的最大数据传输速率， （ 香农 ） 定理定义了加性白噪声信道理论上的最大数据传输速率。**
5. **采用位填充法进行成帧，成帧标识为 01111110 。如果需要传送的比特串为 01111110111110 ，则经位填充后，此比特串变为 ( 0111110101111100 ) ( 不包括起始和结束标志)。**
6. **在回退N帧协议中，如果用5个bit序号对数据帧进行编号，发送窗口大小的最大值是（ 31 ） ，接收窗口大小的最大值是 （ 1 ） 。**

**三、名词解释(本大题共4小题，每小题5分，共20分)**

1. **循环冗余校验码**

答：CRC(Cyclic Redundancy Check)码，是数据通信领域中最常用的一种差错校验码，其特征是信息字段和校验字段的长度可以任意选定。基本思想是将要传送的信息M(X)表示为一个多项式L，用L除以（模2除）一个预先确定的生成多项式G(X)，得到的余式添加到M(X)尾部，就构成所需的循环冗余校验码。有以下特点：①可检测出所有奇数位错；②可检测出所有双比特的错；③可检测出所有小于、等于校验位长度的突发错。

1. **隐藏终端问题**

答：在无线局域网中，由于无线电的覆盖范围有限，导致一个无线站B的两个邻居A和C虽然彼此不在对方的范围内，但可能潜在地干扰彼此和共同邻居之间的通信，从而互相构成隐藏终端问题。

1. **CDMA**

答：CDMA（Code Division Multiple Access）即码分多址访问，是一种多路复用技术，CDMA系统是基于码分技术和多址技术的通信系统，系统为每个用户分配各自特定芯片码，芯片码之间具有相互正交，允许多路信号使用相同的带宽同时传输数据。

1. **CSMA/CD**

答：CSMA/CD(Carrier Sense multiple Access/Collision Detection), 带冲突检测的载波侦听多路访问协议，是争用型的介质访问控制协议，位于数据链路层，工作原理为：

（1）发送站发送时首先侦听载波（载波检测）。

（2）如果网络（总线）空闲，发送站开始发送它的帧。

（3）如果网络（总线）被占用，发送站继续侦听载波并推迟发送直至网络空闲。

（4）发送站在发送过程中侦听碰撞（碰撞检测）。

（5）如果检测到碰撞，发送站立即停止发送，这意味着所有卷入碰撞的站都停止发送。

（6）每个卷入碰撞的站都进入退避周期，即按照一定的退避算法等一段随机时间后进行重发，亦即重复上述1-6步骤，直至发送成功。

**四、简答题(本大题共3小题，共18分)**

1. **（6分）请问面向连接通信和无连接通信之间的差异是什么？各举一个通信协议例子。**

答：其一：面向连接通信分为三个阶段，第一是建立连接，在此阶段，发出一个建立连接的请求。只有在连接成功建立之后，才能开始数据传输，这是第二阶段。接着，当数据传输完毕，必须释放连接。而无连接通信没有这么多阶段，它直接进行数据传输。  
其二：面向连接的通信具有数据的保序性，而无连接的通信不能保证接收数据的顺序与发送数据的顺序一致。

(i)无连接：UDP；

(ii)面向连接：TCP

1. **（6分）设两站间信道速率为20kb/s，采用停止等待协议，传播时延，确认帧长度和处理时间均可忽略。问帧长为多少才能使信道利用率达到至少50%。**

答：在确认帧长度和处理时间均可忽略的情况下，要使信道利用率达到至少50%必须使数据帧的发送时间等于往返传播时延，即两倍的单向传播时延。

即：![](data:image/x-wmf;base64,183GmgAAAAAAAMAFYAIBCQAAAACwWQEACQAAAzEBAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCYALABRIAAAAmBg8AGgD/////AAAQAAAAwP///6r///+ABQAACgIAAAsAAAAmBg8ADABNYXRoVHlwZQAAYAAcAAAA+wIg/wAAAAAAAJABAQAAhgQCAADLzszlAAEod4YoCpNIllUAvPAYAICTJHeAASh3CThmPgQAAAAtAQAACAAAADIKAAL7BAEAAABweQgAAAAyCgACsQABAAAAZnkcAAAA+wKA/gAAAAAAAJABAQAAhgQCAADLzszlAAEod5I8CrLolVUAvPAYAICTJHeAASh3CThmPgQAAAAtAQEABAAAAPABAAAIAAAAMgqgASgEAQAAAHR5CAAAADIKoAHy/wEAAAB0eRwAAAD7AoD+AAAAAAAAkAEAAACGBAIAAMvOzOUAASh3higKlEiWVQC88BgAgJMkd4ABKHcJOGY+BAAAAC0BAAAEAAAA8AEBAAgAAAAyCqABsAMBAAAAMnkcAAAA+wKA/gAAAAAAAJABAAAAAgQCABBTeW1ib2wAd5I8CrPolVUAvPAYAICTJHeAASh3CThmPgQAAAAtAQEABAAAAPABAAAIAAAAMgqgASsCAQAAALN5CgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAhgECAiJTeXN0ZW0APgk4Zj4AAAoAOACKAQAAAAAAAAAA1PIYAAQAAAAtAQAABAAAAPABAQADAAAAAAA=)

已知：![](data:image/x-wmf;base64,183GmgAAAAAAAOAEIAQBCQAAAADQXgEACQAAAyMBAAADABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCIATgBBIAAAAmBg8AGgD/////AAAQAAAAwP///7P///+gBAAA0wMAAAsAAAAmBg8ADABNYXRoVHlwZQAAwAAIAAAA+gIAABAAAAAAAAAABAAAAC0BAAAFAAAAFAJAAiQDBQAAABMCQAKRBBwAAAD7AoD+AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgC9rPR3xqz0dwEAAAAAADAABAAAAC0BAQAIAAAAMgrMA00DAQAAAEN5CAAAADIKcwEyAwEAAABseQgAAAAyCqACLgABAAAAdHkcAAAA+wIg/wAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4Avaz0d8as9HcBAAAAAAAwAAQAAAAtAQIABAAAAPABAQAIAAAAMgrTAdgDAQAAAGZ5CAAAADIKAAPbAAEAAABmeRwAAAD7AoD+AAAAAAAAkAEAAAACBAIAEFN5bWJvbAB3QAAAAFEHCvi9rPR3xqz0dwEAAAAAADAABAAAAC0BAQAEAAAA8AECAAgAAAAyCqAC5gEBAAAAPXkKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAACGAQICIlN5c3RlbQAAAAAKAAAABAAAAAAAAgAAAAEAAAAAADAABAAAAC0BAgAEAAAA8AEBAAMAAAAAAA==)，其中C为信道容量，或信道速率。![](data:image/x-wmf;base64,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)为帧长（以比特为单位）。

所以得帧长![](data:image/x-wmf;base64,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) bits

1. **（6分）请解释为何选择重传协议中要设置以下语句？**

#define NR\_BUFS ((MAX\_SEQ + 1)/2)

答：该协议将窗口的最大尺寸设置为不超过序号空间的一半。

这么做是为了确保接收方向前移动窗口之后，新窗口与老窗口的序号没有重叠。

如果不这么设置，当接收方向前移动它的窗口后，新的有效序号范围与老的序号范围有重叠。因此，后续的一批帧可能是重复的帧（如果所有的确认都丢失了），也可能是新的帧（如果所有的确认都接收到了），而接收方根本无法区分这两种情形，将会导致往网络层传递不正确的数据包。

**五、应用题(本大题共2小题，共22分)**

**1．(10分) 一大群ALOHA 用户每秒钟产生100个请求，包括原始的请求和重传的请求。时间槽单位为10毫秒。请问第一次发送成功的机会是多少？恰好k次冲突之后成功的又概率是多少？**

**答：每个时槽为10msec推知每秒有100个时槽，由于每秒有 100个发送请求，每个时槽内的帧请求期望值为G=1，所以有：**

**(a)，在一个“帧时”内生成k 帧的概率服从泊松分布 。**

**对于分槽Aloha，首次发送时别人不发送的概率是 Pr[0] = e^(-1) = 0.368.**

**(b)，由于Pr[0]=e^(-1)，所以有冲突的概率是1-e^(-1)， 故刚好发生k次冲突然后一次成功的概率是 (1-e^(-1))^k \* e^(-1) = 0.632^k \* 0.368.**

**2．（12分）请计算二进制位串10100101的偶校验海明码。接收方收到了一个12位的海明码，其16进制为0xA0F，假设至多只有1位发生了错误。则原来的值用16进制表示是多少？（位数从左到右分别是第1位，第2位，…）。**

答：

**（a）10100101的偶校验海明码是111001000101，**

**（b）0xA4F。**