**Improving cyber security using quantum computing**

***Abstract –*** The aim of this paper is to describe a new possible encryption algorithm which proposes to combine the facilities provided by quantum computing with the implementation of hash functions, symmetric and asymmetric-key algorithms as a result of quantum super positioning, as well as introduce readers to key aspects of quantum computing and elucidate its implications in present cryptography. In particular the reader can delve into the following subjects: present cryptographic schemes (symmetric and asymmetric), differences between quantum and classical computing, challenges in quantum computing, quantum algorithms (Shor’s and Grover’s), public key encryption schemes affected, symmetric schemes affected, the impact on hash functions, and post quantum cryptography. The experiments taken on the available data show a possible improvement compared to other related work due to a lower value of the Quantum Bit Error Rate, which is a metric for measuring how efficient and reliable a quantum algorithm is.
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