**Riesgo**: Incumplimiento del plazo de entrega por utilizar una tecnología en la que los programadores no tienen mucha experiencia.

**Plan de acción**: Anticipar el inicio de desarrollo para tener tiempo de resolver problemas que surjan con relación a la tecnología.

**Plan de contingencia**: Pedir ayuda a un experto en la tecnología utilizada, leer libros y manuales que tratan del tema.

**Riesgo**: Problemas por optimizaciones prematuras.

**Plan de acción**: Ser críticos a la hora de implementar una optimización prematura para predecir futuros inconvenientes.

**Plan de contingencia**: Rever de que forma se puede corregir sin afectar el desempeño del sistema.

**Riesgo**: No haber contemplado todos los casos de uso.

**Plan de acción**: Pequeñas reuniones diarias con el equipo de desarrollo y envío de informes semanales al cliente.

**Plan de contingencia**: Reunión del equipo de desarrollo con el cliente a fin de rever y corregir los casos de uso.

**Riesgo**: Cambio en los antiguos requerimientos por parte del cliente o surgimiento de características indispensables para el proceso de negocio.

**Plan de acción**: Analizar desde el punto de vista crítico la implementación de todos modulos.

**Plan de contingencia**: Reunión con el cliente para definir la/s característica/s y analizar como afecta/n a las existentes.

**Riesgo**: Desentendimiento de los integrantes del equipo responsable por desarrollar el sistema.

**Plan de acción**: Coordinar y definir metas, ayuda mutua y practica de actividades recreativas.

**Plan de contingencia**: Reunión entre los desarrolladores del sistema y con el profesor Horacio Kuna.

**Riesgo**: Coordinación ineficiente de esfuerzos en el equipo de desarrollo.

**Plan de acción**: Contar con un plan de actividades y metas diarias, semanales y mensuales.

**Plan de contingencia**: Analizar la distribución de tareas y analizar metas alcanzadas contra metas no alcanzadas, identificar el punto débil y tratar de sanarlo.

**Riesgo**: Mala interpretación de los casos de uso al implementar el sistema.

**Plan de acción**: Reuniones diarias y constante comunicación entre el equipo de desarrollo.

**Plan de contingencia**: Reunión con el cliente para obtener informaciones.

**Riesgo**: Proyecto estancado debido a la dificultad en utilizar la tecnología.

**Plan de acción**: Comunicación y aprendizaje continuo paralelo al desarrollo del sistema

**Plan de contingencia**: Pedir ayuda a experto en la tecnología.

**Riesgo**: El cliente refiere no sentirse satisfecho con el sistema (no le gusta).

**Plan de acción**: Mostrar constantemente los avances del proyecto.

**Plan de contingencia**: Reunión con el cliente para elaborar una nueva propuesta.

**Riesgo**: El cliente tiene problemas para utilizar el sistema.

**Plan de acción**: Acompañamiento post instalación.

**Plan de contingencia**: Reunión con el cliente, determinar los inconvenientes y elaborar un plan de acción.

**Riesgo**: La empresa sale del mercado.

**Plan de acción**: Mantener dialogo con el cliente sobre futuras expectativas.

**Plan de contingencia**: Terminar el desarrollo del sistema.