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## ПЕРЕЛІК УМОВНИХ ПОЗНАЧЕНЬ ТА СКОРОЧЕНЬ

ПЗ – програмне забезпечення

CPU – Central processing unit

OS – Operating system

API – Application programming interface

## ВСТУП

Науковий прогрес, станом на 2020 рік, робить нові виклики. Сучасні проблеми цифровізації людської діяльності потребують сучасних рішень. Все більш розповсюджена модель віддаленої праці над великими спільними проектами. На момент проведення дослідження у світі створено сотні різних рішень для спільної роботи в проектах, але вони мають або велику вартість або концептуальні недоліки. Автор поставив за мету створити зручний, інтуїтивно зрозумілий, ефективний засіб для створення програмного забезпечення. Завдання передбачає, і розробку самої мови програмування, і технічну реалізацію. Дослідження на практичні розробки базуються на сучасних парадігмах програмування, що робить проект «Alan» *актуальним* та *важливим*.

Мета роботи: провести дослідження та аналіз програмних засобів, створити власну мову та систему програмування.

Об’єкт дослідження: системи програмування.

Предмет дослідження: створення власної мови програмування, системи програмування.

Задачі дослідження:

1. Навчальна: дослідити існуючі методи та технології програмування.
2. Комерційна: створити умовно-безоплатний, зручний, ефективний продукт.

Наукова новизна:

**Основна частина**

## Висновки

Засоби захисту від атак нульового дня зараз дуже актуальні. Вони є найбільш інтелектуальними і високотехнологічними, вирішуючи при цьому найбільш складну проблему захисту від невідомих шкідливих кодів. Емуляція використання файлів у віртуальному середовищі для визначення його потенційної небезпеки – в пісочниці – є одним з механізмів захисту від атак нульового дня.

Отриманий шкідливий файл вже не можна виявити за допомогою стандартних методів захисту, адже сигнатур цього шкідливого програмного забезпечення в базах ІБ-компаній ще немає.

Емуляція – один з найефективніших способів захисту від невідомих загроз. Вона являє собою відкриття (або запуск) підозрілого файлу в ізольованому середовищі і спостереження за його поведінкою. З точки зору архітектури емуляція можлива як на рівні периметра (шлюзу безпеки), так і на рівні робочої станції.

За межами периметра організації також потрібен захист від невідомих загроз, так як робоча станція – останній рубіж оборони корпоративних даних. Антивірусна пісочниця – це рішення для захисту кінцевих пристроїв, яке дозволяє запобігти загрозам і атакам, пов’язаними з підключенням до зовнішнього Wi-Fi, з шифрованим трафіком, підключенням до ПК зовнішніх носіїв і горизонтальним поширенням атаки в мережі.

Проаналізовано ринок мережевих та антивірусних пісочниць, з яких були обрані оптимальні рішення, які задовільнять потребам захисту у корпоративній мережі, а саме:

- Check Point SandBlast Zero-Day Protection;

- ESET Dynamic Threat Defense.
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