Изменения в логировании событий системы

События в системе делятся на:

1. Ненормальное функционирование / ошибки.
2. Администрирование пользователей и действий пользователя в системе по входу / выходу, изменениях пароля – используется стандартная функциональность KeyCloack.
3. Изменение данных справочников, документов и регистров системы.

# Ненормальное функционирование / ошибки

Сообщения регистрируются в таблице **hr.SystemLogs**. Нужно разграничить, что логируется сюда, что должно логироваться в журналы по модулям. Например, сюда писать только сообщения от бизнес-транзакций (по справочникам, документам и журналам бизнес-событий). По событиям, связанными с IoT и трекингом не писать, так как они могут генерировать массовые уведомления, перегружающие транзакционную систему.

# Изменение данных справочников, документов и регистров системы

Для этого используется новый справочник **hr.ActionLogs**. В этот журнал пишутся только данные по добавлению, изменению, удалению позиций сущностей, которые относятся к бизнес-транзакциям. Поэтому, нужно удалить функциональность по регистрации входа/выхода в систему.

В связи с переносом интерфейса на Web-технологии необходимо перенести функциональность экранной формы журнала изменений в системе.