# Результаты анализа CVSS3.1, CVSS4.0, EPSS, OWASP

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Уязвимость | Оценка CVSS 3.1 | Оценка CVSS 4.0 | Оценка EPSS | Оценка OWASP |
| CVE-2021-30657 | 6.5 | 6.9 | 0.569950000 | 5.875 |
| CVE-2021-44168 | 3.3 | 4.8 | 0.001470000 | 5.620 |
| CVE-2024-39348 | 7.5 | 7.5 | 0.000430000 | 6.0 |
| CVE-2019-3977 | 7.5 | 8.7 | 0.001760000 | 9.375 |
| CVE-2022-36359 | 8.8 | 8.6 | 0.004230000 | 9.500 |
| CVE-2022-45442 | 8.8 | 8.6 | 0.005470000 | 4.620 |
| CVE-2020-25032 | 7.5 | 8.7 | 0.015240000 | 3.0 |
| CVE-2019-13717 | 4.3 | 5.1 | 0.002600000 | 6.250 |
| CVE-2019-13719 | 4.3 | 5.1 | 0.002600000 | 7.620 |
| CVE-2023-32184 | 7.8 | 8.4 | 0.000660000 | 7.375 |
| CVE-2020-27746 | 3.7 | 6.3 | 0.000750000 | 8.125 |

# Нормализованные оценки критичности уязвимостей

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Уязвимость | Норм. CVSS 3.1 | Норм. CVSS 4.0 | Норм. EPSS | Норм. OWASP |
| CVE-2021-30657 | 0.65 | 0.69 | 0.57 | 0.59 |
| CVE-2021-44168 | 0.33 | 0.48 | 0.00 | 0.56 |
| CVE-2024-39348 | 0.75 | 0.75 | 0.00 | 0.60 |
| CVE-2019-3977 | 0.75 | 0.87 | 0.00 | 0.94 |
| CVE-2022-36359 | 0.88 | 0.86 | 0.00 | 0.95 |
| CVE-2022-45442 | 0.88 | 0.86 | 0.01 | 0.46 |
| CVE-2020-25032 | 0.75 | 0.87 | 0.02 | 0.30 |
| CVE-2019-13717 | 0.43 | 0.51 | 0.00 | 0.62 |
| CVE-2019-13719 | 0.43 | 0.51 | 0.00 | 0.76 |
| CVE-2023-32184 | 0.78 | 0.84 | 0.00 | 0.74 |
| CVE-2020-27746 | 0.37 | 0.63 | 0.00 | 0.81 |

# Среднеквадратичная оценка критичности уязвимостей

|  |  |
| --- | --- |
| Уязвимость | Среднеквадратичная оценка |
| CVE-2021-30657 | 0.63 |
| CVE-2021-44168 | 0.40 |
| CVE-2024-39348 | 0.61 |
| CVE-2019-3977 | 0.74 |
| CVE-2022-36359 | 0.78 |
| CVE-2022-45442 | 0.66 |
| CVE-2020-25032 | 0.59 |
| CVE-2019-13717 | 0.46 |
| CVE-2019-13719 | 0.51 |
| CVE-2023-32184 | 0.68 |
| CVE-2020-27746 | 0.55 |