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# Introduction

## Who am I?

My name is Tyler Shepherd, and I am currently employed by DWP Digital to pursue a DevOps apprenticeship. My previous history within employment has been quite short due to my age (20 as of writing) however, I have already completed a L3 Infrastructure Technician apprenticeship at a previous company!

In this role I was employed as a Support Engineer who dealt with end users’ technological issues, and I was here for 2 years before coming to DWP Digital. I moved from this position as I wanted to move up on the ladder of IT and completing an apprenticeship in DevOps seemed the perfect opportunity, I had already done it once and loved it!

Before all of this, I dropped out of college to pursue the first apprenticeship as I was done with formal education due to health issues. Alongside this, I knew what I wanted to do and being in a classroom delaying my start of where I wanted to be didn’t help, so I went headfirst into an apprenticeship which challenge all my preconceptions about it. Now I’m all for it and glad to be working for DWP Digital

## DWP Digital and my Team: Who are they and why should you care?

I am Part of the Digital Shared Channel Experience, in the Notifications Team for DWP Digital.

The Department for Work and Pensions (DWP) is responsible for welfare, pensions, and child maintenance policy. It is the UK’s biggest public service department and help manage around 20 million customers and users

My team is an agile team led by Tom Farrow. Along with my Line Manager, Shazad Azam. Our team has daily stand-up meetings where we express the day tasks ahead, and any help/requests that are needed. We assist in helping the automation and ease of notifications for DWP Shared Channels.

For example, DWP sends out around 200 text messages per second, and this needs to be managed and up taken using DevOps as any downtime could result in hundreds of thousands of appointments, password confirmations, etc. being lost.

# Tickets

## (NSE-1853): Increased the Throttle rate and burst limit for the API GW

### Description

Config update required in all private AWS API GW’s - the default throttling value for private API GW’s appears to be different to the regional ones, and has reverted to 100TPS which is well below what we require.

We require a generic update across all our private API GW’s to update the throttling value to the same default values as the regional endpoints - 10,000 TPS, with a 5,000 burst.

This impacts all private API’s across all environments, but it’s impact will be felt primarily in PVT.

#### Details

**Repositories with APIGWs that needed changing**

* SMS Notifications API:
  + sms-notification-api-validation
* Channel Adapter API:
  + channel-adapter-otx-api
* Transformation API:
  + transformation-api-json-validation
  + transformation-api-xml-validation
* Bulk Upload API:
  + message-builder-api
* Transaction Log API - APP side:
  + transaction-record-validator
* Transaction Log API - API side:
  + transaction-logging-api-validation
* Callback API:
  + callback-service
* Department Switch API:
  + department-switch-api
* Subscriber Management API:
  + subscriber-management-api
* Template Management API:
  + template-api
* Template Registry API:
  + template-registry-api

Configure the TF code in all our APIGW to have those settings for Throttling by going to the relevant repositories with Terraform code in and editing the values present.

##### KSB’S

**Knowledge**

[K1](#K1)

[K2](#K2)

[K7](#K7)

[K20](#K20)

**Skills**

[**S5**](#S5)

[**S8**](#S8)

[**S13**](#S13)

**Behaviour**

[B1](#B1)

**Evidence**

**https://dwpdigital.atlassian.net/browse/NSE-1853**

|  |  |
| --- | --- |
| **K1** | Continuous Integration - the benefits of frequent merging of code, the creation of build artefacts and ensuring all tests pass, with  automation throughout - including common tooling. |
| **K2** | The principles of distributed Source Control, including how to exploit the features of the tool, such as branching. |
| **K3** | How to use data ethically and the implications for wider society, with respect to the use of data, automation and artificial intelligence  within the context of relevant data protection policy and legislation. |
| **K4** | The business value of DevOps in terms of Time, Cost, Quality, with an emphasis on building in internal Quality throughout  the lifetime of the product. |
| **K5** | A range of modern security tools and techniques - e.g. threat modelling, vulnerability scanning and dependency checking, with a general  awareness of penetration testing - in order to deal with threats and attack vectors within code and across the cyber domain. |
| **K6** | A range of problem solving techniques appropriate to the task at hand, such as affinity mapping, impact maps, plan-do-check-act/Deming. |
| **K7** | General purpose programming and infrastructure-as-code. |
| **K8** | Immutable infrastructure and how it enables continuous refreshing of software, namely the updating of the operating system,  container and security patching. |
| **K9** | Different organisational cultures, the development frameworks utilised and how they can both complement each other and introduce  constraints on delivery. |
| **K10** | How the user experience sits at the heart of modern development practices in terms of strategies to understand diverse user needs,  accessibility and how to drive adoption. |
| **K11** | Monitoring and alerting technologies and an awareness of the insights that can be derived from the infrastructure and applications -  collecting logs and metrics, configuring alerting thresholds, firing alerts and visualising data. |
| **K12** | The persistence/data layer, including which database/storage technologies are appropriate to each platform type and application when  considering non-functional and functional needs; e.g. monolith, microservice, read heavy, write heavy, recovery plans. |
| **K13** | Automation techniques, such as scripting and use of APIs. |
| **K14** | Test Driven Development and the Test Pyramid. How the practice is underpinned by unit testing, the importance of automation,  appropriate use of test doubles and mocking strategies, reducing a reliance on end-to-end testing. |
| **K15** | The principles and application of Continuous Integration, Continuous Delivery and Continuous Deployment, including the  differences between them. |
| **K16** | How best to secure data; e.g. encryption in transit, encryption at rest and access control lists (ACL). |
| **K17** | What an API is, how to find them and interpret the accompanying documentation. |
| **K18** | Roles within a multidisciplinary team and the interfaces with other areas of an organisation. |
| **K19** | Different methods of communication and choosing the appropriate one - e.g. face-to-face (synchronous, high bandwidth), instant  messaging, email (asynchronous, low bandwidth), visualisations vs. words. |
| **K20** | Pair/mob programming techniques and when to use each technique. |
| **K21** | Architecture principles, common patterns and common strategies for translating user needs into both cloud infrastructure and  application code. |
| **K22** | How their occupation fits into the wider digital landscape and any current or future regulatory requirements. |
| **K23** | The importance of continual improvement within a blameless culture. |
| **K24** | The difference between Software-as-a-Service (SaaS) v bespoke v enterprise tooling and how to make an informed choice that  suits each use case. |
| **K25** | Maintain an awareness of cloud certification requirements. |
|  |  |
|  |  |
|  |  |
| **S1** | Communicate credibly with technical and non-technical people at all levels, using a range of methods; e.g. ‘Show and Tell’  and ‘Demonstrations’. |
| **S2** | Work within different organisational cultures with both internal and external parties |
| **S3** | Translate user needs into deliverable tasks, writing clear, concise and unambiguous user stories that the whole team can understand. |
| **S4** | Initiate and facilitate knowledge sharing and technical collaboration |
| **S5** | Deploy immutable infrastructure |
| **S6** | Install, manage and troubleshoot monitoring tools |
| **S7** | Navigate and troubleshoot stateful distributed systems, in order to locate issues across the end-to-end service. |
| **S8** | Work in agile, multi-disciplinary delivery teams, taking a flexible, collaborative and pragmatic approach to delivering tasks. |
| **S9** | Application of a range of cloud security tools and techniques - e.g. threat modelling, vulnerability scanning, dependency checking,  reducing attack surface area - incorporating these tools and techniques into the automated pipeline wherever possible. |
| **S10** | Assess identified and potential security threats and take appropriate action based on likelihood v impact. |
| **S11** | Employ a systematic approach to solving problems, using logic and hypotheses / experimentation to identify the source of issues. |
| **S12** | Automate tasks where it introduces improvements to the efficiency of business processes and reduces waste, considering the effort  and cost of automation. |
| **S13** | Engage in productive pair/mob programming. |
| **S14** | Write tests and follow Test Driven Development discipline in various different contexts. |
| **S15** | Release automation and orchestration as part of a Continuous Integration workflow and Continuous Delivery pipeline, automating  the delivery of code from source control to the end users. |
| **S16** | Invest in continuous learning, both your own development and others, ensuring learning activities dovetail with changing job  requirements. Keep up with cutting edge. |
| **S17** | Code in a general purpose programming language. |
| **S18** | Specify cloud infrastructure in an infrastructure-as-code domain-specific language. |
| **S19** | Interpret logs and metrics data within the appropriate context to identify issues and make informed decisions. |
| **S20** | Writing code in such a way that makes merging easier and facilitates branching by abstraction - i.e. feature toggling. |
| **S21** | Application of lightweight modelling techniques, such as whiteboarding, in order to gain consensus as a team on evolving architecture. |
| **S22** | Incremental refactoring by applying small behaviour-preserving code changes to evolve the architecture. |
|  |  |
|  |  |
|  |  |
| **B1** | Exhibits enthusiasm, openness and an aptitude for working as part of a collaborative community; e.g. sharing best practice, pairing with  team members, learning from others and engaging in peer review practices. |
| **B2** | Invests time and effort in their own development, recognising that technology evolves at a rapid rate. |
| **B3** | Displays a commitment to the mantra 'You build it, you run it', taking ownership of deployed code and being accountable for its  continual improvement, learning from experience and taking collective responsibility when things fail. |
| **B4** | Is inclusive, professional and maintains a blameless culture. |