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# AI-assisted Computer Network Operations testbed for Nature-Inspired Cyber Security based adaptive defense simulation and analysis

## Highlights

•

Demonstrated a network test-bed for Cybersecurity attacks and defense.

•

Special features for testing Nature-inspired and Artificial intelligence based algorithms.

•

Provide easy configuration and setup option for carry out advanced attacks and defense.

•

Comprehensive reporting and visualization.

•

Experiments and result are shown for two real time use-cases example Distributed Denial of Service Attack(DDoS).

## Abstract

In the current ever-changing cybersecurity scenario, active cyber defense strategies are imperative. In this work, we present a standard [testbed](https://www.sciencedirect.com/topics/computer-science/testbed" \o "Learn more about testbed from ScienceDirect's AI-generated Topic Pages) to measure the efficacy and efficiency of customized networks while analyzing various parameters during the active attack. The presented testbed can be used for analyzing the network behavior in presence of various types of attacks and can help in fine-tuning the proposed algorithm under observation. The proposed testbed will allow users to design, implement, and evaluate the active cyber defense mechanisms with good library support of nature-inspired and AI-based techniques. Network loads, number of clusters, types of home networks, and number of nodes in each cluster and network can be customized. While using the presented testbed and incorporating active-defense strategies on existing [network architectures](https://www.sciencedirect.com/topics/computer-science/network-architecture" \o "Learn more about network architectures from ScienceDirect's AI-generated Topic Pages), users can also design and propose new network architectures for effective and safe operation. In this paper, we propose a unified and standard testbed for cyber defense strategy simulation and bench-marking, which would allow the users to investigate current approaches and compare them with others, while ultimately aiding in the selection of the best approach for a given [network security](https://www.sciencedirect.com/topics/computer-science/network-security" \o "Learn more about network security from ScienceDirect's AI-generated Topic Pages) situation. We have compared the network performance in difference scenarios namely, normal, under attack and under attack in presence of NICS-based adaptive defense mechanism and achieved stable experimental results. The experimental results clearly show that the proposed testbed is able to simulate the network conditions effectively with minimum efforts in [network configuration](https://www.sciencedirect.com/topics/computer-science/network-configuration" \o "Learn more about network configuration from ScienceDirect's AI-generated Topic Pages). The simulation results of defense mechanisms verified on the proposed testbed got the improvement on almost 80 percent while increasing the turnaround time to 1–2 percent. The applicability of proposed testbed in modern technologies like [Fog Computing](https://www.sciencedirect.com/topics/computer-science/fog-computing" \o "Learn more about Fog Computing from ScienceDirect's AI-generated Topic Pages) and Edge Computing is also discussed in this paper.

# Security factors on the intention to use mobile banking applications in the UK older generation (55+). A mixed-method study using modified UTAUT and MTAM - with perceived cyber security, risk, and trust

## Highlights

•

Less than half of 55+ intend to use a mobile banking application in next 3 months.

•

Performance expectancy and perceived cyber security risk influence intention to use.

•

Effort expectancy, cyber security trust and overall security were insignificant.

•

The model explains 87% of the variance for the sample.

## Abstract

The convenience and accessibility of mobile banking applications has resulted in this becoming the preferred method of banking in the UK. Although popular amongst a younger generation, uptake is significantly lower among the older generation of those aged 55+, with some attributing this to cyber security and privacy concerns.

This study proposes a model that can be used to measure the influence of cyber security factors on intention to use mobile banking applications, in the UK 55+. The unified theory of acceptance and use of technology (UTAUT) model was modified to include perceived cyber security risk, perceived cyber security trust, and perceived overall cyber security. Unlike similar studies which have been solely quantitative, this research brings further insight using a mixed-methods approach which harnesses both qualitative and quantitative data.

The research model was tested using partial-least-squares structural equation modelling on coded questionnaire data, collected from 191 participants. Qualitative data was analysed through a thematic analysis. Both sets of data were analysed using a final convergent mixed-method. The results show that performance expectancy followed by perceived cyber security risk are the main determinants of intention to use mobile banking applications in the UK 55+.