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A Stingray device in 2013, in Harris's trademark submission.[[1]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-Notice,_Acceptance,_Renewal-1)

The **StingRay** is an [IMSI-catcher](https://en.wikipedia.org/wiki/IMSI-catcher), a cellular phone surveillance device, manufactured by [Harris Corporation](https://en.wikipedia.org/wiki/Harris_Corporation).[[2]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-wired-sting-2) Initially developed for the military and intelligence community, the StingRay and similar Harris devices are in widespread use by local and state law enforcement agencies across Canada,[[3]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-3) the United States,[[4]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-4)[[5]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-5) and in the United Kingdom.[[6]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-6)[[7]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-7) **Stingray** has also become a generic name to describe these kinds of devices.[[8]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-8)
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When operating in active mode, the Stingray device mimics a wireless carrier cell tower in order to force all nearby mobile phones and other cellular data devices to connect to it.

The StingRay is an IMSI-catcher with both passive (digital analyzer) and active (cell-site simulator) capabilities. When operating in active mode, the device mimics a wireless carrier cell tower in order to force all nearby mobile phones and other cellular data devices to connect to it.[[9]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-wsj-stingray-9)[[10]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-stingray-datasheet-1-10)[[11]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-stingray-datasheet-2-11)

The StingRay family of devices can be mounted in vehicles,[[10]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-stingray-datasheet-1-10) on aeroplanes, helicopters and [unmanned aerial vehicles](https://en.wikipedia.org/wiki/Unmanned_aerial_vehicle).[[12]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-stingray-catalog-airborne-12) Hand-carried versions are referred to under the trade name **KingFish**.[[13]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-kingfish-sole-source-justification-fl-1-13)

**Active mode operations**[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=2)]

1. Extracting stored data such as [International Mobile Subscriber Identity](https://en.wikipedia.org/wiki/International_Mobile_Subscriber_Identity) ("IMSI") numbers and [Electronic Serial Number](https://en.wikipedia.org/wiki/Electronic_Serial_Number) ("ESN"),[[14]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-morrison-stingray-esn-estraction-14)
2. Writing cellular protocol metadata to internal storage
3. Forcing an increase in signal transmission power[[15]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-stingray-kingfish-force-power-increase-15)
4. Forcing an abundance of radio signals to be transmitted
5. Forcing a downgrade to an older and less secure communications protocol if the older protocol is allowed by the target device, by making the Stingray pretend to be unable to communicate on an up-to-date protocol
6. Interception of communications data or metadata
7. Using received signal strength indicators to direction find the cellular device[[9]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-wsj-stingray-9)
8. Conducting a denial of service attack
9. [Radio jamming](https://en.wikipedia.org/wiki/Radio_jamming) for either general denial of service purposes[[16]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-kingfish-denial-of-service-16)[[*failed verification*](https://en.wikipedia.org/wiki/Wikipedia:Verifiability)*–*[*see discussion*](https://en.wikipedia.org/wiki/Talk:Stingray_phone_tracker#Radio_Jamming_Functionality)] or to aid in active mode [protocol rollback attacks](https://en.wikipedia.org/w/index.php?title=Protocol_rollback_attacks&action=edit&redlink=1)

**Passive mode operations**[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=3)]

1. conducting base station surveys, which is the process of using over-the-air signals to identify legitimate cell sites and precisely map their coverage areas

**Active (cell site simulator) capabilities**[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=4)]

In active mode, the StingRay will force each compatible cellular device in a given area to disconnect from its service provider cell site (e.g., operated by Verizon, AT&T, etc.) and establish a new connection with the StingRay.[[17]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-stingray-kingfish-cell-site-emulation-17) In most cases, this is accomplished by having the StingRay broadcast a pilot signal that is either stronger than, or made to appear stronger than, the pilot signals being broadcast by legitimate cell sites operating in the area.[[18]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-hardman-spook-stingray-18) A common function of all cellular communications protocols is to have the cellular device connect to the cell site offering the strongest signal. StingRays exploit this function as a means to force temporary connections with cellular devices within a limited area.

**Extracting data from internal storage**[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=5)]

During the process of forcing connections from all compatible cellular devices in a given area, the StingRay operator needs to determine which device is the desired surveillance target. This is accomplished by downloading the IMSI, ESN, or other identifying data from each of the devices connected to the StingRay.[[14]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-morrison-stingray-esn-estraction-14) In this context, the IMSI or equivalent identifier is not obtained from the cellular service provider or from any other third-party. The StingRay downloads this data directly from the device using radio waves.[[19]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-19)

In some cases, the IMSI or equivalent identifier of a target device is known to the StingRay operator beforehand. When this is the case, the operator will download the IMSI or equivalent identifier from each device as it connects to the StingRay.[[20]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-stingray-kingfish-used-on-known-device-20) When the downloaded IMSI matches the known IMSI of the desired target, the dragnet will end and the operator will proceed to conduct specific surveillance operations on just the target device.[[21]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-21)

In other cases, the IMSI or equivalent identifier of a target is not known to the StingRay operator and the goal of the surveillance operation is to identify one or more cellular devices being used in a known area.[[22]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-stingray-kingfish-used-on-unknown-device-22) For example, if visual surveillance is being conducted on a group of protestors,[[23]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-stingray-protestors-23) a StingRay can be used to download the IMSI or equivalent identifier from each phone within the protest area. After identifying the phones, locating and tracking operations can be conducted, and service providers can be forced to turn over account information identifying the phone users.

**Forcing an increase in signal transmission power**[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=6)]

|  |  |
| --- | --- |
|  | This section **does not**[**cite**](https://en.wikipedia.org/wiki/Wikipedia:Citing_sources)**any**[**sources**](https://en.wikipedia.org/wiki/Wikipedia:Verifiability). Please help [improve this section](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit) by [adding citations to reliable sources](https://en.wikipedia.org/wiki/Help:Referencing_for_beginners). Unsourced material may be challenged and [removed](https://en.wikipedia.org/wiki/Wikipedia:Verifiability#Burden_of_evidence). *(April 2017) (*[*Learn how and when to remove this template message*](https://en.wikipedia.org/wiki/Help:Maintenance_template_removal)*)* |

Cellular telephones are radio transmitters and receivers much like a [walkie-talkie](https://en.wikipedia.org/wiki/Walkie-talkie). However, the cell phone communicates only with a [repeater](https://en.wikipedia.org/wiki/Repeater) inside a nearby cell tower installation. At that installation, the devices take in all cell calls in its geographic area and repeat them out to other cell installations which repeat the signals onward to their destination telephone (either by radio or landline wires). Radio is used also to transmit a caller's voice/data back to the receiver's cell telephone. The [two-way duplex](https://en.wikipedia.org/wiki/Full_duplex) phone conversation then exists via these interconnections.

To make all that work correctly, the system allows automatic increases and decreases in transmitter power (for the individual cell phone and for the tower repeater, too) so that only the minimum transmit power is used to complete and hold the call active, "on", and allows the users to hear and be heard continuously during the conversation. The goal is to hold the call active but use the least amount of transmitting power, mainly to conserve batteries and be efficient. The tower system will sense when a cell phone is not coming in clearly and will order the cell phone to boost transmit power. The user has no control over this boosting; it may occur for a split second or for the whole conversation. If the user is in a remote location, the power boost may be continuous. In addition to carrying voice or data, the cell phone also transmits data about itself automatically, and that is boosted or not as the system detects need.

Encoding of all transmissions ensures that no [cross talk](https://en.wikipedia.org/wiki/Crosstalk_(electronics)) or interference occurs between two nearby cell users. The boosting of power, however, is limited by the design of the devices to a maximum setting. The standard systems are not "high power" and thus can be overpowered by secret systems using much more boosted power that can then take over a user's cell phone. If overpowered that way, a cell phone will not indicate the change due to the secret radio being programmed to hide from normal detection. The ordinary user can not know if their cell phone is captured via overpowering boosts or not. (There are other ways of secret capture that need not overpower, too.)

Just as a person shouting drowns out someone whispering, the boost in [RF watts](https://en.wikipedia.org/wiki/Radio_frequency#Measurement) of power into the cell telephone system can overtake and control that system—in total or only a few, or even only one, conversation. This strategy requires only more RF power, and thus it is more simple than other types of secret control. Power boosting equipment can be installed anywhere there can be an antenna, including in a vehicle, perhaps even in a vehicle on the move. Once a secretly boosted system takes control, any manipulation is possible from simple recording of the voice or data to total blocking of all cell phones in the geographic area.

**Tracking and locating**[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=7)]

A StingRay can be used to identify and track a phone or other compatible cellular data device even while the device is not engaged in a call or accessing data services.[[*citation needed*](https://en.wikipedia.org/wiki/Wikipedia:Citation_needed)]

A Stingray closely resembles a portable cellphone tower. Typically, law enforcement officials place the Stingray in their vehicle with a compatible computer software. The Stingray acts as a cellular tower to send out signals to get the specific device to connect to it. Cell phones are programmed to connect with the cellular tower offering the best signal. When the phone and Stingray connect, the computer system determines the strength of the signal and thus the distance to the device. Then, the vehicle moves to another location and sends out signals until it connects with the phone. When the signal strength is determined from enough locations, the computer system centralizes the phone and is able to find it.

Cell phones are programmed to constantly search for the strongest signal emitted from cell phone towers in the area. Over the course of the day, most cell phones connect and reconnect to multiple towers in an attempt to connect to the strongest, fastest, or closest signal. Because of the way they are designed, the signals that the Stingray emits are far stronger than those coming from surrounding towers. For this reason, all cell phones in the vicinity connect to the Stingray regardless of the cell phone owner's knowledge. From there, the stingray is capable of locating the device, interfering with the device, and collecting personal data from the device.[[24]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-24)[[25]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-25)

**Denial of service**[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=8)]

The FBI has claimed that when used to identify, locate, or track a cellular device, the StingRay does not collect communications content or forward it to the service provider.[[26]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-morrison-stingray-denial-of-service-26) Instead, the device causes a disruption in service.[[27]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-27) Under this scenario, any attempt by the cellular device user to place a call or access data services will fail while the StingRay is conducting its surveillance. On August 21, 2018, Senator [Ron Wyden](https://en.wikipedia.org/wiki/Ron_Wyden) noted that Harris Corporation confirmed that Stingrays disrupt the targeted phone's communications. Additionally, he noted that "while the company claims its cell-site simulators include a feature that detects and permits the delivery of emergency calls to [9-1-1](https://en.wikipedia.org/wiki/9-1-1), its officials admitted to my office that this feature has not been independently tested as part of the Federal Communication Commission’s certification process, nor were they able to confirm this feature is capable of detecting and passing-through 9-1-1 emergency communications made by people who are deaf, hard of hearing, or speech disabled using Real-Time Text technology."[[28]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-28)

**Interception of communications content**[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=9)]

By way of software upgrades,[[29]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-dea-fishhawk-29) the StingRay and similar Harris products can be used to intercept [GSM](https://en.wikipedia.org/wiki/GSM) communications content transmitted over-the-air between a target cellular device and a legitimate service provider cell site. The StingRay does this by way of the following [man-in-the-middle attack](https://en.wikipedia.org/wiki/Man-in-the-middle_attack): (1) simulate a cell site and force a connection from the target device, (2) download the target device's IMSI and other identifying information, (3) conduct "GSM Active Key Extraction"[[29]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-dea-fishhawk-29) to obtain the target device's stored encryption key, (4) use the downloaded identifying information to simulate the target device over-the-air, (5) while simulating the target device, establish a connection with a legitimate cell site authorized to provide service to the target device, (6) use the encryption key to authenticate the StingRay to the service provider as being the target device, and (7) forward signals between the target device and the legitimate cell site while decrypting and recording communications content.

The "GSM Active Key Extraction"[[29]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-dea-fishhawk-29) performed by the StingRay in step three merits additional explanation. A GSM phone encrypts all communications content using an encryption key stored on its SIM card with a copy stored at the service provider.[[30]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-GSM-intercept-simple-explain-30) While simulating the target device during the above explained man-in-the-middle attack, the service provider cell site will ask the StingRay (which it believes to be the target device) to initiate encryption using the key stored on the target device.[[31]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-GSM-intercept-complex-explain-31) Therefore, the StingRay needs a method to obtain the target device's stored encryption key else the man-in-the-middle attack will fail.

GSM primarily encrypts communications content using the [A5/1](https://en.wikipedia.org/wiki/A5/1) call encryption cypher. In 2008 it was reported that a GSM phone's encryption key can be obtained using $1,000 worth of computer hardware and 30 minutes of cryptanalysis performed on signals encrypted using A5/1.[[32]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-GSM-A51-cryptanalysis-32) However, GSM also supports an export weakened variant of A5/1 called [A5/2](https://en.wikipedia.org/wiki/A5/2). This weaker encryption cypher can be cracked in real-time.[[30]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-GSM-intercept-simple-explain-30) While A5/1 and A5/2 use different cypher strengths, they each use the same underlying encryption key stored on the SIM card.[[31]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-GSM-intercept-complex-explain-31) Therefore, the StingRay performs "GSM Active Key Extraction"[[29]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-dea-fishhawk-29) during step three of the man-in-the-middle attack as follows: (1) instruct target device to use the weaker A5/2 encryption cypher, (2) collect A5/2 encrypted signals from target device, and (3) perform cryptanalysis of the A5/2 signals to quickly recover the underlying stored encryption key.[[33]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-ReferenceA-33) Once the encryption key is obtained, the StingRay uses it to comply with the encryption request made to it by the service provider during the man-in-the-middle attack.[[33]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-ReferenceA-33)

A rogue base station can force unencrypted links, if supported by the handset software. The rogue base station can send a 'Cipher Mode Settings' element (see [GSM 04.08 Chapter 10.5.2.9](http://www.etsi.org/deliver/etsi_gts/04/0408/05.03.00_60/gsmts_0408v050300p.pdf)) to the phone, with this element clearing the one bit that marks if encryption should be used. In such cases the phone display could indicate the use of an unsafe link - but the user interface software in most phones does not interrogate the handset's radio subsystem for use of this insecure mode nor display any warning indication.

**Passive capabilities**[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=10)]

In passive mode, the StingRay operates either as a digital analyzer, which receives and analyzes signals being transmitted by cellular devices and/or wireless carrier cell sites or as a radio jamming device, which transmits signals that block communications between cellular devices and wireless carrier cell sites. By "passive mode," it is meant that the StingRay does not mimic a wireless carrier cell site or communicate directly with cellular devices.

**Base station (cell site) surveys**[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=11)]

A StingRay and a test phone can be used to conduct base station surveys, which is the process of collecting information on cell sites, including identification numbers, signal strength, and signal coverage areas. When conducting base station surveys, the StingRay mimics a cell phone while passively collecting signals being transmitted by cell-sites in the area of the StingRay.

Base station survey data can be used to further narrow the past locations of a cellular device if used in conjunction with historical cell site location information ("HCSLI") obtained from a wireless carrier. HCSLI includes a list of all cell sites and sectors accessed by a cellular device, and the date and time each access was made. Law enforcement will often obtain HCSLI from wireless carriers in order to determine where a particular cell phone was located in the past. Once this information is obtained, law enforcement will use a map of cell site locations to determine the past geographical locations of the cellular device.

However, the signal coverage area of a given cell site may change according to the time of day, weather, and physical obstructions in relation to where a cellular device attempts to access service. The maps of cell site coverage areas used by law enforcement may also lack precision as a general matter. For these reasons, it is beneficial to use a StingRay and a test phone to map out the precise coverage areas of all cell sites appearing in the HCSLI records. This is typically done at the same time of day and under the same weather conditions that were in effect when the HCSLI was logged. Using a StingRay to conduct base station surveys in this manner allows for mapping out cell site coverage areas that more accurately match the coverage areas that were in effect when the cellular device was used.

Usage by law enforcement[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=12)]

**In the United States**[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=13)]

*Main article:*[*Stingray use in United States law enforcement*](https://en.wikipedia.org/wiki/Stingray_use_in_United_States_law_enforcement)

The use of the devices has been frequently funded by grants from the [Department of Homeland Security](https://en.wikipedia.org/wiki/Department_of_Homeland_Security).[[34]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-34) The [Los Angeles Police Department](https://en.wikipedia.org/wiki/Los_Angeles_Police_Department) used a Department of Homeland Security grant in 2006 to buy a StingRay for "regional terrorism investigations".[[35]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-35) However, according to the [Electronic Frontier Foundation](https://en.wikipedia.org/wiki/Electronic_Frontier_Foundation), the "LAPD has been using it for just about any investigation imaginable."[[36]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-36)

In addition to federal law enforcement, military and intelligence agencies, StingRays have in recent years been purchased by local and state law enforcement agencies.

In 2006, Harris Corporation employees directly conducted wireless surveillance using StingRay units on behalf the [Palm Bay](https://en.wikipedia.org/wiki/Palm_Bay,_Florida) Police Department — where Harris has a campus[[37]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-37) — in response to a bomb threat against a middle school. The search was conducted without a warrant or Judicial oversight.[[38]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-38)[[39]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-39)[[40]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-40)[[41]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-41)

The American Civil Liberties Union, commonly referred to as the ACLU, confirmed that local police have cell site simulators in Washington, Nevada, Arizona, Alaska, Missouri, New Mexico, Georgia, and Massachusetts. State police have cell site simulators in Oklahoma, Louisiana, and Pennsylvania, and Delaware. Local and state police have cell site simulators in California, Texas, Minnesota, Wisconsin, Michigan, Illinois, Indiana, Tennessee, North Carolina, Virginia, Florida, Maryland, and New York [60]. The police use of cell site simulators is unknown in the remaining states. However, many agencies do not disclose their use of StingRay technology, so these statistics are still potentially an under-representation of the actual number of agencies. According to the most recent information published by the American Civil Liberties Union, 72 law enforcement agencies in 24 states own StingRay technology in 2017. Since 2014, these numbers have increased from 42 agencies in 17 states [60]. The following are federal agencies in the United States that have validated their use of cell site simulators: Federal Bureau of Investigation, Drug Enforcement Administration, US Secret Service, Immigration and Customs Enforcement, US Marshals Service, Bureau of Alcohol, Tobacco, Firearms, and Explosives, US Army, US Navy, US Marine Corps, US National Guard, US Special Command, and National Security Agency [60].[[42]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-42) In the 2010-14 fiscal years, the [Department of Justice](https://en.wikipedia.org/wiki/Department_of_Justice) has confirmed spending “more than $71 million on cell-cite simulation technology,” while the [Department of Homeland Security](https://en.wikipedia.org/wiki/Department_of_Homeland_Security) confirmed spending “more than $24 million on cell-cite simulation technology.”[[43]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-43)

Several court decisions have been issued on the legality of using a Stingray without a warrant, with some courts ruling a warrant is required[[44]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-44)[[45]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-45)[[46]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-46) and others not requiring a warrant.[[47]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-47)

**Outside the United States**[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=14)]

Police in [Vancouver](https://en.wikipedia.org/wiki/Vancouver), BC, Canada admitted after much speculation across the country that they had made use of a Stingray device[[48]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-48) provided by the [RCMP](https://en.wikipedia.org/wiki/RCMP). They also stated that they intended to make use of such devices in the future. Two days later, a statement by [Edmonton](https://en.wikipedia.org/wiki/Edmonton)'s police force had been taken as confirming their use of the devices, but they said later that they did not mean to create what they called a miscommunication.[[49]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-49)

[Privacy International](https://en.wikipedia.org/wiki/Privacy_International) and [*The Sunday Times*](https://en.wikipedia.org/wiki/The_Sunday_Times) reported on the usage of StingRays and IMSI-catchers in [Ireland](https://en.wikipedia.org/wiki/Ireland), against the Irish [Garda Síochána Ombudsman Commission](https://en.wikipedia.org/wiki/Garda_S%C3%ADoch%C3%A1na_Ombudsman_Commission) (GSOC), which is an oversight agency of the Irish police force [Garda Síochána](https://en.wikipedia.org/wiki/Garda_S%C3%ADoch%C3%A1na).[[50]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-50)[[51]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-51) On June 10, 2015 the [BBC](https://en.wikipedia.org/wiki/BBC) reported on an investigation by [Sky News](https://en.wikipedia.org/wiki/Sky_News)[[52]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-BBC_Sky-52)[[53]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-london_met-53) about possible false mobile phone towers being used by the [London Metropolitan Police](https://en.wikipedia.org/wiki/London_Metropolitan_Police). Commissioner Bernard Hogan-Howe refused comment.

Between February 2015 and April 2016, over 12 companies in the United Kingdom were authorized to export IMSI-catcher devices to states including [Saudi Arabia](https://en.wikipedia.org/wiki/Saudi_Arabia), [UAE](https://en.wikipedia.org/wiki/United_Arab_Emirates), and [Turkey](https://en.wikipedia.org/wiki/Turkey). Critics have expressed concern about the export of surveillance technology to countries with poor [human rights records](https://en.wikipedia.org/wiki/Human_rights) and histories of abusing [surveillance technology](https://en.wikipedia.org/wiki/Surveillance_technology).[[54]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-54)

Secrecy[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=15)]

The increasing use of the devices has largely been kept secret from the court system and the public.[[55]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-:0-55) In 2014, police in [Florida](https://en.wikipedia.org/wiki/Florida) revealed they had used such devices at least 200 additional times since 2010 without disclosing it to the courts or obtaining a warrant.[[2]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-wired-sting-2) One of the reasons the Tallahassee police provided for not pursuing court approval is that such efforts would allegedly violate the non-disclosure agreements (NDAs) that police sign with the manufacturer.[[56]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-56) The [American Civil Liberties Union](https://en.wikipedia.org/wiki/American_Civil_Liberties_Union) has filed multiple requests for the public records of Florida law enforcement agencies about their use of the cell phone tracking devices.[[57]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-57)

Local law enforcement and the federal government have resisted judicial requests for information about the use of stingrays, refusing to turn over information or heavily censoring it.[[58]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-yahoo1-58) In June 2014, the American Civil Liberties Union published information from court regarding the extensive use of these devices by local Florida police.[[59]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-59) After this publication, [United States Marshals Service](https://en.wikipedia.org/wiki/United_States_Marshals_Service) then seized the local police's surveillance records in a bid to keep them from coming out in court.[[60]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-60)

In some cases, police have refused to disclose information to the courts citing [non-disclosure agreements](https://en.wikipedia.org/wiki/Non-disclosure_agreements) signed with Harris Corporation.[[58]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-yahoo1-58)[[61]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-nyt1-61)[[62]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-FDLE_NDA-62) The FBI defended these agreements, saying that information about the technology could allow adversaries to circumvent it.[[61]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-nyt1-61) The ACLU has said "potentially unconstitutional government surveillance on this scale should not remain hidden from the public just because a private corporation desires secrecy. And it certainly should not be concealed from judges."[[2]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-wired-sting-2)

In 2015 [Santa Clara County](https://en.wikipedia.org/wiki/Santa_Clara_County) pulled out of contract negotiations with Harris for StingRay units, citing onerous restrictions imposed by Harris on what could be released under public records requests as the reason for exiting negotiations.[[63]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-63)

Criticism[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=16)]

In recent years, legal scholars, public interest advocates, legislators and several members of the judiciary have strongly criticized the use of this technology by law enforcement agencies. Critics have called the use of the devices by government agencies warrantless cell phone tracking, as they have frequently been used without informing the court system or obtaining a warrant.[[2]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-wired-sting-2) The [Electronic Frontier Foundation](https://en.wikipedia.org/wiki/Electronic_Frontier_Foundation) has called the devices “an unconstitutional, all-you-can-eat data buffet.”[[64]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-64)

In June 2015, WNYC Public Radio published a podcast with Daniel Rigmaiden about the StingRay device.[[65]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-65)

In 2016, Professor Laura Moy of the [Georgetown University Law Center](https://en.wikipedia.org/wiki/Georgetown_University_Law_Center) filed a formal complaint to the FCC regarding the use of the devices by law enforcement agencies, taking the position that because the devices mimic the properties of [cell phone towers](https://en.wikipedia.org/wiki/Cell_site), the agencies operating them are in violation of FCC regulation, as they lack the appropriate [spectrum licenses](https://en.wikipedia.org/wiki/Frequency_allocation).[[66]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-66)

On December 4, 2019, the [American Civil Liberties Union](https://en.wikipedia.org/wiki/American_Civil_Liberties_Union) and the [New York Civil Liberties Union](https://en.wikipedia.org/wiki/New_York_Civil_Liberties_Union) filed a federal [lawsuit](https://en.wikipedia.org/wiki/Lawsuit) against the [Customs and Border Protection](https://en.wikipedia.org/wiki/U.S._Customs_and_Border_Protection) and the [Immigrations and Customs Enforcement](https://en.wikipedia.org/wiki/Immigrations_and_Customs_Enforcement) agencies. According to the ACLU, the union had filed a [Freedom of Information Act](https://en.wikipedia.org/wiki/Freedom_of_Information_Act_(United_States)) request in 2017, but were not given access to documents.[[67]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-:1-67) The NYCLU and ACLU proceeded with the lawsuit under the statement that both CBP and ICE had failed, “to produce a range of records about their use, purchase, and oversight of Stingrays.”[[67]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-:1-67) In an official statement expanding their reasoning for the lawsuit, the ACLU expressed their concern over the Stingrays current and future applications, stating that ICE were using them for “unlawfully tracking journalists and advocates and subjecting people to invasive searches of their electronic devices at the border.”[[67]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-:1-67)

Countermeasures[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=17)]

A number of countermeasures to the StingRay and other devices have been developed, for example [crypto phones](https://en.wikipedia.org/w/index.php?title=Crypto_phone&action=edit&redlink=1) such as GMSK's Cryptophone have firewalls that can identify and thwart the StingRay's actions or alert the user to IMSI capture.[[68]](https://en.wikipedia.org/wiki/Stingray_phone_tracker#cite_note-wired0914-68)

See also[[edit](https://en.wikipedia.org/w/index.php?title=Stingray_phone_tracker&action=edit&section=18)]
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* [Evil Twin Attack](https://en.wikipedia.org/wiki/Evil_Twin_Attack)
* [Mobile phone tracking](https://en.wikipedia.org/wiki/Mobile_phone_tracking)
* [*Kyllo v. United States*](https://en.wikipedia.org/wiki/Kyllo_v._United_States) (lawsuit re thermal image surveillance)
* [*United States v. Davis* (2014)](https://en.wikipedia.org/wiki/United_States_v._Davis_(2014)) found warrantless data collection violated constitutional rights, but okayed data use for criminal conviction, as data collected in good faith
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