RC4 Encryption Algorithm

The RC4 Encryption Algorithm, developed by Ronald Rivest of [RSA](https://www.vocal.com/cryptography/rsa/), is a shared key stream cipher algorithm requiring a secure exchange of a shared key.**RC4 is no longer considered secure and careful consideration should be taken regarding it’s use.** The symmetric key algorithm is used identically for encryption and decryption such that the data stream is simply XORed with the generated key sequence. The algorithm is serial as it requires successive exchanges of state entries based on the key sequence. Hence implementations can be very computationally intensive. The RC4 encryption algorithm is used by standards such as IEEE 802.11 within WEP (Wireless Encryption Protocol) using 40 and 128-bit keys. Published procedures exist for cracking the security measures as implemented in WEP.

* [IEEE 802.11](https://www.vocal.com/networking/ieee802-11/)
* [Wireless Encryption Protocol](https://www.vocal.com/secure-communication/wired-equivalent-privacy-wep/)
* [Communications Software](https://www.vocal.com/software-modules/communication-security-software/)
* [Communications Design](https://www.vocal.com/resources/research/communication-security/)
* [Secure Reference Designs](https://www.vocal.com/resources/reference-designs/communication-security/)

RC4 Algorithm

In the RC4 encryption algorithm, the key stream is completely independent of the plaintext used. An 8 \* 8 S-Box (S0 S255), where each of the entries is a permutation of the numbers 0 to 255, and the permutation is a function of the variable length key. There are two counters i, and j, both initialized to 0 used in the algorithm.

The algorithm uses a variable length key from 1 to 256 bytes to initialize a 256-byte state table. The state table is used for subsequent generation of pseudo-random bytes and then to generate a pseudo-random stream which is XORed with the plaintext to give the ciphertext. Each element in the state table is swapped at least once.

The key is often limited to 40 bits, because of export restrictions but it is sometimes used as a 128 bit key. It has the capability of using keys between 1 and 2048 bits. RC4 is used in many commercial software packages such as Lotus Notes and Oracle Secure SQL.

The algorithm works in two phases, key setup and ciphering. Key setup is the first and most difficult phase of this encryption algorithm. During a N-bit key setup (N being your key length), the encryption key is used to generate an encrypting variable using two arrays, state and key, and N-number of mixing operations. These mixing operations consist of swapping bytes, modulo operations, and other formulas. A modulo operation is the process of yielding a remainder from division. For example, 11/4 is 2 remainder 3; therefore eleven mod four would be equal to three.

Strengths of RC4

* The difficulty of knowing where any value is in the table.
* The difficulty of knowing which location in the table is used to select each value in the sequence.
* Encryption is about 10 times faster than DES.

Limitations of RC4

* RC4 is no longer considered secure.
* One in every 256 keys can be a weak key. These keys are identified by cryptanalysis that is able to find circumstances under which one of more generated bytes are strongly correlated with a few bytes of the key.
* A particular RC4 Algorithm key can be used only once.

Performance

* Each of the UDI implementations is a hardware block specifically designed for the implementation. RAM space is required by the key byte generator to locally maintain the state table for key generation. This state would need to be preserved and restored in case of a context switch if other processes would need the same functionality. This overhead is not considered in the above performance projections. Encryption and decryption state data may be stored in separate state memories to allow for independent processes.
* The following table summarizes the number of MIPS required for the algorithm encryption/decryption for 1 million bits per second for each of the three implementations.

|  |  |  |
| --- | --- | --- |
|  | **MIPS** | **RAM** |
| **Optimized MIPS Assembly** | 2.5 | none |
| **RC4 Operation Support UDI Primitives** | 1.75 | 0 bytes |
| **RC4 Key Byte Generator UDI Accelerator** | 0.22 | 256 bytes |

RC4 Software

The VOCAL implementation of the RC4 algorithm is available in several forms. The forms include pure optimized software and varying levels of hardware complexity utilizing UDI instructions for improved performance. When special assistance hardware is not available (as is the case on most general purpose processors), the byte manipulation/exchange operations are implemented via software.

Academically speaking, RC4 is terrible; it has easy distinguishers ("easy" means "can really be demonstrated in lab conditions"). It is also hard to use properly. However, SSL/TLS uses RC4 correctly, and **in practice** the shortcomings of RC4 have no real importance.

The power-that-be at Google decided to switch to RC4 by default because of the recent "BEAST" attack, which demonstrates (again, in lab conditions) a compromise of a Paypal cookie. There is no such dramatic demonstration for an attack on RC4 as used in SSL, so it was estimated that using AES-CBC with SSL/TLS 1.0 was "more risky" than using RC4.

The academically "right thing" to do would be to use AES-CBC with TLS **1.1** (or any ulterior version), which has no problem with BEAST and none of the RC4-related weaknesses either. However, Google makes money in the real world, and, as such, they cannot enforce a configuration which would prevent a third of their user base from connecting.

RC4

From Wikipedia, the free encyclopedia

[Jump to navigation](https://en.wikipedia.org/wiki/RC4#mw-head)[Jump to search](https://en.wikipedia.org/wiki/RC4#searchInput)

*This article is about the stream cipher. For other uses, see*[*RC4 (disambiguation)*](https://en.wikipedia.org/wiki/RC4_(disambiguation))*.*

|  |  |
| --- | --- |
| **RC4** | |
| **General** | |
| **Designers** | [Ron Rivest](https://en.wikipedia.org/wiki/Ron_Rivest) ([RSA Security](https://en.wikipedia.org/wiki/RSA_Security)) |
| **First published** | Leaked in 1994 (designed in 1987) |
| **Cipher detail** | |
| [**Key sizes**](https://en.wikipedia.org/wiki/Key_size) | 40–2048 bits |
| **State size** | 2064 bits (1684 effective) |
| **Rounds** | 1 |
| **Speed** | 7 cycles per byte on [original Pentium](https://en.wikipedia.org/wiki/Intel_P5_(microarchitecture))[[1]](https://en.wikipedia.org/wiki/RC4#cite_note-1) Modified Alleged RC4 on Intel Core 2: 13.9 cycles per byte[[2]](https://en.wikipedia.org/wiki/RC4#cite_note-2) |

In [cryptography](https://en.wikipedia.org/wiki/Cryptography), **RC4** (Rivest Cipher 4 also known as **ARC4** or **ARCFOUR** meaning Alleged RC4, see below) is a [stream cipher](https://en.wikipedia.org/wiki/Stream_cipher). While it is remarkable for its simplicity and speed in software, multiple vulnerabilities have been discovered in RC4, rendering it insecure.[[3]](https://en.wikipedia.org/wiki/RC4#cite_note-rfc7465-3)[[4]](https://en.wikipedia.org/wiki/RC4#cite_note-4) It is especially vulnerable when the beginning of the output [keystream](https://en.wikipedia.org/wiki/Keystream) is not discarded, or when nonrandom or related keys are used. Particularly problematic uses of RC4 have led to very insecure [protocols](https://en.wikipedia.org/wiki/Cryptographic_protocol) such as [WEP](https://en.wikipedia.org/wiki/Wired_Equivalent_Privacy).[[5]](https://en.wikipedia.org/wiki/RC4#cite_note-5)

As of 2015, there is speculation that some state cryptologic agencies may possess the capability to break RC4 when used in the [TLS protocol](https://en.wikipedia.org/wiki/Transport_Layer_Security).[[6]](https://en.wikipedia.org/wiki/RC4#cite_note-Leyden20130906-6) [IETF](https://en.wikipedia.org/wiki/IETF) has published [RFC 7465](https://tools.ietf.org/html/rfc7465) to prohibit the use of RC4 in TLS;[[3]](https://en.wikipedia.org/wiki/RC4#cite_note-rfc7465-3) [Mozilla](https://en.wikipedia.org/wiki/Mozilla) and [Microsoft](https://en.wikipedia.org/wiki/Microsoft) have issued similar recommendations.[[7]](https://en.wikipedia.org/wiki/RC4#cite_note-7)[[8]](https://en.wikipedia.org/wiki/RC4#cite_note-8)

A number of attempts have been made to strengthen RC4, notably Spritz, RC4A, [VMPC](https://en.wikipedia.org/wiki/Variably_Modified_Permutation_Composition), and RC4+.
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History[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=1)]

RC4 was designed by [Ron Rivest](https://en.wikipedia.org/wiki/Ron_Rivest) of [RSA Security](https://en.wikipedia.org/wiki/RSA_Security) in 1987. While it is officially termed "Rivest Cipher 4", the RC acronym is alternatively understood to stand for "Ron's Code"[[9]](https://en.wikipedia.org/wiki/RC4#cite_note-9) (see also [RC2](https://en.wikipedia.org/wiki/RC2), [RC5](https://en.wikipedia.org/wiki/RC5) and [RC6](https://en.wikipedia.org/wiki/RC6)).

RC4 was initially a [trade secret](https://en.wikipedia.org/wiki/Trade_secret), but in September 1994 a description of it was anonymously posted to the [Cypherpunks](https://en.wikipedia.org/wiki/Cypherpunk" \o "Cypherpunk) mailing list.[[10]](https://en.wikipedia.org/wiki/RC4#cite_note-10) It was soon posted on the [sci.crypt](https://en.wikipedia.org/wiki/Sci.crypt" \o "Sci.crypt) [newsgroup](https://en.wikipedia.org/wiki/Newsgroup), where it was analyzed within days by Bob Jenkins.[[11]](https://en.wikipedia.org/wiki/RC4#cite_note-11) From there it spread to many sites on the Internet. The leaked code was confirmed to be genuine as its output was found to match that of proprietary software using licensed RC4. Because the algorithm is known, it is no longer a trade secret. The name *RC4* is trademarked, so RC4 is often referred to as *ARCFOUR* or *ARC4* (meaning *alleged RC4*)[[12]](https://en.wikipedia.org/wiki/RC4#cite_note-12) to avoid trademark problems. [RSA Security](https://en.wikipedia.org/wiki/RSA_Security) has never officially released the algorithm; Rivest has, however, linked to the [English Wikipedia](https://en.wikipedia.org/wiki/English_Wikipedia) article on RC4 in his own course notes in 2008[[13]](https://en.wikipedia.org/wiki/RC4#cite_note-13) and confirmed the history of RC4 and its code in a 2014 paper by him.[[14]](https://en.wikipedia.org/wiki/RC4#cite_note-Rivest2014-14)

RC4 became part of some commonly used encryption protocols and standards, such as [WEP](https://en.wikipedia.org/wiki/Wired_Equivalent_Privacy) in 1997 and [WPA](https://en.wikipedia.org/wiki/Wi-Fi_Protected_Access) in 2003/2004 for wireless cards; and [SSL](https://en.wikipedia.org/wiki/Secure_Sockets_Layer) in 1995 and its successor [TLS](https://en.wikipedia.org/wiki/Transport_Layer_Security) in 1999, until it was prohibited for all versions of TLS by [RFC 7465](https://tools.ietf.org/html/rfc7465) in 2015, due to the [RC4 attacks](https://en.wikipedia.org/wiki/Transport_Layer_Security#RC4_attacks) weakening or breaking RC4 used in SSL/TLS. The main factors in RC4's success over such a wide range of applications have been its speed and simplicity: efficient implementations in both software and hardware were very easy to develop.

Description[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=2)]

RC4 generates a [pseudorandom stream of bits](https://en.wikipedia.org/wiki/Pseudo-random_number_generator) (a [keystream](https://en.wikipedia.org/wiki/Keystream)). As with any stream cipher, these can be used for encryption by combining it with the plaintext using bit-wise [exclusive-or](https://en.wikipedia.org/wiki/Exclusive_or); decryption is performed the same way (since exclusive-or with given data is an [involution](https://en.wikipedia.org/wiki/Involution_(mathematics))). This is similar to the [one-time pad](https://en.wikipedia.org/wiki/One-time_pad) except that generated *pseudorandom bits*, rather than a prepared stream, are used.

To generate the keystream, the cipher makes use of a secret internal state which consists of two parts:

1. A [permutation](https://en.wikipedia.org/wiki/Permutation) of all 256 possible [bytes](https://en.wikipedia.org/wiki/Bytes) (denoted "S" below).
2. Two 8-bit index-pointers (denoted "i" and "j").

The permutation is initialized with a variable length [key](https://en.wikipedia.org/wiki/Key_(cryptography)), typically between 40 and 2048 bits, using the [*key-scheduling*](https://en.wikipedia.org/wiki/Key_schedule) algorithm (KSA). Once this has been completed, the stream of bits is generated using the *pseudo-random generation algorithm* (PRGA).

**Key-scheduling algorithm (KSA)**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=3)]

The [key-scheduling](https://en.wikipedia.org/wiki/Key_schedule) algorithm is used to initialize the permutation in the array "S". "keylength" is defined as the number of bytes in the key and can be in the range 1 ≤ keylength ≤ 256, typically between 5 and 16, corresponding to a [key length](https://en.wikipedia.org/wiki/Key_length) of 40 – 128 bits. First, the array "S" is initialized to the [identity permutation](https://en.wikipedia.org/wiki/Identity_permutation). S is then processed for 256 iterations in a similar way to the main PRGA, but also mixes in bytes of the key at the same time.

**for** i **from** 0 **to** 255

S[i] := i

**endfor**

j := 0

**for** i **from** 0 **to** 255

j := (j + S[i] + key[i [mod](https://en.wikipedia.org/wiki/Modulo_operation) keylength]) mod 256

swap values of S[i] and S[j]

**endfor**

**Pseudo-random generation algorithm (PRGA)**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=4)]

[![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAUAAAACPCAYAAACLWQJ/AAAABmJLR0QA/wD/AP+gvaeTAAAAB3RJTUUH1wMVDR8xd9TGvQAAHHVJREFUeJzt3Xl8k1W6wPFfN9pCulpp2cqOCBRBZNFbEUEEZVHBbRhEvDKIDAKOonC96og6MLjhXAdHxUEU0UEBQZC97ChLaWlpWdqyFEpXWlraJul6/zhpbEuXNEuTNs/38+mH5M2bkydvkofznnPec0AIIZyUi70DEE3O7T7+/is1Pr7Ztij82tWrvtrCgv62KNsRtPLx2efrH1Bui7IL8q/flJeTMwU4bovymyN3ewcgmpw2Q+4Z0fmld5f0sUXhj/7XgEJblOsovFu2unXFlt1Btij7i/f+VrR25ZdtbFF2cyUJUDRYSIcOpe07d7FJ2RqNRpufe80mZTsCb41GZ6tj17ZjpzKbFNyMudo7ACGEsBdJgEIIpyUJUAjhtCQBCiGcliRAIRyctqCAXT//ZO8wmiVJgMKmTkYetXcITZ5eryMx/qS9w2iWJAEKm/rnO2/aO4QmqyD/OnnXcnB1dWXKrBftHU6zJOMAhU19uv4Xe4fQZO3auB69TgdAclIiL727xM4RNT+SAIVNnDtzit2bN5KTlcXLf3vP3uE0SeMnTTHeXv7BYjtG0nzJKbCwiS633Mqzf3kV/5tusncoQtRKEqAQwmlJAhRCOC1pAxQ2sW7ll+RczeLY/r24uLig8fHliT89b++wmqSy0lKK9Hp7h9EsSQIUNjHh6WcBePYvr9o5kqbrm0+WotNpyc3O5tFn/mTvcJolSYBCOKinZs21dwjNnrQBCiGcliRAYTfLP1hMclKivcOwq8L8fN6YOc3eYTgtSYDCblIvJaPXae0dhl2VlZVyIeGMvcNwWpIAhRBOSxKgEMJpybKYoqHGAJvuHH5fuqUFJZ0+5RvSrn1hKx+fkoptv0bsDKZ5fy/LKx+70uJil/gT0QFhdwy0eJnRw3siWpeVlY0DNltalrNozl80YRsegMZKZb0P/BuIr7Y9x0rlOyJ/qv7ufIHvgQetVH4+UGylspo9GQcoGqoY6yUoPZBnxfKaguprfpYBJTjXMXAY0gYohHBakgCFEE5LEqAQwmlJAhRCOC3pBBH2FAJMB2Lr2S8eOGD7cKyuHzConn38gG6NEIuogZu9AxBOLQUor2efcOBO4Efbh2N104Hx1J3g9ahhMHI9nBDiBuHAMnsHYab5wCR7ByFqJ22AQginJQlQCOG0JAEKIZyWJEDhaFoBHet43Afo3EixNFQbIKCOx0PreVw0MkmAwtH4AWuofYjWq1hv4gBr6wt8VMfjXwGdGiUSYRJJgMLRXAG2oIaQVBcKjAQ+a9SITLcNCAIG1vDYA0AyENWoEQkhmpyWwHHgJqoOg/kWlQAdWU9gH2rKq4phMB7AUaCdHeMSNZCB0MIRFQO5wGTUVSBhhvtDgUV2jMsUWah4b0bN9ZcL3AskAr/YMS4hRBPiAkQATwGfoi6FayqXjPmjTnXfAGagarNedo1ICNHkDAB+QyXCxXaOpaGmA7uAncAEO8cihGiiNqOuF/a1dyAN5AYUojo+hIOqb00QN+DuwNatH/T09O4O5YGNEZQQFUpLS1vodVq/lq00mfaOpaF0Wq2/m5tbsUeLFgX2jsW5uGTr9dqE7IyMX4D9QGmte9ay3TswqPWrHi1aPHf3/Q94DhszLiCkfQc0Pk3tP2EhhLPJv55H2uVL7Nn8c87+7Vv0xUVFn2VnZfwd0Fbft6YE2OPm4JCtU2b/JWTyzDneHi1a2D5iIYSwgeKiIlYt+1j79T8+TMtMTxsNnK38ePUEGNauU5edn67b1LrLLbc2XpRCCGFD586c4vkJYzNSLpy7j0rzM1ZOgIFtQzse/2bngY7B7do3foRCCGFD6SmXeeq+8ItXki/eDmRDpYHQbTt0XP7u5yv/q0dYX1ksXQjR7Gh8fenZt7/v0X27Q6/n5a6D368F7tKha7fhA4feI9cGCyGarYFD73Ht0LXbcKALGBJgUEjIjMkzZwfbNbJKUi6cJ/LgfovLKS0pIeXCeStEBJfOJfHr7p2Ul9e3hIXtlJWWEh8Via6wsMr2M7EnqtwvzM8nPiqSstJae/9rlZyUSHrK5Ru2X0g4S5Feb7yfEBdLbk52g8tvqAsJZ9Brb+i8a1IS4upb88m+zp6M4cThX433c3OyiY+KJD4qkuKiIgD0Oh37tm7m8vlztZaTmZbK/u1bjM+p+L7GR0WSk1V1FNPFxIQ6Y4qPPk7ssSPG+zlZmcaySktKAMi4kkJ8VCSnTjRsfonJM2cHB4WEzABDAnR1dXv4ruEjHeLUN+dqFiePHyOkXXv2btlkdjnl5eXs3ryRAzu2WhxTyoXznE84Q4/eYWxf94PF5Zli75ZNbPrPt3z32T+JO34MgMKCfE7HRFO9Z15XLUG08PTkdEw0hQX5VbZrC34fjnbpXBI/rviCn7/7hvVf/9u4/fDeCFpqNDfEU1ykp7yszHjfLyCQqF8Pmv8GTVQ56TZV1T8fRxJ77Ah6nY6AoJuNv5UDO7bi6x+AX0Ag7h4egEriA8KHEnloP9eyr95QTmF+Pof37KL/kLvYvGa12laQz6VzSfj6B9Cy1e/fqQsJZ9jw7cpaY6pIxhpfX37bswuAgzu3GWNyc1czpR2K2IGvfwCBQTc36D3fNXyki6ur28NgmHPN3d1d4+nt3aBCbCXq14MMe3Acnl5enDT88M3h4uLCfQ9NMH4YlmjXqTPtOnU2/s/WGDLTUpkw5b8pKSmhIP+6cXtQcIjxCwBwdP8esjMzuW3QEOM2dw8PgoJDbigzYvMGxjyu1uhJiD/JsAfHERQcQsaVFOM+LTUafPz8jfczrqQQ9dshstLTuKl1MBXfk9Zt23E6Jtp6b7gGWelpHN2/l6DgEBzl+9kQe375Gb1Oh7u7464+G3aHWrUzPy+Xc2dOGbfHRUXi7u5Omw6huLi50WfAQK4kX6S4qAjvlq1uKKelRsPYJydTXl5e5f1eSDxLeXk5g4cNN36GcVGR9Bt8Z60x3WZ4LCcrk5SLFwBVoTl1IgpXNzfaduyEi4sLRTodp05E4d2qFQ3puPX09sbd3V0Dqgbo6enp5TCfkF6rpYWnJ0CVGoe9FRcVsXH11wwf93CjvN6oCY+xe/NGtq1bA3Wcdg+8exjeLVvWWdaFhLNsW/cDMUcPs3vzRgDuHTOec2dOsW3tGuOXrCat27Zj1ITHuPW2/uh1OrPei7mCgkPs8rrWMuzBcYya8Bg6nePWAEElvz2//Mw9D4wFYORDE7n/kUcZOHQYeyqdhXl6eeHj53/DmUVlm75fxbAHxwGg8fVj6pyXGTXxcWPt8teIHdx6W38K8/PrrN3nXcvhwI6thI8cDcDoiU9w30MTuCN8KPu3bwHgoclTGfnwRELadyA+KrJB79mQ8zxdAS9XN4fJf3To0pWLiWqsYklJsZ2jUfRaLRtXf824PzyFi0vjtBQkxscxYvwjjHl8Egd3bbeorE7dezBqwmP0HTiYe8eMByD6t0MMGnovoyY+zuULtbfriOYt52oWEZs2MOaJP1JSrH5v5WVluLi44OXd0tjeBnBT62CG3DuCk5FHbyinvLycjau/ZujoMXh6qZqeXqvF08sLFxcX4+/GL/AmEuJOcjommpSLNbfPX81IZ//2LYx9crIxpjJDTJ6eXhQbEmdFmd7eLRv8n6Qh5zlOza9CnwED2bbuB+KiIrlzuPlzX5aXlxOxaQOZaans2/YLQ0eZP4v60QN7adlKY6w9jZrwmNllmercmVNkpF6h4Hoe9z/yaI37FOn17N68kay0VLat+4HhYx+6oX2wsr53DDbe1hYWsH39jxQV6enU/ZZ647FH50/M0cMkxMVy6XwSvW+/g2639m70GJq7I3t34+nlzfb1P+Lu4cGIcQ8TH32czLRUdNpCRk14HIB9Wzej02opKy2t8ft49mQMpaWl/LZ7F7nZV3l82gyyMtKJPXqY8vJywgzfvV79bqd9p85kpaXW+p06vCcCd3cPtq//ER8/P+4acT8nI4+Sk5VZJaYj+3ajLSigrKzM7N+kC+DXtWfvhA2RJxvWkigana6wkLVfLeehyU+j8fWrdb/cnGw2fbeKiVOn4VXP6XF1m9espkfvMLr3DgNUx0lmWioRm35i8sw5xkbx/du34BcQSN+Bg+sqzqldSb7IlYsX0GoLufv+B+wdjqjkoQF9MpNOx3WXBCjqdD33GpcvnKdTtx54t7qx8VvU7uzJGHz8/GnTIdTeoYhqKhKgw50CC8fi4+fPrbf1t3cYTVKPPn3tHYKoh1z5IYRwWo1eAzx+6ABTRt5Nv9sHWFxW7Ilowm7rZ3E5cbExFBcXWyWmxISzhHbrwe13hTN/yVIApo4eRmF+PpNmzOLhyVNJTkrk5aefBGDhsuX07NuP7et/ZPkHatb3NQfU+MflHyxm+/of6dm3HwuXLQfg5aefJDkpkYcnT2XSjFkU5uczKNiHfrcEWRx79JksuvbsxbzFHxA+cjSnY6J5Y+Y0AJat3URQcAg/rfqK1f/6hKDgEJatVUMkFr8yl+OHDhA+cjSz33zH5Pe8eN5cVi372CrHPS42lu59wqqUf2DHVv7x1v8CDT+mU0cPA2D2m+8QPnI0xw8dYPErc43HYliXNvTs1YsWLTxxdTW/HhF9PJIF7//DODD4/ZXfE9q1m/E4t9Ro+GrrHuD341z5uzVz4liy0tOMxzkrPY2ZE8fWeRxeefpJ9m3dTNfuPSwa1ZCcfJHsrCwrfX4xdO7ajZYNbLOuLvp4JAuWLOWPf55j0v6N3gZ4/NABYnZu5r3Fli/u1blLF86fs3wIx+TJT/Hggw8wadIki8saFH43K7ZbfhlfQ0wb0ppf51s+YfITy2/mD3/fZewAsbXNa1bTqjCXP8983uKyhoTfzZeNeNwfG9yX+NgYi8t5dcECOg0MZ+joMVaIyjSLXpzJjKcmER4eblE569at498rVrDp558tjqljx47ExMTg51d7554pVq9ezZmsXB6fVvd3qqINUE6BhRBOSxKgEMJpSQIUQjgtSYBCCKdldgLMz8tl//YtJMTFVpmtRAghmgqzEuDVjHQ+emMB/oE3cen8OWZOaLweLCGEsBazxgEe27+XJ6bNMI50r7g+VJivtKSE1EvJZj1XX1TKuYyq23y9IcjHCoEJ0YyZlQCHDL+PFR+9R9rlS/QZMNCimVaEkpF6hdF9upo1q0VyWgHzv6+67f4wmHavlYITopkyKwH6BQQy562/kXgqjohNG7iSfJFZry+0aES8gKGjx/DBN2sa/LxpQ1qzZrblA6GFcDZmZazjhw7g4uJC9159ePSZP9Gpew+SkxKtHZsQQtiUWQnw5+++4eDObQAU5F8n6teDhMhi6kKIJsasU+CnZs0lLyeHLz/8O66ursx87a8NnnhTCFPodDry8/MJCrJ8sofGlpaWRlBQkEMviuTszPpkutxyKwD9htxl1WCEqO7YsWOsXr2aZcuW2TuUBps2bRrLli0jNFQmRHVU0mshhHBakgCFEE5LEqAQwmnZpXX2039+QnZ2tsXlpFy+zLPTn7O4nK3btrJn7x527dlrcVln4+J464Xn6N47jEkzZgFqJl+9VsuI8Y8QPnI0GVdS+HTRQgCemTuP0K7diDnyGwlxsbz1wnO8+X+fAWrC0GP79xLatRvPzJ0HwKeLFpJxJYXwkaMZMf4R9Fotv8Vm8uw3lncSrNmdybVFC3lm7jzC7hhEclIiK5a+B8DchYvwCwjkwI6t7Nq4Hr+AQOYuVJParv7XJyTExRJ2xyAmPP2sye/5/OlTrPvqC45HR9caU3paGklJifV+ziciI3nrheeqlB977AjrVn4J0OBjWjH784SnnyXsjkEkxMWy+l+fGI/FqZOxTJn6DO4e7ri41FyPiImNZd78BWg0mlrjXrXyK/7nw67G2J9f8Aat27YzHmdPb2/j7M8Vx7nyd2vpGwvIzck2HufcnGyWvrGgzuOQk53N7Dlz6H/7ALBgRujYE9EcPXLEKr/B9PR0ps94Ho2PZZcv7di2lcmz/mLy/o0+I3Rhfj4XEs5YpawryRdpG9rR4nLyruXg6uqGxtfX4rKuZWfjHxiIxteP0K7dADgdE01ZaSmt27YjKDgEvVZL0ul4ADp1v4WWGg2nY6L420uzmb9kKb36qynGUy8lk5OVSUuNxrh2b9LpePRaLUHBIbRu246y0lIO7NhKUHCIxbGfO3OK9p260PmWnvgFBFb5rLr3DsOjRQuy0tPIuJKCR4sWxpmjk5MSyc/LxS8gkHadOpv8ni8mnuVqenqdIwhOx0RzYMdWpr00v87Y3dzdjYt4V5Sfm5NNygW1+HZDj+npGJWU23XqjF9AIPl5ucaxrt17h5F0Op6stFR8/QNqvRR08StzmfbS/Ho/m6DgNmSlpwLQtWcvPL29jcfZ1c2Nnn37VTnOlb9bCXGxFBcVGY9zcVERCXGxdR6H1EvJJMTFEnhza4suXijS67l29Sqt27Y1u4wKV5IvEtK+g1UupmjTIZSAoLrTmSyL6WBSLyXz9tyZxnU2hHL80AE2r1nN60ubXi/wzIljeX3pMlkW0wFVnhI/r7hIV2bvgIQQorEYcl6eK1Cu1+tL7B2QEEI0FkPOK3cFcHV1S7x0LsnOIQkhhO1dOpeEq6tbIhiGweRkpn+xfcNarX3DEkII29u+Ya02JzP9CzAkQJ1Ot2btiuWpep3OvpEJIYQN6XU61q5YnqrT6dbA7wOhi6/l5ry2eN6ca3aMTQghbGrxvDnXruXmvAYUQ6UrQfKysr7fu2XTllXLPpZTYSFEs7Nq2cfavVs2bcnLyjLOn15l1GFG6pUpy99fFPHOi3/OKy4qavwIhRDCyoqLinjnxT/nLX9/UURG6pUplR+rPuy6JCs9feyO9WuXjOl3S/qGVStLdIWFjRiqEEJYh66wkA2rVpaM6XdL+o71a5dkpaePBaoM+avrQsCgwNatX/HwaDHBLyDQp11oJ4Lbt/dwd3c3/+JBUav8vDzXI/t2ew8f+1CBLcov0utdWnh6ltuibFtKv5Lifv7saY8hw0Y0uaaZiE0bWg0aeq9W4+srFxo0kpKSkvL0y5eLU5IvkJuTfb2kuGjt1YyM94CsmvY3NZn5AO2BYOw0gYITaA3MBv7XBmV7ApuAJwDLZ6FoXH2A4cA/7B2IGd5BxZ1R347CakqAdOAycN3OsYgGCEUlKVv4KyrxfWGj8m0pHGh6FwIrm1Cfq3BQMh9g8xcKPADEo2rxA+wbjhCOQxJg87cEWACUA/OA9zC96UOIZk0SYPN2N9ACiDDcPwnEotoChXB6kgCbL1fg78BL1bYvBF4BZB1T4fSkR7f5+m9gL3C+2varwHLU6fBbjR1UIwpxc3O7GBQUlFrXTsXFxZ4eHh76uva5evVqUElJSQiQb9UIhRBG1u4F/haovBjF/kq33YGVVnwtWzK3Fzh0zJgxGeX1CAsLq2+X8sGDB6cAfmbEIL3ADk5qgM3XH+t4rAR4urECEcJRSRugEMJpSQIU9tASCLR3EE2YH1WbN4SZJAEKc/kDc1GX7t0BdK72+L9Ql4LV9EMdBjxbS7mPAauBIfW8vpehfMsXRLZMqCEOU7kCk4DXgfFAr2qPzwU+BG6vo4wngDHVtvUCFgN1rx8qqpAEKMz1FrAKeBcYCdxZ7fELqORYU8/pTmrv2PgB1YFTX/u0DjgO7EJdQ93Y7dnewGvAj1TtYKrPDCAJeBtIA6qv4u2FOrbH6yjjG+CnatvikeTXYNIJIsyl5fcZNpYCpq4r/RDQE7gIfF/PvvVZB2xBJZGDwJvAVgvLrI8L8CRqGNFy4C6qTbFUjzbAMcPtI0Cuic8LBqYabnuhkm5ErXsLk0gCFObaj6pxXEfV6M6Y+LwNhj9r1Va0qFrov4H3gVmo00hbzOjbH3Vp4VngfmqZYqken6FqjoVAJGqspinSUQPbQZ12h5vx2qIaSYDCXJsNf/6oGlE3w31beB5wM2G/fFQHyxngYkxMjM9zzz1X5xNSUlKob5+kpCR/Q5m+qLF97qikW5/q7XSgpmlaCHigmg1ep3kPSHdokgCFOfqg5hiMBK4Bn6Om3LJFAoxGdbKYIgR4AVWr+k9oaOii6dOne9X1hIiICKZPn15noQcPHizIysr6K/CMYdMa1Puuz+eodr7KpgJfoRbl2QeMMqEcYSOSAIU5/IHpqB9yFmpQ9WoTnucDjDbcDkP1+CYCUXU8Jx+VaOvijWqTGw+8iuoYCfX39397wIC6Z//y9vamvn00Gk0x8B2qZ/sR1Iw63wIf07D2P4A/oDpwYoHBQEoDny+sSBKgMMdRVAN+P1R71LuYNtO0jt+TWcW/pnYC1KSiQ+Jl4EvU0JmGJqSGWo/qaDG342UCqsMozPB8U9tOK/PGNm2cTkcSoDBHxeQBR+rY5zqqNvYJULHOSTFwrp6yx6Mmbf2mnv28UD3A8cB9QE49+1tT5Y6XRaihLQ+b+NwCw9+FWh6PBmaikmrlmrEn0A71vqehOmMq6w2MBU6ZGIdAEqCwnX+a+byNhr/66IApwCUzX8caUlFteh2sWOZWaq5R+qL+YyhGDXiuvs5InOFPNIAkQNGU2TP5VdYYcWSiBokLK5IrQYQQTksSoBDCackpsGi2IiIiAj///PM698nOzqa+faKiooKtGZdwHLI6mOMIRU0QMNZG5e9HLZLkLDSoWVfq8wbqyoz6fIUMPRHCZmy5MDo0bMYSZxJj7wCE/UgboBDCaUkCtB8v1JUAtV3kH4bl00UJIeogCdB+dKhrVmubGflD1IBXIYSNSAK0ryWoqZ78q21/BDVrcHSjRySEEI1oMqq2V9EJ4oWaDt3UGZZNJZ0gNZNOECcmNUD7+xY1311Xw/0XURMBZNotIiGEaEQDUes77ERNNeVhg9eQGmDNpAboxORKEMdwFLiKmgrqYdSMH9bmze+L8QghhEMJAU7YOwghhLAXqZELIYQQQojGE4w6Da/J86g1MGqaPGMMMLSW5/0RNS2+bwNjuQk1/XttZc5DtWnWpqZlJh8xxGLt4UWiCTNlrVXR/L2GGobTGZiNWoT7cqXH70OthFYTP9TCRjUN24kF+qJmTK5p8aOaEuoLqGFBwahFzj1R635UGIMaQF7X4kchwMlq206jBpyXcuN08sJJSZuT8EUlk08M9+NRCxqZ4l4gCDhsxuu2Be5BLTdZWRvgfwy3Dxv2M0UY0NNwu9SMeIQTkoHQ9tcXtd7su6ja1D3ACqB/I71+HirpDEKNP/wV0xfXuQQUAuFmvK47NdcAiw3leaKWjNxtYnmZqBXnzlH7KbkQVUgN0P5iUEskVkx80AtYRd2LhVvby6jEOwd1mrgElRjrk4iaJLQhCbAXMM7wOp1QK6pFA9sMj//VUN4sVHvdB5h2VUya4Q9gZAPiEU5MEqDjcEM17v9C416dEIpq89tl+OuI6mj41EavF2/4C0UlutWVHgtBrbm73/CnQV0a+LaNYhFOTk6BHcfbqJ5PU9vfrCUctbZthUHA+UaOocIAVM2vQj+qdsYIYVVSA3QcHwHXgPeBl6i7l9Oa4lCnmvOAFqjkV9PC3NV1Amag/hN1R7Vl/gT8ZuLrpqKuf67sLGqexPmoGnEGsNzE8oQQTdT8Srf7AE/ZK5Ba/AfVTtjQRbQmA+tRp7vW8gVqPJ9XHfssqWHbBFTnUpgVYxFCWKgPKklUHjD8ETDRbhE1TSNQx/BNYLCdYxFCCCGEEEI4pP8HYu2awYBftrwAAAAASUVORK5CYII=)](https://en.wikipedia.org/wiki/File:RC4.svg)

The lookup stage of RC4. The output byte is selected by looking up the values of S[i] and S[j], adding them together modulo 256, and then using the sum as an index into S; S(S[i] + S[j]) is used as a byte of the key stream, K.

For as many iterations as are needed, the PRGA modifies the state and outputs a byte of the keystream. In each iteration, the PRGA:

* increments *i*
* looks up the *i*th element of S, S[*i*], and adds that to *j*
* exchanges the values of S[*i*] and S[*j*] then uses the sum S[*i*] + S[*j*] (modulo 256) as an index to fetch a third element of S (the keystream value K below)
* then bitwise exclusive ORed ([XORed](https://en.wikipedia.org/wiki/Exclusive_or)) with the next byte of the message to produce the next byte of either ciphertext or plaintext.

Each element of S is swapped with another element at least once every 256 iterations.

i := 0

j := 0

**while** GeneratingOutput:

i := (i + 1) mod 256

j := (j + S[i]) mod 256

[swap values](https://en.wikipedia.org/wiki/Swap_(computer_science)) of S[i] and S[j]

K := S[(S[i] + S[j]) mod 256]

output K

**endwhile**

**RC4-based random number generators**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=5)]

Several [operating systems](https://en.wikipedia.org/wiki/Operating_system) include arc4random, an API originating in [OpenBSD](https://en.wikipedia.org/wiki/OpenBSD_security_features) providing access to a random number generator originally based on RC4. In OpenBSD 5.5, released in May 2014, arc4random was modified to use [ChaCha20](https://en.wikipedia.org/wiki/ChaCha20).[[15]](https://en.wikipedia.org/wiki/RC4#cite_note-15)[[16]](https://en.wikipedia.org/wiki/RC4#cite_note-16) The implementations of arc4random in [FreeBSD](https://en.wikipedia.org/wiki/FreeBSD), [NetBSD](https://en.wikipedia.org/wiki/NetBSD)[[17]](https://en.wikipedia.org/wiki/RC4#cite_note-17)[[18]](https://en.wikipedia.org/wiki/RC4#cite_note-18) and [Linux](https://en.wikipedia.org/wiki/Linux)'s libbsd[[19]](https://en.wikipedia.org/wiki/RC4" \l "cite_note-19) also use ChaCha20. According to manual pages shipped with the operating system, in the 2017 release of its [desktop](https://en.wikipedia.org/wiki/MacOS) and [mobile](https://en.wikipedia.org/wiki/IOS) operating systems, Apple replaced RC4 with AES in its implementation of arc4random. [Man pages](https://en.wikipedia.org/wiki/Man_page) for the new arc4random include the [backronym](https://en.wikipedia.org/wiki/Backronym) "A Replacement Call for Random" for ARC4 as a mnemonic,[[20]](https://en.wikipedia.org/wiki/RC4#cite_note-arc4random-obsd-20) as it provides better random data than [rand()](https://en.wikipedia.org/wiki/Rand()) does.

Proposed new random number generators are often compared to the RC4 random number generator.[[21]](https://en.wikipedia.org/wiki/RC4#cite_note-21)[[22]](https://en.wikipedia.org/wiki/RC4#cite_note-22)

Several attacks on RC4 are able to [distinguish its output from a random sequence](https://en.wikipedia.org/wiki/Ciphertext_indistinguishability#Indistinguishable_from_random_noise).[[23]](https://en.wikipedia.org/wiki/RC4#cite_note-mantin-23)

**Implementation**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=6)]

Many stream ciphers are based on [linear-feedback shift registers](https://en.wikipedia.org/wiki/Linear-feedback_shift_register) (LFSRs), which, while efficient in hardware, are less so in software. The design of RC4 avoids the use of LFSRs and is ideal for software implementation, as it requires only byte manipulations. It uses 256 bytes of memory for the state array, S[0] through S[255], k bytes of memory for the key, key[0] through key[k-1], and integer variables, i, j, and K. Performing a modular reduction of some value modulo 256 can be done with a [bitwise AND](https://en.wikipedia.org/wiki/Bitwise_AND) with 255 (which is equivalent to taking the low-order byte of the value in question).

**Test vectors**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=7)]

These test vectors are not official, but convenient for anyone testing their own RC4 program. The keys and plaintext are [ASCII](https://en.wikipedia.org/wiki/ASCII), the keystream and ciphertext are in [hexadecimal](https://en.wikipedia.org/wiki/Hexadecimal).

|  |  |  |  |
| --- | --- | --- | --- |
| **Key** | **Keystream** | **Plaintext** | **Ciphertext** |
| Key | EB9F7781B734CA72A719… | Plaintext | BBF316E8D940AF0AD3 |
| Wiki | 6044DB6D41B7… | pedia | 1021BF0420 |
| Secret | 04D46B053CA87B59… | Attack at dawn | 45A01F645FC35B383552544B9BF5 |

Security[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=8)]

Unlike a modern stream cipher (such as those in [eSTREAM](https://en.wikipedia.org/wiki/ESTREAM" \o "ESTREAM)), RC4 does not take a separate [nonce](https://en.wikipedia.org/wiki/Cryptographic_nonce) alongside the key. This means that if a single long-term key is to be used to securely encrypt multiple streams, the protocol must specify how to combine the nonce and the long-term key to generate the stream key for RC4. One approach to addressing this is to generate a "fresh" RC4 key by [hashing](https://en.wikipedia.org/wiki/Cryptographic_hash_function) a long-term key with a [nonce](https://en.wikipedia.org/wiki/Cryptographic_nonce). However, many applications that use RC4 simply concatenate key and nonce; RC4's weak [key schedule](https://en.wikipedia.org/wiki/Key_schedule) then gives rise to [related key attacks](https://en.wikipedia.org/wiki/Related_key_attack), like the [Fluhrer, Mantin and Shamir attack](https://en.wikipedia.org/wiki/Fluhrer,_Mantin_and_Shamir_attack) (which is famous for breaking the [WEP](https://en.wikipedia.org/wiki/Wired_Equivalent_Privacy) standard).[[24]](https://en.wikipedia.org/wiki/RC4#cite_note-24)

Because RC4 is a [stream cipher](https://en.wikipedia.org/wiki/Stream_cipher), it is more [malleable](https://en.wikipedia.org/wiki/Malleability_(cryptography)) than common [block ciphers](https://en.wikipedia.org/wiki/Block_cipher). If not used together with a strong [message authentication code](https://en.wikipedia.org/wiki/Message_authentication_code) (MAC), then encryption is vulnerable to a [bit-flipping attack](https://en.wikipedia.org/wiki/Bit-flipping_attack). The cipher is also vulnerable to a [stream cipher attack](https://en.wikipedia.org/wiki/Stream_cipher_attack) if not implemented correctly.[[25]](https://en.wikipedia.org/wiki/RC4#cite_note-25)

It is noteworthy, however, that RC4, being a stream cipher, was for a period of time the only common cipher that was immune[[26]](https://en.wikipedia.org/wiki/RC4#cite_note-26) to the 2011 [BEAST attack](https://en.wikipedia.org/wiki/BEAST_attack) on [TLS 1.0](https://en.wikipedia.org/wiki/Transport_Layer_Security#TLS_1.0_.28SSL_3.1.29). The attack exploits a known weakness in the way [cipher block chaining mode](https://en.wikipedia.org/wiki/Block_cipher_modes_of_operation#Cipher-block_chaining_.28CBC.29) is used with all of the other ciphers supported by TLS 1.0, which are all block ciphers.

In March 2013, there were new attack scenarios proposed by Isobe, Ohigashi, Watanabe and Morii,[[27]](https://en.wikipedia.org/wiki/RC4#cite_note-27) as well as AlFardan, Bernstein, Paterson, Poettering and Schuldt that use new statistical biases in RC4 key table[[28]](https://en.wikipedia.org/wiki/RC4#cite_note-28) to recover plaintext with large number of TLS encryptions.[[29]](https://en.wikipedia.org/wiki/RC4#cite_note-29)[[30]](https://en.wikipedia.org/wiki/RC4#cite_note-30)

The use of RC4 in TLS is prohibited by [RFC 7465](https://tools.ietf.org/html/rfc7465) published in February 2015.

**Roos's biases and key reconstruction from permutation**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=9)]

In 1995, Andrew Roos experimentally observed that the first byte of the keystream is correlated to the first three bytes of the key and the first few bytes of the permutation after the KSA are correlated to some linear combination of the key bytes.[[31]](https://en.wikipedia.org/wiki/RC4#cite_note-31) These biases remained unexplained until 2007, when Goutam Paul, Siddheshwar Rathi and Subhamoy Maitra[[32]](https://en.wikipedia.org/wiki/RC4#cite_note-32) proved the keystream–key correlation and in another work Goutam Paul and Subhamoy Maitra[[33]](https://en.wikipedia.org/wiki/RC4#cite_note-33) proved the permutation–key correlations. The latter work also used the permutation–key correlations to design the first algorithm for complete key reconstruction from the final permutation after the KSA, without any assumption on the key or [initialization vector](https://en.wikipedia.org/wiki/Initialization_vector). This algorithm has a constant probability of success in a time which is the square root of the exhaustive key search complexity. Subsequently, many other works have been performed on key reconstruction from RC4 internal states.[[34]](https://en.wikipedia.org/wiki/RC4#cite_note-34)[[35]](https://en.wikipedia.org/wiki/RC4#cite_note-35)[[36]](https://en.wikipedia.org/wiki/RC4#cite_note-36) Subhamoy Maitra and Goutam Paul[[37]](https://en.wikipedia.org/wiki/RC4#cite_note-37) also showed that the Roos-type biases still persist even when one considers nested permutation indices, like S[S[i]] or S[S[S[i]]]. These types of biases are used in some of the later key reconstruction methods for increasing the success probability.

**Biased outputs of the RC4**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=10)]

The keystream generated by the RC4 is biased in varying degrees towards certain sequences making it vulnerable to [distinguishing attacks](https://en.wikipedia.org/wiki/Distinguishing_attack). The best such attack is due to Itsik Mantin and [Adi Shamir](https://en.wikipedia.org/wiki/Adi_Shamir) who showed that the second output byte of the cipher was biased toward zero with probability 1/128 (instead of 1/256). This is due to the fact that if the third byte of the original state is zero, and the second byte is not equal to 2, then the second output byte is always zero. Such bias can be detected by observing only 256 bytes.[[23]](https://en.wikipedia.org/wiki/RC4#cite_note-mantin-23)

[Souradyuti Paul](https://en.wikipedia.org/wiki/Souradyuti_Paul) and [Bart Preneel](https://en.wikipedia.org/wiki/Bart_Preneel) of [COSIC](https://en.wikipedia.org/wiki/COSIC) showed that the first and the second bytes of the RC4 were also biased. The number of required samples to detect this bias is 225 bytes.[[38]](https://en.wikipedia.org/wiki/RC4#cite_note-38)

[Scott Fluhrer](https://en.wikipedia.org/w/index.php?title=Scott_Fluhrer&action=edit&redlink=1) and David McGrew also showed such attacks which distinguished the keystream of the RC4 from a random stream given a gigabyte of output.[[39]](https://en.wikipedia.org/wiki/RC4#cite_note-39)

The complete characterization of a single step of RC4 PRGA was performed by Riddhipratim Basu, Shirshendu Ganguly, Subhamoy Maitra, and Goutam Paul.[[40]](https://en.wikipedia.org/wiki/RC4#cite_note-40) Considering all the permutations, they prove that the distribution of the output is not uniform given i and j, and as a consequence, information about j is always leaked into the output.

**Fluhrer, Mantin and Shamir attack**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=11)]

*Main article:*[*Fluhrer, Mantin and Shamir attack*](https://en.wikipedia.org/wiki/Fluhrer,_Mantin_and_Shamir_attack)

In 2001, a new and surprising discovery was made by [Fluhrer](https://en.wikipedia.org/w/index.php?title=Scott_Fluhrer&action=edit&redlink=1), [Mantin](https://en.wikipedia.org/w/index.php?title=Itsik_Mantin&action=edit&redlink=1" \o "Itsik Mantin (page does not exist)) and [Shamir](https://en.wikipedia.org/wiki/Adi_Shamir): over all the possible RC4 keys, the statistics for the first few bytes of output keystream are strongly non-random, leaking information about the key. If the nonce and long-term key are simply concatenated to generate the RC4 key, this long-term key can be discovered by analysing a large number of messages encrypted with this key.[[41]](https://en.wikipedia.org/wiki/RC4#cite_note-41) This and related effects were then used to break the [WEP](https://en.wikipedia.org/wiki/Wired_Equivalent_Privacy) ("wired equivalent privacy") encryption used with [802.11](https://en.wikipedia.org/wiki/802.11) [wireless networks](https://en.wikipedia.org/wiki/Wireless_network). This caused a scramble for a standards-based replacement for WEP in the 802.11 market, and led to the [IEEE 802.11i](https://en.wikipedia.org/wiki/IEEE_802.11i) effort and [WPA](https://en.wikipedia.org/wiki/Wi-Fi_Protected_Access).[[42]](https://en.wikipedia.org/wiki/RC4#cite_note-42)

Protocols can defend against this attack by discarding the initial portion of the keystream. Such a modified algorithm is traditionally called "RC4-drop[*n*]", where *n* is the number of initial keystream bytes that are dropped. The SCAN default is *n* = 768 bytes, but a conservative value would be *n* = 3072 bytes.[[43]](https://en.wikipedia.org/wiki/RC4#cite_note-43)

The Fluhrer, Mantin and Shamir attack does not apply to RC4-based SSL, since SSL generates the encryption keys it uses for RC4 by hashing, meaning that different SSL sessions have unrelated keys.[[44]](https://en.wikipedia.org/wiki/RC4#cite_note-44)

**Klein's attack**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=12)]

In 2005, Andreas Klein presented an analysis of the RC4 stream cipher showing more correlations between the RC4 keystream and the key.[[45]](https://en.wikipedia.org/wiki/RC4#cite_note-45) [Erik Tews](https://en.wikipedia.org/w/index.php?title=Erik_Tews&action=edit&redlink=1), [Ralf-Philipp Weinmann](https://en.wikipedia.org/w/index.php?title=Ralf-Philipp_Weinmann&action=edit&redlink=1), and [Andrei Pychkine](https://en.wikipedia.org/w/index.php?title=Andrei_Pychkine&action=edit&redlink=1) used this analysis to create aircrack-ptw, a tool which cracks 104-bit RC4 used in 128-bit WEP in under a minute.[[46]](https://en.wikipedia.org/wiki/RC4#cite_note-46) Whereas the Fluhrer, Mantin, and Shamir attack used around 10 million messages, aircrack-ptw can break 104-bit keys in 40,000 frames with 50% probability, or in 85,000 frames with 95% probability.

**Combinatorial problem**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=13)]

A combinatorial problem related to the number of inputs and outputs of the RC4 cipher was first posed by [Itsik Mantin](https://en.wikipedia.org/w/index.php?title=Itsik_Mantin&action=edit&redlink=1" \o "Itsik Mantin (page does not exist)) and [Adi Shamir](https://en.wikipedia.org/wiki/Adi_Shamir) in 2001, whereby, of the total 256 elements in the typical state of RC4, if *x* number of elements (*x* ≤ 256) are *only* known (all other elements can be assumed empty), then the maximum number of elements that can be produced deterministically is also *x* in the next 256 rounds. This conjecture was put to rest in 2004 with a formal proof given by [Souradyuti Paul](https://en.wikipedia.org/wiki/Souradyuti_Paul" \o "Souradyuti Paul) and [Bart Preneel](https://en.wikipedia.org/wiki/Bart_Preneel).[[47]](https://en.wikipedia.org/wiki/RC4#cite_note-47)

**Royal Holloway attack**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=14)]

In 2013, a group of security researchers at the Information Security Group at Royal Holloway, University of London reported an attack that can become effective using only 234 encrypted messages.[[48]](https://en.wikipedia.org/wiki/RC4#cite_note-48)[[49]](https://en.wikipedia.org/wiki/RC4#cite_note-49)[[50]](https://en.wikipedia.org/wiki/RC4#cite_note-50) While yet not a practical attack for most purposes, this result is sufficiently close to one that it has led to speculation that it is plausible that some state cryptologic agencies may already have better attacks that render RC4 insecure.[[6]](https://en.wikipedia.org/wiki/RC4#cite_note-Leyden20130906-6) Given that, as of 2013, a large amount of [TLS](https://en.wikipedia.org/wiki/Transport_Layer_Security) traffic uses RC4 to avoid attacks on block ciphers that use [cipher block chaining](https://en.wikipedia.org/wiki/Cipher_block_chaining), if these hypothetical better attacks exist, then this would make the TLS-with-RC4 combination insecure against such attackers in a large number of practical scenarios.[[6]](https://en.wikipedia.org/wiki/RC4#cite_note-Leyden20130906-6)

In March 2015 researcher to Royal Holloway announced improvements to their attack, providing a 226 attack against passwords encrypted with RC4, as used in TLS.[[51]](https://en.wikipedia.org/wiki/RC4#cite_note-51)

**Bar-mitzvah attack**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=15)]

*Main article:*[*Bar-mitzvah attack*](https://en.wikipedia.org/wiki/Bar-mitzvah_attack)

On the Black Hat Asia 2015, Itsik Mantin presented another attack against SSL using RC4 cipher.[[52]](https://en.wikipedia.org/wiki/RC4#cite_note-52)[[53]](https://en.wikipedia.org/wiki/RC4#cite_note-53)

**NOMORE attack**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=16)]

In 2015, security researchers from [KU Leuven](https://en.wikipedia.org/wiki/Katholieke_Universiteit_Leuven) presented new attacks against RC4 in both [TLS](https://en.wikipedia.org/wiki/Transport_Layer_Security) and [WPA-TKIP](https://en.wikipedia.org/wiki/Temporal_Key_Integrity_Protocol).[[54]](https://en.wikipedia.org/wiki/RC4#cite_note-rc4nomore-54) Dubbed the Numerous Occurrence MOnitoring & Recovery Exploit (NOMORE) attack, it is the first attack of its kind that was demonstrated in practice. Their attack against [TLS](https://en.wikipedia.org/wiki/Transport_Layer_Security) can decrypt a secure [HTTP cookie](https://en.wikipedia.org/wiki/HTTP_cookie) within 75 hours. The attack against WPA-TKIP can be completed within an hour, and allows an attacker to decrypt and inject arbitrary packets.

RC4 variants[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=17)]

As mentioned above, the most important weakness of RC4 comes from the insufficient key schedule; the first bytes of output reveal information about the key. This can be corrected by simply discarding some initial portion of the output stream.[[55]](https://en.wikipedia.org/wiki/RC4#cite_note-55) This is known as RC4-drop*N*, where *N* is typically a multiple of 256, such as 768 or 1024.

A number of attempts have been made to strengthen RC4, notably Spritz, RC4A, [VMPC](https://en.wikipedia.org/wiki/Variably_Modified_Permutation_Composition), and RC4+.

**RC4A**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=18)]

[Souradyuti Paul](https://en.wikipedia.org/wiki/Souradyuti_Paul) and [Bart Preneel](https://en.wikipedia.org/wiki/Bart_Preneel) have proposed an RC4 variant, which they call RC4A.[[56]](https://en.wikipedia.org/wiki/RC4#cite_note-56)

RC4A uses two state arrays S1 and S2, and two indexes *j1* and *j2*. Each time *i* is incremented, two bytes are generated:

1. First, the basic RC4 algorithm is performed using S1 and *j1*, but in the last step, S1[*i*]+S1[*j1*] is looked up in S2.
2. Second, the operation is repeated (without incrementing *i* again) on S2 and *j2*, and S1[S2[*i*]+S2[*j2*]] is output.

Thus, the algorithm is:

*All arithmetic is performed modulo 256*

i := 0

j1 := 0

j2 := 0

**while** GeneratingOutput:

i := i + 1

j1 := j1 + S1[i]

[swap values](https://en.wikipedia.org/wiki/Swap_(computer_science)) of S1[i] and S1[j1]

**output** S2[S1[i] + S1[j1]]

j2 := j2 + S2[i]

swap values of S2[i] and S2[j2]

**output** S1[S2[i] + S2[j2]]

**endwhile**

Although the algorithm required the same number of operations per output byte, there is greater parallelism than RC4, providing a possible speed improvement.

Although stronger than RC4, this algorithm has also been attacked, with Alexander Maximov[[57]](https://en.wikipedia.org/wiki/RC4" \l "cite_note-57) and a team from NEC[[58]](https://en.wikipedia.org/wiki/RC4#cite_note-nec-58) developing ways to distinguish its output from a truly random sequence.

**VMPC**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=19)]

*Main article:*[*Variably Modified Permutation Composition*](https://en.wikipedia.org/wiki/Variably_Modified_Permutation_Composition)

Variably Modified Permutation Composition (VMPC) is another RC4 variant.[[59]](https://en.wikipedia.org/wiki/RC4#cite_note-59) It uses similar key schedule as RC4, with j := S[(j + S[i] + key[i mod keylength]) mod 256] iterating 3 × 256 = 768 times rather than 256, and with an optional additional 768 iterations to incorporate an initial vector. The output generation function operates as follows:

*All arithmetic is performed modulo 256.*

i := 0

**while** GeneratingOutput:

a := S[i]

j := S[j + a]

**output** S[S[S[j] + 1]]

Swap S[i] and S[j] (*b := S[j]; S[i] := b; S[j] := a)*)

i := i + 1

**endwhile**

This was attacked in the same papers as RC4A, and can be distinguished within 238 output bytes.[[60]](https://en.wikipedia.org/wiki/RC4#cite_note-maximov-60)[[58]](https://en.wikipedia.org/wiki/RC4#cite_note-nec-58)

**RC4+**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=20)]

RC4+ is a modified version of RC4 with a more complex three-phase key schedule (taking about three times as long as RC4, or the same as RC4-drop512), and a more complex output function which performs four additional lookups in the S array for each byte output, taking approximately 1.7 times as long as basic RC4.[[61]](https://en.wikipedia.org/wiki/RC4#cite_note-rc4+-61)

*All arithmetic modulo 256.* << *and* >> *are left and right shift,* ⊕ *is exclusive OR*

**while** GeneratingOutput:

i := i + 1

a := S[i]

j := j + a

Swap S[i] and S[j] (*b := S[j]; S[i] := b; S[j] := a*)

c := S[i<<5 ⊕ j>>3] + S[j<<5 ⊕ i>>3]

**output** (S[a+b] + S[c⊕0xAA]) ⊕ S[j+b]

**endwhile**

This algorithm has not been analyzed significantly.

**Spritz**[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=21)]

In 2014, Ronald Rivest gave a talk and co-wrote a paper[[14]](https://en.wikipedia.org/wiki/RC4#cite_note-Rivest2014-14) on an updated redesign called [Spritz](https://en.wikipedia.org/wiki/RC4#Spritz). A hardware accelerator of Spritz was published in Secrypt, 2016[[62]](https://en.wikipedia.org/wiki/RC4#cite_note-62) and shows that due to multiple nested calls required to produce output bytes, Spritz performs rather slowly compared to other hash functions such as SHA-3 and the best known hardware implementation of RC4.

The algorithm is:[[14]](https://en.wikipedia.org/wiki/RC4#cite_note-Rivest2014-14)

*All arithmetic is performed modulo 256*

**while** GeneratingOutput:

i := i + w

j := k + S[j + S[i]]

k := k + i + S[j]

swap values of S[i] and S[j]

**output** z := S[j + S[i + S[z + k]]]

**endwhile**

The value *w*, is [relatively prime](https://en.wikipedia.org/wiki/Relatively_prime) to the size of the S array. So after 256 iterations of this inner loop, the value *i* (incremented by *w* every iteration) has taken on all possible values 0...255, and every byte in the S array has been swapped at least once.

Like other [sponge functions](https://en.wikipedia.org/wiki/Sponge_function), Spritz can be used to build a cryptographic hash function, a deterministic random bit generator ([DRBG](https://en.wikipedia.org/wiki/DRBG)), an encryption algorithm that supports [authenticated encryption](https://en.wikipedia.org/wiki/Authenticated_encryption) with associated data (AEAD), etc.[[14]](https://en.wikipedia.org/wiki/RC4#cite_note-Rivest2014-14)

In 2016, Banik and Isobe proposed an attack that can distinguish Spritz from random noise.[[63]](https://en.wikipedia.org/wiki/RC4#cite_note-63)

RC4-based protocols[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=22)]

* [WEP](https://en.wikipedia.org/wiki/Wired_Equivalent_Privacy)
* [WPA](https://en.wikipedia.org/wiki/Wi-Fi_Protected_Access) (default algorithm, but can be configured to use [AES-CCMP](https://en.wikipedia.org/wiki/AES-CCMP) instead of RC4)
* [BitTorrent protocol encryption](https://en.wikipedia.org/wiki/BitTorrent_protocol_encryption)
* [Microsoft Office XP](https://en.wikipedia.org/wiki/Microsoft_Office_XP) (insecure implementation since nonce remains unchanged when documents get modified[[64]](https://en.wikipedia.org/wiki/RC4#cite_note-64))
* [Microsoft Point-to-Point Encryption](https://en.wikipedia.org/wiki/Microsoft_Point-to-Point_Encryption)
* [Transport Layer Security](https://en.wikipedia.org/wiki/Transport_Layer_Security) / [Secure Sockets Layer](https://en.wikipedia.org/wiki/Secure_Sockets_Layer) (was optional and then the use of RC4 was prohibited in [RFC 7465](https://tools.ietf.org/html/rfc7465))
* [Secure Shell](https://en.wikipedia.org/wiki/Secure_Shell) (optionally)
* [Remote Desktop Protocol](https://en.wikipedia.org/wiki/Remote_Desktop_Protocol) (optionally)
* [Kerberos](https://en.wikipedia.org/wiki/Kerberos_(protocol)) (optionally)
* [SASL](https://en.wikipedia.org/wiki/Simple_Authentication_and_Security_Layer) Mechanism Digest-MD5 (optionally, *historic*, obsoleted in [RFC 6331](https://tools.ietf.org/html/rfc6331))
* [Gpcode.AK](https://en.wikipedia.org/w/index.php?title=Gpcode.AK&action=edit&redlink=1), an early June 2008 computer virus for Microsoft Windows, which takes documents hostage for [ransom](https://en.wikipedia.org/wiki/Ransom) by obscuring them with RC4 and RSA-1024 encryption
* [PDF](https://en.wikipedia.org/wiki/Portable_Document_Format)
* [Skype](https://en.wikipedia.org/wiki/Skype) (in modified form)[[65]](https://en.wikipedia.org/wiki/RC4#cite_note-65)

Where a protocol is marked with "(optionally)", RC4 is one of multiple ciphers the system can be configured to use.

See also[[edit](https://en.wikipedia.org/w/index.php?title=RC4&action=edit&section=23)]

* [TEA](https://en.wikipedia.org/wiki/Tiny_Encryption_Algorithm), [Block TEA](https://en.wikipedia.org/wiki/XTEA) also known as [eXtended TEA](https://en.wikipedia.org/wiki/XTEA" \o "XTEA) and [Corrected Block TEA](https://en.wikipedia.org/wiki/XXTEA) – A family of [block ciphers](https://en.wikipedia.org/wiki/Block_cipher) that, like RC4, are designed to be very simple to implement.
* [Advanced Encryption Standard](https://en.wikipedia.org/wiki/Advanced_Encryption_Standard)
* [CipherSaber](https://en.wikipedia.org/wiki/CipherSaber)
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At Servertastic we make the ability to purchase an [SSL Certificate](https://www.servertastic.com/ssl/) as simple as we possibly can. But as an installer you have many things you need to consider to ensure your site uses the best encryption available to secure the HTTPS site.

When connecting to a website using HTTPS there are several encryption algorithms that can be used. The client and server negotiate with each other to find one they both mutually support.

As computing power increases these algorithms come under regular attack and eventually become too weak to be considered secure. This is the case with RC4.

Google Chrome already highlights to when a site is using RC4 by stating [Your connection to [domain] is encrypted with obsolete cryptography](https://support.servertastic.com/your-connection-to-domain-is-encrypted-with-obsolete-cryptography/).

Recently security researches have demonstrated a plausible attack against a HTTPS website that utilised RC4. They were able to monitor traffic until they had enough data to break the encryption. This took a mere 52 hours.
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via [RC4 NOMORE](http://www.rc4nomore.com/)[/caption]

The demonstration allowed the attackers to access decrypted cookie data for the website. However the attack was not limited to just cookies. Any system using RC4 encryption is vulnerable including WPA-TKIP Wifi networks.

**Is my website vulnerable?**

To check if your site has RC4 enabled we recommend using [SSL Labs Server Test](https://www.ssllabs.com/ssltest/). This will highlight any issues with your HTTPS implementation.

**How to disable RC4**

For Apache configurations you should add !RC4 to the SSLCipherSuite directive. For Windows users please refer to the following article: [Microsoft security advisory: Update for disabling RC4](https://support.microsoft.com/en-us/kb/2868725)

**Further Information**

* [RC4 NOMORE Website](https://www.rc4nomore.com/)
* [Breaking RC4 in WPA-TKIP and TLS Paper](http://www.rc4nomore.com/vanhoef-usenix2015.pdf)