A **botnet** is a number of [Internet](https://en.wikipedia.org/wiki/Internet)-connected devices, each of which is running one or more [bots](https://en.wikipedia.org/wiki/Internet_bot). Botnets can be used to perform [Distributed Denial-of-Service (DDoS)](https://en.wikipedia.org/wiki/Distributed_denial-of-service_attack) attacks, steal data,[[1]](https://en.wikipedia.org/wiki/Botnet#cite_note-1) send spam, and allows the attacker to access the device and its connection. The owner can control the botnet using command and control (C&C) software.[[2]](https://en.wikipedia.org/wiki/Botnet#cite_note-2) The word "botnet" is a [portmanteau](https://en.wikipedia.org/wiki/Portmanteau) of the words "[robot](https://en.wikipedia.org/wiki/Robot)" and "[network](https://en.wikipedia.org/wiki/Computer_network)". The term is usually used with a negative or malicious connotation.

Overview[[edit](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=1)]

A botnet is a logical collection of [Internet](https://en.wikipedia.org/wiki/Internet)-connected devices such as computers, [smartphones](https://en.wikipedia.org/wiki/Smartphone) or [IoT](https://en.wikipedia.org/wiki/Internet_of_things) devices whose security have been breached and control ceded to a third party. Each compromised device, known as a "bot", is created when a device is penetrated by software from a *malware* (malicious software) distribution. The controller of a botnet is able to direct the activities of these compromised computers through communication channels formed by standards-based [network protocols](https://en.wikipedia.org/wiki/Network_protocol), such as [IRC](https://en.wikipedia.org/wiki/IRC) and [Hypertext Transfer Protocol](https://en.wikipedia.org/wiki/Hypertext_Transfer_Protocol) (HTTP).[[3]](https://en.wikipedia.org/wiki/Botnet#cite_note-3)[[4]](https://en.wikipedia.org/wiki/Botnet#cite_note-4)

Botnets are increasingly [rented out](https://en.wikipedia.org/wiki/Cyber-arms_industry#Online) by [cyber criminals](https://en.wikipedia.org/wiki/Cybercrime) as commodities for a variety of purposes.[[5]](https://en.wikipedia.org/wiki/Botnet#cite_note-5)

## Architecture[[edit](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=2)]

Botnet architecture has evolved over time in an effort to evade detection and disruption. Traditionally, bot programs are constructed as clients which communicate via existing servers. This allows the **bot herder** (the person controlling the botnet) to perform all control from a remote location, which obfuscates the traffic.[[6]](https://en.wikipedia.org/wiki/Botnet#cite_note-:1-6) Many recent botnets now rely on existing peer-to-peer networks to communicate. These P2P bot programs perform the same actions as the client-server model, but they do not require a central server to communicate.

### Client-server model**[**[**edit**](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=3)**]**

[![](data:image/png;base64,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)](https://en.wikipedia.org/wiki/File:Server-based-network.svg)

A network based on the client-server model, where individual clients request services and resources from centralized servers

The first botnets on the internet used a client-server model to accomplish their tasks. Typically, these botnets operate through Internet Relay Chat networks, domains, or websites. Infected clients access a predetermined location and await incoming commands from the server. The bot herder sends commands to the server, which relays them to the clients. Clients execute the commands and report their results back to the bot herder.

In the case of IRC botnets, infected clients connect to an infected IRC server and join a channel pre-designated for C&C by the bot herder. The bot herder sends commands to the channel via the IRC server. Each client retrieves the commands and executes them. Clients send messages back to the IRC channel with the results of their actions.[[6]](https://en.wikipedia.org/wiki/Botnet#cite_note-:1-6)

### Peer-to-peer**[**[**edit**](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=4)**]**

[![](data:image/png;base64,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)](https://en.wikipedia.org/wiki/File:P2P-network.svg)

A peer-to-peer (P2P) network in which interconnected nodes ("peers") share resources among each other without the use of a centralized administrative system

In response to efforts to detect and decapitate IRC botnets, bot herders have begun deploying malware on peer-to-peer networks. These bots may use digital signatures so that only someone with access to the private key can control the botnet.[[7]](https://en.wikipedia.org/wiki/Botnet#cite_note-:0-7) See e.g. [Gameover ZeuS](https://en.wikipedia.org/wiki/Gameover_ZeuS) and [ZeroAccess botnet](https://en.wikipedia.org/wiki/ZeroAccess_botnet).

Newer botnets fully operate over P2P networks. Rather than communicate with a centralized server, P2P bots perform as both a command distribution server and a client which receives commands.[[8]](https://en.wikipedia.org/wiki/Botnet#cite_note-8) This avoids having any single point of failure, which is an issue for centralized botnets.

In order to find other infected machines, the bot discreetly probes random IP addresses until it contacts another infected machine. The contacted bot replies with information such as its software version and list of known bots. If one of the bots' version is lower than the other, they will initiate a file transfer to update.[[7]](https://en.wikipedia.org/wiki/Botnet#cite_note-:0-7) This way, each bot grows its list of infected machines and updates itself by periodically communicating to all known bots.

## Core components[[edit](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=5)]

A botnet's originator (known as a "[bot herder](https://en.wikipedia.org/wiki/Bot_herder)" or "bot master") controls the botnet remotely. This is known as the command-and-control (C&C). The program for the operation must communicate via a [covert channel](https://en.wikipedia.org/wiki/Covert_channel) to the client on the victim's machine (zombie computer).

### Control protocols**[**[**edit**](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=6)**]**

IRC is a historically favored means of C&C because of its [communication protocol](https://en.wikipedia.org/wiki/List_of_Internet_Relay_Chat_commands). A bot herder creates an IRC channel for infected clients to join. Messages sent to the channel are broadcast to all channel members. The bot herder may set the channel's topic to command the botnet. E.g. the message :herder!herder@example.com TOPIC #channel DDoS www.victim.com from the bot herder alerts all infected clients belonging to #channel to begin a DDoS attack on the website www.victim.com. An example response :bot1!bot1@compromised.net PRIVMSG #channel I am DDoSing www.victim.com by a bot client alerts the bot herder that it has begun the attack.[[7]](https://en.wikipedia.org/wiki/Botnet#cite_note-:0-7)

Some botnets implement custom versions of well-known protocols. The implementation differences can be used for detection of botnets. For example, [Mega-D](https://en.wikipedia.org/wiki/Mega-D) features a slightly modified [SMTP](https://en.wikipedia.org/wiki/SMTP) implementation for testing spam capability. Bringing down the [Mega-D](https://en.wikipedia.org/wiki/Mega-D)'s [SMTP](https://en.wikipedia.org/wiki/SMTP) server disables the entire pool of bots that rely upon the same [SMTP](https://en.wikipedia.org/wiki/SMTP) server.[[9]](https://en.wikipedia.org/wiki/Botnet#cite_note-9)

### Zombie computer**[**[**edit**](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=7)**]**

In computer science, a [zombie computer](https://en.wikipedia.org/wiki/Zombie_(computer_science)) is a computer connected to the Internet that has been compromised by a hacker, computer virus or trojan horse and can be used to perform malicious tasks of one sort or another under remote direction. Botnets of zombie computers are often used to spread e-mail spam and launch denial-of-service attacks. Most owners of zombie computers are unaware that their system is being used in this way. Because the owner tends to be unaware, these computers are metaphorically compared to zombies. A coordinated DDoS attack by multiple botnet machines also resembles a zombie horde attack. Many computer users are unaware that their computer is infected with bots.[[10]](https://en.wikipedia.org/wiki/Botnet#cite_note-10)

The process of stealing computing resources as a result of a system being joined to a "botnet" is sometimes referred to as "scrumping".[[11]](https://en.wikipedia.org/wiki/Botnet#cite_note-11)

## Command and control[[edit](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=8)]

Botnet Command and control (C&C) protocols have been implemented in a number of ways, from traditional IRC approaches to more sophisticated versions.

### Telnet**[**[**edit**](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=9)**]**

Telnet botnets use a simple C&C botnet Protocol in which bots connect to the main command server to host the botnet. Bots are added to the botnet by using a scanning script, the scanning script is run on an external server and scans IP ranges for telnet and SSH server default logins. Once a login is found it is added to an infection list and infected with a malicious infection line via SSH on from the scanner server. When the SSH command is run it infects the server and commands the server to ping to the control server and becomes its slave from the malicious code infecting it. Once servers are infected to the server the bot controller can launch DDoS attacks of high volume using the C&C panel on the host server.

### IRC**[**[**edit**](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=10)**]**

IRC networks use simple, low bandwidth communication methods, making them widely used to host botnets. They tend to be relatively simple in construction and have been used with moderate success for coordinating DDoS attacks and spam campaigns while being able to continually switch channels to avoid being taken down. However, in some cases, merely blocking of certain keywords has proven effective in stopping IRC-based botnets. The [RFC 1459](https://tools.ietf.org/html/rfc1459) ([IRC](https://en.wikipedia.org/wiki/Internet_Relay_Chat)) standard is popular with botnets. The first known popular botnet controller script, "MaXiTE Bot" was using IRC XDCC protocol for private control commands.

One problem with using IRC is that each bot client must know the IRC server, port, and channel to be of any use to the botnet. Anti-malware organizations can detect and shut down these servers and channels, effectively halting the botnet attack. If this happens, clients are still infected, but they typically lie dormant since they have no way of receiving instructions.[[7]](https://en.wikipedia.org/wiki/Botnet#cite_note-:0-7) To mitigate this problem, a botnet can consist of several servers or channels. If one of the servers or channels becomes disabled, the botnet simply switches to another. It is still possible to detect and disrupt additional botnet servers or channels by sniffing IRC traffic. A botnet adversary can even potentially gain knowledge of the control scheme and imitate the bot herder by issuing commands correctly.[[12]](https://en.wikipedia.org/wiki/Botnet#cite_note-12)

### P2P**[**[**edit**](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=11)**]**

Since most botnets using IRC networks and domains can be taken down with time, hackers have moved to P2P botnets with C&C as a way to make it harder to be taken down.

Some have also used encryption as a way to secure or lock down the botnet from others, most of the time when they use encryption it is [public-key cryptography](https://en.wikipedia.org/wiki/Public-key_cryptography) and has presented challenges in both implementing it and breaking it.

### Domains**[**[**edit**](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=12)**]**

Many large botnets tend to use domains rather than IRC in their construction (see [Rustock botnet](https://en.wikipedia.org/wiki/Rustock_botnet) and [Srizbi botnet](https://en.wikipedia.org/wiki/Srizbi_botnet)). They are usually hosted with [bulletproof hosting](https://en.wikipedia.org/wiki/Bulletproof_hosting) services. This is one of the earliest types of C&C. A [zombie](https://en.wikipedia.org/wiki/Zombie_(computer_science)) computer accesses a specially-designed webpage or domain(s) which serves the list of controlling commands. The advantages of using web pages or domains as C&C is that a large botnet can be effectively controlled and maintained with very simple code that can be readily updated.

Disadvantages of using this method are that it uses a considerable amount of bandwidth at large scale, and domains can be quickly seized by government agencies without much trouble or effort. If the domains controlling the botnets are not seized, they are also easy targets to compromise with [denial-of-service attacks](https://en.wikipedia.org/wiki/Denial-of-service_attack).

[Fast-flux DNS](https://en.wikipedia.org/wiki/Fast_flux) can be used as a way to make it difficult to track down the control servers, which may change from day to day. Control servers may also hop from DNS domain to DNS domain, with [domain generation algorithms](https://en.wikipedia.org/wiki/Domain_generation_algorithm) being used to create new DNS names for controller servers.

Some botnets use free [DNS](https://en.wikipedia.org/wiki/Domain_Name_System) hosting services such as DynDns.org, No-IP.com, and Afraid.org to point a [subdomain](https://en.wikipedia.org/wiki/Subdomain) towards an IRC server that harbors the bots. While these free DNS services do not themselves host attacks, they provide reference points (often hard-coded into the botnet executable). Removing such services can cripple an entire botnet.

### Others**[**[**edit**](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=13)**]**

Calling back to large social media sites[[13]](https://en.wikipedia.org/wiki/Botnet#cite_note-13) such as [GitHub](https://en.wikipedia.org/wiki/GitHub),[[14]](https://en.wikipedia.org/wiki/Botnet#cite_note-14) [Twitter](https://en.wikipedia.org/wiki/Twitter),[[15]](https://en.wikipedia.org/wiki/Botnet#cite_note-15)[[16]](https://en.wikipedia.org/wiki/Botnet#cite_note-16) [Reddit](https://en.wikipedia.org/wiki/Reddit),[[17]](https://en.wikipedia.org/wiki/Botnet#cite_note-17) [Instagram](https://en.wikipedia.org/wiki/Instagram),[[18]](https://en.wikipedia.org/wiki/Botnet#cite_note-18) the [XMPP](https://en.wikipedia.org/wiki/XMPP) open source instant message protocol[[19]](https://en.wikipedia.org/wiki/Botnet#cite_note-19) and [Tor](https://en.wikipedia.org/wiki/Tor_(anonymity_network)) [hidden services](https://en.wikipedia.org/wiki/.onion)[[20]](https://en.wikipedia.org/wiki/Botnet#cite_note-20) are popular ways of avoiding [egress filtering](https://en.wikipedia.org/wiki/Egress_filtering) to communicate with a C&C server.[[21]](https://en.wikipedia.org/wiki/Botnet#cite_note-21)

## Construction[[edit](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=14)]

### Traditional**[**[**edit**](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=15)**]**

This example illustrates how a botnet is created and used for malicious gain.

1. A hacker purchases or builds a Trojan and/or exploit kit and uses it to start infecting users' computers, whose payload is a malicious application—the *bot*.
2. The *bot* instructs the infected PC to connect to a particular command-and-control (C&C) server. (This allows the botmaster to keep logs of how many bots are active and online.)
3. The botmaster may then use the bots to gather keystrokes or use form grabbing to steal online credentials and may rent out the botnet as DDoS and/or spam as a service or sell the credentials online for a profit.
4. Depending on the quality and capability of the bots, the value is increased or decreased.

Newer bots can automatically scan their environment and propagate themselves using vulnerabilities and weak passwords. Generally, the more vulnerabilities a bot can scan and propagate through, the more valuable it becomes to a botnet controller community.[[22]](https://en.wikipedia.org/wiki/Botnet#cite_note-22)

Computers can be co-opted into a botnet when they execute malicious software. This can be accomplished by luring users into making a [drive-by download](https://en.wikipedia.org/wiki/Drive-by_download), exploiting [web browser vulnerabilities](https://en.wikipedia.org/wiki/Browser_exploit), or by tricking the user into running a [Trojan horse](https://en.wikipedia.org/wiki/Trojan_horse_(computing)) program, which may come from an email attachment. This malware will typically install modules that allow the computer to be commanded and controlled by the botnet's operator. After the software is downloaded, it will call home (send a reconnection [packet](https://en.wikipedia.org/wiki/Network_packet)) to the host computer. When the re-connection is made, depending on how it is written, a Trojan may then delete itself or may remain present to update and maintain the modules.

### Others**[**[**edit**](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=16)**]**

In some cases, a botnet may be temporarily created by volunteer [hacktivists](https://en.wikipedia.org/wiki/Hacktivism), such as with implementations of the [Low Orbit Ion Cannon](https://en.wikipedia.org/wiki/Low_Orbit_Ion_Cannon) as used by [4chan](https://en.wikipedia.org/wiki/4chan) members during [Project Chanology](https://en.wikipedia.org/wiki/Project_Chanology) in 2010.[[23]](https://en.wikipedia.org/wiki/Botnet#cite_note-23)

China's [Great Cannon of China](https://en.wikipedia.org/wiki/Great_Cannon) allows the modification of legitimate web browsing traffic at [internet backbones](https://en.wikipedia.org/wiki/Internet_backbone) into China to create a large ephemeral botnet to attack large targets such as [GitHub](https://en.wikipedia.org/wiki/GitHub) in 2015.[[24]](https://en.wikipedia.org/wiki/Botnet#cite_note-WSP-China-Deploys-New-Weapon-Online-Censorship-Great-Cannon-24)

## Common features[[edit](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=17)]

* Most botnets currently feature [distributed denial-of-service attacks](https://en.wikipedia.org/wiki/Distributed_denial-of-service_attack) in which multiple systems submit as many requests as possible to a single Internet computer or service, overloading it and preventing it from servicing legitimate requests. An example is an attack on a victim's server. The victim's server is bombarded with requests by the bots, attempting to connect to the server, therefore, overloading it.
* [Spyware](https://en.wikipedia.org/wiki/Spyware) is software which sends information to its creators about a user's activities – typically passwords, credit card numbers and other information that can be sold on the black market. Compromised machines that are located within a corporate network can be worth more to the bot herder, as they can often gain access to confidential corporate information. Several targeted attacks on large corporations aimed to steal sensitive information, such as the Aurora botnet.[[25]](https://en.wikipedia.org/wiki/Botnet#cite_note-25)
* [E-mail spam](https://en.wikipedia.org/wiki/E-mail_spam) are e-mail messages disguised as messages from people, but are either advertising, annoying, or malicious.
* [Click fraud](https://en.wikipedia.org/wiki/Click_fraud) occurs when the user's computer visits websites without the user's awareness to create false web traffic for personal or commercial gain.[[26]](https://en.wikipedia.org/wiki/Botnet#cite_note-26)
* [Bitcoin](https://en.wikipedia.org/wiki/Bitcoin) mining was used in some of the more recent botnets have which include bitcoin mining as a feature in order to generate profits for the operator of the botnet.[[27]](https://en.wikipedia.org/wiki/Botnet#cite_note-27)[[28]](https://en.wikipedia.org/wiki/Botnet#cite_note-28)
* Self-spreading functionality, to seek for pre-configured command-and-control (CNC) pushed instruction contains targeted devices or network, to aim for more infection, is also spotted in several botnets. Some of the botnets are utilizing this function to automate their infections.

## Market[[edit](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=18)]

The botnet controller community features a constant and continuous struggle over who has the most bots, the highest overall bandwidth, and the most "high-quality" infected machines, like university, corporate, and even government machines.[[29]](https://en.wikipedia.org/wiki/Botnet#cite_note-29)

While botnets are often named after the malware that created them, multiple botnets typically use the same malware but are operated by different entities.[[30]](https://en.wikipedia.org/wiki/Botnet#cite_note-30)

## Phishing[[edit](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=19)]

Botnets can be used for many electronic scams. These botnets can be used to distribute malware such as viruses to take control of a regular users computer/software[[31]](https://en.wikipedia.org/wiki/Botnet#cite_note-31) By taking control of someone's personal computer they have unlimited access to their personal information, including passwords and login information to accounts. This is called [phishing](https://en.wikipedia.org/wiki/Phishing). Phishing is the acquiring of login information to the "victim's" accounts with a link the "victim" clicks on that is sent through an email or text.[[32]](https://en.wikipedia.org/wiki/Botnet#cite_note-32) A survey by [Verizon](https://en.wikipedia.org/wiki/Verizon) found that around two-thirds of electronic "espionage" cases come from phishing.[[33]](https://en.wikipedia.org/wiki/Botnet#cite_note-33)

## Countermeasures[[edit](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=20)]

The geographic dispersal of botnets means that each recruit must be individually identified/corralled/repaired and limits the benefits of [filtering](https://en.wikipedia.org/wiki/Firewall_(networking)).

Computer security experts have succeeded in destroying or subverting malware command and control networks, by, among other means, seizing servers or getting them cut off from the Internet, denying access to domains that were due to be used by malware to contact its C&C infrastructure, and, in some cases, breaking into the C&C network itself.[[34]](https://en.wikipedia.org/wiki/Botnet#cite_note-34)[[35]](https://en.wikipedia.org/wiki/Botnet#cite_note-35)[[36]](https://en.wikipedia.org/wiki/Botnet#cite_note-36) In response to this, C&C operators have resorted to using techniques such as overlaying their C&C networks on other existing benign infrastructure such as [IRC](https://en.wikipedia.org/wiki/IRC) or [Tor](https://en.wikipedia.org/wiki/Tor_(anonymity_network)), using [peer-to-peer networking](https://en.wikipedia.org/wiki/Peer-to-peer_networking) systems that are not dependent on any fixed servers, and using [public key encryption](https://en.wikipedia.org/wiki/Public_key_encryption) to defeat attempts to break into or spoof the network.

[Norton AntiBot](https://en.wikipedia.org/wiki/Norton_AntiBot) was aimed at consumers, but most target enterprises and/or ISPs. Host-based techniques use heuristics to identify bot behavior that has bypassed conventional [anti-virus software](https://en.wikipedia.org/wiki/Anti-virus_software). Network-based approaches tend to use the techniques described above; shutting down C&C servers, null-routing DNS entries, or completely shutting down IRC servers. [BotHunter](https://en.wikipedia.org/wiki/BotHunter) is software, developed with support from the [U.S. Army Research Office](https://en.wikipedia.org/wiki/U.S._Army_Research_Office), that detects botnet activity within a network by analyzing network traffic and comparing it to patterns characteristic of malicious processes.

Researchers at [Sandia National Laboratories](https://en.wikipedia.org/wiki/Sandia_National_Laboratories) are analyzing botnets' behavior by simultaneously running one million Linux kernels—a similar scale to a botnet—as [virtual machines](https://en.wikipedia.org/wiki/Virtual_machines) on a 4,480-node high-performance [computer cluster](https://en.wikipedia.org/wiki/Computer_cluster) to emulate a very large network, allowing them to watch how botnets work and experiment with ways to stop them.[[37]](https://en.wikipedia.org/wiki/Botnet#cite_note-37)

Detecting automated bot attacks is becoming more difficult each day as newer and more sophisticated generations of bots are getting launched by attackers. For example, an automated attack can deploy a large bot army and apply brute-force methods with highly accurate username and password lists to hack into accounts. The idea is to overwhelm sites with tens of thousands of requests from different IPs all over the world, but with each bot only submitting a single request every 10 minutes or so, which can result in more than 5 million attempts per day.[[38]](https://en.wikipedia.org/wiki/Botnet#cite_note-38) In these cases, many tools try to leverage volumetric detection, but automated bot attacks now have ways of circumventing triggers of volumetric detection.

One of the techniques for detecting these bot attacks is what's known as "signature-based systems" in which the software will attempt to detect patterns in the request packet. But attacks are constantly evolving, so this may not be a viable option when patterns can't be discerned from thousands of requests. There's also the behavioral approach to thwarting bots, which ultimately is trying distinguish bots from humans. By identifying non-human behavior and recognizing known bot behavior, this process can be applied at the user, browser, and network levels.

The most capable method of using software to combat against a virus has been to utilize [honeypot](https://en.wikipedia.org/wiki/Honeypot_(computing)) software in order to convince the malware that a system is vulnerable. The malicious files are then analyzed using forensic software.[[39]](https://en.wikipedia.org/wiki/Botnet#cite_note-39)

On July 15, 2014, the Subcommittee on Crime and Terrorism of the Committee on the Judiciary, United States Senate, held a hearing on the threats posed by botnets and the public and private efforts to disrupt and dismantle them.[[40]](https://en.wikipedia.org/wiki/Botnet#cite_note-40)

## Historical list of botnets[[edit](https://en.wikipedia.org/w/index.php?title=Botnet&action=edit&section=21)]

The first botnet was first acknowledged and exposed by [EarthLink](https://en.wikipedia.org/wiki/EarthLink) during a lawsuit with notorious spammer Khan C. Smith[[41]](https://en.wikipedia.org/wiki/Botnet#cite_note-41) in 2001 for the purpose of bulk spam accounting for nearly 25% of all spam at the time.[[42]](https://en.wikipedia.org/wiki/Botnet#cite_note-Mary_Jane_Credeur-42)

Around 2006, to thwart detection, some botnets were scaling back in size.[[43]](https://en.wikipedia.org/wiki/Botnet#cite_note-43)

| **Date created** | **Date dismantled** | **Name** | **Estimated no. of bots** | **Spam capacity (bn/day)** | **Aliases** |
| --- | --- | --- | --- | --- | --- |
| 2003 |  | MaXiTE | 500-1000 servers | 0 | MaXiTE XDCC Bot, MaXiTE IRC TCL Script, MaxServ |
| 2004 (Early) |  | [Bagle](https://en.wikipedia.org/wiki/Bagle_botnet) | 230,000[[44]](https://en.wikipedia.org/wiki/Botnet#cite_note-messagelabs-44) | 5.7 | Beagle, Mitglieder, Lodeight |
|  |  | Apa Itu Botnet? | 6,215,000[[45]](https://en.wikipedia.org/wiki/Botnet#cite_note-mangaip-45) | 92 | Pengertian Botnet dan care kerjanya |
|  |  | [Torpig](https://en.wikipedia.org/wiki/Torpig) | 180,000[[45]](https://en.wikipedia.org/wiki/Botnet#cite_note-mangaip-45) |  | Sinowal, Anserin |
|  |  | [Storm](https://en.wikipedia.org/wiki/Storm_botnet) | 160,000[[46]](https://en.wikipedia.org/wiki/Botnet#cite_note-46) | 3 | Nuwar, Peacomm, Zhelatin |
| 2006 (around) | 2011 (March) | [Rustock](https://en.wikipedia.org/wiki/Rustock_botnet) | 150,000[[47]](https://en.wikipedia.org/wiki/Botnet#cite_note-47) | 30 | RKRustok, Costrat |
|  |  | [Donbot](https://en.wikipedia.org/wiki/Donbot_botnet) | 125,000[[48]](https://en.wikipedia.org/wiki/Botnet#cite_note-48) | 0.8 | Buzus, Bachsoy |
| 2007 (around) |  | [Cutwail](https://en.wikipedia.org/wiki/Cutwail_botnet) | 1,500,000[[49]](https://en.wikipedia.org/wiki/Botnet#cite_note-49) | 74 | Pandex, Mutant (related to: Wigon, Pushdo) |
| 2007 |  | [Akbot](https://en.wikipedia.org/wiki/Akbot) | 1,300,000[[50]](https://en.wikipedia.org/wiki/Botnet#cite_note-50) |  |  |
| 2007 (March) | 2008 (November) | [Srizbi](https://en.wikipedia.org/wiki/Srizbi_botnet) | 450,000[[51]](https://en.wikipedia.org/wiki/Botnet#cite_note-51) | 60 | Cbeplay, Exchanger |
|  |  | [Lethic](https://en.wikipedia.org/wiki/Lethic_botnet) | 260,000[[44]](https://en.wikipedia.org/wiki/Botnet#cite_note-messagelabs-44) | 2 | none |
|  |  | Xarvester | 10,000[[44]](https://en.wikipedia.org/wiki/Botnet#cite_note-messagelabs-44) | 0.15 | Rlsloup, Pixoliz |
| 2008 (around) |  | [Sality](https://en.wikipedia.org/wiki/Sality) | 1,000,000[[52]](https://en.wikipedia.org/wiki/Botnet#cite_note-52) |  | Sector, Kuku |
| 2008 (around) | [2009-Dec](https://en.wikipedia.org/wiki/Mariposa_botnet#Dismantling) | [Mariposa](https://en.wikipedia.org/wiki/Mariposa_botnet) | 12,000,000[[53]](https://en.wikipedia.org/wiki/Botnet#cite_note-53) |  |  |
| 2008 (November) |  | [Conficker](https://en.wikipedia.org/wiki/Conficker) | 10,500,000+[[54]](https://en.wikipedia.org/wiki/Botnet#cite_note-54) | 10 | DownUp, DownAndUp, DownAdUp, Kido |
| 2008 (November) | [2010 (March)](https://en.wikipedia.org/wiki/Waledac_botnet#Operations) | [Waledac](https://en.wikipedia.org/wiki/Waledac_botnet) | 80,000[[55]](https://en.wikipedia.org/wiki/Botnet#cite_note-theregister-55) | 1.5 | Waled, Waledpak |
|  |  | Maazben | 50,000[[44]](https://en.wikipedia.org/wiki/Botnet#cite_note-messagelabs-44) | 0.5 | None |
|  |  | Onewordsub | 40,000[[56]](https://en.wikipedia.org/wiki/Botnet#cite_note-computerworld-56) | 1.8 |  |
|  |  | Gheg | 30,000[[44]](https://en.wikipedia.org/wiki/Botnet#cite_note-messagelabs-44) | 0.24 | Tofsee, Mondera |
|  |  | Nucrypt | 20,000[[56]](https://en.wikipedia.org/wiki/Botnet#cite_note-computerworld-56) | 5 | Loosky, Locksky |
|  |  | Wopla | 20,000[[56]](https://en.wikipedia.org/wiki/Botnet#cite_note-computerworld-56) | 0.6 | Pokier, Slogger, Cryptic |
| 2008 (around) |  | [Asprox](https://en.wikipedia.org/wiki/Asprox_botnet) | 15,000[[57]](https://en.wikipedia.org/wiki/Botnet#cite_note-57) |  | Danmec, Hydraflux |
|  |  | Spamthru | 12,000[[56]](https://en.wikipedia.org/wiki/Botnet#cite_note-computerworld-56) | 0.35 | Spam-DComServ, Covesmer, Xmiler |
| 2008 (around) |  | [Gumblar](https://en.wikipedia.org/wiki/Gumblar) |  |  |  |
| 2009 (May) | [November 2010 (not complete)](https://en.wikipedia.org/wiki/BredoLab_botnet#Dismantling_and_aftermath) | [BredoLab](https://en.wikipedia.org/wiki/BredoLab_botnet) | 30,000,000[[58]](https://en.wikipedia.org/wiki/Botnet#cite_note-58) | 3.6 | Oficla |
| 2009 (Around) | 2012-07-19 | [Grum](https://en.wikipedia.org/wiki/Grum_botnet) | 560,000[[59]](https://en.wikipedia.org/wiki/Botnet#cite_note-59) | 39.9 | Tedroo |
|  |  | [Mega-D](https://en.wikipedia.org/wiki/Mega-D_botnet) | 509,000[[60]](https://en.wikipedia.org/wiki/Botnet#cite_note-CyberCrime-20101202-60) | 10 | Ozdok |
|  |  | [Kraken](https://en.wikipedia.org/wiki/Kraken_botnet) | 495,000[[61]](https://en.wikipedia.org/wiki/Botnet#cite_note-61) | 9 | Kracken |
| 2009 (August) |  | [Festi](https://en.wikipedia.org/wiki/Festi_botnet) | 250,000[[62]](https://en.wikipedia.org/wiki/Botnet#cite_note-Kirk-62) | 2.25 | Spamnost |
| 2010 (March) |  | [Vulcanbot](https://en.wikipedia.org/wiki/Vulcanbot) |  |  |  |
| 2010 (January) |  | LowSec | 11,000+[[44]](https://en.wikipedia.org/wiki/Botnet#cite_note-messagelabs-44) | 0.5 | LowSecurity, FreeMoney, Ring0.Tools |
| 2010 (around) |  | [TDL4](https://en.wikipedia.org/wiki/TDL4_botnet) | 4,500,000[[63]](https://en.wikipedia.org/wiki/Botnet#cite_note-63) |  | TDSS, Alureon |
|  |  | [Zeus](https://en.wikipedia.org/wiki/Zeus_(Trojan_horse)) | 3,600,000 (US only)[[64]](https://en.wikipedia.org/wiki/Botnet#cite_note-64) |  | Zbot, PRG, Wsnpoem, Gorhax, Kneber |
| 2010 | (Several: 2011, 2012) | [Kelihos](https://en.wikipedia.org/wiki/Kelihos_botnet) | 300,000+ | 4 | Hlux |
| 2011 or earlier | 2015-02 | [Ramnit](https://en.wikipedia.org/wiki/Ramnit) | 3,000,000[[65]](https://en.wikipedia.org/wiki/Botnet#cite_note-phys.org-65) |  |  |
| 2013 (early) | 2013 | Zer0n3t | 200+ server computers | 4 | Fib3rl0g1c, Zer0n3t, Zer0Log1x |
| 2012 (Around) |  | [Chameleon](https://en.wikipedia.org/wiki/Chameleon_botnet) | 120,000[[66]](https://en.wikipedia.org/wiki/Botnet#cite_note-66) |  | None |
| 2016 (August) |  | [Mirai](https://en.wikipedia.org/wiki/Mirai_(malware)) | 380,000 |  | None |
| 2014 |  | [Necurs](https://en.wikipedia.org/wiki/Necurs_botnet) | 6,000,000 |  |  |
| 2018 |  | Smominru[[*citation needed*](https://en.wikipedia.org/wiki/Wikipedia:Citation_needed)] |  |  |  |

* Researchers at the University of California, Santa Barbara took control of a botnet that was six times smaller than expected. In some countries, it is common that users change their IP address a few times in one day. Estimating the size of the botnet by the number of IP addresses is often used by researchers, possibly leading to inaccurate assessments.[[67]](https://en.wikipedia.org/wiki/Botnet#cite_note-67)