1. **Pros and cons**
   1. **Email verification**
      1. Pros: Already a secured account, widely used, familiarity with email.
      2. Cons: What email it’s sent to might not be known, might not have access to email anymore (Old account)
   2. **Text verification**
      1. Pros: You have you phone on you, easy access
      2. Cons: No signal, no battery, no phone, quick expiration.
   3. **Security Questions and Answers**
      1. Pros: Easy to think of.
      2. Cons: Forget answers, bad question choices, answers are fairly known by others.
   4. **Finger print**
      1. Pros: Only you have them, simple, quick
      2. Cons: Doesn’t work all the time (Wet or dirty fingers), not sharable, multiple tries.
   5. **Username and password**
      1. Pros: In common use, relatively easy to remember, easy to change, sharable.
      2. Cons: Passwords can be guessed, easily stolen.
2. **Favorite authentication type**
   1. **Fingerprint**
      1. Easy to do, reliable on major phones (iPhone and Android), quick (takes a second), you can’t forget your fingerprint.
3. **New type.** 
   1. Facial recognition.
   2. Eye recognition (Might be the same as facial recognition)
   3. Gesture recognition.