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# Einführung

## Motivation

## IST-Zustand

# Projektbeschreibung

## Aufgabenstellung

Innerhalb der BAW wird

## Vorgehen

# Grundlagen

## Protokolle

### 802.1X

### RAIDUS

RADIUS ist ein Server-Client Protokoll, welches Autorisierung, Authentifizierung und Accounting von Geräten durchführt. Dabei wird ein Challenge Response Verfahren angewandt, welches auch mit unterschiedlichen Transportverschlüsselungsverfahren unterstützt wird. Zur Durchführung der Autorisierung und Authentifizierung wird der UDP Port 1812 benutzt. Port 1813 ist dem Accounting zugeteilt. Im RFC-2865[1] wird darauf hingewiesen, dass in alten Implementationen jeweils Port 1645 und 1646 benutzt wird, sich jedoch mit dem „datametrics“ Service überschneidet und nicht genutzt werden soll. Die Transaktionen zwischen den Clients und dem Radius-Server laufen mit einem ausgetauschten Secret, welches benutzt wird um den Inhalt der Pakete, wie eventuelle Zugangsdaten, zu verschlüsseln. Mittels Attributen wird das Protokoll flexibel erweitert und ermöglicht somit eine Informationsübertragung, welcher nicht standardisiert werden muss.

Die Verwendung von UDP wurde in diesem RFC außerdem gerechtfertigt. Die Entscheidung wurde getroffen, da mehrere charakteristische Eigenschaften praktisch für RADIUS sind. Falls die Verbindung zu einem RADIUS Server im Netzwerk gestört ist, muss ein anderer angesprochen werden. Dafür muss eine Kopie der Anfrage gespeichert und zur erneuten Übertragung benutzt werden. Die in TCP eingebaute Bestätigen eines Paketes wird vom RADIUS Protokoll nicht benötigt und wird daher von dem Ersteller des RFCs als unnötiger Overhead bezeichnet. Außerdem ist das erfolgreiche Zustellen eines Paketes nach mehreren Minuten nicht nützlich, da ein anderer Server im Netzwerk innerhalb dieser Zeit die Authentifizierung erfolgreich abschließen kann. Für die Implementation ist die Einfachheit von UDP auch geeigneter, da TCP mehrere Events auslösen kann, die unterschiedlich gehandelt werden müssten.

#### Aufbau

Der Aufbau des Paketes ist in Abbildung 1 dargestellt. Es beginnt mit einem Code, welcher ein Oktett lang ist und identifiziert den Typ vom Paket. Das folgende Oktett gibt den Identifier an und wird benutzt, um zu klassifizieren, auf welches Paket geantwortet wird. Der Server kann daran Duplikate von Paketen erkennen. Da ein Absender nicht innerhalb kurzer Zeit über dem gleichen Port nicht den gleichen Identifier für ein anderes Paket benutzen darf. Das Feld für die Länge ist 2 Oktette groß und beschreibt die gesamte Länge des Pakets mit den Feldern für Code, Identifier, Length, Authenticator und Attribute. Sie ist mindestens 20 und maximal 4096.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  |  |  |  |  |
|  |  |  |  |  |
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Abbildung : TestAbb

### WPA

### Transportverschlüsselung

#### EAP

#### TLS

## Zero Trust Prinzipien

Das nachfolgende Modell Zero-Trust basiert auf drei Sicherheitskonzepten. Es handelt es sich um den sicheren Zugriff, geringste Privilegien und Sichtbarkeit. Der sichere Zugriff muss aus einer verlässlichen starken Datenquelle kommen und muss für jeden Zugriff authentisiert werden. Dabei wird zwischen einer Nutzer Authentifizierung und Maschinen Authentifizierung unterschieden. Beide Authentifizierungsquellen sind in einer Implementierung möglich. Das Verfahren zur Authentifizierung wird nicht eingeschränkt, jedoch durch den Wortlaut „starken Datenquelle“ definiert. Nach der Authentifizierung werden die geringsten Privilegien gewährt, welche sich nach Bedarf erhöhen können. Das Sicherheitskonzept der Sichtbarkeit sieht vor, dass ein nicht authentifizierter Nutzer die Anwendung nicht sehen und erreichen kann.

# Methoden

## Network Access Control

## Software-Defined Perimeter

## Zero Trust Network Access

Zero Trust Network Access oder auch kurz ZTNA ist ein Konzept um eine Anwendung sicher mit einem steuerbaren Zugriff vom Internet zugriffsfähig zu machen.

### Zero Trust 1.0

Erstes Zero Trust Modell mit Funktionen und Aufbau

### Zero Trust 2.0

Fehler in 1.0 und dadurch entstehende Verbesserungen. Allgemeine Verbesserungen

## Vergleich der Methoden

# Mögliche Lösungen

## Cisco ISE

## Macmon

## Fortinet

# Vergleich der Lösungen

# Implementierung

# Fazit
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