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1. With the firewall up, I receive a report that there are 8 medium threat vulnerabilities, and then there are 3 low-threat vulnerabilities. With the firewall off, I got the same amount of vulnerabilities for both.
2. OpenVAS, Core Impact and Nexpose are all alternative vulnerability scanners.
3. The USC firewall will detect an unusually large attempt at connecting to services from the same source address and use anti port scan technology to block further attempts. If you spoof the port scan or do it from multiple IPs you could get away with it.
4. One ms web server was found through the port scan that was not detected from a starbucks.