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1. Netcraft helped me find the technologies [www.usc.edu](http://www.usc.edu) is running on and therefore helps me know which technologies to look for exploits in. I can use this information to make a plan of attack for hacking the website. Other available information is the DNS admin, Reverse DNS, Domain registrar, and Nameserver organization.
2. The *whois* command tells you the Domain Name, Registrant information, Administrative contact, and Technical Contact, Name Servers, and Domain record information. This information is useful for finding out who is responsible for the technical support and administration of a website. Furthermore the servers that the domain operates through are available for exploitation.
3. *nslookup* tells you the DNS associated ip address and the port number from the server it is using.
4. I think the information is useful but I don’t know how because I’m not sure what the server names mean. If they are linked to an IP address via DNS then it would be useful for pinging the servers and leveraging information that way.
5. It didn’t work.
6. I found emails and ip addresses along with their domain names.