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1. It involves sending a packet larger than the maximum size receivable, which will go unhandled, causing a buffer overflow, crashing the computer.

2. When the local router asks for the computer with a certain MAC address, your computer fraudulently claims that it does. Resulting in your computer receiving all packets intended for the other computer. To defend against it the MAC to IP addresses can be statically coded, alternately is it possible to detect when a single MAC has multiple IP’s, which can then be used to trigger alternative defenses.

3. In DNS spoofing, the DNS server cache is changed to redirect URL’s to the wrong the IP addresses. This can cause the user to inadvertently access malicious websites. This can be prevented using verification and encryption techniques.

4. Steps:

1. 7

2. 7

3. 2 3 5 7

4. 2 3 5 7

5. 7

6. 5 7

7. 2 3 5 7

8. 2 3 5 7

5. It is a field that sets the limit on the amount of time or hops on a packet of data, to prevent it from recirculating infinitely. Traceroute sends packets with TTL 1, and increments it one each time, with each increment travelling one router farther, until the TTL is high enough to reach the destination. Thus, it can trace the route.