**THE UNIVERSITY OF THE WEST INDIES** ![](data:image/png;base64,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)

**PROPOSAL FOR REVISED UNDERGRADUATE COURSE**

**Campus and Faculty: St. Augustine Campus, Faculty of Science and Technology School, Department, or Centre: Department of Computing and Information Technology Course Code and Title: INFO 2604, Information Systems Security**

**Semester and Level: Semester 2, Level 2**

**Pre-requisites: COMP 1602**

**Co-requisites: None**

**Anti-requisites: None**

**Course Type: Core**

**Credits: 3**

**Projected Enrolment: 100**

**Projected Start Date: January 2020**

**Mode of Delivery: Face-to-Face** ☑ **Blended** ❑ **Online** ❑

**1. Course Description**

This course introduces students to the area of Information Systems Security by building upon concepts explored in Computer Programming II. Concepts needed to manage the necessary processes that guarantee information assurance are explored such as operational issues, policies and procedures, attacks and defence mechanisms, risk analyses and information security theory.

**2. Rationale**

With the proliferation of online databases and networked systems, the security of a system’s infrastructure is important. This course provides students with an extensive understanding of information security management with an emphasis on network security. Whereas other courses provide an overview of the basics of the discipline, this course promotes awareness of information security as a simultaneously technical and managerial discipline with enterprise-wide implications for employees, operations and systems at every level.

**3. Course Aims**

The primary aim of the course is to develop essential information security knowledge, awareness and skills in undergraduate students from theoretical, technical and business perspectives. This addresses the need for students to be able to articulate and apply practical solutions with a clear understanding of the implications of specific recommendations and policies for business settings.

**4. Course Learning Outcomes**

Upon the successful completion of this course, the student will be able to:

1. Explain the challenges and scope of information security

2. Apply basic security concepts which are used frequently in the field of information security: confidentiality, integrity, authentication, non-repudiation, authorization and availability 3. Evaluate cryptographic algorithms used in information security in the context of the overall information technology (IT) industry

4. Investigate mechanisms used for authentication

5. Configure a firewall to satisfy security policy goals

6. Formulate security policies for a given business scenario

7. Demonstrate interpersonal skills and teamwork group presentations.

8. Demonstrate effective written and oral communication techniques when completing reports and presentations.

**5. Course Content/Syllabus**

The following main topics are covered in this course:

1. Attacks, Threats, Vulnerabilities and Controls

2. Security Risk Model.

3. Authentication, Confidentiality, Integrity, Authorization, Availability and Non-Repudiation 4. Shared and Public Key Cryptography

5. Asset Management and Security Policies

**6. Teaching Methods**

This course will be delivered primarily through weekly interactive lectures, tutorials and lab activities. These are supplemented with lecture notes, handouts, case study documents and online quizzes and activities posted on myeLearning.

**7. Contact and credits hours:**

| **Type** | **Duration**  **(Number of weeks)** | **Contact Hours**  **(Weekly)** | **Credit Hours**  **(Weekly)** |
| --- | --- | --- | --- |
| Lecture | 13 weeks | 2 hours | 2 |
| Lab Tutorials | 13 weeks | 2 hours | 1 |
| **Total:** | 13 weeks | 4 hours | 3 |

**8. Course Assessments Description**

Assessments are designed to test student knowledge through written assignments, a coursework exam and a group project which requires research and preparation of strategies to address a particular topic or problem in information security.

There are four assessments in this course: 2 individual assignments, 1 group project, and one coursework exam.

**9. Course Assessment Type and Course Learning Outcome Matrix**

| **Assessment** | **Learning Outcomes** | | | | | | | | **Weighting %** | **Assessment**  **Description** | **Duration** |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 |
| Assignment 1 |  |  | X |  |  |  |  |  | 5% | Algorithmic  Problems |  |
| Assignment 2 |  | X |  | X |  |  |  |  | 10% | Problems &  Short Answer  Questions |
| Group Project |  |  |  | X | X | X | X | X | 15% | Case Studies,  Project Report |
| CW Exam | X | X | X | X | X |  |  |  | 20% | Algorithmic and Scenario-based Problems, Short Answer  questions | 2 hours |
| Final  Examination | X | X | X | X | X | X |  |  | 50% | Algorithmic and Scenario-based Problems, Short Answer  questions | 2 hours |
| TOTAL % |  | | | | | | |  | 100% |  | |

**10. Readings/Learning Resources** *(Online and Print)*

*Required/Essential*

• Computer Security: Principles and Practice. 2018. William Stallings and Lawrie Brown • Unlocking the Mysteries of Information Security: Wayne Goodridge

**11. Staffing Requirements: 1 Lecturer, 1 Tutor, 1 Marker**

**12. Projected additional Cost (if any) for Proposed Undergraduate Course: None**

**13. Collaboration/ Consultation**

Academic staff from the Department of Computing and Information Technology were consulted on the proposal and full support was given for the changes to the curriculum.

**14. All relevant BUS Policies are available at: http://uwi.edu/undergraduatestudies/ default.aspx**

Have you taken these policies into account in the design of this Course? **Yes No \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**Academic Staff Member / Contact Person Responsible/Coordinator**

Name: Dr. Wayne Goodridge Telephone: 868-662-2002 ext 85381

Email: wayne.goodridge@sta.uwi.edu

**Campus/Faculty/Department**:

**Date of Recommendation by Faculty Board/APAD:**

**Signature: Dean/Director\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Signature: Department Head**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Checked and endorsed by:** ❑ Campus Bursary ❑ CETL ❑ Library ❑ Bookshop ❑ Faculties on other Campuses ❑ OOL ❑ Other \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ NB. Attach supporting documents as appendix e.g. CETL. Library, online checklist

**Course Calendar**

| **Week** | **Topics** | **Required**  **Readings**  **Learning**  **Resources** | **Learning Activities** | **Assessment** |  |
| --- | --- | --- | --- | --- | --- |
| **Topic** | **Date** |
| 1. | Security Goals  Passive/Active Threats | Selected  chapters  from  required  text,  Content  posted on  myElearning weekly | Face to  Face  Lectures, Lab  Tutorials |  |  |
| 2. | Shared key Cryptography, Caesar Cipher, Rail Fence, Encryption (DES) | Assignment 1  (Programming Ciphers) | Week 2 |
| 3. | Authentication, Hash  Functions, MACs |  |  |
| 4. | Biometric Authentication, Token Based Authentication, Single SignOn Systems and Key Distribution Centers |  |  |
| 5. | Public key Cryptography, RSA Algorithm |  |  |
| 6. | Digital Signatures, Message Digests, Certificates | Assignment 2  (Biometric Techniques) | Week 6 |
| 7. | Security in Internet Commerce |  |  |
| 8. | Revision | Coursework Exam  (Topics from Week 1-7) | Week 8 |
| 9. | Presentation of Biometric Techniques, VPNs |  |  |
| 10. | Firewalls and Packet Filters, Access Lists |  |  |
| 11. | Application Attacks: Input/ Output Validation, Exception Handling, Sign-On, Access Control, Library Linking, Configuration Management, Session Handling and Program Execution | Group Project  (Security Policies) | Week 11 |
| 12. | Risk Management – Assets & Vulnerabilities & Attacks, Presentation of Application Attacks |  |  |
| 13. | Course Review |  |  |  |  |